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FOREWORD 

Materials in this resource document were com
piled for use in a Washington seminar held in 
December, 1974, co-sponsored by the Domestic 
Council Committee on the Right of Privacy and the 
Council of State Governments. The seminar was 
directed to the interests of State and local govern
ment and was intended to explore the alternatives 
for intergovernmental strategies in, privacy protec
tion policy formulation and implementation. We 
were motivated to join in this seminar because of 
the increasing interest in personal privacy at the 
State and local level, and we desired .to share 
experience and insights gained by the Federal gov
ernment jn the development of the Privacy Act of 
1974 (P.L. 93-579), signed into law on December 
31, 1974. That Act pertains mainly to the practices 
of Federal agencies, but its privacy principles re
garding information management are of relevance 
to State and local government as well. 

The matter of personal privacy is one important 
facet of broader questions of information law and 
policy. Our society grows in the need for personal 
information in order to provide the comprehensive 
services that government and the private sector seek 
to make available. The process is not simple, of 
balancing the need for information against the indi
vidual's desire to limit the quantity of information 
about himself that may become public, but it is a 
task that must be accomplished to insure the re
sponsible management and operation of programs 
that are dependant upon information about people. 

The original seminar materials have been updated 
and expanded in this document and are designed to 
provide an overview of the breadth and depth of 
questions of informational privacy, and ta display 
some of the complexities in information regulation 
and management. They explore representative areas 
of information requirements, displaying many of the 
competing interests that must be balanced re&arding 
the collection, use and dissemination of personal 
information. It is unwise for any government to 
enter upon the regulation of jnformation processing 
without careful study of the potential impact of 
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such regulation on the business practices of govern
ment itself, and upon the private sector. 

Relevant portions of these materials will be useful 
tu replicate a conference, workshop or seminar, 
such as we held in Washington, or to provide a 
foundation for research and inquiry in the develop
ment of privacy protection policy. We make this 
document available in the hope it will help others 
to find a useful entry-point into the matter of per
sonal information privacy, though we know it is by 
no means cxhaustive or complete. The bibliography 
included suggests other sources for research into 
the many complex issues of information manage
ment. From time to time, as the Federal govern
ment gains experience in the implementation of the 
Privacy Act, sharing what is learned hopefully can 
make it easier for others to minimize difficulties and 
decrease the costs of. program development. 
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QUlNCY RODGERS 
EXECUTIVE DIRECTOR 

GEORGE B. TRUBOW 
GENERAL COUNSEL 

(SEMINAR CO-CHAIRMAN) 

THE DOMESTIC COUNCIL COMMITTEE 

ON THE RIGHT OF PRIVACY 

CHAPTER 1 

INTRODUCTION 
Until recently, most Americans probably did not 

consider their right to privacy a significant issue. 
Many were unconcerned about whether govern
II!~ntal or private organizations paid any attention 
to personal privacy, and they were, confident that 
their own privacy was indeed under proper safe
guard. 

Today, while it may not yet have achieved uni
versal popularity, privacy appears to be on the way 
to becoming a household concern. Dramatic prog
ress in the dpvelopment of information and record
keeping technology, particularly during the last 
decade, has contributed significantly to this relative
ly new concern. Information about virtually every 
aspect of an individual's life is now compiled and 
maintained as a matter of cource by numerous 
governmental and private agencies. In many cases, 
however, safeguards against privacy invasion have 
lagged behind the mushrooming technological de
velopment. (See Appendix I for a brief sketch on 
the historical background of privacy protection and 
Appendix II for a glossary of frequently encoun
tered terms.) 

Individuals within the Federal government, in
creasingly aware of these concerns, recognized the 
emerging need and took steps to meet it. The Presi
dent, in February of 1974, established the cabinet
level Domestic Council Committee on the Right of 
Privacy to consider and recommend prompt action 
to assure a proper balance between the individual 
right of personal privacy and the necessary prac
tices of public and private organizations in acc~mu
lating and managing information about people. At 
the same time, individuals within State and local 
government experienced similar concerns, began 
searching for answers, and formulated legislative 
initiatives within their own governmental systems. 
Knowledge of these activities and developments 
began accumulating, principally in the offices of the 
Council of State Governments. 

This mutuality of concern seemed almost natural
ly to spawn the idea of a possible coordinated or at 



least a cooperative Federal-State-lul,;.:;i effort. Thus, 
in the early fall of 1974 the concept of a Privacy 
Seminar evolved, and the Domestic Council Com
mittee on the Right of Privacy combined with the 
Council of State Governments in joint sponsorship. 
Although time was short, the staff recognized that 
the most favorable place and date for the seminar 
would be Washington, D. C., in mid-December
and so agreed despite constraints imposed by that 
short planning and preparation time. This schedllie 
recognized the advantage of introducing various 
privacy concepts to attendees in advance of the 
openings of most State legislatures and assemblieil. 
It also insured a better attendance than if it had 
been held later. 

Early in the planning it was determined that the 
seminar should provide an opportunity for State 
and local officials to exchange views on approaches 
to providing personal privacy protection at the State 
and local levels of government-an opportunity not 
only to discover what was needed and wanted, but 
also what might work. In a word, the seminar could 
provide a strategy for action. 

Given that overall objective, the staff had the 
tasks of establishing the specific subjects to be 
covered and deciding on the most effective vehicle 
to accomplish that coverage. After considerable 
exploration and discussion, staff members agreed 
that three separate main sessions would be held, one 
each on criminal justice information systems, State 
and loca! government data banks, and employee 
records. As a vehicle for stimulating discussion and 
thought in these areas, the staff developed the con
cept of a mock legislative hearing, including a chair
man and various witnesses. Other discussion sub
jects, covered through different approaches, in
cluded consumer privacy interests, privacy cost 
implications, and privacy strategy for the future. 
(The final program agenda of the Privacy Seminar 
is Appendix III.) 

2 

In the selection of attendees, the staff considered 
it important to include not only those acquainted 
with and interested in privacy, but also those in 
professional positions of the type that would pro
vide an opportunity for action. The staff also wanted 
to balance representation across the country and 
from var;ous levels of government·-State legisla
tors, State administrators and local government 
administrators. Response to the invitation was grati
fying, with over 150 participants from 37 States and 
the District of Columbia. (A list of attendees is in
cluded as Appendix IV.) 

To encourage attendees to prepare for the semi
nar, a workbook containing carefully selected ma
terials was mailed, and participants had several clays 
to get acquainted with its contents-articles on pri
vacy, issue papers, and various samples of model, 
proposed and enacted legislation. (These materials 
are included in this compilation along with addi
tional items that will bring the reader up to date and 
round out the basic resource value of the docu
ment.) An extensive reading list of significant litera
ture on the privacy question was provided each 
participant at the outset of the seminar (see Ap
pendix V for an updated version), and a convenient 
resource center was established near the seminar 
meeting rooms, which included works from the 
reading list as well as other materials of interest. 

The following chapters summarize the various 
sessions of the Seminar and its conclusions. Four 
chapters contain transcript summaries of the vari
ous sessions ancl, as appropriate, issue papers and 
sample legislation on the SUbjects. There are also 
chapters on the luncheon speeches, on systems cost 
and on a strategy for the future. 

Included as appendixes are four background 
articles on privacy, several samples of addition a I 
State legislation of interest, and the Federal Pri
vacy Act of 1974 (because of its high interest 
value) along with a commentary. 

CHAPTER 2 

CRIMINAL 
JUSTICE 
INFORMATION 

Not too surprisingly, the mock legisiative session 
on criminal justice information attracted the great
est Seminar participant interest. 

Chaired by Attorney General Robert Quinn of 
Massachusetts, the committee consisted of State 
Senator William Ray of Alaska, Ms. Helen Lesain of 
the Law Enforcement Assistance Administration, 
and Deputy Attorney General Morris Solomon of 
Pennsylvania. 

The materials mailed out to each pre-registered 
Seminar participant included the following issue 
paper, which has been edited for inclusion here: 



ISSUE 
PAPER 

A numbel' of issues should be addrei,;;ed in considering 
any criminal justice information legislation relating to the 
protection of privacy. The following is an attempt to delin
eate some of those issues, without suggesting specific reso
lution of thcm. 

SCOI'E: The first isslle to be addressed is the scope of 
stich legislation. What agencies should it cover? What types 
of records? What aspects of the records? 

Agencies: While law enforcement agencies are the pri
mary collectors of criminal justice information, they are 
not the sole users of it. The extent to which these agencies 
should be covered by legislation dealing with criminal 
justice information is a fundamental issue, particularly 
with respect to the courts because they are a separate and 
equal branch of government. 

Informalion covered. Legislation dealing with criminal 
justice information could be limited ~olcly to notations of 
factual data-rap sheets. It could, however, cover a much 
broader range-intelligence, criminal investigations, prison, 
probation and parole records, and various court records. 
Deciding which records to cover precedes choices of 
methods of regulation. 

Aspects of c()verage. No matter which records are cov
ered, it will be necessary to determine which aspects will 
be regulated in any legislation. Should regulation hinge on 
the collection of the records or only their use? Should it 
deal with dissemination and exchange outside the agency, 
or should internal usc cf records be regulated as well '? 

INITIAL I'OLICY DECISIONS: Once it is determined 
which agencies and records should be covered, the policy 
approach of' the legislation must be examined. Should the 
legislation prohibit anything not expressly authorized 
therein? Should it set goals to be achieved, leaving the 
implementation to others? Should it prohibit only known 
abuses, leaving all other decisions to the agency? Or what 
combinations of these approaches arc feasible, based upon 
the nature of the information, the problems perceived, or 
the agencies covered? 

ADMINISTRATION Ar'm ENFORCEMENT: The 
possible courses of action ill this area are many and may 
be used in a variety of combinations. Major possibilities 
are listed here but the list is not exhaustive. 

Centralizcd control agcncy. A single agency could be 
created with the power both to administer and to enforce 
the provisions of any bill. It wouid issue the binding regula-
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lions and interpretations, order agencies to make changes 
and adjudicate individual complaints. 

Agency control. A bill could vest all implementation 
authority in a criminal justice agency with respect to its 
own systems, relying on civil or criminal enforcement in 
individual cases to ensure compliance with the provisions 
of the bilI. 

Monitol'ing system: A bill could give implement'ition 
authority to each agency in the first instance but establish 
some form of general oversight in an independent body. 
The powers that might be given to a monitoring agency 
range from the review of regulations before they are issued 
to reporting on compliance on an on-going basis. 

I'rivate enforcement. There is a question whether a bill 
that regulates criminal justice information should permit 
private enforcement through individual law suits--either 
injunctive actions, damage actions, or both. If such en
forcement is authorized, a number of subsidiary issues 
are raised. Should it be injunctive only, damage suit only, 
or both? Should suit be available against agencies, against 
individuals, or both? Should only actual damages be re
coverable or should punitive or exemplary damages be 
authorized in certain cases? What defenses are available? 
May costs and attorneys fees be recovered and, if so, 
should monetary limits be set? Should there be liquidated 
damages-specified amounts-for injuries whose cost is 
difficullt to calculate? 

Criminal enforcement. The basic issue is whether non
compliance with the provisions of a criminal justice infor
mation bill is a proper subject for criminal penalties. If so, 
should the penalties be limited to egregious cases or applied 
to all violations? Is it proper to impose penalties on recip
ients and users of information outside the criminal jus!ice 
system as well as on the disseminators who are within the 
system? May the press be subjected to criminal penalties 
for using certain information? What defenses should be 
available with respect to charges of criminal violations of 
a law governing the handling of criminal justice informa
tion? 

PRESS ACCESS: One of the most troublesome aspects 
of any criminal justice information bill is its impact on the 
press. If certain information is to be protected from public 
disclosure, then it must not be available "io the press. On 
the other hand, thi! press can serve as a safeguard against 
abuses in the system but only if it has access to informa
tion. If certain information, such as rap sheets, consists 
entirely of notations of matters that were originally public 

information, can the compilation of the information prop
erly be denied to th" press? Is a distinction feasible be
tween current information available to the press and past 
history that is not available? 

INDIVIDUAL ACCESS TO RECORDS: It seems to be 
generally agreed that an individual's access to his own 
records is an important aspect of any privacy legislation. 
With respect to criminal justice records, however, unique 
problems arise. 

Rap Sheet Dahl. Should an individual have access to his 
own rap sheet? Should access be permitted wherever the 
information may be located or only at .:ertain repositories? 
Who has the responsibility to correct data? What pro
cedures should be followed in providing correction? Is it 
preferable to give an hJividual a copy of his rap sheet or 
to let him inspect it ouly at some official location? Should 
data be available only to the individual or also to others 
at his request and 'with his consent? 

Correctional records. Should an individual have full 
access to correctional records or may they be restricted? 
How should records of other agencies in a correctional 
file-presentence reports, psychiatrist's reports, etc.-be 
handled? Rather than blanket access, are case-by-case 
determinations possible? 

Intelligence and investigative records. Can access be 
permitted without jeopardizing law enforcement interests? 
Is the granting of access consistent with the rules of dis
covery in criminal proceedings? If access to active files is 
denied, can access to closed files be authorized after a 
limited period? If so, what period is reasonable? Can 
proper distinctions be made with respect to access to in
vestigative files vs. intelligence files? 

Audit trails. If audit trails arc required as to dissemina
tion of any of these categories of information, should an 
individual have access to the audit trail? Can distinctions 
properly be made among the various types of information 
regarding access to audit trails? Is there a proper distinc
tion between records of criminal justice access and records 
of noncriminal justice access in connection with permitting 
individual access to audit trails? 

SEALING :\ND EXPUNGEMENT: Among the more 
controversial proposals with rf.spect. to criminal justice 
records is the suggestion that some or all of these records 
should be sealed or expunged after a period of time. With 
respect to each category of recofds the initial decision is 
whether there should be any sealing or expungement at all. 

ISSUE 
PAPER 

If there is, which is the preferable form'? Expungement, if 
efl'cctively carried out, admits of no exceptions-the record 
ceases to exist. Sealing on the other hand may permit 
exceptions-the seal on any given record can be broken for 
specified reasons. Whichever fm'm is considered-expunge
ment or scaling-the questions remain as to which records 
are subject to it, and after what period of time. 

AUTOMATED VS. MANUAL SYSTEMS: Whether 
valid or not, therc appears to be more public concern about 
automated criminal justice information systems t},ai1 about 
manual ones. The q!lestion arises. whether greater i'estric
tions should be placed on the use of automated systems 
than on manual systems and, if so, what restric:ions. 
Among the restrictions that have been suggested are (otal 
prohibitions on patrol car or other mobile termim;\." 
requirements of formal agreements governing access to 
automated systcms, and requirements that automated 
centralized systems operate on a "pointer system" * rather 
than store information directly. 

NONCRIMINAL JUSTICE ACCESS: While it is gen
erally conceded that noncriminal justice access to criminal 
justice information should be regulated, the form of regu
lation raises a number of issues. Should only conviction 
information be available or may other rap sheet informa
tion be provided? Under what circumstances, if any, should 
investigative or intelligence information be availabl,~ for 
non-criminal justice purposes? Is it necessary to make 
some correctIOnal information available for noncriminal 
justice purposes in order to secure rehabilitation services? 
What should determine noncriminal justice access to crimi
nal justice information; legislation dealing specifically with 
criminal justice information, other legislation, executive 
orders, or agency regula.tions? Can record-keeping and 
other restrictions, such as nonretention, insure against 
abuse of the information by noncriminal just.ice agencies? 
Here again, the issues are almost endless. 

ARREST RECORDS: A serious problem concerns 
access to arrest information, i.e., information that notes 
only an arrest and does not indicate any disposition of 
charges. One solution is to prohibit dissemination of an 
arrest record outside the arresting agency, thus denying 
the information to noncriminal justice agencies and to 
other criminal justice agencies as well. A variation is to 

• "Pointer" is frequently used to chnr3cterize an index which merely 
indicates whal agency, if any, has a r~cord on an individual. bllt the 
pointer syslem dors not ccntratl)· store the record. 
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permit access to current arrest information but tl} bar 
access to information concerning arrests for which no dis
position is indicated within a reasonable specified time. 
Another approach is narrowly to define the circumstances 
in which criminal justice and noncriminal justice agencies 
may have access to arrest information. Sealing and ex
pungement discussed above, are particularly relevant to 
some of these considerations. 

It is suggested that the issues outlined here will provide 
a starting point for any discussions of criminal justice in
formation appropriate for enactment or amendment at the 
state level. 
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The Seminar materials pertaining to criminal jus
tice information systems also included existing stat
utes from Alaska, Iowa and Massachusetts, and a 
Model State Act for Criminal Offender Record 
Information produced by Project Search, all of 
which are reprinted below: 

ALASKA STATUTES 

CHAPTER 62. CRIMINAL JUSTICE INFORMATION SYSTEMS 

SECURITY AND PRIVACY 

Section 
10. Regulations 
20. Collection and storage 
30. Access and use 
40. Security, updating, and purging 
50. Interstate systems for the exchange of criminal justice 

information . 
60. Civil and criminal remedies 
70. Definitions 

Effective date-Section 3, ch, 161, SLA 1972, provides: 
"This Act takes effect October 1, 1972." 

Sec. 12.62.010. Regulations. (a) The Governor's Commis
sion on the Administration of 'Justice established under AS 
44.19.746--44.19.758 is authorized, after appropriate con
sultation with representatives of state and local law en
forcement agencies participating in information systems 
covered by this chapter, to establish rules, regulations, and 
procedures considered necessary to facilitate and regulate 
the exchange of criminal justice information and to insure 
the security and privacy of criminal justice information 
systems. The notice and hearing requirements of the Ad
ministrative Procedure Act (AS 44.62), relating to the 
adoption of regulations, apply to regulations adopted un
der this chapter. (§ I ch 161 SLA 1972) 

Sec. 12.62.020. Collection and storage. (a) The commis
sion shall establish regulations concerning the specific 
classes of criminal justice information which may be 
collected and stored in criminal justice information systems. 

(b) No infol'mation collected. under 'the provisions of -
any of the following tiVes of the Alaska Statutes, except 
for information related to criminal offenses under those 
titles, may be collected or stored in criminal justice infor
mation systems: 

(1) AS 02, except chs. 20, )0 and 35; 
(2) AS 03-04; 
(3) AS 05, except chs. 20, 25, 30 and 35; 
(4) AS 06--10; 
(5) AS 13-15; 

(6) AS 17; 
(7) AS 18, except AS 18.60.120-18.610.175 and ch. 65; 
(8) AS 19-27; 
(9) AS 29-32; 
(10) AS 34-46; and 
(II) AS 47, except ch. 10. 

(§ I ch 161 SLA 1972) 

Sec. 12.62.030. Access and lise. (a) Except as provided 
in (b) and (c) of this section, access to specified classes. of 
criminal justice information in criminal justi'ce information 
systems is available only to individual law enforcement 
agencies according to the specific needs of the agency un
der regulations established by the commission under § 10 
of this chapter. Criminal justice information may be used 
only for law enforcement purposes or for those additional 
lawful purposes necessary to the proper enforcement or 
administration of other provisions of law as the commis
sion mal' prescribe by regulations established under § 10 
of this chapter. No criminal justice information may be 
disseminated to an agency before the commission deter
mines the agency's eligibility to receive that information. 

(b) Criminal justice information may be made available 
to qualified persons for research related to law enforcement 
under regulations established by the commission. These 
regulations must include procedures to assure the security 
of information and the privacy of individuals about whom 
information is released. 

(c) A person shall have the right to inspect criminal 
justice information which refers to him. If a persbn believes 
the information to be inaccurate, incomplete or mislead
ing. he may request the criminal justice agency having ells
tody or control of the records to purge, modify or sup
plement them. If the agency declines to do so, or if the 
person believes the agency's decision to be otherwise un
satisfactory. the person may in writing request review by 
the commission within 60 days of the decision of the 
agency. The commission, its representative or agent shall. 
in a case in 'Nhich it finds a basis for complaint, conduct 
a hearing at which the person may appear with counsel. 
present evidence. and examine and cross-examine witnesses. 
Written findiligs and conclusions shall be issued. If the 
record in question is found to be inaccurate, incomplete or 
misleading, the commission shall order it to be appropriate
ly purged. modified or supplemented by an explanatory 
notati~n."· An agency or person in the state with custody. 
possession or ~ontrol of the recQrd shall promptly have 
every copy of the record altered in accordance with the 
commission's order. Notification of a deletion, amend
ment and supplementary notation shall be promptly dis
seminated by the commission to persons or agencies to 
which records in question have been communicated, as 
well as to the person whose records have been altered. 

(d) An agency holding or receiving criminal justice in
formation shall maintain, for a period determined by the 
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commission to be appropriate, a listing of the agencies to 
which it has released or communicated the information. 
These listings shall be reviewed from time to time by the 
commission or staff members of the commission to deter
mine whether the provisions of this chapter or any ap
plicable regulations have been violated. 

(e) Reasonable hours and placcs of inspection. and any 
additional restrictions. including fingerprintings, that are 
reasonably necessary both to assure the record's security 
and to verify the identities of those who seek to inspect 
them may be prescribed by published rules. Fingerprints 
taken under this subsection may not be transferred to an
other agency or used for any other purpose. 

(f) A person or agency aggrieved by ari order or de
cision of the commission under (c) of this section may 
appeal the order or decision to the superior court. The 
court shall in each case conduct a de novo hearing and 
may order the relief it determines to be necessary . .If a 
person about whom informiltion is maintained by an 
agency challenges that information in an action under this 
subsection as being inaccurate. incomplete or misleading. 
the burden is on the agency to prove that the information 
is not inaccurate. incomplete or misleading. (§ I ch 161 
SLA 197'1.) 

Sec. 12.62.040. Security, updating, lllld. purging. (a) 
Criminal justice information systems shall 

(I) be dedicated to law enforcement purposes and be 
under the management and control of law enforcement 
agencies unless exempted under regulations prescribed un
der § 10 of this chapter: 

(2) include operating procedures approved by the com
mission which are reasonably designed to assure the' 
security of the information contained in the system from 
unauthorized disclosure, and reasonably designed to assure 
that criminal offcnder record information in the system is 
regularly and accurately revised to include subsequently 
furnished information; 

(3) include operating procedures approved by the com
mission which are designed to assure that information con
cerning an individual shall be removed from the records. 
based on considerations of age, nature of record, and 
reasonable interval following the last entry of information 
indicating that the individual is still under the jurisdiction 
of a law enforcement agency. 

(b) Notwithstanding any provision of this section, any 
criminal justice information relating to minors which is 
maintained as part of a criminal justice information system 
must be afforded at least the same protection and is sub
ject to the same procedural safeguards for the benefit of 
the individual with respect to whom the information is 
maintained. in matters relating to access, usc and securit\· 
as it would be under AS 47.10.090. C§ 1. ch 161 SLA 1972) 

Sec. 12.62.050. Interstate s}'stems for the exchange of 
criminal justice infonnation. (a) The commission shall reg-
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ulate the participation by all state and local criminal justice 
agencies in an interstate system for the exchange of 
criminal justice information, and shall be responsible to 
assure the consistency of the participation with the pro
visions and purposes of this chapter. The commission may 
not compel any criminal justice a!;ency to participate in an 
interstate system. 

(b) Direct access to an interstate system for the ex
change of criminal justice information shall be limited to 
those criminal justice agencies that are expressly designated 
for that purpose by the commission. When the system em
ploys telecommunications access terminals, the commission 
shall limit the number and placement of the terminals to 
those for which adequate security measures may be taken 
and as to which commission may impose appropriate super
visory regulations. (§ I ch 161 SLA 1972) 

Sec. 12.62.060. Civil and criminal remedies. Ca) A person 
with respect to whom criminal justice information has been 
wilfully maintained, disseminated, or used in violation of 
this chapter has a civil cause of action against the person 
responsible for the violation and shall be entitled to re
cover actual damages and reasonable attorney fees and 
other reasonable litigation costs. 

(b) A person who wilfully disst:minates or uses criminal 
justice information knowing such dissemination or use to 
be in violation of this chapter, upon conviction, is punish
able by a fine of not more than $1,000 or by imprisonment 
for not more than one year, or by both. 

(c) A good faith reliance upon the provisions of this 
char;ter or of applicable law governing maintenance, dis
semin;)tion. or use of criminal justice information, or upon 
rules, regulations, or procedures prescribed under this 
chapter is a complete defense to a civil or criminal action 
brought under this chapter. (§ 1 ch J 6l SLA 1972) 

Sec. 12.62.070. Definitions. Tn this chapter 
( I) "criminal justice information system" means a sys

tem, including the equipment, facilities, procedures, agree
ments, and organizations related to the system funded in 
whole or in part by the Law Enforcement Assistance Ad
ministration, for the collection, processing, or dissemination 
of criminal justice information; 

(2) "criminal justice information" means information 
com;erning an individual in a criminal justice information 
system and indexed under the individual's name, or re
trievable by reference to the in'dividual by name or other
wise and which is collected or stored in a criminal justice 
information system; 

(3) "commission" means the Governor's Commission on 
the Administration of Justice established under AS 
44.19.746-44.19.758; 

(4) "Interstate systems" means agreements, arrange
ments and systems for the interstate transmission and ex
change of criminal justice information, but does not in
clude record keeping systems in the state maintained or 
controlled by a state or local agency, or group of agencies, 

even if the agency receives information through, or other
wise participates in, systems for the interstate exchange of 
criminal justice information; 

(5) "law enforcement" means any activity relating to 
crime prevention, control or reduction or the enforcement 
of the criminal prevention, control or reduction or the en
forcement of the criminal law, including, but not limited 
to, police efforts to prevent, control or reduce crime or to 
apprehend criminals, activities of criminal prosecution. 
courts, public defender< corrections, probation or parole 
authorities; 

(6) "law enforcement agency" means a public agency 
which performs as one of its principal functions activities 
pertaining to law enforcement. (§ I ch 161 SLA 1972) 

IOWA 

CHAPTER 294 
CRIMINAL HISTORY DATA 

S. F. 115 

AN ACT relating to disclosure of criminal history and in
telligence data and providing penalties. 

Be It Enacted by the General Assembly 0/ the State of 
Iowa: 

SECTION 1. NEW SECTION. Definitions of words and 
phrases. As used in this Act, unless the context otherwise 
requires: 

1. "Department" means the department of public safety. 
2. "Bureau" means the department of public ~afety, 

division of criminal investigation and bureau of identifica
tion. 

3. "Criminal history data" means any or all of the 
following information maintained by the department or 
bureau in a manual or automated data storage system and 
individually identified: 

a. Arrest data. 
b. Conviction data. 
c. Disposition data. 
d. Correctional data. 
4. "Arrest data" means information pertaining to an 

arrest for a public offense and includes the charge, date, 
time, and place. Arrest data includes arrest warrants for 
all public offenses outstanding and not served and includes 
the filing of charges. by preliminary information when 
filed by a peace officer or law enforcement officer or 
indictment, the date and place of aHeged commission and 
county of jurisdiction. 

5. "Conviction data" means information that a person 
was convicted of or entered a plea of guilty to a public 
offense and includes the date and location of commission 
and place and court of conviction. 

6. "Disposition data" means information pertaining to a 
recorded court proceeding subsequent and incidental to a 
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public offense arrest and includes dismissal of th:: charge, 
suspension or deferral of sentence. 

7. "Correctionai data" means information pertaining to 
the status, location and activities of persons under the 
supervision of the county sheriff, the division of corrections 
of the department of social services, board of parole or any 
other state or local agency performing the same or similar 
function, but does not include investigative; sociological, 
psychological, economic or other subjective information 
maintained by (he divslon of corrections of the department 
of social services or board of parole. 

8. "Public offense" as used in subsections four' (4), five 
(5), and six (6) of this section does not include non
indictable offenses under either chapter three hundred 
twenty-one (321) of the Code or local traffic ordinances. 

9. "Individually identified" means criminal history data 
which relates to a specific peri\Pn by one or more of the 
following means of identification: 

a. Names and alias, if any. 
b. Social security number. 
c. Fingerprints. 
d. Other index cross-referenced to paragraphs a, b, or c. 
e. Other individually identifying characteristics. 
10. "Criminal justice agency" means any agency or de

partment of any level of government which performs as its 
principal function the apprehension, prosecution, adjudica
tion, incarceration, or rehabilitation of criminal offenders. 

11. "Intelligence data" means information coHected 
where there are reasonable grounds to suspect involvement 
or participation in criminal activity by any person. 

12. "Surveillance data" means information on in
dividuals, partaining to participation in organizations, 
groups, meetings or assemblies, where there are no reason
able grounds to suspect involvement or participation in 
criminal activity by any person. 

SEC. 2. NEW SECTION. Dissemination of criminal his
tory data. The department and bureau may provide copies 
or communicate information from criminal history data 
only to criminal justice agencies, or such other public 
agencies as are authorized by the confidential records 
council. The bureau shaH maintain a list showing the 
individual or agency to whom the data is disseminated and 
the date of dissemination. 

Authorized agencies and criminal justice agencies shall 
request and may receive criminal history data only .when: 

I. The data is for official purposes in connection with 
prescribed duties, and 

2. The request for data is based upon name, fingerprints, 
or other individual identifying characteristics. 

The provisions of this section and section three (3) of 
this Act which relate to ·the requiring of an individually + 
identified request prior to the dissemination or redissemina-

• According to enrolled Act. 
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tion of criminal history data shall not apply to the furnish
ing of criminal history data to the federal bureau of 
investigation or to the dissemination or redissemination of 
information that an arrest warrant has been or will be 
issued, and other relevant information including but not 
limited to, the offense and the date and place of alleged 
commission, individually identifying characteristics of the 
person to be arrested, and the court or jurisdiction issuing 
the warrant. 

SEC. 3. NEW SECTION. Rcdissemination. A peace offi
cer, criminal justice agency, or state or federal regulatory 
agency shall not rcdisseminate criminal history data, within 
or without the agency, received from the department or 
bureau, unless: 

1. The data is for official purposes in connection with 
prescribed duties of a criminal justice agency, and 

2. The agency maintains a list of the persons receiving 
the data and the date and purpose of the dissemination, 
and 

3. The request for data is based upon name, finger
prints, or other individual identification characteristics. 

A peace officer, criminal justice agency, or state or 
federal regulatory agency shall not redisseminate intelligence 
data, within or without the agency, received from the de
partment or bureau or from any other source, except as 
provided in subsections one (1) and two (2) of this 
section. 

SEC. 4. NEW SECTION. Statistics. The department, bu
reau, or a criminal justice agency may compile and dis
seminate criminal history data in the form of statistical 
reports derived from such information or as the basis of 
further study provided individual identities are not ascer
tainable. 

The bureau may with the approval of the commissioner 
of public safety disseminate criminal history data to per
sons conducting bona fide research, provided the data is 
not individually identified. 

SEC. 5. NEW SECTION. Right of notice, access and chal
lenge. Any person or his attorney with written authoriza
tion and fingerprint identification shall have the right to 
examine criminal history data filed with the bureau that 
rcfers to the person. The bureau may prescribe reasonable 
hours and places of examination. 

Any person who files with the bureau a written statement 
to the effect that a statement contained in the criminal 
history data that refers to him is nonfactual, or informa
tion not authorized by law to be kept, and requests a 
correction or elimination of that information that refers 
to him shall be notified within twenty days by the bureau. 
in writing, of the bureau's deci~ion or order regarding the 
correction or elimination. The bureau's decision or order or 
failure to allow examination may be appealed to the dis
trict court of Polk county by the person requesting said 
examination, correction or elimination. Immediately upon 
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such appeal the court shall order the bureau to file with 
the court a certified copy of the criminal history data and 
in no other situation shall the bureau furnish an individual 
or his attorney with a certified copy, except as provided by 
this Act. 

Upon the request of the appellant, the record and 
evidence in such cases shall be closed to all but the court 
and its officers, and access thereto shall be refused unless 
otherwise ordered by the court. The clerk shall maintain a 
separate docket for such actions. No person, other than the 
appellant shall permit a copy of any of the testimony or 
pleadings or the substance thereof to be made available to 
any person other than a party to the action or his attorney. 
Violation of the provisions of this section shall be a public 
offense, punishable under section seven (7) of this Act. 

Whenever the bureau corrects or eliminates data as 
requested or as ordered by the court, the bureau shall 
advise all agencies or individuals who have received the 
incorrect information to correct their files. Upon applicc
(ion to the district court and service of notice on the 
commissioner of public safety, any individual may request 
and obtain a list of all persons and agencies who received 
criminal history data referring to him, unless good cause 
be shown why the individual should not receive said list. 

SEC. 6. NEW SECTION. Civil remedy. Any person may 
institute a civil action for damages under chapters twenty
five A (25A) or six hundred thirteen A (613A) of the 
Code or to restrain the dissemination of his criminal 
history data or intelligence data in violation of this Act, 
and any person, agency or governmental body proven to 
have disseminated or to have requested and received 
criminal history data or intelligence data in violation of 
this Act shall be liable for actual damages and exemplary 
damages for each violation and shall be liable for court 
co~ts, expenses, and reasonable attorneys' fees incurred by 
the party bringing the action. In no case shall the award 
for damages be less than one hundred dollars. 

SEC. 7. NEW SECTION. Criminal penalties. 
I. Any person who willfully requests, obtains, or seeks 

to obtain criminal history data under false pretences, or 
who willfully communicates or seeks to communicate 
criminal history data to any agency or person except in 
accordance with this Act, or any person connected with any 
research program authorized pursuant to this Act who 
willfully falsifies criminal history data or any records 
relating thereto, shall, upon conviction, for each such 
offense be punished by a fine of not more than one 
thousand dollars or by imprisonment in the state peniten
tiary for not more than two years, or by both fine and 
imprisonment. Any person who knowingly, but without 
criminal purposes, communicates or seeks to communi~ate 
criminal history data except in accordance with this Act 
5hftll for each such offense be fined not more than one 
hundred dollars or be. imprisoned not more than ten days. 

2. Any person who willfully requests, obtains, or seeks 
to obtain ifttelligenl'~ data under false pretenses, or who 
willfully communicates or seeks to communicate intelli
gence fita to any agency 011 person except in accordance 
wirh this Act, shall for each sllch offense be punished by 
a fine of not more than five thousand dollars or by im
,risonMent in the state penitentiary for not more than 
three years, or by both fine and imprisonment. Any person 
who knowingly, but without criminal purposes, communi
cates or seeks to communicate intelligence data except in 
accordllftCe with this Act shall for each such offense be 
fined not more than five hundred dollars or be imprisoned 
nol. nwre than .six months, or both. 

3. If the persoll convicted under this section is a peace 
officer, the conviction shall be grounds for discharge or 
suvpension from duty without pay and if the person con
victed is a public official or public employee, the conviction 
shall be grounds for removal from office. 

4. Any reasonable grounds for belief that a public 
employee has violated any provision of this Act shall be 
grouflds for immediate removal from all access to crimi
nal history data and intelligence data. 

SEC. 8. NEW SECTION. Intelligence data. Intelligence 
data contained in the files of the department of pubic 
safety or a criminal justice agency shall not be placed 
withifl a computer data storage system. 

Intetligence data in the files of the department may be 
dissemmated only to a peace officer, criminal justice 
agency, or state or federal regulatory agency, and only if 
the department is satisfied that the need to knoW' and the 
intended use are reasonable. Whenever intelligence data 
relatiwg to a defendant for the purpose of sentencing has 
been provided a court, the court shall inform the de
fendant or his attorney that it is in possessioll of such data 
ami shall, upon request of the defendant or his attorney, 
permit examination of such data. 

If the defendant disputes the accuracy of the intelligence 
data, he shall do so by filing an affidavit stating the sub
stance of the disputed data and wherein it is inaccurate. 
If the court fiflds reasonable doubt as to the accuracy of 
such iflformation, it may require a hearing and the 
eXllfRmatioR of witnesses relating thereto on or before the 
time set for sefltenciJtg. 

SEC. 9. NEW SECTION. No surveillance data shall be 
"laced ill files or manual or automated data storage 
systems by the department or bureau or by any peace 
officer or criminal justice agency. Violation of the pro
visions of this section shall be a public offense punishable 
under section seven (7) of this Act. 

SEC. 10. NEW SECTION. Rules. The department shall 
adopt rules and regulations designed to assure the security 
aRd celllMftMiolity of all criminal history data and in
teM.., ... syateills. 

9I!c. 11. Jlt£w SECTION. Education program. The de-
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partment shall require an educational program for its 
employees and the employees of criminal justice agencies 
on the proper lise and control of criminal history data and 
intelligence data. 

SEC. 12. NEW SECTION. Data processing. Nothing in 
this Act shall preclude the use of the equipment and hard
ware of the data processing service center provided for in 
section nineteen B point three (19B.3), subsection five (5), 
of the Code for the storage and retrie .... al of criminal 
history data. Files shall be stored on the co.m,.puter in such 
a manner as the files cannot be modified, destroyed, 
accessed, changed or overlayed * in any fashion by non
criminal justice agency terminals or personnel. That portion 
of any computer, electronic switch or manual terminal 
having access to criminal history data stored in the state 
computer must be under the management control of a 
criminal justice agency. 

SEC. 13. NEW SECTION. Review. The department shall 
initiate periodic review procedures designed to determine 
compliance with the provisions of this Act within the 
department and by criminal justice agencies and to de
termine that data furnished to them is factual and accurate. 

SEC. 14. NEW SECTION. System for the excbange of 
criminal hislory dala. The department shall regulate the 
participation by all state and local agencies in any system 
for the exchange of criminal history data, and shall be 
I'esponsible for assuring the consistency of such participa
tion with terms and purposes of this Act. 

Direct access to such systems shall be limited to such 
criminal justice agencies as are expessly designated for that 
purpose by the department. The department shall, with re
spect to telecommunications terminals employed in the 
discrimination of criminal history data, insure that security 
is provided over an entire terminal or that portion actually 
authorized access to criminal history data. 

SEC. 15. NEW SECTION. Repor2s to department. When 
it comes to the attention of a sheriff, police department, or 
other law enforcement agency that a public offense h~~ 
been committed in its jurisdiction, it shall be the duty of 
the law enforcement agency to report information con
cerning such crimes to the bureau on a form to be 
furnished by the bureau not more than thirty-five days 
from the time the crime first comes to the attention of such 
law enforcement agency. These report~ shall be used to 
generate crime statistics. The bureau shall submit statistics 
to the governor, legislature and crime commission on a 
quarterly and yearly basis. 

When a sheriff, police department or other law enforce
ment agency makes an arrest which is reported to the 
bureau, the arresting law enforcement agency and any 
other law enforcement agency which obtains custody of the 
arrested person shall furnish a disposition report to the 

• According to enrolled Act. 
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bureau whenever the arrested person is transferred to the 
custody of another law enforcement agency or is released 
without having a complaint or information filed with any 
court. 

Whenever a criminal complaint or information is filed in 
any court, the clerk shall furnish a disposition report of 
such case. 

The disposition report, whether by a law enforcement 
agency or court, shall be sent to the bureau within thirty 
days after disposition on a form provided by the bureau. 

SEC. 16. NEW SECTION. Review and removal. At least 
every year the bureau shall review and determine current 
status of all Iowa arrests reported after the effective date 
of this Act which are at least one year old with no 
disposition data. Any Iowa arrest recorded within a com
puter data storage system which has no disposition data 
after five years shall be removed unless there is an out
standing arrest warrant or detainer on such charge. 

SEC. 1.7. NEW SECTION. Exclusion. Criminal history 
data in a computer data storage system does not include: 

I. Arrest or disposition data after the person has been 
acquitted or the charges dismissed. 

SEC. 18. NEW SECTION. Public records. Nothing in this 
Act shall prohibit the public from examining and copying 
the public records of any public body or agency as au
thorized by chapter sixty-eight A (68A) of the Code. 

Criminal history data and intelligence data in the pos- . 
session of the department or bureau, or disseminated by the 
department or bureau, are not public records within the 
provisions of chapter sixty-eight A (68A) of the Code. 

SEC. 19. NEW SECTION. There is hereby created a con
fidential records council consisting of nine regular mem
bers. Two members shall be appointed from the house of 
representatives by the speaker of the house, no more than 
one of whom shall be from the same party. Two mem
bers shall be appointed from the senate by the lieutenant 
governor, no more than one of whom shall be from the 
same party. The other members of the council shall be: 
a judge of the district court appointed by the chief justice 
of the supreme court, one local law enforcement official, 
appointed by the governor; the commissioner of public 
safety or his designee; and two private citizens not con
nected with law enforcement, appointed by the governor. 
The council shall select its own chairman. The members 
shall serve at the pleasure of those by whom their ap
pointments are made. 

The council shall fMet at least annually and at any other 
time upon the call of the governor, the chairman of the 
council, or any three of its members. Each council mem
ber shall be entitled to reimbursement for actual and 
necessary expenses incurred in the performance of official 
duties from funds appropriated to the department of 
public safety. 
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The council shall have the following responsibilities and 
duties: 

1. Shall periodically monitor the operation of govern
mental information systems which deal with the collection, 
storage, use alld dissamination of criminal history or in
telligence data. 

2. Shall review the implementation and effectiveness of 
legislation and administrative n:les and regulations con-
cerning such systems. . 

3. May recommend changes in said rules and regulations 
and legislation to the legislature and the appropriate ad
ministrative officials. 

4. May require sllch reports from state agencies as may 
be necessary to perform its duties. 

5. May receive and review complaints from the public 
concerning the operation of such systems. 

6. May conduct such inquiries and investigations as it 
finds appropriate to achieve the purposes of this Act. Each 
criminal justice agency in this state and each state and 
local agency otherwise authorized access to criminal history 
data is authorized and directed to furnish to the council, 
upon its request, such statistical data, reports, and other 
information in its possession as the council deems neces
sary to carry out its functions under this Act. However, 
the council and its members, in such capacity, shall not have 
access to criminal history data or intelligence dii!ht unless it is 
data from w.hich individual identities are not ascertainable or 
data which has been marked so that individual identities 
are not ascertainable. However, the council may examine 
data from which the identity of an individual is ascertain
able if requesied in writing by that individual or his at
torney with written authorization and fingerprint identifica
tion. 

7. Shall annually approve rules and regulations adopted 
in accordance with section ten (10) of this Act and rules 
and regulations to assure the accuracy, completeness and 
proper purging of criminal history data. 

8.· Shall approve all agreements, arrangements and sys
tems for the interstate transmission and exchange of 
criminal history data. 

SEC, 20. NEW SECTION. The provisions of sections two 
(2) and three (3) of this Act shall not apply to the 
certifying of an individual's operating record pursuant to 
section three hundred twenty-one A point three (321A.3) 
of the Code. 

Approved July 21, 1973.* 

COMMONWEALTH OF MASSACHUSETTS 

G.L. c. 6, s. 167-178, added by St. 1972, c. 805 including 
amendment in St. 1973, St. 961 

• This ACI was passed by Ihe G. A. before July 1, 1973. 

CRIMINAL OFFENDER RECORD INFORMATION SYSTEM 
[NEW] 

§ 167. D'!finitions 

The following words shall, whenever llsed in this section 
or in sections one hundred and sixty-eight to one hundred 
:;eyenty-eight, inclusive, have the following meanings ~n
less the context otherwise requires: "Criminal justIce 
agencies", those agencies at all levels o.f ~?vernm~nt which 
perform as their principal function, actlvlttes relating t? (a) 
crime prevention, including research or the sponsorshIp of 
research; (b) the apprehension, prosecution, adjudication, 
incarceration, or rehabilitation of criminal offenders; or 
(c) the collection, storage, dissemination or usage of 
criminal offender record information. 

"Criminal offender record information", records and 
data compiled by criminal justice agencies for purposes of 
identifying criminal offenders and of maintaining as to each 
such offender a summary of arrests, pretrial proceedi~gs, 
the nature and disposition of criminal charges, sentencing, 
incarceration, rehabilitation and release. Such information 
shall be restricted to that recorded as the result of the 
initiation of criminal proceedings or of any consequent 
proceedings related thereto. It shall not include intelli~e~ce, 
analytical and investigative reports and files, nor ~tatls~lcal 
records and reports in which individuals are not Idenhfied 
and from which their identities arc not ascertainable. 

"Interstate systems", all agreements, arrangements and 
systems for the interstate transmission and exchange of 
criminal offender record information. Such systems shall 
not include record keeping systems in the commonwealth 
maintained or controlled by any state or local agency, or 
group of such agencies, even if such agencies. receive . ~r 
have received information through, or otherWIse partICI
pated or have participated in, systems for the interstate 
exchange of criminal record information. 

"Purge", remove from the criminal offende~ record .in
formation system such that there is no trace of informatIOn 
removed and no indication that said information was re
moved. 

Added by St.1972, c. 805, § 1. 
1972 Enactment. SI.1972, c. 805, § 1, adding IhiG section and s,ec

lions 16810 178 of Ihis chapler, was approved July 19, 1972. Section 
9 provided: "This act shall take effect. confonn.abl~ . to law, ~xce~t 
that any agency, department, institutIOn, or mdlvldua~ which. IS 

authorized by statute to receive criminal offender record l~f~nnatlOn 
or which receives the same at the discretion of the commissioner of 
probation, on the effective date of this act, shall continue to receive 
the same, notwithstanding any provision of this act to ~~e contrary, 
until January first, nineteen hundred and seventy·three. 

Cross References 
Correctional institutions. 

Identification of prisoners, see c. 127, § 23. 
Fugitives from justice, descriptions, see c. 127, § 25. 

Department of public safety, criminal information bureau, see 
c. 22, § 3A. 
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Fingerprinting and photographing. 
Cities and lowns, persons arrested during riots, etc., sec c. 41, 
§ 98. 
Persons charged with a felony, sec c. 263, § lAo 

Usc of systems operated by the board authorized, 
Commissioner of probation, sec C. 276, § JOO. 
Correclional institutions, sec C. 127, §§ 2, 28, 29. 

Department of public safct)', see c. 147, § 4A. 
Slate police, criminal information bureau, see C. 147, § 4C. 

§ 168. Criminal history systems board; establishment; 
members; chairman; terms; meetill~s; expenses; 
regulations; powers and duties; director o~ tele
processing and other employees; report 

There shall be a criminal history systems board, herein
after called the board, consisting of the following persons: 
the attorney general, the chairman of the Massachusetts 
defenders committee, the chairman of the parole board, 
the chief justice of the district courts, the chief justice of 
the superior court, the chief justice of the supreme judicial 
court, the commissioner of the department of correction, 
the commissioner of the department of public safety, the 
commissioner of the department of youth services, the 
commissioner of probation, the executive director of Ihe 
governor's public safety committee, and the police con'
missioner of the city of Boston, or their designees, all 0\ 
whom shall serve ex officio, and three other persons to be 
appointed by the governor for a term of three years one 
of whom shall represent the Massachusetts district at· 
torneys association, one of whom shall represent the Mas
sacusetts chiefs of police association, and one of whom 
shall represent the county commissioners and sheriffs as
sociation. Upon the expiration of the term of any ap
pointive member his successor shall be appointed in a like 
manner for a term of three years. 

The governor shall designate annually the chairman of 
the board from among its members. No chairman may be 
appointed to serve more than two consecutive terms. The 
chairman shall hold regular meetings, one of which shall 
be an annual meeting and shall notify all board members 
of the time and place of all meetings. Special meetings may 
be called at any time by a majority of the board members 
and shall be called by the chairman upon written ap
plication of eight or more members. Members of the board 
shall receive no compensation, but shall receive their ex
penses actually and necessarily incurred in the discharge of 
their duties. 

The board, after receiving the advice and recommenda
tions of its advisory committee, shall, with the approval 
of two-thirds of the board members or their designees 
present and voting, promulgate regulations regardi~g .the 
collection, storage, dissemination and usage of cnmlOal 
offender record information. 

The board shall provide for and exercise control over 
the installation, operation and maintenance of data pro
cessing and data communication systems, hereinafter 
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called the criminal offender record information system. 
Said system shall be designed to insure the prompt col
lection, exchange, dissemination and distribution of such 
criminal offender record information as may be necessary 
for the efficient administration and operation of criminal 
justice agencies. and to connect such systems directly or in
directly with similar systems in this or other states. The 
board shall appoint. sUbject to section one hundred and 
sixty-nine, and fix the salary of a director of teleprocessing 
who shall not be subject to the provisions of chapter thirty
one or of section nine A of chapter thirty. The board may 
appoint such other employees. including experts and con
sultants, as it deems necessary to carry out its responsi
bilities, none of whom shall be subject to the provisions 
of chapter thirty-one or of section nine A of chapter 
thirty. 

The board shall make an annual report to the governor 
and file a copy thereof with the state secretary, the clerk 
of the house of representatives and the clerk of the senate. 

The board is authorized t.o enter into contracts and 
agreements with. and accept gifts, grants, contributions. 
and bequcsts of funds from, any department, agency, or 
subdivision of federal, state, county, 01' municipal govern
ment and any individual, foundation, corporation, as
sociation, or public authority for the purpose of providing 
or receiving services, facilities, or staff assistance in con
nection with its work. Such funds shall be deposited with 
the state treasurer and may be expended by the board in 
accordance with the conditions of the gift, grant, contri
bution, 01' bequest, without specific appropriation. 

Policies, rules and regulations shall not be adopted by 
the board until a hearing has been held in the manner 
provided by section two of chapter thirty A. 
Added by St.I972, c. 805 § I. Amended by St.1973, c. 961. 
§ 1. 

1973 Amendmen!. St.1973, c. 961, § I, npproved Ocl. 29, 1973, 
lidded, Ille lasl parngrnph. 

§.169. Criminal hi~iory system advisory committee; 
estllblishment; members; vote; chairman; executive 
secretary, et al.; meetings; powers, duties and 
functions; participation in interstate system for 
exchange of record information; reports 

There shall be a criminal history system advisory com
mittee of the board, hereinafter called the advisory com
mittee, consisting of the following persons and their de
signees: the commissioner of the Boston police depart
ment, the attorney general, the commissioner of correction. 
the commissioner of public safety, the commissioner of 
youth services, the director of teleprocessing of the crimi
nal offender record system, the executive director of the 
governor's public safety committee, the president of the 
Massachusetts district attorneys association, the commis
sioner of probation, the chairman of the parole board, and 
the chief justices of the district and superior courts. Each 
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agency represented shall be limited to one vote regardless 
of the number of designees present at the time any votes 
are taken. 

The advisory committee shall elect its own chairman 
from its membership to serve a term of one year. No 
chairman may be elected to serve more than two con
secutive terms. The advisory committee may appoint an 
executive secretary, legal counsel and such other em
ployees as it may from time to time deem appropriate to 
serve, provided, however. that such employees shall not be 
subject to chapter thirty-one or section nine A of chapter 
thirty. 

The chairman shall hold regular meetings, one of which 
shall be an annual meeting and shall notify all advisory 
committee members of the time and place of all meetings. 
Special meetings shall be called at any time by a majority 

'of the advisory committee members, and shall be called by 
the chairman upon written application of seven or more 
members. 

The advisory committee shall recommend to the board 
regulations relating to the collection, storage, dissemination 
and use of criminal offender record information. The ad
visory committee shall ensure that communication is 
maintained among the several prime users. The advisory 
committee .~hall also recommend to the board the director 
of teleprocessing of the criminal offender record informa
tion system. 

The advisory committee may coordinate its activities 
with those of any interstate systems for the exchange of 
criminal offender record information, may nominate one 
or more of its members to serve upon the council or 
committee of any such system and may participate when 
and as it deems appropriate in any such system's activities 
and programs. 

The advisory committee may conduct such inquiries and 
investigations as it deems necessary and consistent with 
its authority. It may request any agency that maintains, 
receives, or that is eligible to maintain or receive criminal 
offender records to produce for inspection statistical data, 
reports and other information concerning the collection, 
storage, dissemination and usage of criminal offender 
record information. Each such agency is authorized and 
directed to provide such data, reports, and other informa
tion. 

The advisory committee, shall report annually to the 
board concerning the collection, storage, dissemination and 
usage of criminal offender record information in the 
commonwealth. The board may require additional reports 
as it deems advisable. 

Policies, rules and regulations shall not be adopted by 
the advisory committee until a hearing has been held in 
the manner provided by section two of chapter thirty A. 
Added by St.l972, c. 805. § I. Amended by St.l973, c. 961, 
§ 2. 

1973 Amendment. St.1973, c. 961, § 2, approyeu Oct. 29, 1973 
added the last paragraph. 

§ 170. Security and privacy council; cstablishment; mem
bers; chllirmlln; terms; clerical IIwistance; meet
ings; duties lind functions; expenses; reports; 
Pllrticipation in interstate systcm for exchllnge of 
record information 

There shall be a security and privacy council, herein
after called the council, consisting of the chairman and one 
other member of the advisory committee, chosen by the 
advisory committee, and seven other members to be ap
pointed by the governor, to include representatives of the 
general public, state and local go':ornment, and one re
presentative of the criminal justice community. Of the 
seven members initially appointed by the governor, two 
shall be appointed for a period of one year, two shall be 
appointed for a period of two years, two shall be ap
pointed for a period of three years, one shall be appointed 
for a period of four years. Thereafter, each of the ap
pointments shall be for a period of four years. Each 
membe'r appointed by the governor shall serve until his 
successor is appointed and has qualified. The chairman of 
the council shall be elected by and from within the 
council to serve for a term of two years. The advisory 
committee shall provide such clerical and other assistance 
as the council may require. The council shall meet at the 
call of the governor, its chairman, or any three of its mem
bers and shall conduct a continuing study and review and 
to make recommendations concerning questions of in
dividual privacy and system security in connection with 
the collection, storage, dissemination, and usage of criminal 
offender record information. Council members shall receive 
no compensation for their services on the council but shall 
receive their expenses necessarily incurred in the perfor
mance of official duties. 

The council may conduct such inquiries and investiga
tions as it deems necessary and consistent with its autho
rity. The board, each criminal justice agency in the com
monwealth, and each state and local agency having author
ized access to criminal offender record information, is 
authorized and may furnish to the council, upon request 
made by its chairman, such statistical data, reports, and 
other information directly related to criminal offender 
record information as is necessary to carry out the council's 
functions. 

The council shall make an annual report to the governor 
and file a copy thereof with the state secretary and the 
clerk of the house of representatives and the clerk of the 
senate. It may make such additional reports and recom
mendations as it deems appropriate to carry out its duties. 

The council shall appoint one or more of its members 
to serve upon any similar councilor committee connected 
with any interstate system for the exchange of criminal 
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offender record information, and may participate as it 
deems appropriate in the activities of any such system. 

Policies, rules and regulations shall not be adopted by 
the c01.lllcil until a hearing has been held in the manner 
provided by section two of chapter thirty A. 
Added by St.I972, c. 805, § I. Amended by St.l973, c. 
961, § 3. 

1973 Amendment. SI.1973, c, 961, § 3, approved Oct. 29, 1973, 
added the last paragraph. 

~ 17 I. Regulations generlilly; continuing educational' pro
gram 

The board shall promulgate regulations (a) creating a 
continuing program of data auditing and verification to as
sure the accuracy and completeness of criminal offender 
record information; (b) assuring the prompt and complete 
purging of criminal record information, insofar as such 
purging is required by any statute or administrative regu
lation, by the order of any court of competent jurisdict!Ob, 
or to correct any errors shown to exist in such informatIOn; 
and (e) assuring the security of criminal offender record 
information from unauthorized disclosures at all levels of 
operation. 

The board shall cause to be initiated for employees of 
all agencies that maintain, receive, or are eligible to main
tain or receive criminal offender record information a con
tinuing educational program in the proper use and control 
of such information. 

Added by St.l972, c. 805, § 1. 

§ 172. Di'iSemination of record information to authorized 
agencies and individuals; determination of eligibil
ty for access; certification; listing; scope of in
quiry; reguilitions; access limited; authorization 

Criminal offender record information shall be dissemi
nated whether directly or through any intermediary, only 
to (a') criminal justice agencies and (b) such other in
dividuals and agencies as are authorized access to such 
records by statute. 

The board shall certify which agencies and individuals 
requesting access to criminal offender ret.:ord informati.on 
are authorized such access. The board shall, regardmg 
such agency or individual, make a finding in writing .of 
eligibility or non-eligibility for such access. No such ~n
formation shall be disseminated to any agency or m
dividual prior to the board's determination of eligibility or, 
in cases in which the board's decision is appealed, prior 
to the final judgment of a court of competent jurisdiction 
that the agency or individual is so eligible. 

Each agency holding or receiving criminal offender 
record information shall maintain, for such period as is 
found by the board to be appropriate, a listing of the 
agencies or individuals to which it has released or com-
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municatcd such information. Such listings, or reasonable 
samplcs thereof. may from time to time be reviewed by 
the board, advisory committee, or council to determine 
whether any slatutory provisions 01' regulations have been 
violated. 

Disscmination from any agency in this commonwealth 
of criminal offender record information shall, except for 
purposes of research programs approved under section one 
hundred and scventy-three. be permitted only if the in
quiry is based upon name, fingerprints or other personal 
identifying characteristics. The board shall promulgate re
gulations to prevcnt dissemination of such information, 
except in the above situations, where inquiries are based 
upon categories of: offense or data elements other than 
said characteristics. 

Notwithstanding the provisions of: this section, access to 
criminal offender record information on the basis of data 
clements other than personal identifying characteristics 
shall be permissible if the criminal justice agency seeking 
such access has first obtained authorization from the com
missioner of probation, or in his absence, a deputy com
mi~sioner of probation, Such authorization may be given 
1'0 a matter of discretion in cases in which it has been 
shown that such access is imperative for purposes of the 
criminal justice agency's investigational or othel' responsibili
ties and the information sought to be obtained is not 
reasonably available from any other source or through any 
other method, 
Added by SLI972. c. B05, § I. 

§ 173. Regulations for progr:lIn research; monitoring; 
access restricted 

The board shall promulgate regulations to govern the 
usc of criminal offender record information for purposes 
of program research. Such regulations shall require pre
servation of the anonymity of the individuals to whom such 
information relates. shall require the completion of non
disclosure agreements by all participants in such programs. 
and shall impose such additional requirements and con
ditions as the board finds to be necessary to assure the 
protection of privacy and security interests. 

The board may monitor any such programs to assure 
their effectiveness. The board may, if it determines that a 
program's contilllJance threatens privacy or security in
terests. prohibit access on behalf of any such program to 
criminal offender record information. 
Added by St.J 972. c. 805. § I. 

§ 174. Interstate system for exchange of record informa
tion; supervision of participation by state and 
loclll Ilgencies; acces.~ limited; telecommuniclltions 
IIccess terminals 

The board shall supervise the participation by all state 
and local agencies in any interstate systems for the ex-
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change of criminal ofi'ender record information, and shall 
be responsible to assure the consistency of such participa
tion with the terms and purposes of sections one hundred 
and sixty-eight to section one hundred and seventy-eight, 
inclusive: 

Direct access to any such system shall be limited to 
such criminal justice agencies as are expressly designated 
for that purpose by the board. Where any such system 
employs telecommunications access terminals, the board 
shall limit the number and placement of such terminals to 
those for which adequate security measures may be taken 
and as to which the board may impose appropriate super
visory regUlations. 

Added by St.1972, c. 805, § I. 

* 175. Inspection of record information by individual 
concerned; corrections; procednre; restrictions 

Each individunl shall have the right to inspect, and if 
practicable, copy, criminal offender record information 
which refers to him. If an individual believes such infor
mation to be inaccurate or incomp'/ete, he shalf request 
the agency having custody or control of the recurds to 
purge, modify or supplement them. If the agency declines 
to so act, or if the individual believes the agency's decision 
to be otherwise unsatisfactory, the individual may in writ
ing request review by the council. The couneil shall, in' 
each case in which it finds prima facie basis for complaint, 
conduct a hearing at which the individual may appear 
with counsel, present evidence, and examine and cross
examine witnesses. Written findings shall be issued within 
sixty days of receipt by the council of the request for 
review. Failure to issue findings shall be deemed a decision 
of the council. If the record in question is found to be 
inaccurate, incomplete or misleading, the council shall 
recommend to the board that the record be appropriately 
purged, modified or supplemented by explanatory notation. 
Notification of the council's recommendation and sub
sequent orders by the board to delete, amend or supple
ment the records, shall be disseminated by the board to 
any individuals or agencies to which the records in question 
have been communicated, as well as to the individual 
whose records have been ordered so altered within ten 
days of receipt of the council's recommendation. Failure 
of the board to act shall be deemed a decision of the 
board. 

Agencies at which criminal offender records are sought 
to be inspected shall prescribe reasonable hours and places 
of inspection, and shall impose such additional restrictions 
as may be approved by the board, including fingerprinting, 
as are reasonably necessary both to assure the record's 
security and to verify the identities of t"-ose who seek to 
inspect them. 

Added by St.! 972, c. 805, § 1. 

* 

§ 176. Appeal; de novo hearing; equitable relief 

Any individual or agency aggrieved by any order or 
decision of the board or adverse recommendation of the 
council or failure of the council to issue findings may ap
peal such order, recommendation or decision to the supe
rior court in the county in which he is resident or in which 
the board issued the order or decision from which the in
dividual or agency appeals. The court shall in each such 
case conduct a de novo hearing, and may order such relief 
as it finds to be required by equity. 
Added by S1.1972, c. 805, § I. 

§ 177. Violations; civil liability 

Any aggrieved person may institute a civil action in 
superior court for damages or to restrain any violation of 
sections one hundred and sixty-eight to one hundred and 
seventy-five, inclusi.ve. If it is found in any such action that 
there has occurred a willful violation, the violator shall not 
be entitled to claim any privilege absolute or qualified. 
and he shall in addition to any liability for such actual 
damages as may be shown, be liable for exemplary dam
ages of not less than one hundrer,l and not more than one 
thousand dollars for each violation, together with costs 
and reasonable attorneys' fees and disbursements incurred 
by the person bringing the action. 
Added by S1.1972, c. 805, § 1. 

§ 178. Violations; punishment 

Any person who willfully requests. obtains or seeks to 
obtain criminal offender record information under false 
pretenses, or willfully communicates or seeks to com
municate criminal offender record information to any 
agency or person except in accordance with the provisions 
of sections one hundred and sixty-eight to one hundred 
and seventy-five, inclusive, or any member, officer, em
ployee or agency of the board, the advisory committee, the 
councilor any participating agency, or any person con
nected with any authorized research program, who will
fully falsifies criminal offender record information, or any 
records relating thereto, shall for each offense be fined not 
more than five thousand dollars, or imprisoned in a jail 
or house of correction for not more than one year, or both. 
Added by SI.1972, c. 805, § I. 
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The legislature finds and declares that a more effective 
administrative structure now is required to control the 
collection, storage, dissemination and usage of criminal of
fender record information. These improvements in the 
organization and control of criminal offender recordkeep
ing are imperative both to strengthen the administration of 
criminal justice and to assure appropriate protection of 
rights of individual privacy. The legislature further finds 
that vigorous protection of such rights of individual pri, 
vacy is an indispensable element of a fair a'nd effective 
system of criminal ofTender record keeping. The purposes 
of this Act are (I) to control and coordinate eriminal of
fender recordkeeping within this State; (2) to encourage 
more efficient and uniform systems of criminal offender 
recordkeeping; (3) to assure periodic reporting to the 
Governor and legislature concerning such record keeping; 
and (4) to establish a more effective administrative struc
ture for the protection of individual privacy in connection 
with such record keeping. 

2. Definitions. 

For purposes of this Act, (a) "criminal justice agencies" 
shall bc understood to include only those public agencies at 
all levels of government which perform as their principal 
function activities (i) relating to crime prevention, includ
ing J'f,'search or the sponsorship of research; (ii) relating 
to the apprehension, prosecution. adjudication, or reha
bilitation of criminal offenders; or (iii) relating to the 
collection, storage, dissemination or us~ge of criminal of
fcnder record information. 

(b) "criminal offender record information" shall be un
derstood to include records and data compiled by criminal 
justice agencies for purposes of identifying criminal of
fenders and of maintaining as to each such offender a 
summary of arrests, pretrial proceedings, the nature and 
disposition of criminal charges. sentencing, rehabilitation 
~nd release. Such information shall be understood to be 
restricted to that recorded as the result of the initiation of 
criminal proceedings or of any consequent proceedings 
related thereto. It shall be understood not to include in
telligence. analytical and investigative reports and files, 
nor statistical records and reports in which individuals are 
not identified and from which their identities are not as
certainable. 

(c) "interstate systems" shall be underslood to include 
all agreements, arrangements and systems for the in
terstate transmission and exchange of criminal offender 
record information. Such systems shall be undesstood not 
to include record keeping systems in the state maintained or 
controlled by any state or local agency, or group of such 
agencies. even if such agencies receive or have received in
formation through, or otherwise participate or have parti
cipated in, systems for the interstate exchange of criminal 
offender record information. 
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(d) "state" shall be understood to mean, unless other
wise expressly indicated, this state, 

3, Relationship to Other Statutes. 
(a) Tn the event of conflict, this Act shall to the extent 

of the conflict supersede, except as provided in suhsection 
(b), all existing statutes which regulate, control or other
wise relate, directly or by implication, to the collection, 
storage, dissemination or usage of criminal offender re
cords, So far as consistent with this Act, the [state adminis
trative code shall govern the transactions and proceedings 
conducted pursuant to this Act], 

(b) Not withstanding the provisions of tht:; subsection 
(a), this Act shall not be understood to-alter, amend or 
supersede the statutes and rules of law which gover" the 
collection, storage, dissemination or usage of records con
cerning juvenile or yeutMul offenders. 

4. Criminal Offender Records Control Committee. 
(a) The Criminal Offenaer Records Control Committee 

(hereinafter the Committee) is established to regulate the 
collection, storage, dissemination and usage of criminal 
ofl'coder record information. The Committee shall be 
compo~ed of persons representing the following state and 
local criminal justice agencies: [ ]. 
The Committee's Chairman shall be appointed by [the 
Governor] and shall serve 'at his pleasure. The Committee 
may appoint and fix the compensation of a staff director. 
a legal counsel and such other staff personnel as it may 
from time to time deem appropriate. 

(b) The Committee may coordinate its activities with 
those of any interstate systems for the exchange of criminal 
offcnder record information, may nominate one or more 
of its membcrs to serve upon the council or committee of 
any such system, and may participate when and as it 
deems appropriate in any such system's activities and 
programs. 

(c) The Committee shall adopt such regulations as it 
finds appropriate to carry out its functions under this 
Act. 

(d) The Committee may conduct such inquiries and 
investigations as it finds appropriate to carry out its func
tions under this Act. It may for this purpose request any 
agency that maintains, or has teceived, or that is eligible 
to maintain or receive criminal offender records to pro
duce for inspection statistical data, reports and other in
formation concerning the collection, storage, dissemination 
and usage of criminal offender record information. Each 
such agency is authorized and directed to provide such 
data, reports, and other information. 

(c) The Committee shall report annually to the Govern
or and legislature concerning the collection, storage, dis
semination and usage in this ! tate of criminal offender 
record inforrr.llt;Qn. The Governor or legislature may re
quire such additionai .eports as they deem desirable. 

18 

5. Security and Privacy Council. 
(a) [The Governor] shall appoint a Security and Privacy 

Council (hereinafter the Council), consisting of a chair
man and not more than eight members,. to conduct a 
continuing study and review of questions of individual 
privacy and system security in connection with the col
lection, storage, dissemination and usage of criminal of
fender record information. In appointing the Council, [thc 
Governor] shall seek such representatives of the general 
public, state and local government, and the criminal 
justice community as may be expected to express fairly 
and vigorously the various interests involved. The Council's 
Chairman and members shall serve at [the Governor's] 
pleasure. The Council may appoint and fix the compensa
tion of a staff director, a legal counsel and such other staff 
personnel as it may from time to time deem appropriate. 
The Cuuncil shall meet at the call of the Governor, its 
Chairman, or any three of its members to carry out its 
responsibilities under Section n of this Act, to study 
the privacy and security implications of criminal offender 
records, or to formulate recommendations concerning their 
collection, storage, dissemination or usage, Each Council 
member shall be entitled to reimbursement for actual and 
necessary expenses incurred in the performance of official 
duties, 

(b) The Council may conduct inqliiries and investi~a
tions as it finds appropriate to achieve the purposes of this 
Act. The Committee, each criminal justice agency in this 
state, and.each state and local agency otherwise authorized 
access to criminal offender record information is authorized 
and directed to furnish to the Council, upon request made 
by its Chairman, such statistical data, reports, and other 
information as the Council deems necessary to carry out 
its 'Junctions under this Act. 

(c) The Council shall report annually to the Governor 
and legislature concerning both its responsibilities under 
Se,ction 11 and other questions of privacy and security in 
connection with the collection, storage, dissemination and 
usage of criminal offender record information. It may 
make such additional reports and recommendations as it 
deems appropriate to carry out its functions under this 
Act. 

(d) The Council may nominate one or more of its 
members to serve upon any ,similar councilor committee 
connected with any interstate system for the exchange of 
criminal offender record information, and may participate 
when and as it deems appropriate in the activities of any 
such system. 

6. Data Verification and Purging. 
(a) The Committee shall adopt regulations creating a 

continuing program of data auditing and verification to 
assure the accuracy and completeness of criminal offender 
record information. 

.J 

(b) The Committee shall adopt regulations to assure 
the prompt and complete purging of criminal record in
formation, insofar as such purging is required. 

(i) by any statute or valid administrative regulation 
of this state; 

(ii) by the order of any court of competent juris
diction in this state; 

(ill) by the law of any other jurisdiction, where the 
data or records in question have originated in that juris
diction; 

(iv) to correct any errors shown to exist in such in
formation; 

(v) to achieve any of the purposes of this Act, to 
improve the efficiency of criminal offender record keep
ing, or otherwise to promote the fair and efficient ad
ministration of criminal justice. 

7, System Security. 
(a) The Committee shall adopt regUlations to as~ure 

the security of criminal offender record information from 
unauthorized disclosures at all levels of operation in this 
state. 

(b) The Committee shall cause to be initiated for em
ployees of all agencies that maintain, receive, or are 
eligible to maintain or receive criminal offender record 
information a continuing educational program in the 
proper use and control of such information. 

8. Access. 
(a) Criminal offender record information shall be dis

seminated, whether directly or through any intermediary. 
only to (i) criminal justice agencies and (ii) such other 
individuals and agencies as are, or may subsequently be, 
authorized access to such records by statute. The Commit
tee ~hall issue regulations to assure that such information 
shall be disseminated only in situations in which it is 
demonstrably required by the individual or agency for 
purposes of its statutory responsibilities. 

(b) It shall be the Committee's responsibility to deter
mine whether each agency requesting access to criminal 
offender record information is authorized such access un
der the terms of this Act. The Committee shall, as to each 
such agency, make a finding in writing of its eligibility or 
non-eligibility for such access. Except as provided in sub
section (c) of this section, no such information shall be 
disseminated to any agency prior to the Committee's de
termination of its eligibility or, in cases in which the Com
mittee's decision is appealed under Section 12 of this Act, 
prior to the final judgment of a court of competent juris. 
diction that the agency is so eligible. 

(c) For a period of [six months] following the adoption 
of this Act, or until such time as the Committee completes 
its determination of the eligibility or non-eligibility for ac
cess of a requesting agency, whichever first occurs, any 
such requesting agency that is receiving criminal offender 
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record information at the time of this Act's passage shall 
be deemed to be eligible for such access. 

(d) Each agency holding or receiving criminal offender 
record information shall maintain, for such period as is 
found by the Committee to be appropriate, a listing of the 
agencies to which it has released or communicated such 
information. Such listings, or reasonable samples thereof, 
may from time to time be reviewed by the Committee, 
Council, or any of their staff members to determine 
whether this Act or any applicable regulations have been 
violated. . 

(e) Dissemination from any agency in this state of 
criminal offender record information shall, except for pur
poses of programs of research approved under Section 9, 
and with the further exception of instances in which a 
warrant has been obtained in accordance with subsection 
(f) of this section, be permitted only if the inquiry is 
based upon name, fingerprints or other personal identi
fying characteristics. The Committee shall issue regulations 
to prevent dissemination of such information, except in the 
above situations, where inquiries are based upon categories 
of offense or data elements other than name, fingerprints 
or other personal identifying characteristics. 

(f) Notwithstanding the provisions of subsection (e), 
access to criminal offender record information on the basis 
of data elements other than personal identifying charac
teristics shall be permissible if the criminal justice agency 
seeking such access has first obtained from a (magistrate, 
iudge or justice) a class access warrant. Such warrants may 
be issued as a matter of discretion by a (magistrate, judge 
or justice of any court of this state) in cases in which 
probable cause has been shown that (i) such access is 
imperative for purposes of the criminal justice agency's 
investigational or other responsibilities, and (ii) the in
formation sought to be obtained is not reasonably avail
able from any other source or through any other method. 
A summary of each request for such a warrant, together 
with a statement of its disposition, shall within ninety days 
of disposition be furnished the Committee. 

9. Resean:h, 
(a) The Committee shall issue regtlations tei govern the 

usage in this state of criminal offender record information 
for purposes of programs of research. S.uch regulations 
shall require preservation of the anonymity 'of the indivi
duals to whom such. information relates, shall require the 
completion of nondisclosure agreements by all participants 
in such programs, and shall impose such additional re
quirements and conditions as the Committee finds to be 
necessary to assure the protection of privacy and security 
interests. 

(b) The Committee may monitor any such programs to 
assure· satisfaction both of the requirements of this Act 
and of any applicable regulations. The Committee may, if 
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it determines either that such requirements have not been 
satisfied or that a program's continuance otherwise threat
ens privacy or security interests, prohibit access on behalf 
of any such program to criminal offender record infor
mation. 

(c) Any state or local agency may request the Com
mittee to evaluate any proposed program of research and 
to offer recommendations concerning its consistency with 
the purposes and requirements of this Act. 

to. Interstate Systems for the .. :xchange of 
Criminal Offender Record Information. 

(a) The Committee shall regulate the participation by 
all state and local agencies in any interstate system for 
the exchange of criminal offender record information, and 
shall be responsible to assure the consistency of such 
participation with the terms and purposes of this Act. 
The Committee shall have no authority to compel any 
agency to participate in any such interstate system. 

(b) Direct aceess to any such system shall be limited to 
such criminal justice agencies as are expressly designated 
for that purpose by the Committee. Where any ~uch sys
tem t employs telecommunications access terminals, the 
Coolmittee shall limit the number and placement of such 
terminals to those for which adequate security measures 
may be taken and as to which the Committee may im
pose appropriate supervisory regulations. 

U. Rights of Access and Challenge. 
(a) Each individual shall have the right to inspeet 

criminal offender record information located within this 
state which refers to him. If an individual believes such 
information to be inaccurate or incomplete, he may request 
the agency having custody or control of the records to 
purge, modify or supplement them. Should the agency 
decline to so act, or should the individual believe the 
agency's decision to be otherwise unsatisfactory, the in
dividual may in writing request review by the Council. 
The Council, its representative or agent shall, in each case 
in which it finds prima facie basis for complaint, conduct 
a hearing at which the individual may appear with counsel. 
present evidence. and examine and cross-examine witnesses. 
Written findings and conclusions shall be issued. Should 
the record in question be found to be inaccurate, incom
plete or misleading, the Council shall order it to be ap
propriately purged, modified or supplemented by an ex
planatory' notation. Each agency or individual in the state 
with custody, possession or control of any such record 
shall promptly cause each· and every copy thereof in its 
custody, possession or control to be altered in accordance 
with the Council's order. Notification of each such de
letion, amendment and supplementary notation shall be 
promptly disseminated by the Committee to any indivi
duals or agencies to which the records in question have 
been communicated, as well as to the individual whose 
records have been ordered so altered. 
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(b) Agencies at which criminal offender records are 
sought to be inspected may prescribe reasonable hours 
and places of inspection, and may impose such additional 
restrictions, including fingerprinting, as are reasonably 
necessary both to assure the record's security and to verify 
the identities of those who seek to inspect them. 

12. Appeal. 
Any individual or agency aggrieved by any order or 

decision of the Committee or Council may appeal such 
c"der or decision to the [trial court] in the county in 
which he is resident or in which the Council, the Com
mittee, their representative or agent issued the order or 
decision from which the individual or agency' appeals. The 
court shall in each such case conduct a de novo hearing. 
and may order such relief as it finds to be required by 
equity. 

13. Civil Liability. 
(a) Any person may institute a civil action for damages 

or to restrain any violation of this Act, or both. Should it 
be found in any such action .that there has occurred a 
willful violation of this Act, the violator shall, in addition 
to any liability for suc:h actual damages as may be shown. 
be liable for exemplary damages of not less than one 
hundred and not mon! than one thousand dollars for each 
such violation, together with costs and reasonable attorneys' 
fees and disbursements incurred by the person bringing 
the action. 

(b) If, in any civil action alleging the publication or 
dissemination of criminal offender records, it is found that 
the provisions of this Act or of any regulations issued 
there-under with respe:ct to the communication or dissemi
nation of sllch records have been violated, the violator 
shall not be entitled to claim any privilege, absolute or 
qualified, as a defense thereto. 

14. Criminal Penalties. 
Any person who willfully requests, obtains or seeks to 

obtain criminal offender record information undt'f false 
pretenses, or who willfully communicates or seeks to 
communicate criminal offender record information to any 
agency or person excl:pt in accordance with this Act, or 
any member, officer, employee or agent of the Committee, 
the ,Councilor any participating agency, or any person 
connected with any research prog!~r;.j authorized pursuant 
to Section 9, who willfully falsifies criminal offender 
record information, or any reeords relating thereto, shall 
for each such offense be fined [not more than five thousand 
dollars, or imprisoned in the state penitentiary not more 
than two years, or both]. Any person who knowingly, 
but without criminal purpose, communicates or seeks to 
communicate criminal offender reeord information except 
in accordance with this Act shall for each such offense be 
fined [not more than one hundred dollars, or imprisoned 
not more than ten dayr" or bothJ. 

IS. [Authorization of Appropriations.] 
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The committee heard first from Thomas Madden. 
General Counsel of the Law Enforcement Assist
ance Administration, who described the funda
mental balance to be struck in these policy determi
nations: 

Mr. Chairman, in your consideration of the right of 
privacy and criminal justice information systems it is 
important that you develop legislation which strikes a 
proper balance between the legitimate information needs 
of the criminal justice system and the constitutional 
rights of citizens affected by this information. 

Part of a citizen's right of privacy is lost through engage
ment in criminal activity. By law or by custom in each 
~tate the facts of an individual's arrest, trial and convic
tion are all matters of public record. Law enforcement 
agencies maintain police blotters or arrest books which 
are generally open to the public. Grand jury indictments 
and records of court proceedings are available to the 
public in state and local courts. 

Legislation must be developed which clearly defines the 
degree to which a citizen's right to privacy should be 
further modified by contact with the criminal justice 
system, particularly where an arrest does not lead to a 
conviction. 

Madden identified the primary issues involved in 
developing Federal or state legislation as follows: 

(a) the administration of the privacy legislation 
and the noncompliance sanctions in the legis
lation; 

(b) the types of information to be covered; 

(c) the types of criminal justice agencies to be 
covered; 

(d) the use of criminal justice information for 
law enforcement purposes; 

(e) the non-criminal justice use of criminal jus-
tice information; 

(f) accuracy and timeliness of information; 

(g) access by the pres~,; 

(h) access by individuals for the purpose of re-
view and correction; 

(i) sealing and purging; and 

(j) security. 
Mr. Madden identified five essential types of 

criminal justice information: 

1. arrest information, 

2. criminal record information, 

3. correctional or reJease information, 

4. criminal intelligence information and 

5. criminal justice investigative information. 

He ~tated that different privacy standards are 
necessary to deal with the collection, dissemination 
and use of each type of information, and he later 
discussed the issue of non-criminal justice use of 
criminal justice information in terms of these classi
fications. He explained that it is generally agreed 
that intelligence information should not be made 
available for any non-criminal justice use or to any 
non-criminal justice agency except for national 
defense purposes or the protection of inclividuals 
whose lives are in imminent danger. He said that 
investigative and correctional or release informa
tion should be similarly restricted, with the addi
tional possible exception of use essential to effective 
rehabilitation. 

There are, however, according to Madden, legiti
mate non-criminal justice uses for criminal record 
information and arrest record information. He sug
gested that such uses include consideration in the 
processes of licensing or hiring for certain sensitive 
positions, but went on to state that only uses author
ized by statute or executive order pursuant to stat
ute should be permitted. He stressed that a distinc
tion should be made between arrest records that do 
not include dispositions and criminal record infor
mation. 

Another issue of major concern is the accuracy 
and timeliness of criminal justice information. Mr. 
Madden observed that the best protection of an. indi-" 
vidunl's privacy .may simply be to insure that any 
information maintained in a criminal justice infor
mation system is accurate ancl that dispositions are 
recorded in a 'timely manner so that information 
disseminated will be an accurate reflection of an 
individual's criminal history. He said: 

Legislation should require that every item of information 
entered in a system is checked for accuracy and com
pleteness before entry, and that inaccurate, incomplete, 
unclear, or ambiguous data should not be entered in a 
criminal justice information system. Legislation should 
require that steps be taken to assure that systematic 
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audits are conducted to be sure that the files are regular
ly and accurately updated. 

Addressing the subject of individual access to 
criminal justice information, Madden stated that it 
is generally agreed by those operating and adminis
tering criminal justice information systems that an 
individual should not only have access to both 
criminal and arrest record information about him 
contained in the system, but also, in order to assure 
accuracy, he should have opportunity for challenge 
and a simple, legitimate way of getting corrections 
entered. Intelligence information on the other hand. 
should not be made available because of its sensi
tivity and the risk of compromising and possibly 
endangering confidential sources. He noted that 
similar concern has been expressed about investi
gative information and correctional records. 

Mr. Madden concluded his testimony with a 
summary of Federal activity and reiterated his be
lief that law enforcement agencies should be 
allowed maximum use of criminal justice informa
tion for legitimate law enforcement purposes with 
tight controls and legislative sanctions for proper 
use of sensitive information. 

In response to the question of an attendant, Mr. 
Madden expressed the opinion that legislation reg
ulating collection, maintenance and dissemination 
of criminal justice information should be applied 
to manual recording systems as well as automated 
systems. 

He later stated that he would support legislation 
authorizing individuals to apply to the court for 
purging of arrest records containing arrests based 
on mistaken identity, acquittals, non-prosecuted 
charges, and similar information, and establishing 
a fairly simple, inexpensive process that would 
encourage such applications. However, he expressed 
opposition to a system of automatic expunging 
absent individual initiative. He recommended con
sideration of the issue on a state-by-state basis. 

Following Mr. Madden was Archibald Murray, 
the Director of the New York State Planning 
Agency for Criminal Justice. In commenting on the 
Alaska, Iowa and Massachusetts statutes and the 
Search model legislation, Mr. Murray noted that a 
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common thread was the vesting of most of the rule
making authority in a board or council. He ex
pressed concern that the legislation provided few 
guidelines and possibly delegated greater discretion 
in the central agency than is constitutionally per
missible. 

A second common provision, which Mr. Murray 
felt was extremely critical, was the grant to the cen
tral agency of authority to control participation in 
interstate information systems. He said: 

Unless that central system has the authority to regulate 
and therefore to prohibit in appropriate instances the 
connection between a given locality and an interstate sys
tem, I think that state will find that it may be faced with 
a conglomerate that will very likely violate all of the 
basic principles that the central information system 
would normally try and expect to put in place. 

On the issue of non-criminal justice use of crimi
nal justice information, Mr. Murray noted a pro
liferation of statutes authorizing dissemination of 
information to non law-enforcement agencies and 
stated: 

In my view, the only rational way of approaching this 
problem of distribution of criminal history information 
outside of the criminal justice system is to start off with 
a comprehensive view of what is meant by the notion of 
rehabilitation and what it is we as a state or a society 
expect to accomplish by punishing an individual who 
has been convicted of a crime. On the one hand, we are 
likely to say that that individual, having paid his debt, 
as it were, ought to be restored to full membership in 
the society. But, on the other hand, wherever the 
activit).' in which that person engages somehow or other 
has some slight degree of delicacy or sensitivity attached, 
we immediately throw up barriers because of a prior 
conviction. I think, if we are to bring any degree of 
semblance of order to the system, we should first decide 
what are really the legitimate impediments caused by 
conviction. We should then decide what areas of activity 
truly are imperiled if a person participates· who has a 
prior criminal history, and then some sort of a circle 
drawn around that area of activity and only in the case 
of licensing or employment in that particular limited 
area should there be authority to use a prior conviction 
as a bar to participation. 

Capsulizing the especially thorny problem of 
criminal intelligence information, Murray com
mented: 

I suspect that criminal intelligence information is per
haps the most serious aspect in terms of potential in
formation damage of all the items of information col
lected with the data banks of this sort. 

At least in the instance of criminal history information, 
one has the option of going back to the police blotter or 
back to the court dockets or back fo the entry registers 
at the correctional institution to verify whether or not 
this individual did, in fact, get arrested, was, in fact, 
convicted, and was, in fact, received in an institution. 

Intelligence information, however, by virtul! of its very 
nature, is very often less than complete, very often not 
verified, very often not verifiable. 

Murray expressed the opinion that each of the 
criminal justice information bills considered in this 
seminar hearing had failed adequately to deal with 
the problems of collection, maintenance and dis
semination of this type of information, and he rec
ommended that these matters be dealt with and not 
postponed or ignored. Mr. Murray expressed strong 
support for the inclusion of a provision such as that 
in the Iowa statute which imposed a duty upon the 
court to report disposition information. 

The next witness was Mr. Edward J. Kel1y, 
Chairman of the Iowa State Bar Association's Spe
cial Committee on Traffic Records and Criminal 
Information Systems. He opened by stating his dis
position in favor of the Iowa stattlte's vesting the 
administration of a criminal justice information 
statute within a commission as opposed to a single 
individual: 

This commission, as you will be interested in knowing, 
is composed of two senators selected by the lieutenant 
governor of the state as the presiding officer; two mem
bers of th~ House of Representatives, selected by the 
speaker of the house; a judge serving in the District 
Court of Iowa, selected by the governor; two citizens 
at large not engaged in any law enforcfment activity 
whatsoever, selected by the governor; and one law en
forcement official selected by the governor and the 
director of public safety. 

That gives a board of nine persons charged with the 
administration and responsibility of this act. We have 
felt in Iowa that that's a better solution than that sllg
gusted by the other panelists because then you bring 
to bear the opinions and judgments of a cross-section 
of the community. 

Ke]]y pointed out that the security of data main-
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tained by law enforcement units is a ticklish prob
lem in rural communities where caretaking of infor
mation is less sophisticated than in urban areas, ancl 
stressed the need for development of safeguards, 
especially as technologica1 advances increase the 
flow of information. 

Chairman Quinn questioned Kelly about the pri
vacy implications of newspaper data banks contain
ing criminal history information and the following 
discussion ensued: 

Kelly: My own personal judgement is that if the news
paper wants to go the expense of keeping a file on you 
and me, that's theil' responsibility. They have a right to 
do that. 

Q: How about private organizations setting up their 
own information systems, simply going to public records 
and collecting arrest and other criminal history records 
information, and selling it to employers? 

Kel1y: 1 know of nothing in the law that prohibits you 
from setting up a corporation and buying the necessary 
hardware and putting on that hardware the information 
you think is important about any subject. Whether or 
not it brings on libel or slander or causes you liability 
is another question. 

At another point, Kelly stated that he felt there 
was no need to differentiate between manual and 
computerized systems as far as controls and sanc
tions are concerned. 

Strong opposition was voiced in response to the 
suggestion of one attendant that a Federal agency 
should be created and charged with responsibility 
for mandatory collection of all records maintained 
on individuals and for centralization of this infor
mation so that an individual could go to one source 
to find out about records kept about him. The con
sensus seemed to be that the potential dangers in
volved in aggregation of information outweighed 
the benefit of convenience for the individual. 

Mr. Richard Harris, Director of the Virginia 
State Planning Agency, was the fourth and final 
witness to testify. 

He highlighted several areas of concern he felt 
Qlust be addressed by legislation regulating collec
tion and use of criminal justice information: 

1. Proper and sufficient justification must be 
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demanded for the collection and storage of 
criminal justice data. 

2. In turn, controls must be imposed on the 
storage of this data in the system as well as 
its dissemination and use. 

3. A distinction must be made as to the type 
and classification of information within the 
system. 

4. Provisions must be made for verification of 
the information collected and stored and for 
its destruction when obsolete. 

5. Questions about an individual's access to his 
own records with review and correction of 
inaccurate or incomplete information must 
be answered. 

6. Finally, a determination must be made as 
to where authority should rest for monitoring 
the operating procedures of criminal justice 
information systems at the Federal, state, and 
local levels. 

With regard to the issue of control, Harris stated 
that, notwithstanding the expenditure of Federal 
funds for criminal justice data systems, the majority 
of actual operation and maintenance is at the state 
and local level and therefore the majority of control 
should also remain at the state and local level. 

Harris emphasized that questions of manage
ment techniques and cost effectiveness should not 
be separated from those of privacy and security, and 
the relationship among these issues should be 
addressed by any legislation drafted. He also dis
cussed the issue of the individual's right to review 
criminal justice records: 

Tn addition to keeping general administrative records, 
we feel that ageneies operating sueh criminal justice 
data systems must be required to maintain records iden
tifying the source of information and to whom it was 
disseminated. Such a transaction log is useful for at 
least three reasons. It will notify the individual con
cerning who received that information about him. It will 
assist the data bank in easy retrieval of records dis
seminated and, from a management standpoint, it will 
allow monitoring of the usage of active files. 

Provisions must also be made for the cost of such re
view and possible challenge. Are we to have some fund 
set up, as we do for indigent defendants, to provide pay-
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ment for the challenging at taxpayers' expense and to 
engage in the expense of litigation and administrative 
procedures over his particular challenge, assuming for 
the moment that it occurred? What is going to be the 
cost-efl"~ctiveness of that procedure? Do we have the 
funds at Federal, State or local levels to provide for that 
kind of procedure? 

Undue burdens should not be placed on the individual 
by requiring him to seek out the agency responsible for 
an inaccurate entry. This requirement should rest with 
the operating agency, as does the responsibility for keep
ing the data complete, accurate, and up-to-date. 

On the other hand, the individual must bear some of 
the administrative costs of his access and possible chal
lenge to deter unnecessary entry and challenges. It seems 
to me that there is potential, looking at it. from the other 
side, for disruptiveness on the part of individuals or 
organizations if they have unlimited rights of challenge. 

The discussion centered next on the question of 
a possible distinction between criminal history files 
maintained by different branches of government. 

Quinn: We've been talking about criminal history files, 
and I wonder whether any member of the panel dis
tinguishes between criminal history files kept by the 
executive branch agencies and those kept by the judicial 
branch of government, and what relationship, if any, 
there should be between them. 

Harris: Well, my answer is that the criminal history 
data maintained at the State level should be one set of 
criminal history data, and it should have within it all 
the data that's needed by the various divisions of the 
criminal justice system with the right of each to draw 
upon those elements of criminal history of the particular 
individual applicable to their function. 

Murray: There is a need for contributions from all 
elements of the system. The police may supply to your 
agency the information that an individual has been ar
rested, but it would certainly be preferable to get in
formation about the ultimate disposition from the court 
than to get it from the police. Similarly, business about 
the release of the individual should come from the cor
rectional side. 

An attendant raised a question concerning the 
effect of the separation of powers doctrine on an 
information system involving the judicial with the 
executive branch. Chairman Quinn responded that 
no problem existed in Massachusetts at present, but 
that the Supreme Judicial Court had been asked 
whether legislation creating a single computer b;mk 
to hold all the data of court personnel, court 

records, court information, and executive depart
ment information would be constitutional. The 
Court had responded in the negative on the basis 
of the separation of powers doctrine. An attendant 
noted that one interesting point made in the opinion 
was the suggestion of a need for a fourth branch of 
government related to information services. 

Mr. Harris stated that at the outset there must be 
a clarification of the type of data to be contained in 
a system, and that the content would depend upon 
the primary use for which the inbrmation is col
lected and stored. He continued: 

For example, the term "criminal justice intelligence in
formation" must be distinguished from "criminal justice 
information." A chief difference between the two terms 
is that the latter is specifically oriented to present crimi
nal justice activity while the former is retained for pos
sible future use. That is, criminal justice information is 
maintained for general criminal justice agency use and 
should contain each and every transaction presently per
taining to an individual; whereas, "intelligence" infor
mation is specifically oriented to law enforcement agency 
use and maintained for possible future apprehension and 
surveillance. 

In the intelligence community, analysis is what is done 
to produce intelligence. What you collect is not in
telligence; what you collect is information. It is the 
analysis of the information that makes it intelligence. 

This difference should lead legislative drafters to con
sider another difference: that intelligence information 
may not be as fact-oriented and verifiable as criminal 
justice information. These two considerations may not 
be true in every case, but are representative. 

Thus, provision must be made for the collection and 
storage of intelligence information, with strict controls 
placed on its dissemination, and under no circumstances 
should this type of information be disseminated to non
criminal justice agencies or to private i,ndustry. 

Access to criminal justice information systems by non
criminal justice agencies and especially private industry 
must not be allowed, unless by specific statutory autho
rity. If good reason can in fact be provided for allow
ing certain non-criminal justice agencies access to certain 
data for specific reasons, stringent restrictions and re
gulations must be mandated in the legislation. 

Harris pointed out that once information has 
been disseminated from a criminal justice data 
bank, it is impossible for the disseminating agency 
or data bank to maintain direct control over the 
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information. He stressed the need for insurance of 
necessary controls, while recognizing that absolute 
control is a practical impossibility. While prohibi
tion of direct dissemination of printed information 
or records is one of the most meaningful controls 
over secondary dissemination, according to Harris, 
differing translations, unreliability of verbal com
munications, possible infringement on an individ
ual's right of review and the impediment placed' on 
law enforcement make this approach impractical. 
He suggested that one practical solution might be 
to require the return of all document copies, printed 
transmittals, anci original correspondence to the 
original sender, with stiff penalties for secondary 
dissemination and non-compliance. 

Harris briefly outlined several steps taken in the 
State of Virginia in response to the need for control 
in the production of personal data and the safe
guarding of the individual right to privacy: 

The Governor's office has concluded that the executive 
branch must formulate definitive policies relating to in
formation privacy and security. A full-fledged effort to 
develop these policies within the next month is now un
derway. The Governor's cabinet has initiated a special 
project to aid in the development of an executive policy 
that will (1) provide an inventory of existing automated 
information systems in state agencies and of the present 
practices of those systems relative to information privacy 
and security; (2) survey the needs of operating agencies, 
operating constraints and considerations posed by each 
unique situation; and (3) research alternative methods 
that might be adapted by an agency to cope with all 
aspects of privacy and security. 

In the legislative branch, two separate study resolutions 
passed at the 1974 General Assembly will result in the 
presentation of privacy and security legislative proposals 
at the 1975 session. 

Senate Joint Resolution 10 directed the Virginia Ad
visory Legislative Council to study and report "on all 
aspects of the problems involving personal privacy and 
liberty in the use of computers." The Commission has 
been charged to "study the experience of other states 
and make a recommendation concerning the establish
ment of a privacy and security .:ouncil in the Com
monwealth of Virginia." The VALC has established a 
committee to study computer privacy and security, which 
is now well into its examination of public and private 
personal information systems. 
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Senate 10int Resolution 63 created a "Comprehensive 
Criminal Justice Information System Task Force" under 
the direction of tbe Virginia State Crime Commission. 
The Task Force has been directed to "make a full and 
complete study of all matters relating to the exch.ange. 
collection, storage, security, privacy, and use of mfor
mation in the Virginia criminal justice system" and to 
"make recommendations as to the development and im
plementation" of an integrated criminal justice inf~r
mation network. The Task Force has been concentrating 
heavily on security and privacy controls in the formula
tion of its recommendations. 

This concluded the testimony of Mr. Richard 
Harris. Following a brief summary by Chairman 
Quinn of the various issues raised, the session was 

adjourned. 
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CHAPTER 3 

PUBLIC 
EMPLOYEE 
RECORDS 

The Chairman of the mock legislative hearings 
on public employee records was Eric Plaut, M.D., 
Deputy Commissioner of the Department of Mental 
Health from the State of Indiana. Committee mem
bers included Jerry T. Pierce, State Senator from 
Oklahoma, and Joan Vollmer, Deputy Commis
siOller of Personnel for the State of Tennessee. Wit
nesses before the committee included Gary D. 
Bearden, Director of the Bureau of Manpower 
Information Systems of the U. S. Civil Service Com
mission, Harry B. Douglas, Jr., Coordinator of 
Equal Employment Opportunity for the State of 
Florida, and Sheldon Mann, Economist from the 
Research Department of the American Federation 
of State, County and Municipal Employees. 

Materials sent to all Seminar participants in 
advance of the meeting included the issue paper 
reprinted below: 
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Frequently, personnel records contain collections of in
formation acquired from many sources and unknown to 
the individual employee or applicant for employment. This 
information, often widely shared among officials of the 
employing organization and with other organizations, is 
used for a variety of personnel management purposes and 
to answer queries from creditors, law enforcement 
agencies, private investigators, recruitment agencies, and 
prospective employers. These varied uses, in the absence 
of good information management practices, can con
stitute a substantial threat to the personal privacy of the 
individuals about whom personnel records are maintained. 

Personnel managers must assure that thtl personnel 
management system contains the information needed to 
carry out their responsibilities effectively; at the same 
time, they must take all steps necessary to protect the per
sonal privacy of current or prior employees and applicants. 

APPI_ICABLE PRINCIPLES 

Five fundamental principles for handling personal in
formation in the files of any record-keeping organization 
are gaining wide acceptance: 

I. There must be no personal data record-keeping opera
tion whose very existence is secret. 

2. There must be a way for an individual to find out what 
information about him is in a record and how it is 
used. 

3. There must be a way for an individual to prevent 
information about him that was obtained for one pur
pose from being used or made available for other pur
poses without his consent. 

4. There must be a way for an individual to correct or 
amend a record of identifiable information about him
self. 

5. Any organization creating, maintaining, or disseminat
ing records of identifiable personal data must ensure the 
reliability of the data for the intended use and must take 
precautions to prevent misuse of· the data. 

ISSUES 

Because it is difficult to specify in advance, and for all 
time, which items of information may be required to sup
port personnel management processes, the personal privacy 
of individuals who are the subjects of personnel records 
cannot be protected simply by proscribing the collection of 
certain types of data. Nor will data security safeguards 
alone accomplish the task since the key issues are policy 
issues: who shall be authorized to use which information 
for which purposes; under what circumstances; and with 
what restrictions on further use, disclosure, or dissemina
tion? What is needed, in short, is a well-planned, coordi
nated program of personnel information management based 
011 the five principles set forth above. In addition, for a 
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PRIVACY SAFEGUARDS FOR 
PUBLIC EMPLOYEES' RECORDS 

personnel information mana;.;ement program to be effective, 
it is essential that the responsibility for setting and en
forcing necessary safeguards rests with top management, 
that the effectiveness of the safeguards are monitored and 
periodically evaluated by an audit group, and that sanctions 
are imposed when procedures are violated. 

For state and local government employers, the basic 
principles, operating rules, audit obligations, and sanctions 
could be established by legislation, executive orders, or 
agency regUlations. It is probably advisable to treat em
ployee privacy considerations separately through one of 
these devices rather than within the framework of pri
vacy legislation applicable to general government data 
banks. In employer-employee matters, government's in
volvement with the individual goes beyond the relation&hip 
of the constituted governing authority to the citizen. There
fore, special treatment in the application of privacy prin
ciples is justified. In addition, the kinds of records kept 
and the services and benefits offered to employees by a 
government will be bas'ically uniform.· 

In any event, once the ground rules have been set, 
whether by legislation or administration actions, detailed 
procedures should be developed for controlling the ac
quisition, retention, and dissemination of information con
cerning public employees. For the information manage
ment program to be most effective, the procedures for 
collecting, maintaining and disseminating information must 
be standardizetl and well documented. Detailed procedures 
tell users how the.y are to treat information :lOd give audi
tors a standard for evaluating user performance. 

Ideally, the detailed operating procedures should make 
clear which items of information individuals are required 
to provide about themselves, which items they may refuse 
to provide, and the purpose for which the information is 
requested. They should provide for a designated point at 
which user requests for information are received and pro
cessed. The procedures should also specify how long infor
mation is to be retair:ed; who is allowed to see or to 
change it and under what circumstances; the security pro
cedures to be adopted to control access to it; and the me
-thods to be used for verifying the accuracy and timeliness 
of information. 

The matter of unqualified acce'ss to records by the in
dividual involved does raise questions. For example, should 
he have full access to medical information, or information 
supplied in confidence to the employer or prospective em
ployer? Further, access to employee records by others in 
the employing organization requires careful analysis, de-

• It can be argued that in the private sector legislation 10 regulate 
employee records would be difficult to implement since the configura
tion of employee records will vary widely In accordance with the 
nature of Ihe business, Ihe size of Ihe organization and the scope of 
employee services or benefits provided. 

pending upon the variety of services or benefits available 
through the employer and the relationship of the informa
tion to employee performance. For instance, who should 
be able to see whether an employee has taken out a loan 
or mortgage, has life insurance, or has had checks returned 
for insufficient funds? To whom are performance evalua
tions relevant or a list of employee activities or club 
memberships? 

ISSUE 
PAPER 
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Also sent to Seminar participants in advance was 
an illustrative draft bill concerning the protection 
of public employee rights of privacy, which served 
as a basis for the Committee's deliberations and is 
reprinted in full below: 

A BILi 

To protect the constitutional rights and privacy of in
dividuals who arc employed by government and about 
whom personal information has been collected for per
sonnel management purposes. 

TITLE I-DECLARATfON OF POLICY: DEFINITIONS 

Findings And Declaration Of Policy 

SEC. 10 L. The personnel management missions that are 
a part of any large government organization require a 
substantial output of information about individuals and 
about agency opcrational programs. This information is 
required for such purposes as: 

J. Determining eligibilly of individuals for employment. 
2. Determining physical and mental fitness of individuals 

for the work required. 
3. Selling occupational standards and developing per-

sonnel management policies. 
4. Evaluating personnel management programs. 
5. Maintaining morale and discipline in the work force. 
6. Processing grievances and appeals. 
7. Determining entitlement to and amount of employment 

and retil'ement benefits. 

Government agencies must assure that the personnel 
management system contains operational and personal in
formation necessary to carry out the above purposes ef
fectively, while at the samc time taking all the steps 
necessary to protect the privacy of individual applicants. 
employees, and retired persons about whom information 
is maintained. 

These agencies must strive to protect the privacy of in
dividuals by controlling the disclosure and use of identify
ing numbers and indentifiable personal information and 
assuring the security and accuracy of all steps in the in
formation process. If personal information about an in
dividual is compromised, that individual is compromised. 

Definitions 

SEC. 102. FOI' purposes of this Act-
(1) "Automated system" means an information system 

that utilizes electronic computers, central information 
storage facilities, telecommunication lines, or other auto-
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malic data processing equipment used wholly or in part 
for data collection, analysis, or display, as distinguished 
from a system in which such ac.tivities are performed 
manually. 

(2) "Dissemination" means the transmission of infor
mation, whether orally, in writing, or by automated media. 

(3) "Personal information" includes all data that (a) 
describes anything about an individual, such as indcntify
ing characteristics, measurements, test scores; (b) indicates 
things done by or to an individual, including, but not limit
ed to, records of financial transactions, or medical treat
ment; or (c) affords a clear basis for inferring personal 
characteristics or things done by or to an individual, in
cluding, but not limited to, the record of his presence in 
a place, attendance at a meeting, or attendance at some 
type of service institution. 

(4) "Personnel management" means the process of 
managing personnel progra~s involving the organized col
lection of past, present and projected information about 
operations and personnel for the purpose of planning and 
controlling those programs. 

(5) "Statistical and research purposes" means a usc 
which will not have a direct effect on any specific individual 
and the principal output of which is based on aggregate 
data, 

TITLE II - COLLECTION AND DISSEMINATION OF 
PERSONNEL INFORMATION USED FOR 

PERSONNEL MANAGEMENT 

Collection of Personal Information 

SEC. 201. The commissioner of civil service will prescribe 
the basic personal information that shall be collected and 
used in each pl!rsonnel management function or process, 
in accordance with the provisions of this Act. 

Each departm mt and agency that wishes to obtain ad
ditional personal information beyond the basic information 
prescribed by th e commissioner will be required to justify 
its need for the additional information. 

Justifications of such additional personal information 
must be based on the following criteria: 

(1) Items of personal information sought must be re
lated to specific personnel management processes that are 
authorized by statute, executive order, or regulation. 

(2) The relationship between the information sought 
and the personnel management purpose to be served must 
be demonstrated. 

(3) The procedures to be employed in collecting, pro
cessing, storing, safeguarding, using, releasing, dissemi
nating, and disposing of personal information must be 
described and must conform with civil service policies and 
regulations relating to protection of individual privacy. 

Personal information needed for personnel management 
purposes will not be obtained by surreptitious methods or 
by means that cannot be disclosed to the individuals in
volved. 

Storing, Safeguarding, Processing 
Personal Information 

SEC. 202. Agencies shall take adequate precautions to 
prevent unauthorized access to personnel management 
records containing personal information. 

This section pertains to records maintained in manual 
filing systems as well as those in automated systems. 

This section requires agencies to set up reasonable com
binations of physical security, administrative controls, and 
technical safeguards to prevent unauthorized access to 
personal information records, to provide for audits, to 
permit investigations when unauthorized access does occur, 
and to identify officials responsible for security of the 
records. 

The agencies shall maintain, among employees respon
sible for safeguarding and using personal information 
records a privacy-conscious environment through continual 
training, audits and test-runs of security measures, and 
enforcement of rules. 

Release of Personal Information for Personnel 
Management Purposes 

SEC. 203. Personal information in personnel records of 
agencies shall be disseminated to other agencies for 
authorized personnel management purposes only on a 
need-to-know basis. 

An agency shall disseminate personal information to 
representatives of other agencies only when they arc 
identified and authorized or certified by agencies to 
receive it. 

An agency shall release personal information to another 
agency only after determining that the safeguards of the 
receiving agency for the security of information and 
procedures for using the data meet the criteria of this Act. 

An agency will disclose personal information only on a 
need-to-know basis to management officials for personnel 
management decisions, or for personnel management pro
ceedings, or to personal representatives authorized by the 
individual to see it. 

List:; of individuals eligible for appointment or in
service pla,;ement will not be checked or compared w1th 
lists of individuals affiliated with or active in a political 
party or a union. 

Release of Personal Information for Purposes Other 
Than Personnel Management 

SEC. 204. Personal information thnt is gathered for per
sonnel management purposes will not be released bv the 
government for purpose~ other than personnel ma~age-

ILLUSTRATIVE 
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ment, nor released outside normal personnel management 
organizational channels e.xcept with the consent of the 
individual involved. When personal information is released • 
as required by statute or executive order, the individual 
shall be notified in writing by the releasing agency. 

Agencies shall release personal information only for 
personnel administration or public policy purposes, and 
not for commercial purposes or solicitation. 

Agencies will release personal information in authortzed 
circumstances only when it has been determined that those 
receiving the information will safeguard and use it in 
accordance with the criteria in this Act. 

Additional restrictions on disclosure of personal in
formation to organizations or individuals outside the per. 
sonnel management field arc as stated below: 
I Information about disciplinary actions or appeals from 

personnel -management actions that is disclosed to 
individuals or organizations other than those directly 
involved in litigating or settling such cases will identify 
the offenses alleged and corrective actions taken but will 
not idcntify the individuals affected without their con
sent. until completion of all administrative proceedings 
and appeals. 

2 Information about physical or mental disorders of an 
individual employee will be disclosed only with the 
individual's consent and only to licensed medical per
sonnel who are professionally qualified to understand it 
and use it properly. 

3 Evaluations of individual work performance of em
ployees will not be disclosed to officirals or agencies other 
than those directly involved in considering the employee 
for in-service placement except with the consent of the 
employee. 

4 Home addresses or home telephone numbers of em
ployees, or other information about individual employees 
will not be disclosed except as required by law. 

S Records of legal, financial, medical, or other personal 
involvements of individual employees will not be dis
closed to individuals or organizations outside the official 
personnel management field. 

Use of Personal Information in Statistical 
Reports and Research Studies 

SEC. 20S. Agencies will assure that the identity of indi
viduals included in statistical samples or compilations in 
connection with authorized studies or research projects will 
not be disclosed, either by means of identifying informa
tion or numbers or by means of statistical manipulation to 
isolate data whieh can pertain to only one individual in 
the sample. 

When statistical or research qestions are included in 
questionnaires or forms used in personnel management 
functions, the individual will be informed whether or not 
responses to the questions are mandatory. 
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When personal information is transferred from one 
organization to another for statistical or research purposes, 
the organizations concerned shall be required to comply 
with the provisions of this Act. 

Tnforming lndividuals Regarding Information Required 

SEC. 206. Individuals who apply for examnations, jobs, 
in-service placement training, employment benefits, retire
ment, or other benefits or rights associated with civil 
service employment will be informed: 
I What personal information is needed to carry out the 

personnel management process involved. 
2 What information will be obtained in addition to that 

provided by the individual and from what sources. 
3 That the information provided by the individual may 

be checked or verified by comparison with other records 
held by schools, law enforcement agencies, employers, 
financial institutions, or other organizations. 

4 What measures will be taken to safeguard personal 
information from unauthoriz· cI access or use. 

5 That some of the information will be transferred to 
other organizations and officials for actions and decisions 
consistent with the purpose for which the individual 
provides the information. 

6 That the individual has the right to know what in
formation is included in records that will be used in 
making decisions about him or her. 

Individual's Access to Personal Information 

SEC. 207. Individuals shall be advised upon request what 
information is in pcrsonnel management records about 
them which will be used in making decisions relating to 
thcm. 

Agencies shall accept information from individuals to 
correct, amend, or refute records that are inaccurate or 
incomplete for the purpose of making decisions about the 
individuals. 

Before individuals arc barred from examinations, denied 
appointment, removed from the service as unsuitable for 
employment, or are otherNise denied benefits based on 
information in records about them, they will be afforded 
an opportunity to challenge the proposed action in an 
appropriate administrative proceeding. Such challenges may 
be to the accuracy, reliability, completeness, or relevance 
of the information on which the proposed action is based. 

TITLE Ill-ADMINISTRATIVE PROVISIONS: REGULATIONS, 

CIVIL REMEDIES: CRIMINAL PENALTIES 

Administrative Provisions 

SEC. 30.1. Any agency maintaining an automated person
nel management system containing personal information 
shall give public notice of the existence and character of 
its system once each year. Any agency maintaining more 
than one system shall publish such annual notices for all 
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its systems simultaneously. Any agency proposing to 
establish such a system, or to enlarge an existing system, 
shall give public notice sufficiently in advance of the initia
tion or enlargement of the system to assure individuals 
who may be affected by its operation a reasonable oppor
tunity to comment. The public notice shall specify-
( 1) the name of the system; 
(2) the nature and purposes of the system; 
(3) the categories and estimated number of persons on 

whom the data is maintained; 
(4) the categories of data maintained, indicating which 

categories are stored in computer-accessible files; 
(5) the agency's operating rules and regulations issued 

pursuant to sections 202 and 207, and the agency's 
policies and practices regarding data information 
storage, duration of retention of information, and 
disposal thereof; 

(6) the categories of information sources; 
(7) a description of all types of use made of information, 

indicating those involving computer-accessible files, 
and including all classes of users and the organiza
tional relationships among them; and 

(8) the title, name, and address of the person immedi
ately responsible for the system. 

Annual Audit 

SEC .. 302. At least once annually the commissioner shall .' 
conduct a random audit of the practices and procedures 
of the agencies which collect and dissemInate personal 
information to insure compliance with the requirements 
and restrictions of this Act. 

Each personnel management system shall conduct a 
similar audit of its own practices and procedures at least 
once annually. 

The results of such audits shall be made available to 
the public by July I of each year beginning on July I 
following the first full calendar year after the effective 
date of this Act. 

Civil Remedies 

SEC. 303. Any person aggrieved by a violation of this Act 
shall have a civil action for damages or any other ap
propriate remedy against allY person, or agency responsible 
for such violation providfld he has exhausted the adminis
trative remedies of section 207. 

Such person may bring a civil action under this Act in 
any district court for the district in which the violation 
occurs, or in any district court in which such Person resides. 

Criminal Penalties 

SEC. 304. Whoever willfully disseminates, maintains, or 
uses information knowing such dissemination, maintenance, 
or use to be in violation of this Act shall be fined not 
more than $5,000 or imprisoned for not more than five 
years, or both. 
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SESSION 
SUMMARY 

Dr. Plaut opened tk committee session with 
comments on historical conceptions of the roles and 
relationships of public employees that have resulted 
in policies and guidelines for this group, which 
differ from those applied to employees in the private 
sector. For example, the Hatch Act and similar 
State legislation have regulated the political activi
ties of public employees, and various laws have pro
hibited or restricted strikes by government workers. 
Obviously, the relationships between governments 
and their employees in these as well as other areas 
are currently undergoing reevaluation and change. 

Access to information about public employees is 
an emerging issue that calls for special considera
tion in a conference concerned with government 
record-keeping. In particular, two seemingly CO;1-

flicting questions need to be addressed: 

I. Does the size and power of government require special 
measures to protect public employees' privacy when 
records are maintained about them for personnel 
management purposes? 

2. To what extent does the public accountability of the 
government employee and, in some cases, the potential 
for abuse of the power delegated to him, call for 
handling information about him in a different manner 
from that which would be appropriate in the private 
sector? 

At this point the first witness, Gary Bearden of 
the U. S. Civil Service Commission, was caUed 
upon to testify. Bearden pointed out that the Civil 
Service Commission, as a personnel management 
agency for public employees, endorses, in principle, 
legislation that: 

Permits any employee to inspect his own records and 
to know what information is maintained about him; 

Permits an employee to supplement information con
tained in his record; 

Permits the removal of inaccurate information; 

Allows the individual to challenge any information used 
i" an adverse action against him; and 

Restricts employee record access to those who need the 
information for the performance of their duties. 

EXisting . Civil Service Commission regulations 
generally reflect these considerations. However, 

they do not permit Federal employees to review 
some information in their personnel records, i. e. 

Medical information that could have an adverse impact 
on an individual, except through a physician of the 
employee's choice who may disclose and/or interpret 
medical information to him; 

Testing and examination material, the' disclosure· of 
which would compromise the competitive examining 
process; 

Reports of suitability or security investigations that 
would disclose the source of the information; and 

Supervisors' appraisals of an employee's potential for a 
future assignment, although appraisals of past perform
ance are reviewed and discussed with the employee. 

The Civil Service Commission believes that these 
exceptions to the principle of direct subject access 
to personnel records are justified. The draft bill 
under consideration provides for no such excep
tions. Also, legislation on public employee records 
should clearly indicate whether an individual is per
mitted actually to examine his record and make a 
copy of. it. If so, data identifying other in<;lividuals 
should be deleted, such as lists that identify' other 
candidates for a competitive position .. 

A bill should also specify procedures whereby an 
employee may supplement his record. The addition 
of large amounts of material to records in an auto
mated system could create excessive costs and other 
operating problems. In these instances, the record 
in the automated system could note the existence 
and location of supplemental material maintained 
elsewhere. 

The questioning of the witness and the discussion 
that followed focused on the following issues: 

First, as provided in the draft bill, applicants for 
public employment or related benefits should be 
informed that personal data they furnish will be 
verified by comparison with records of other organi
zations such as educational institutions, law 
enforcement agencies, or former employers. In re
sponse to a comment that this type of checking, in 
the absence of any reason to doubt the information 
provided, implies that the applicant is guilty until 
proven innocent, Bearden mentioned that verifica
tion of qualifications is important in a competitive 
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examination and evaluation process. Verification 
can identify the few individuals who falsify or 
exaggerate their qualifications and who thus have 
unfair advantage over the majority who respond 
honestly in submitting their qualifications. 

There was general agreement that the information 
verified should be limited to that needed to com
pare qualifications with job requirements. Bearden 
pointed out, however, that in the public sector there 
are statutory requirements for information that do 
not relate directly to job performance, e. g. infor
mation reflecting agencies' participation in equal 
employment opportunity programs and statistical 
data to develop profiles of the work force which 
are used for a variety of personnel management 
purposes. 

Second, justification was seriously questioned for 
denying a public employee access to his supervisor's 
appraisal of his potential for new responsibilities. 
The Civil Service Commission believes that dis
closure of this type of appraisal could damage an 
employee's effectiveness and his relationship with 
his supervisor in cases where the latter believes that 
the employee (who may be outstanding in his pres
ent job) is not suited for a different type of position. 

Third, the principle of giving an individual direct 
access to his medical records is generally gaining 
support; thus, there was some reluctance expressed 
about requiring access tl:trough a physician. How
ever, disagreement with this approach was slight, 
as long' as the individual has an opportunity to 
comment on and/ or amend information in his 
record. 

Fourth, the draft bill requires that an applicant 
for public employment shall be informed that infor
mation he furnishes will be transferred to others for 
use consistent with the purpose for which it was 
provided. To assure that information is used in 
accordance with this provision, a public employer 
should publish notice of all proposed uses of the 
information, including notice of any organizations 
or officials who may be recipients of the data. 

Fifth, concerns were expressed about the kinds 
of information about individuals collected and used 
in connection with suitability or full field investiga-
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tions for employment in critical-sensitive govern
ment positions. These evaluations illustrate the 
problems associated with balancing the nee j for 
information on which to base informed judgments 
in the selection of high-level public officials with 
the privacy interests of the individuals involved. Mr. 
Bearden pointed out that under Civil Service Com
mission regulations an individual is informed of the 
content, but not the source, of any information 
developed through a suitability investigation that is 
used in an adverse action against him, e.g., infor
mation used to deny him a particular job. 

finally, another sticky question concerns the pro
priety of maintaining records about public em
ployees that may serve legitimately to identify 
potential !1roblems that could be averted by early 
inter·.ention, but that raise serious issues of privacy 
and employee rights. For example, a. police officer 
may submit reports or willingly answer questions 
about instances where he used force in carrying out 
his duties. If such reports can be made public, can 
be used to answer citizen complaints, or can serve 
as the basis for a suit against the officer or his 
employer, both the employee and the agency would 
be less inclined to maintain those records in the 
absence nf statutory or regulatory requirements. 
Again this situation raises the question of the possi
ble need for data concerning certain categories of 
public employees who have special authority that 
would not be appropriate for other types of em
ployees in either the public or private sectors. 

Me. Sheldon Mann, an economist with the 
American Federation of State, County, and Munici
pal Empolyers, testified next. He applauded an 
apparently growing recognition, at least by some 
public employe:rs, of the need for legislation to pro
tect the t:mployee right of privacy. While acknowl
edging thht the draft bill under consideration con
tained many of the requisite safeguards, the biII 
has serious inadequacies from the standpoint of a 
public employees union. He enumerated four major 
criticisms of the bill: 

I. J n several areas the bill appears to focus on the protec· 
tion of management rights rather than employee rights. 

e.g. the listing of seven purposes for the collection of 
information by management. 

2. The meaning and intent of numerous provisions is 
clouded by vague, ambiguous language, e.g. references 
to "adequate" security precautions and "normal per
sonnel management organizational channels." 

3. The bill makes no reference to collective bargaining 
agreements and procedures which, along with civil 
service policies and regulations and administrative pro
ceedings, are important components of any process for 
assuring employee rights. Union contracts should con· 
tain employee rights clauses that include provisions for 
an employee and lor his authorized representative to 
have access to his personnel file. Any derogatory in
formation included in an employee's record should be 
brought to his attention and he should have ample 
opportunity to respond to and to challenge such 
information. 

4. The draft bill devotes insufficient attention to the 
critical area of the type of information collected and 
maintained about public employees. Only information 
directly relevant to job performance should be recorded. 

In the discussion following Mann's testimony, 
general opposition was expressed to the use of psy
chologi,::al testing and polygraphs by employers. 
Then the group turned its attention to the appro
priate roles of legislation, regulation and other pro
cedures, such as collective bargaining, in defining 
employee rights. The regulatory process provides 
more flexibility than does legislation for adjusting 
to changing conditions in many areas; for example, 
in spelling out what information is considered job
related and appropriately can be collected. Through 
a rule-making process, proposals concerning the 
kinds of data to be collected and their intended use 
would be published and subject to review and com
ment by any interested party. However, reservations 
were expressed about allowing legislative language 
to remain too general in this area; some participants 
felt that some statutory limitations on data collec
tion were required to safeguard employee privacy 
adequately. 

A question for Me. Mann concerning his union's 
position on allowing public access to government 
employee performance evaluations again raised the 
issue of balancing public accountability with the 
privacy rights of these workers. In addition to 
policemen, both teachers and social workers were 
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mentioned as employees who by the nature of their 
responsibilities have special authority over others. 
The discussion revolved around the extent to which, 
in either the public or the private sector, accounta
bility should rest with the individual employee as 
opposed to the employing organization and the 
senior officials who have responsibility for its over
all performance. 

Most participants believed that government 
employee accountability to the public is greater and 
also, in a sense, qualitatively different from that of 
an employee in the private sector. However, there 
was little support for public disclosure of individual 
performance appraisals and general, but not total, 
agreement that the responsibility for meeting agency 
obligations should be focused on appointed or 
elected officials who have public visibility. Increased 
citizen participation in governmental affairs can 
contribute to greater responsiveness by public offi
'cials. 

Another question concerned the problems, in
cluding the costs, associated with acquiring em
ployee consent for additional uses of data originally 
collected for a specific purpose. One possible ap
proach, especially where unionized employees are 
involved, is to channel requests for consent through 
representatives of the employees. 

Harry Douglas, equal employment opportunity 
coordinator for the State of Florida, was then called 
to testify, He endorsed the principles for handling 
personal data addressed in the issue paper and 
largely re~ected in the draft bill. He noted, hoW
ever, that modification of some provisions of'the 
bill would be desirable, particularly in relation to 
existing Florida law and regulations. He discussed 
the State's "sunshine" law, adopted in 1967, which 
requires that meetings of public bodies in the State 
be open, virtually without exception. He also de
scribed an older public records law under which 
all public documents, except six kinds specifically 
exempted, are open to scrutiny by any citizen of the 
State. Currently, there is no exemption for person
nel records of public employees, although a pending 
amendment to the law seeks to establish some re-
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strictions on the use and dissemination of some 
information, including government worker perform
ance evaluations and some background data. 

Douglas also advanced the concept that there 
may be no real conflict between maximum govern
ment openness and the protection of personal pri
vacy. A government that is inhibited from engaging 
in secret activity and maintaining secret records is 
more likely to engender public trust and coopera
tion. If its records are open, there may be an incen
tive to restrict collection of information to that 
which is necessary for a specified purpose and to 
avoid the acquisition of data of questionable veraci, 
ty from questionable sources; the openness may 
promote a greater sensitivity to individual privacy. 
Further, if a public agency is operating "in the sun
shine," improper official use of information is less 
likely. 

Douglas acknowledged that this approach is not 
without flaw and that there are risks of both in
advertent and deliberate misuse of publicly available 
information about individuals. As discussed earlier, 
the question of making employee performance 
evaluations available to the public presents a classic 
dilemma, largely because of the subjective nature of 
such assessments. Still, as noted, there is an argu
ment favoring public accountability of performance. 

The suggestion that maximum openness can lead 
to maximum assurance of personal privacy incited 
some lively discussion with various degrees of dis
agreement as to the validity of the concept, partic
ularly where personnel records are concerned. 
Douglas stated in response to an inquiry, that he 
was unaware of any instance where a public em
ployee in Florida had been adversely affected by 
the disclosure of employment-related information. 
The employee does have due process rights to 
appeal whenever he feels his rights have been 
violated. 

Some concern has been expressed about the use 
of information gained from public employee records 
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and a statutory amendment to place some limita
tions on dissemination of data is under considera
tion. In a~dition, a COlJrt of Appeals decision, 
relating to the State University system's regulation 
of access to employee records is pending and could 
affect record-keeping practices throughout the 
State personnel system. 

Several specific questions and comments were 
raised in connection with the concept of "open" 
records across-the-board, e.g.; 

If examinations used for competitive placement or 
promotion are disseminated publicity, the development 
and validation of new tes!~ would be very costly. 
An effort to avoid unnecessary or detrimental entries to 
an employee's record could lead to a failure to record 
information that should be in an adequate personnel 
file. Thus, it is important to define, as precisely as pos
sible, appropriate job-related information. 

A central and continually recurring issue con
cerns determination of the need to know in various 
phases of the personnel management function. Some 
delineation of the kinds and amounts of informa
tion that should be collected and to whom it should 
be available can be made through the legislative and 
rule-making processes; however, there will always 
be requests for data that will have to be handled on 
an individual-basis. 

The session ended with agreement among the 
participants that the draft bill considered by the 
group served only as a basis for discussion; it was 
neither endorsed as a model nor appropriately modi
fied. Further discussion of privacy issues and an 
exchange of relevant legislative and/ or administra
tive proposals among public personnel officials and 
others concerned with public employee records is 
clearly needed. The participants recommended spe
cifically that a summary of this session, as well as 
notice of any future conferences concerning the pri
vacy rights of public emp~oyees, be widely distrib
uted to State and local government personnel 
officials. 

CHAPTER 4 

STATE AND 
LOCAL 
GOVERNMENT 
DATA BANKS 

Stanley J. Aronoff, State Senator from Ohio 
served as Chairman of the mock legislative hearing~ 
on State and Local Government Data Banks. Wit
nesses included State Representative William R. 
Bryant, Jr., of Michigan; Assemblyman Mike Cul
len, Chairman of the California Assembly Commit
tee on Efficiency and Cost Control; Daniel B. Ma
graw, Assistant Commissioner of the Minnesota 
Department of Administration; and Marjorie Eltz
roth, Executive Director of Governor's Privacy 
Commission, who substituted for Governor Francis 
W. Sargent of Massachusetts. 

The Committee, composed of a cross section of 
State legislators, other State government officials, 
and representatives of Federal government, local 
government, the private sector and the press, re
ceived in advance of the Seminar the issue paper 
reprinted in full below: 
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General legislation on the personal-data record-keeping 
practices of state and local government agencies can be 
both the starting point and the backbone of a state's efforts 
to construct a comprehensive framework of safeguards for 
personal privacy. Once established in general legislation, 
basic individual rights as well 11S obligations of government 
record-keeping organizations can be reaffirmed, strength
ened, extended, or modified in other statutes and in im
plementing regulations. Drafting such legislation, however, 
is not easy. There are no models to follow, and expert 
advice is not only difficult to come by but may vary 
considerably. 

A number of issues and options should be considered 
by sponsors and drafters of general data ban~ legislation. 
They do not pretend to be prescriptive or to exhaust its 
subject, but hopefully will provide helpful insights and 
suggestions. 

FAIR INFORMATION PRACTICE AND 
I'ERSONAL PRIVACY 

In drafting any data bank legislation, one should be 
aware that safeguards against record-keeping invasions of 
personal privacy arc now widely considered to involve 
much more than prohibiting unauthorized uses and dis
closures of personal information. Guaranteeing an in
dividual the right to sec, copy, and challenge recorded 
information about himself has come to be consideretl an 
important privacy safeguard equal with the principle that 
an individual's consent should be obtained before using 
information about him for any purpose other than that 
for which it was originally collected. 

The core premise of much recent privacy legislation is 
that policies and practices governing the collection, usc, 
and disclosure of personal information should stress ac
curacy, judicious use and fairness, and that the best way 
to meet those objectives is to give the individual a signi
ficant opportunity to participate in determining what is 
recorded about him and with whom it is shared. Effective 
general legislation, in other words, will seek to assure 
adherence to at least five basic principles of fair informa
t ion practice: 

I. There must be no personal data record-keeping opera
tion whose very existence is secret. 

2. There must be a way for an individual to find out 
what information about him is in a record and how it 
is used. 

3. There must be a way for an individual to prevent in
formation about him obtained for one purpose from 
being used or made available for other purposes with
out his consent. 

4. There must be a way for an individual to correct or 
amend a record of identifiable information about him
self. 
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5. Any organization creating, maintaining, using or dis
seminating records of identifiable personal data must 
assure the reliability of the data for the intended usc 
and must take reasonable precautions to prevent mis
use of the data. 

lt will be noted that these principles do not provide the 
basis for determining a priori which data mayor may 
not be recorded and used, or why and when. However, 
they do provide a basis for establishing procedures that 
assure individuals, singly or colleetively, the right to 
participate in a meaningful way in decisions about what 
goes into records about them and how that information 
will be used. 

INITIAL POLICY DECISIONS 

There arc many different ways of assuring adherence to 
fair information practice principles, but the choice of 
means will be influenced to a substantial degree by a 
handful of initial decisions about the structure and cover
age of draft legislation. For example, if one opts for a 
central regulatory approach (such as a board or commis
sion with broad oversight and rule-making authority), 
details normally dealt with in statutory language may 
sometimes be left to the drafters of implementing regula
tions. This approach, however, can be costly (in money, 
personnel, and delayed administrative action) and might 
turn out to be more effective than legislation that, if 
painstakingly drafted, would give record-keeping organiza
tions clear guidance on what is expected of them and 
provide individuals with effective civil remedies in the 
event they arc injured by an organization's failure to live 
liP to its obligations. 

It is important to decide at the outset whether and to 
what extent proposed legislation is to cover any pri'(u!e 
sector organizations, such as government contractors and 
grantees. It appears that any attempt to reach out to the 
private sector in general legislation can present major and 
perhaps debilitating obstacles, particularly where private 
organizations are engaged in interstate transactions, or 
where the legislation makes a violator of any of its re
quirements vulnerable to criminal prosecution, or where 
private sector record-keeping organizations are alreatly 
subject to fair credit reporting legislation. 

There also appears to be little reason to distinguish 
between manual (paper or microfilm) records and records 
in computer-accessible form. Wholly automated record
keeping systems, i.e., systems where no paper or microfilm 
record is kept at any point between data collection and 
data use, seem to be extremely rare, and it appears that 
there are no noteworthy differences between manual and 
automated record-keeping policies and practices. 

With regard to statistical-reporting and research records. 
suspending the individual's access, review, and correction 

rights usually seems sensible and justifiable. The appro
priate protection for such records is immunity from sub
poena which assures that they will not be used to make a 
determination about the individual. Moreover, permitting 
an individual to make changes in a bona fide statistical or 
research record about himself will usually have no prac
tical consequence, save to risk that the record will be 
rendered useless for analysis. And further, if individuals 
are guaranteed access to statistical-reporting and research 
records about themselves, all such records must be main
tained in a way that makes them easily retrievable in 
individually identifiable form, thereby increasing the risk 
of misuse. 

On the question of individuals v. legal entities, residents 
v. non-residents, and minors and incompetents v. adults 
and legal guardians, guidance will presumably be sought 
in other statutes and in pertinent constitutional provisions 
and court decisions. One approach to the scope question is 
to have the legislation apply to systems of records from 
which information about individuals is retrieved (rather 
than rc.trievable) by reference to the name, number, or 
some other identifying feature (such as fingerprints) as
sociated with each individual. This would exclude all 
records that are indexed and retrieved only by reference 
to the name of an organization or other legal entity, but 
would probably not exclude sole proprietorships and 
partnerships. Hence, a preliminary study might still need 
to be made of the effect of the proposed legislation on 
existing statutes that mandate public disclosure of certain 
information about individuals engaged in various activities 
that a state regulates or otherwise monitors. 

BASIC REQUIREMENTS 

Most general data bank legislation has at least five 
principle parts: one establishes the individual's right to 
see, copy, review, and challenge a record about himself; 
another imposes certain minimum obligations on record
keeping organizations; a third deals with authorized dis
closures; a fourth stipUlates the permissable exemptions; 
and a fifth establishes civil remedies and criminal penalties. 
Some bills also contain a sixth part establishing a central 
administrative and appeals authority and, in a few cases, a 
central rule-making authority. 

Each of these principal subdivisions tends to have 
certain recognizable features, even though the exact 
language may differ from bill to bill. Each also has its 
particular drafting pitfalls. The key features of each 
section and some typical policy and drafting dilemmas are 
briefly discussed below: 

Rights of Individuals. Conceptually, this section may seem 
the least complicated of all. Its principal objectives are to 
guarantee each individual the right to establish that a 
record-keeping organization does in fact maintain a record 
about him; to see and copy it in a form that he can 
understand (Le.., decoded if the record is kept in machine-
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readable form); to challenge the accuracy, relevance, time
liness, and completeness of information in such a record; 
and to find out who has had access to it and for what 
purposes. As a, drafting matter, however, experience sug
gests that it is extremely useful, if not imperative, (0 keep 
clearly in mind how each of these rights will actually be 
exercised. 

How, for example, does an individual est\lblish that 11 
record is being kept about him? Should the individl~al be 
able to see, copy, and challengr: all information in such a 
record-information about his health and psychological 
well-being-informatiori pertaining to others who arc also 
named in the record--information provided by a ,third 
party which, if disclosed, would reveal the identity of the 
third party? 

Suppose the individual claims that :nformation in the 
record i< inaccurate, outdated, irrelevant, or incomplete. 
Whose judgment should prevail? Who should be required 
to verify what? If the differences cannot be resolved, what 
recourSe should the individual have? What about the 
period during which the record is being contested? Should 
the individual be able to insert a statement in the record 
setting forth his version of the facts? How long should 
such a statement be retained? Should it automatically 
follow the record wherever it goes or should its existence 
simply be noted in the record so that a user can request it 
when needed? 

Should the record-keeping organization keep an ac
counting of all accesses and disclosures, including those 
to officers and employees of the record-keeping organiza
tion who usc the records in performing their official duties? 

Not all of these considerations can or should be 
addressed in the statute lest they lock record-system man
agers into particular administrative approaches or other
wise impede the normal development of imaginative, least
cost solutions to the many practical problems that any 
legislation of this sort, no mutter how carefully drafted, is 
bound to create. But all of them need to be borne in mind 
in drafting the pertinent provisions. 

On balance, a good drafting approach seems to be to 
reach for statutory language that makes clear the objec
tive of each provision and closes as many loopholes as 
can reasonably be anticipated, but also gives those who 
will have to administer the statute as much procedural 
(and for computerized systems, as much design) flexibility 
as possible. This, of course, is the counsel of perfection, 
but the chances that it will at least be approximated seem 
far greater when a general data bank statute is drafted 
with its practical administrative consequences clearly in 
mind. 

Obligations of Record·Keeping Organizations. The usual 
objective here is to assure that each record-keeping organi
zation to which the legislation applies assumes a proper 
share of the responsibility for seeing that fair information 
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practice principles are faithfully observed. Recognizing that 
an individual cannot ask to see a record that he does not 
know exists, it llsually contains one or more notice 
provisions. 

Commonly there is a provision which requires that 
individuals asked to provide information about themselves 
be told why they are being asked, under what legal 
authority, whether they can refuse to answer, what will 
happen if they do refuse, and what uses will be made of 
any information they provide. In this provision, and in 
the general public notice discussed below, the data col
lector shoUld be prompted to be as specific as possible in 
describing purposes and anticipated uses. Since simple 
assurances that information will be kept confidential have 
no reliable significance, they should be eschewed in favor 
of statements that identify and, if possible, describe in 
some detail all proposed uses. 

In addition to statements to individuals at the time 
inquiries are made of them, general data bank legislation 
typically requires some form of general public notice that 
attests to the existence of each personal data record
keeping system to which the legislation applies, describes 
its principal characteristics, and outlines the steps an 
individual must take> to find out if a record is being kept 
about him, What inforl\oation it contains, and the pro
cedures for challenging its accuracy, relevance, timeliness, 
and completeness. 

Without some form of current anll widely disseminated 
general notice, many individuals will not know where and 
how to exercise the rights that the legislation guarantees 
them. 

Other obligations typically imposed on record-keeping 
organizations includc a requircment that they issue im
plementing regulations (if they are public agencies); keep 
an accounting of all disclosures to outside persons (except 
perhaps to members of the public under public reeords 
statutes); and maintain their records with such accuracy, 
relevance, timeliness, and completeness as is necessary to 
assure fairness in any decision about an individual made 
on the basis of information contained therein. The rule
making requirement can give a record-keeping organiza
tion the opportunity to establish reasonable times, places, 
and fees to be charged for making records available to 
individuals who ask to see them, to establish special 
procedures for apprising an individual of medical and 
psychological information in a record about himself, to 
distinguish between the accesses and disclosures for which 
a detailed accounting will be kept and those for which 
some less complicated procedure will be devised, to settle 
on its procedures for dealing with challenge to informa
tion in its records and to make such other adjustments as 
it may think necessary to comply fully but intelligently 
with the legislation'S basic requirements. 

To expect a record-keeping organization to meet some 
absQlute standard of accuracy totally unrelated to the uses 
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to which its records are put could well be regarded as an 
irresponsible, and certainly an unduly costly demand. How
cver, it is oftcn thought useful to require a record-keeping 
organization to make certain that any information it 
actually uses in making a decision about an individual is 
as accurate, relevant, timelY, and complete as is necessary 
to assure that the information itself does not cause an 
lInfn,ir decision to be made. Such a requirement should 
work very well so long as all the users of information in 
a record are subject to the same accuracy-at-point-of-use 
rcquirement. 

Where it may not suffice, and thus where some addi
lional safeguard~ may be needed, is where information 
from a record is disclosed to some organization or in
dividual that is not subject to to the legislation and also 
not able to guarantee that the information will not be used 
irresponsible. 

Conditions of Disclosure. If a State already has a consistent 
and well-executed body of laws g'overning the transfer and 
disclosure of recorded personal information, it may be 
well-advised to draft general data bank legislation that 
docs \10 more than establish an general notice requirement 
and guarantee individuals the right to see, copy, and 
correct their records. However, if it does seem desirable 
to establish a clearly articulated transfer and disclosure 
policy, a general data bank statute can be the place to 
do it. 

The principle that an individual's consent should be 
obtained before divulging information in a record about 
him is the backbone of a responsible transfer and dis
closure policy. Yet if that principle had to be followed 
\0 the letter in all cases, most government organizations 
and many private ones would not be able to function. 
Clearly one must begin to entertain exceptions the moment 
the individual consent principle is asserted. But for whom 
and under what circumstances? 

Generally, there are three reference points in drafting 
a "conditions of disclosure" section: 

I. Existing so-called "confidentiality" statutes that for
bid or otherwise limit certain types of disclosures. 

2. Existing public record statutes that mandate certain 
disclosures. 

3. What one might call the "threshold requirements" 
to be applied in cases where information transfers 
and disclosures are not covered by an existing statute 
or where existing statutes are being superseded. 

The principal policy issue raised by the first two is 
whether to amend the existing statutes, either by making it 
clear that the disclosure conditions in the general data 
bank legislation are intended to supplant or modify them, 
or to reaffirm them through the insertion of a savings 
clause ("Nothing in this section (or Act) shall be con
strued to affect ... "). The choice will no doubt be made 

somewhat differently in each state, although the need to 
take account of existing federal requirements (such as the 
confidentiality provisions of the Social Security Act and 
regulations issued thereunder) will produce some uniformi
ties. The key point, however, is that the decision to over
turn or reaffirm existing law should not be made lightly 
lest a purported "privacy" statute turn (Jut in practice to 
be a substantial stimulant to the free (i.e., without-consent) 
disclosure and circulation of personal information. 

The third reference point, the threshold issue, is equally 
delicate because it involves the establishment of "need to 
know" policies with supporting authorization and docu
mentation requmirements. One wants to be sure to provide 
for regular, day-to-day access (0 records by officers and 
employees of the record-keeping organization who need 
such access in order to perform their official duties. 
Presuma\)ly one also does not want to impede unneces
sarily the work of statisticians and researchers or to place 
inappropriate constraints on legitimate law enforcement 
access to records. 

Some provision may be needed to cope with emergency 
situations where the best interests of the record subject 
would be served by permitting some outside person to have 
access to a record about him and one can doubtless think 
of other types of without-consent disclosure that will need 
to be provided for, including, perhaps, disclosures that 
facilitate legislative oversight of executive agencies. 

No matter what categorical exceptions to the individual 
consent principle are proposed, how requests for access 
to records are required to be documented, and what type 
of official assent is required before access to a recQrd can 
be given or information disclosed from it (should the 
head of a government agency be allowed to delegate his 
pOWer to authorize certain disclosures?), there will prob
ably be a sizeable class of transfers and disclosures for 
which there appears to be no reason to suspend the in
dividual consent requirement save the fact that not to do 
so would create an administrative nightmare. Usually 
these are disclosures that take place frequently, involve 
large numbers of records, and are clearly necessary to the 
performance of statutorily authorized government func
tions. In these cases, a reasonable solution would seem to 
be to exempt the transferring or disclosing record system 
from the requirement to obtain an individual's explicit 
consent to each such transfer or disclosure of information 
about him, on the condition that he be told of such 
"routine" uses when he is asked to provide information 
about himself and that, in addition, each such use will be 
clearly identified and described in the system's general 
notice. However, if record-keeping organizations are per
mitted or required to up-date their public notices periodi
cally, some further prOVision may be needed to assure that 
routine uses are not casually established. 
Exemptions. It is likely that hearings on draft legislation 
will identify fair information practice requirements other 
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than the individual-consent-to-disclosure requirement from 
which it may seem advisable tq exempt particular record 
systems or portions of them. Indeed, it may well be 
decided that whole categories of record-keeping systems, 
ouch as on criminal justice information and public em
ployee personnel, should be dealt with in separate, specially 
tailored legislation or executive orders. If this is in fact 
decided, a section on general and specific exeJ;l1ptions will 
be necessary and a mechanism will have t.:> be foun~ for 
making them. 

One approach is to provide blanket statutory exemptions 
for certain categories of records, such as those maintained 
by criminal justice agencies, and to allow agency heads to 
exempt other types of records or portions of records from 
specifically enumerated requirements through a public 
rule-making process. Candidates for the latter type of 
discretionary, requirement-specific exemptions may include 
portions of records or record systems where disclosure 
would very likely identify a source to whom confidentiality 
was expressly promised, or where data are required by law 
to be used only for statistical reporting and research. Tile 
key questions to be decided will include whether certain 
types of records or record systems should have an exemp
tion at all and, if so, which kind; whether the rule-making 
route to obtaining discretionary exemptions should involve 
a public hearing and an opportunity for court review of the 
final determination; and, most important, from which re
quirements exemptions should be permitted. 

The answers to these questions will vary depending on 
the types of records and record systems to be covered by 
the statute and the prevailing state procedures for public 
rule making. 

However, in all cases it should be hoped that the 
exemption procedure would be one that modifies rights or 
permits deviations from organizational obligations only 
when it is clear that some significant individual interest 
will be served or that some paramount societal interest 
can be persuasively demonstrated. 

Remedies. The choice between civil and criminal remedies, 
or some combination thereof, is another that will obviously 
vary from state to state. If civil remedies are preferred, 
however, some will probably press for a liquidated dam
ages provision along with the opportunity to recover for 
actual injury. Opinion may also be divided on whether 
record-keeping organi:z.utions should be vulnerable to civil 
suits for privacy safeguard violations that do not result in 
actual injury to an individual or for violations that do not 
result from arbitrary, willful, or capricious conduct. Of 
particular importance in fashioning a remedies provision 
will be the continued existence of public records statutes 
that penali~~ \}I!thholding rather than disclosure of per
sonal information. Care must be taken to see that con
flicting privacy and public information requil'ements are 
reconciled. 
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The committee received in advance and con
sidered four bills as guides: proposed legislation 
from the States of California, Michigan and Minne
sota, as well as the model bill of the National Asso
ciation of State Information Systems (NASIS). 
Only the Minnesota bill had been passed into law 
(Minn. Stat. 1974, Sec. ]5.162). The committee 
was also advised of pending legislation in Massa
chusetts and of an executive order in that State. The 
bills from California, Michigan and NASIS as well 
as an amended version of the Minnesota bill are 
reprinted below: 

CALIFORNIA LEGISLATURE-1975-76 
REGULAR SESSION 

ASSEMBLY MILL No. 150 

INTRODUCED BY ASSEMBLYMAN CULLEN 

DECEMBER 4, 1974 

REFERRED TO COMMITTEE ON JUDICIARY 

An act to add Title 1.8 (commencing with Section 1798) to 
Part 4 of Division 3 of the Civil Code, relating to 
personal data, and making an appropriation ther ;for. 

LEGISLATIVE COUNCIL'S DIGEST 

AB 150, as introduced, Cullen (Jud.). Personal data. 

While existing law requires that any contract entered 
into by the Department of Finance, allY state agency or 
any consolidated data center, concerning data processing 
systems design, programming, documentation, conversion, 
and other aspects of data processing operations shall con
tain a provision requiring the contractor and all of his staff 
working under such contract to maintain al\ information 
obtained as a result of such contract as confidential and 
not to divulge such information to any other person or 
entity, the existing law contains no general safeguards or 
restrictions upon obtaining, using, or disclosing personal 
data contained in information systems or systems of 
records. 

This bill does the following: 

(a) Makes legislative declaration that in view of the 
constitutional right of privacy it is necessary that pro
cedures be established to govern disclosure and use of 
records containing information about an individual in 
identifiable form, to afford an individual of the content 
t.)f such records, and to prohibit any recording, disclosure, 
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or use or personal information not governed by such 
procedurer. 

(b) Frohibits disclosure of personal information con· 
tained in any personally identifiable record except pur
suant to a written request by or with prior written consent 
of the individual to whom the information pertains, with 
specified exceptions. 

(c) Requires persons maintaining such records, among 
other things, to keep an accurate accounting of the date, 
nature and purpose of each disclosure, and the name and 
address of the person, organization, or agency, to whom 
disclosure is made. 

(d) Requires governmental bodies maintaining auto· 
mated personal data systems to file annual notice with the 
Secretary of State specifying, among other things, the 
nature and purpose of the system and the categories of 
data to be maintained, and the categories of persons on 
whom data are maintained. Provides civil penalty for 
failure to file required report. 

(e) Provides cause of action for damages or for an 
injunction against responsible parties, as specified, for 
noncompliance with the act. 

(f) Makes it a misdemeanor for an unauthorized per· 
son to use, obtain, or attempt to use or obtain personal 
information subject to the requirements set forth herein; 
and makes it a misdemeanor to knowingly and willfully 
disclose information in violation hereof. 

(g) Exempts specified record and information systems 
from the prohibitions hereof, including law enforcement 
records, as specified, and certain public records. 

(h) Determines that no relevant evidence relating to 
any procedure established or required by the act is to be 
privileged in any civil action for evidentiary purposes, in· 
cluding discovery procedures or other aspects of any cause 
of action. 

(i) Appropriates an unspecified amount of the State 
Controller for allocation and disbursement to local agen· 
cies for costs incurred by them pursuant hereto. 

Vote: %. Appropriation: yes. Fiscal committee: yes. 
State-mandated local program: yes. 

The people of the State of California do enact as follows: 

SECTION I. Title 1.8 (commencing with Section 1798) 
is added to Part 4 of Division 3 of the Civil Code, to read: 

TITLE 1.8 CALIFORNIA FAIR INFORMATION 
PRACTICE ACT OF 1975 

CHAPTER l. GENERAL PROVISIONS 

1798. This act shall be known and may be cited as the 
California Fair Information Practice Act of 1975. 

"'/'1 

1798.1. Recognizing that the right of privacy is a per
sonal and fundamental right granted and secured directly 
by the Constitution of the State of California, and that 
the constitutional right of individuals to personal privacy 
is directly affected by the kind of disclosure and use made 
of identifiable information about them in a record, and 
that in order to secure and protect the right to personal 
privacy of individuals under the Constitution and to 
enable them to better obtain the enjoyment of SUGh right 
under Article 1, Section 1, of the Constitution of the 
State of California, it is necessary that [a] a record con
taining information about an individual in identifiable form 
must be governed by procedures that afford the data 
subject a right to know what the content of the r':cord is 
or will be, and what disclosure and use will be made of 
the identifiable information in it; and [b] any recording, 
disclosure, or use of personal information not governed 
by such procedures must be prohibited as an unfair in
formation practice unless such recording, disclosure, or use 
is specifically authorized by the data subject or by statute. 
It is therefore desirable and appropriate that the Legisla
ture provide for such procedures in law because: The right 
to privacy is a personal and fundamental right protected 
by the Constitution of the State of California; the privacy 
of a data subject may be directly affected by the collec
tion, maintenance, use, and dissemination of ~rsonal 
information; the increasing use of computers and sophisti
cated information technology, while essential to the efficient 
operations of government and of private industry, has 
greatly magnified the potential for harm to individual 
privacy that can occur from any collection, maintenance, 
use, and dissemination of personal information; the op
portunities for an individual to secure employment, in
surance, and credit, and his right to due process, and 
other legal protections may be endangered by the misuse 
of certain information; and in order to protect the privacy 
of data subjects identified in information systems, it is 
necessary to establish principles relating to the collection, 
maintenance, use, and dissemination of information by 
stich systems. 

Accordingly, the Legislature recognizes basic principles 
of information systems and practices, pertaining to both 
automated and manual systems as follows: 

(a) There must be no information systems or system of 
r~;cords containing personal information whose very 
existence is secret. 

(b) There must be a way for a data subject to find out 
What personal informat\on about him is in a record and 
how it is used. 

(c) There must be a way for a data subject to prevent 
personal information about him obtained for specified 
purposes from being used or made available for other 
purposes without his consent or knowledge. 

Cd) 1 There must be a way for a data subject to correct 
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or amend a record containing personal information about 
him. 

(e) Any agency, organization, or individual creating, 
maintaining, using, or disseminating records containing 
personal information must take reasonable precautions to 
ensure the reliability of the data for their intended use and 
to prevent misuse of the data. 

1798.2. As used in this title: 
(a) The term "organization" means an individual, 

partnership, corporation, association, local public entity, 
the state, or other group, however organized. 

(b) The term "agency" means any office, subdivision, 
branch, division, or arm of government in California, in
cluding state government as well as all otheI\ legally con
stituted governmental organizations in the State of Cali
fornia, except the federal government. 

(c) The term "individual" means a natural person. 
(d) The term "record" means any collection or group

ing of personal information about a data subject that is 
maintained by an organization, agency, or individual and 
that contains his name, or an identifying number, symbol, 
or other identifying particular assigned to the data subject. 

(e) The term "information system" refers to a system 
from which information can be retrieved by the name of 
the data subject, or by some identifying number, symbol, 
or other identifying particular assigned to the data subject 
and includes all processing operations, from initial collec
tion of data through all uses of the data, including outputs 
from the system. Data recorded on questionnaires, or 
stored in microfilm archives shall be considered part of a 
data system. 

(f) The term "system of records" means a group of any 
records under the control of any organization, agency, or 
individual from which information can be retrieved by 
tbe name of the data subject: or by some identifying num
ber, symbol, or other identifying particular assigned to 
the data subject. 

(g) The term "statistical research and reporting system" 
means an information system or a system of records 
maintained for statistical research or reporting purposes 
only and not used in whole or in part in making any 
determination about an identifiable individual. 

(h) The term "data subject" means an individual whose 
name or identity is maintained in an information system, a 
system of records, or a statistical research and reporting 
system. 

(i) The term "personal information" includes all data 
that can be associ&ted with identifiable individuals, and 
[1] describes anything about an individual, such as identify· 
ing characteristics, measurements, test scores; [2] indicates 
things done by or to an individual, including, but nol 
limited to, rec(lrds of financial transactions, medical treat· 
ment, or other services; or [3] affords a clear basis for 
inferring personai characteristics or things done by or to 
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an individual, including, but not Iirilited to, the mere 
record of his presence in a place, attendance at a meeting, 
or a,lmission to some type uf service institution. 

(j) The term "unfair information practice" means a 
failure to comply with the requirements of this act. 

(k) The term "maintaining" includes collection, main
tenance, or usc. 

(I) The term "disclosure" means the act or an instance 
of divulging, revealing, or otherwise opening to view. 

(m) The term "disseminate" me:ms to disclose, release, 
transfer, or otherwise communicate information orally, in 
writing, or by electronic or other means. 

(n) The term "accounting" means to keep a complete, 
accurate, and up-to-date Chronology of disclosures of per
sonal information. 

CIIAPTER 2. REQUIREMENTS 

1798.3. No ogranization, agency, or individual shall 
disclose any personally identifiable record or any personal 
information contained in such record by any means of 
communication to any other organization, agency, or 
individual, except pursuant to a written request by, or 
with the prior written consent of the data subject 10 
whom the record or personal information pertains, unless 
disclosure of such information or record i~ as follows: 

(a) To those officers and employees of the organization 
or agency maintaining the record who have a need for 
such record in the performance of their duties. 

(b) To a recivient who has provided the organization 
or agency with advance adequate written assurance t~at 
th~ record wilt be used solely as a statistical research or 
reporting record, and the record is transferred in a form 
that is not individually identifiable. 

(c) To the State Archives of the State of California as 
a record which has sufficient historical or other value to 
warrant its continued preservation hy the California state 
governm~nt, or for evaluation by the Director of Gene~al 
Services or the Archives or his designee to determlOe 
whether the record has such value. 

(d) To another agency or te an instrumentality of any 
governmental jurisdiction within or under the con~r?1 ~f 
the Stale of California for a law enforcement activity If 
such activity is au~horized by law and if the head of such 
agency or ins:.umentality has made a written request to 
the organization 01' agency which maintains the record, 
specifying the particular portion desired and the law en
forcement activity for which the record is sought. 

(e) PurSllant to a showing of compelling circumstances 
affecting the health or safety of a data subject, if upon 
such dis.closure notification is transmitted to the last known 
address of such data subject. 

(f) To federal, 'state or local government when such 
disclosure is authorized or required by law. 

1798.4. Each organization, agency, or individual, with 
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respect to each informat1on sysi.em or system of records 
under its control, shall do the following; 

(a) Keep an accurate accounting of the following; 
[I] The date, nature, and purpGse of each disclosure of 

a record, 01' portions of a record containing perso~al 
information to any other organization, agency, or 10-

dividual made pursuant to Section 1798.3 except sub
divisions (a), (b), (c), and (f) of Section 1798.3 or 
disclosures to the public from records which by law or 
regulation are open to public inspection or copying. 

(2] The name and address of the organization, agency, 
01' individual to whom such disclosure is made. 

(b) Retain the accounting made pursl1ant to paragraph 
( I) for at least three years after the disclosure for which 
such accounting is made. 

(c) Except for disclosures made pursuant to subdivision 
(d)' of Section 1798.3 make the accounting made pursuant 
to paragraph (J) available to the data subject named 
therein at his request. 

(d) Inform any organization, agency, or individual 
about any correction, amendment, or notation of dispute 
made by the organization in accordance with subdivision 
(d) of Section 1798.5 of any record that has been dis
closed to such organization, agency, or individual, within 
two years preceding the making of such correction ~r 
amendment of the data subject's record, except that thIS 
paragraph shall not apply to any record that was dis
closed prior to the effective date of this section. 

CHAPTER 3. ACCESS TO RECORDS 

1798.5. Each organization, agency, or individual main
taining an information system or a system of records 
containing personal information shall do each of the 
following; 

(a) Permit access by any data subject upon proper 
identification to any record or portion thereof containing 
information pertaining to him which is contained in any 
Stich system and permit the data subject to review such 
record and have a copy made of all or any portion thereof 
in a form reasonably comprehensible to him. 

(b) Permit such data subject to request correction or 
amendment of a record pertaining to him; and either 

[l] Correct or amend any portion thereof which the 
data subject believes is not accurate, timely, or complete, 
or; 

[2] Promptly inform such data subject of its refusal to 
correct or amend such record in accordance with his 
request, the reason for such refusal, the procedures 
establi~!hed by the organization, agency, or individual for 
the data subjec~ to request a review of that refusal, and 
the name and business address of the official within the 
organization or agency to whom the request for review 
may be taken. 

(c) Permit any such data subject who disagrees with 
the organization or agency's refusal to correct or amend 

his record to request review of such refusal by the official 
named in accordance with subdivision (b) (2); and if, 
after sllch review, that official also refuses to correct or 
amend the record in accordance with the request, permit 
the data subject to file with the organization or agency a 
concise statement setting forth the reasons for his dis
agreement with the refusal. 

(d) In any disclosure containing information about 
which the data subject has filed a statement of disagree
ment occurring after the filing of such statement under 
paragraph (3), clearly note any portion of sHch in
(ormation which is disputed. Upon request of either the 
data subject or the recipient of the information, provide 
copies of such statement. If the organization or agency 
deems it appropriate, provide copies of a concise statement 
of the reasons for not making the corrections or amend
ments requested. 

1798.6. The organization, agency, or individual may 
charge the data subject a reasonable fee, not the exceed 
five doHa.rs ($5), for making copies of his record. 

1798.7. Each' organization, agency, or individual main
taining an information system or system of records shall 
inform each data subject whom it asks to supply infor
mation, at the time the information is requested of the 
following: . 

(a) The routine or usual recipients or users of the in
formation. 

(b) The principal purpose or purposes for which the 
information is intended to be used. 

(c) Other purposes for which the information may be 
used. 

(d) Which statutes or regulations, if Hny, require dis
closure of such information, 

(e) The effects on him, if any, of not providing all or 
any part of the requested information. 

1798.8. Every organization, agency, or individual main
taining one or more automated systems containing personal 
information shall give notice of the existence and character 
of each system once each calendar year prior to January 
31 of that calendar year, commencing with the calendar 
year 1977. Such notice shall be filed with the Secretary 
of Slate, and shall be a permanent public record. The 
secretary may e.bblish regUlations prescribing the form of 
such notice to implement this subsection, and may charge 
a filing fee not to exceed five dollars ($5) for each notice 
filed to defray the administrative costs incurred pursuant 
to this section. Any organization, agency, or individual 
maintaining more than one information system or system 
of records containing personal information may file such 
annual notices for each of its systems simultaneously, and 
such notices may be combined as a single filing when ap
propriate. !:1 this regard, where a single system is dupli
cated or repeated at more than one location, under the 
guidance of a central office, such system may be reported as 
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a single system, specifying each location wherc it is 
operated and where files exist which contain personal in
formation. Any organization, agency, or individual pro
posing to establish a new information system or system of 
records, or to change the personnl information content of 
an existing system, on or after the effective date of this 
subsection, shall file a notice with the secre.tary within 
ninety (90) days of establishing or chonging the personril 
information content of such system, Notices shaH specify 
each of the following: 

(a) The name of the system and the name and address 
of the organization, agency, or individual maintaining the 
system. 

(b) The nature and purpose of the system. 
(c) The categories of persons on whom data arc or 

are expected to be maintained. 
(d) The categories of data to be maintained, including, 

but not limited to, financial, personal health, education, 
flnd property data, 

Notwithstanding any other provisions of this title, every 
person who fails to file a notice as required by this section 
shall be liable for a civil penalty not to exceed ten thousand 
dollars ($10,000) for each violation, which shall be flS
sessed and recovered in a civil action brought in the name 
of the people of the State of California by the Attorney 
General or by any district attorney in any court of com
petent jurisdiction, If brought by the Attorney General, 
one-half of the penalty collected shall be paid to the 
treasurer of the county in which the judgment was entered, 
and one-half to the State Treasurer. If brought by a dis
trict attorney, the entire amount of the penalty collected 
shall be paid to the treasurer of the county in which the 
judgment was entered. 

1798,9. The organization, agency, or individual main
taining an information system or a system of records shall 
take reasonable precautions to ensure that personal infor
mation is accurate, relevant, timely, and complete. 

CHAPTER 4. CIVIL REMEDIES 

1799. (a) Whenever any organization, agency, or in
dividual fails to comply with any provision of this title 
in such a way as to have an adverse effect on a data sub
ject, such data subject may bring a civil action against 
such organization, agency, or individual. 

(b) (1) In any suit brought pursuant to the provisions 
of subdivision (a), relating to refusal of access or refusal 
to provide a copy of personal information to a data sub· 
ject, the court may enjoin the organization, agency, or in
dividual from withholding the personal information and 
order the production to the complainant of any personal 
information improperly withheld from him. In such a case 
the court shall determine the matter de novo, and may 
examine the personal information in camera to determine 
whether such information or any portion thereof may be 
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withheld. and the burden is on the defendant to sustain 
its action. 

(2) The court may assess against the organization, agency, 
or individual reasonable attorney's fees lind other litigation 
costs reasonably incurred in any case ,mder this paragraph 
in which the complainant. has substantially prevailed. 

(c) In any sliit brought pursuant to the provisions of 
subdivision (a) in which the cOllrt determines that the 
defendant acted in a manner which was willful, arbitrary, 
or capricious, the defendant shall be liable to the com
plainant in an amount equal to the sum of: 

(1) Actual damages sustained by the complainant as a 
result of such refusal or failure; and 

(2) The cost of the action together with reasonable 
attorney's fees as determined by the court. 

(d) An action to enforce any liability created under 
this section may be brought in any court of competent 
jurisdiction in the county in which the complainant resides, 
or has his principal place of business, or in which the 
defendant's records are situated, within two years from 
the date on which the cause of action arises, except that 
where a defendant has materially and willfully misre
presented any information required under this section to be 
disclosed to a data subject and the information so misre
presented is material to the establishment of the defendant's 
liability to that data subject under this section, the action 
may be brought at any time within two years after dis
covery by the complainant of the misrepresentation. 

1799.1. For the purposes of this title, the parent of any 
minor, or the legal guardian of any individual who has 
been declared to be incompetent due to physical or mental 
incapacity or age by a court of competent jurisdiction. 
may act on behalf of such individual. 

CHAPTER 5. CRIMINAL l'IlNALTlIlS 

1799.2. (a) Any individual who knowingly and willfully 
obtains or uses, or attempts to obtain or use, personal in
formation, and who is not authorized to llse such infor
mation under Section 1798.3 shall be fined not more than 
fiv!',! thousand dollars ($5,000) or imprisoned not more than 
one year, or both. 

(b) Any individual, or employee of an individual main
taining a personal information system, who knowingly and 
willfully provides personal information from the system 
in violation of this title shall be fined not more than five 
thousand dollars ($5,000) or imprisoned for not more 
than one year, or both. 

CHAPTER 6. GENERAL EXEMPTIONS 

1799.3. (a) The head of any organization or agency 
may exempt any information system or system of records 
under its jurisdiction from any part of this title except 
Section 1798.7, if such system is: 

(1) Maintained by an agency or component thereof 
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which performs as its principal function any activity per
taining to the enforcement of criminal laws, including 
police efforts trt prevent, control, or reduce crime, or to 
apprehend criminals, the activities of prosecutors, courts, 
correctional, probation, pardon, or parole authorities, and 
which consists of the following: 

[i) Jnformation compiled for the purpose of identifying 
individual criminal offenders or alleged offenders and con
sisting only of identifying data and notations of arrests, 
the nature and disposition of criminal charges, sentencing. 
confinement, release, and parole and probatiun status. 

[ii) Information compiled for the purpose of a criminal 
investigation, including reports of informants and investi
gators, and associated with an identifiable individual; or 

[iii) Reports identifiable to an individual compiled at 
any stagc of the process of enforcement of the criminal 
laws from arrest or indictment through release from 
supervision. 

CHAPTER 7. STATE ARCHIVAL RECORDS 

1799.4. (a) Each state agency record which is accepted 
by the Director of General Services for storage, pro
cessing. and servicing in accordance with provisions of the 
State Administrative Manual shall for the purposes of this 
section. be considered to be maintained by the state agency 
which deposited the record and shall be subject to the 
provisions of this section. The Director of General Services 
shall not disclose such record, or any information therein, 
exe,,;,! to the agency responsible for the record or pursuant 
to rules established by that agency which are not incon
sistent with the provisions of this section. 

(b) Each state agency record pertaining to an ir.dividual 
which was transferred to the State Archives as a record 
which has sufficient historical or other value to warrant its 
continued preservation by the California state government. 
prior to the effective date of this section, shall for the pur
poses of this section, be considered to be maintained by 
the State Archives and shall not be subject to the provisions 
of this section. 

(c) Each state agency record pertaining to an individual 
which (s tt;ansferred to the State Archives of the State of 
Califomia as a record which has sufficient historical or 
other value to warrant its continued preservation by the 
CalifornIa state government, on or after the effective date 
of this section, shall, for the purposes of this seciion, be 
considered to be maintained by the State Archives and 
shall be subject to all provisions of this section except sub· 
division (d) of Section 1798.4 and subdivision (b) of 
Section 1798.5 and Section 1798.6. 

CHAPTER 8. MICELLANEOUS PROVISIONS 

1799.5. (a) No provision of this title shall be construed 
to make confidential any record maintained by the state 
or any local public entity or private organization which 

by law is not confidential nor to require disclosure of any 
record which by law is confidential, or exempt from dis
closure, or the disclosure of which is prohibited by law. 

(b) No relevant evidence, relating to any procedure 
established or required by this act shali be privileged in 
any action for evidentiary purposes including but not 
limited to discovery procedures or other aspects of any 
cause of action. 

SEC. 2. The Intergoven,mental Board on Electronic 
Data Processing shall study the effects of this title and on 
April 1, 1977, and April 1. 1978, transmit a report of its 
findings te a seven-member committee to be composed of 
Ihe Stale Director of Finance, the Commissioner of Cor
porations, the Commissioner of Banking, the Insurance 
Commissioner, and three other members appointed by the 
Governor representing the fields of education, health, and 
criminal justice. This committee shall study the report of 
the Intergovernmental Board on Electronic Data Pro
cessing and transmit that report and the committee's find
ings and recommendations for further legislation beforc 
June 1, 1977, and June I, 1978. 

SEC. 3. The sum of dollars ($ ___ _ 

is hereby appropriated from the General Fund to the 
Strite Controller for allocation and disbursement to local 
agencies pursuant (0 Section 2231 of the Revenue and 
Taxation Code to reimburse such agencies for costs in
ClII'fcd by them pursuant to this act, 

MICHIGAN 

DRAFT #2 
SUBSTITUTE FOR 

HOUSE BILL NO. 5803 

A bill to provide for fair information practices; to create 
a fair information practices board and prescribe its powers 
and duties; to create an advisory council on security and 
privacy of information and prescribe its powers and duties; 
and to prescribe penalties. 

THE PEOPLE OF THE STATE OF 
MICHIGAN ENACT: 

Sec. 1. This act shall be known and may be cited as the 
"Michigan fair information act". 

Sec. 2. As used in this act: 
(a) "Access" means a request for or receipt of infor

mation, or an attempted access. 
. (b) "Accurate" means complete, clear, and not am

bIguous, to the extent it will not mislead a reasonable per
son about the true nature or import of the information. 

. ~c! "Agency" means the state or a department, bureau, 
diVISion, board, commission, authority, state institution of 
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higher education, state cOllrt, the legislature, or other 
entity that is a part of state government, and includes to 
the extent necessary to carry out this act an entity with 
which an agency shares use of information. 

(d) "Automated" means recorded, in whole or part, on 
magnetic tape, magnetic disk, magnetic drum, punched 
card, optically scannable paper or film, or otherwise com
puter accessible. 

(e) "Board means the fair information practices -board 
created in section 7. 

(f) "Chief administrative officer" means the administra
tive head of an agency. 

(g) "Correction" means a change in or purge of data 
and includes supplementation. 

(h) "Council" means the advisory council on security 
and privacy of information. 

(j) "Criminal justice agency" means an agency of the 
slate or a political subdivision thereof which performs, !:!s 
its principal function, activities relating to: 

(i) Crime prevention, including research or the sponsor
ship of research. 

Oi) The apprehension, prosecution, adjudication, or re
habilitation of criminal offenders. 

(iii) The use of criminal justice record information. 
(k) "Criminal justice intelligence information" means 

background, incident, or investigative information used 
by a criminal justice agency which is not available to a 
party in a contested case, but does not inclUde criminal 
justice record information or information the use of which 
is specifically prohibited by law. 

(I) "Criminal justice record information" means personal 
information relating to warrants, arrests, pretrial proceed
ings, convictions, sentencing, rehabilitation and release, or 
other personal information pertaining to criminal proceed
ings or generated as a result thereof, but does not include 
criminal justice intelligence information. 

(m) "Data subject" means a person who is the subject 
of information used by the state. 

(n) "Information" or "data" means the normal and 
computer art meanings of information and of data, whether 
or not coded, abstracted, personal or nonpersonal, partial 
or complete, whether public record or not, and regardless 
of the manner in which it is used. 

(0) "Information system" means a process, means, or 
method designed or used for the collection, production, 
storage, use, or dissemination of information and includes, 
without limitation, all manual and computerized systems. 

(p) "Person" means an indiVidual, group, association, 
firm, partnership, trust, corporation, or other legal entity . 

(q) "Personal information" means all information de
scribing anything about a person, evidencing things done 
by or to a person, or otherwise affording a basis from 
which it is reasonably possibk to identify personal charac
teristics or things done by or to a person. 
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(r) "Purge" means to cease using, seal, remove, or 

destroy. 
(s) "Sharing" 01' "sharing of information" means allow

ing information used by the state to be accessible to a 
local unit of government, another state, or the federal 
government or to any person by contract with the state. 
A fee paid for copies is not a contract with the state for 
Ihis purpose. 

(t) "State" means this state and includes an agency as 
defined in subdivision (c). 

(u) "Timely information" means information recently 
collected or produced or which, if not recent, remains 
verifiable, reliable, and pertinent information for the use 
made of it. . 

(v) "Usc" means collection, production, storage, dis
semination. or the normal meaning of use, or an attempted 
use. 

Sec. J. (I) A person maintaining an automated personal 
information or data system in this state or concerning 
residents of this state shall: 

(a ) Provide re~sonable procedures for a data subject to 
ascertain if a record is kept containing personal informa
tion pertaining to the data subject. 

(b) Allow a data subject, or in the case of a minor or 
a person legally incompetent, his next of kin, parent, or 
guardian, to inspect and obtain at cost, a copy of the in
formation. Copies may be so marked or ot.herwise made 
in a manner which will discourage or prevent improper 

use. 

(c) Provide procedures whereby the data subject may 
chnllenge tt;\! accuracy or timeliness of the information 
and by which inaccurate or untimely information may be 
changed and, if chnnge is refused, reasonable opportunity 
for the data subject to supplement the information. 

(d) Advise a person from whom personal information is 
sought whether the person is legally required to provide the 
information and, if not, what result may reasonably be 
expected for failure to provide the information. 

(2) A person maintaining an automated personal in
formation or data system subject to this section shall give 
public notice of the existence and character of its system 
at least once before January 3) each calendar year. The 
notice shall be filed with the board. A person maint.aining 
more than I system shall file annual notil)1\ for each of 

its systems. 

(3) A person who proposes to establish a new automated 
personal information data system subject to this se(:tion 
shall file a notice with the board within 30 days of estab
lishing the system. The notice shall contain: 

(a) The name of the system and the name and address 
of the person maintaining the system. 

(b) The nature and purpose of the system. 

(c) The categories and approximate number of persons 
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on whom personal information is expected to be maintain

ed. 
(d) Categories of information to be maintained which 

will be automated. 
(e) Policies and practices regarding storage, d.uration of 

retention, and disposal of information. 
(0 The usual categories of information sources. 
(g) The types of use to be made of information. 
(h) The description of actions taken to comply with 

the requirements of subsection (1). 
(4) This section applies only to personal information 

which is automated. This section shall not apply to a per
son regulated under 15 U.S.C. sections t 681 to 168lt. 

(5) The board shall encourage compliance with this 
section and recommend to the legislature changes in this 
section or penalties it deems advisable, but shall not have 
other powers or duties under this section. 

(6) Section 20 shall not apply to this section and a 
<.:riminal penalty shall not be imposed solely for violation 
of this section, 

Sec. 4. Section~ 5 to 18 and section 20 apply only to 
information used by the state. 

Sec,S. (I) The slate shall not use personal information 
unless the informatiun meets each of the following require

ments: 
(a) It is legally obtained. 
(b) There is a valid public purpose for its use. 
e c) It is timely. 
(d) It is accurate. 
(2) The requirement of subsection (1) shall not apply 

to evidence in a criminal proceeding, 

Sec. 6, (I) This act shall govern the llse of information 
by the state, unless otherwise provided herein. 

(2) Criminal justice intelligence information is exempt 
from this act, except that the responsible authority shall 
require nondisclosure agreements of persons with access 
to criminal justice intelligence information. 

(3) Information used by the state which is not auto
mated and is investigatory information or material com· 
piled or used for regulatory purposes, except to the extent 
available by law to a party to a contested case, is exempt 
from this act, except that the responsible authority shall 
require nondisclosure agreements of persons with access to 
the information or material. . 

(4) Information used by a state comt or the legislature. 
exclusively for purposes of internal administration, which 
is not automated and is not information required to be 
made available for public inspection by section 21 of Act 
No. 306 of the Public Acts of 1969, as amended, being 
section 24.221 of the Michigan Compiled Laws, is exempt 
from this act. 

(5) The board, by rule, may exempt from this act or 
specified provisions of this act, except section 5, informa
tion used by the state which is personnel information con· 

cerning a present employee of the agency, is not auto
mated, and is not available to a party in a contested case. 

Sec, 7. (I) The fair information practices board is 
created in the department of management and budget. The 
powers and duties of the board shall include the power 
and duty to supervise and implement this act. 

(2) The board shall be composed of 8 members. Four 
members shall be officers or employees of, or otherwise 
associated with, state government and 4 shall not be as
sociated with state government. A member who is an officer 
or employee of state government may designate an author
ized representative to serVe in his place. This right shall be 
granted by the governor at the time of appointment. Mem
bers shall be appointed by the governor with the advice 
and consent of the senate. The members' terms of office 
shall be for 4 years, except that of the members first ap
pointed, 4 shall be appointed for 2 years and 4 for 4 
years, respectively. On the expiration of a term, a successor 
shall be appointed. The governor may fill a vacancy for 
an unexpired term. A member may be removed for cause 
by the governor. The members shall receive no compensa
tion, but shall be reimbursed for actual and necessary ex
penses incurred in the performance of thei~ duties in ac
cordance with standard travel regulations issued by the 
department of management and budget. 

(3) The board shall elect 1 of its members as chairman. 
The term of the chairman shall be 1 year. 

(4) The board shall appoint a staff director, who shatl 
be in the classified service, and other personnel authorized 
by law. 

(5) The board shall meet not less than once ewry 2 
months at a time and place in the state determined by the 
board. The governor, its chairman, or any 3 of its m,~m
~ers on 3 days' notice, may call a special meeting at any 
tim: ?r place in the state when deemed necessary. A 
ma)oTlty of the membership of the board constitutes a 
quorum and all decisions of the board shall be by majority 
vote of those present and voting. . 

(6) Meetings of the board shall be open to the public, 
except that after the meeting is called to order, the board 
may vote to close a meeting, limiting attendance as it 
deems necessary and appropriate, consistent with the in
tent of this act. A closing of the meeting shall be by motion 
made and adopted, with a brief sta'tement of the reason 
therefor to be made prior to the vote. The brief statement 
shall be in writing, read aloud by the chairman, and made 
a part of the record of the meeting. 

(7) A record of proceedings containing substantive per
~onal 0: nonpersonal information may be retained by the 
?oard, If necessary, but shall be treated in like manner as 
If held by the agency which provided it to the board. 

(8) Records not required by law to be made available 
for pUblic inspection are considered specifically exempt 
from public inspection for purposes of this section. 
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Sec. 8. (I) The powers and duties of the board shall 
be broadly construed to allow futl implementation of the 
purpose and intent of this act. The powers and duties of 
the board include the following: 

(a) To review and decide appeals of persons relative 
to rights and duties under this act. 

(b) To supervise and enforce Ihis act relating to the 
lise of information by the state. 

(c) To conduct inquiries and investigations appropriate 
to carry out its functions .. 

(d) To have access to information used by the state 
for each of its members and its staff as it deems IIP
propriate. 

(e) To make recommendations concerning fair infor
mation practices and to report periodically to the governor, 
legislature, and judiciary. 

(f) To receive and act on the advice of the advisory 
council. on security and privac,y of information. 

(2) The board may promulgate rules under this act to 
implement its powers and duties, pursuant to Act No. 306 
of the Public Acts of 1969, as amended, being sections 
24.201 to 24.315 of the Michigan Compiled Laws. Rules 
of the board may: 

(a) Establish requirements' and procedures adequate to 
assure that information subject to this act is legally 
obtained, serves a valid public purpose, and is timely and 
accurate. 

(b) Require adequate security for information and 
in formation systems, including nondisclosure agreements 
when the board deems them necessary or advisable. 

(c) Determine criteria and procedures relative to orders 
to chitnge information and as to sealing, removing and 
destroy!n: information, whether by agency action or order 
of the board. 

(d) Set forth procedures for and limitations on use on 
,I need to know basis. 

(f!) Establish proc.edures for notice, access, review, 
change of information, and appeal, consistent with this 
act. 

(f) Establish procedures for and c0ntrols and limita
tions on the use of information for research and for the 
sharing of information, which may include the prohibi
tion thereof, if necessary to carry out the intent of this 
act. 

(g) Provide a data access control plan or manual, or . 
both, and education programs relative to proper security 
and privacy practices required by this act ancl rules 
promulgated under it. 

(h) Require adequate record keeping of use of in
formation including, to the extent deemed necessary by 
thc board, records as to the source of information. 

Sec. 9. (I) An advisory council on security and privacy 
of information, consisting of II members to be ap-
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pointed by the governor with the advice and consent of 
the senate. is created under the board. 

(2) The council shall conduct continuing study and re
view and make recommendations to the board on ques
tions of individual privacy, confidentiality. and system 
security relevant to the collection, production. storage. 
usage, and dissemination of information by the state and 
shall be the chief advisory body to the board on matters 
relating to security and privacy. 

(3) A majority of members shall not be in government 
service. The terms of the members shall be for 4 years. 
except that of the members first appointed, 5 shall be 
appointed for 2 years, and 6 for 4 years. On the expira
tion of a term a successor shall be appointed. The governor 
may fill a vacancy for an unexpired term. A member may 
be removed for cause by thc governor. The members shall 
not receive compensation, but shall be reimbursed for 
actual and necessary expenses incurred in the performance 
of their duties in accordance with standard travel regula
tions issued by the department of management and budget. 

(4) The council shall elect I of its. members as chair
man. The term of chairman shall be 1 year. The council 
shall meet at the call of its chairman, or any 4 of its 
membe·rs of 3 days' notice, to carry out its responsibilities 
under this act. The board shall assist the council in the 
collection and analysis of information. 

(5) The council shall appoint a persof\' to the position 
of security and privacy ombudsman, who shall be in the 
classified service, and other personnel authorized by law. 
Tbe ombudsman shall act as liaison to the board. may 
represent persons before the board. and shall be the staff 
director for the council. 

Sei:. to. A public register of types of information col
lected, produced, stored, used, or disseminated, shaH be 
maintained by the state at each place where a data subject 
may have access. The register shall set forth. with respect 
to cach agency using information: 

(a) The name and location of the agency. 
(b) The custodian of the information. 
(c) The types of information. 

(d) 'me general purpose for and use of the informa
tion. 

(e) Whether or not a person must provide the infor
mation and normal consequences of failure to provide it. 

Sec. 11. A person other than the data subject having 
use of or access to information used by the state shall not: 

(a) Submit to or permit unauthorized use of the in
formation. 

(b) Seek to benefit personally or permit others to 
benefit personally by information which has come to him 
as a result of work assignment. 

(c) Remove information or cause it to be removed 
from a file or system without authorization. 
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(d) Operate or request or permit others to operate 
equipment utilized in the use of information without 
authorization. 

(e) Violate a nondisclosure agreement. 

(£) Fail to comply with a valid order of the board. 

(g) Otherwise fail to comply with this act or rules 
promulgated hereunder. 

Sec. 12. (I) The chief administrative officer of an agency 
which uses information subject to this act is the custodian 
of that information. A request for access shall be made to 
the custodian or his authorized representative. 

(2) Within the provisions of this act a data subject has 
a right of access to information of which he is the subject. 
Access shall include the right to view, take notes, and 
receive copies, if feasible. 

(3) An agency may prescribe reasonable hours, man· 
ners, and places for access, and, at the allowance or 
direction of the board, shall1mpose restrictions reason· 
ably necessary to assure the security and privacy of the 
information and to verify the identity of the person who 
seeks access to the information. The board shall establish 
conditions for and limitations on the use of fingerprinting 
for verification of identity of the person. 

(4) A person who is the subject of information used 
by the state and who believes the information is being 
used in violation of section 5 may make sworn application 
to the agency having custody or control of the informa· 
tion, in writing, to correct the information. The applica' 
tion shall include identification as required and the basis 
for the requested correction. If the agency declines or fails 
to act, as requested, within 30 days after the application 
is made, or the person believes a decision or action of the 
agency to be unsatisfactory, he shall have the right to 
appeal, as set forth in section 15. 

(5) An agency shall not charge more than its cost for 
copies made and provided under this section unless other· 
wise provided by law. 

Sec. 13. (1) Access by a data subject includes the right 
to have an attorney or other. person present with him or 
represent him. 

(2) A minor or a person legally incompetent may be 
denied access to records other than public records if 
provision is made for access by a next of kin, parent, 
guardian, professional, or attorney authorized by a next 
of kin, parent, or guardian. The board, by rule, mal' 
provide for similar denial of access by persons to health 
and mental health records pertaining to diagnosis, treat· 
ment, or prognosis. 

(3) The board, by rule or on a case by case basis, may 
approve access by other than normally authorized per· 
sonnel, a data subject or a person specified in this section 
if the board determines the access desirable to carry out 
this act. Conditions, procedures, controls, and limitations 

may be set by the board, including requiring execution of 
nondisclosure agreements. 

Sec. 14. An agency, or combinations thereof, may desig
nate a person or group to review requests by a ddta 
subject for access or change of information. A person 
aggrieved by a decision of the reviewing person or group 
may appeal to the board as provided in section 15. 

Sec. 15. (1) Appeals from actions by an agency of the 
state relating to the performance of its duties under this 
act shall be to the board. The appeal shall be in writing, 
sworn to, and shall specify the agency and information in 
question, the date of application to the agency and known 
disposition thereof, the basis for the appeal, and the 
action requested of the board. The board may reject a 
frivolous appeal without hearing. 

(2) Except as provided in subsection (I). the board 
shall order the requested change without a hearing, stipu
late in writing with the applical1i to an order based on a 
modified request, or conduct a hearing at which the person 
appealing may appear with or without counsel, present 
evidence, and examine and cross-examine witnesses. Pro
cedures shall be determined by rules promulgated by the 
board consistent with Act No. 306 of the Public Acts of 
1969, as amended, for hearings in contested cases. The 
board may appoint 1 or more of its members or employees 
to conduct an appeal hearing. Written findings of fact and 
conclusions of law and a pertinent order shall be issued by 
the board within 90 days after receipt of an appeal. 
excluding extensions requested by the applicant. On proof 
of a right to correction, the board shall order the informa
tion appropriately corrected. Notification of an ordered 
correction shall be disseminated by the board to agencies 
using the information in question and to the person whose 
information has been ordered corrected. ' 

Sec. 16. (I) The board may conduct an investigation to 
determine whether a person has violated or is about to 
violate sections 5 to 18 of this act or a rule promulgated 
thereunder. 

(2) If the board finds that this act or a rule was 
violated, the board may, after notice of at least 4 days by 
personal service or certified mail, hold a hearing to 
determine whether a cease and desist order should issue to 
restrain the action or practice which is in violation of this 
act or the rule. The board may designate 1 or more of its 
members or employees to conduc! the hearings. 

(3) For the purpose of an investigation under this act, 
the board or a member thereof designated by rule of the 
board, may administer oaths or affirmations, and on its 
own motion or on request of a party may subpoena wit
ne~ses, compel their attendance, take evidence, and re
~ulre the production of matter which is relevant to the 
inVestigation, including the existence, description, nature. 
custody, condition, and location of any books, documents, 
or other tangible things. and the identity and location of 
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persons having knowledge of relevant facts, or any other 
matter reasonably calculated to lead to the discovery of 
material evidence. 

(4) Upon failure to obey a subpoena or to answer 
questions propounded by the investigating officer and 
upon reasonable notice to all persons affected thereby, the 
board may apply to the circuit court of the county in 
which the investigation is being conducted Qr the pro
ceeding is being conducted, for an order' compelling 
compliance. • 

(5) All proceedings under this section shall be in 
accordance with Act No. 306 of the Public Acts of 1969, 
as amended. 

(6) After notice and hearing, the board may order a 
person it finds to be in violation to cease and desist. 

Sec. 17. A person aggrieved by a final order of the board 
may appeal the order to the circuit court in accordance 
with general court rules and sections 101 to 106 of Act 
No. 306 of the Public Acts of 1969. as amended. 

Sec. 18. (I) On or after July I, 1976, a request for public 
record information from the state in order to be allowed 
to obtain a copy of the information shaU be by name or 
other personal identifier, unless otherwise approved by 
the board. 

(2) On or after July I, 1976, information shall not be 
disseminated at a discount cost or charge for volume, nor 
in computer-accessible form, nor by blanket order, sub
scription, or similar continuing agreement, unless approved 
by the board. 

(3) The board, by rule, consistent with section 21 of 
Act No. 306 of the Public Acts of 1969, as amended. 
may provide that access to personal information used by 
the state. whether or not deemed a public record. may be 
restricted as the board deems necessary and proper to 
restrict or prevent use, by other than the person who is the 
subject of the information, contrary to the intent of this 
act. 

(4) This section does not apply to use by authorized 
personnel in carrying out their duties for the state. 

Sec. 19. (I) A person may institute a civil action for 
damages or to restrain a violation of this act. In an action 
for damages, a person who wilfully violates this act shall 
be liable, in addition to any liability for actual damages 
as may be proven, for exemplary damages as may be de
termined by the court for each wilful violation, together 
with costs and reasonable attorney's fees incurred by the 
person bringing the action. 

(2) A person shall not be subject to civil or criminal 
liability under this act for denial of access to another 
person if the denial is made because the demand is reason
ably believed to be part of a pattern of clearly unreason
able, rep,~titive demands for access by or on behalf of the 
othel: person. 
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Sec. 20. (1) The wilful violation of a provision of tbis 
act, except as provided in section 3, shall be a misde
mennor punishable by imprisonment for not more than 1 
year, or a fine of not more than $10,000.00, or both. 

(2) The violation of a rule promulgated under this act 
shall be a disdemeanor punishable by a fine of not more 

than $500.00. 

Sec. 21. This act shall be construed in a manner consist
ent with the freedom of information provisions of Act No. 
306 of the Public Acts of 1969, as amended. 

Sec. 22. A person shall not have a defense of sovereign 
immunity against an action brought for violation or 
threatened violation of this act. 

Sec. 23. This act shall become effective July 1, 1975. 

MINNESOTA STATU'rE 

FIRST REGULAR SESSION 

OFl'ICIAL RECORDs---COLLECTION, SECURITY 

AND DISSEMINATION 

CHAPTER 401 
H.P,No.1014 

An Act relating to the collection, security and dissemina
tion of data on individuals by the ~1ate and its political 
subdivisions; clarifying necessary definitions; changil!g 
reporting requirements; restructuring tbe duties of re
sponsible llUtltorities and the rigbts of subjects of data; 
providing for issuance of rules relating to tlte Implemen
tation of tlte act by the commissioner of administra
tion; providing for the establisbment of a privacy 
study commission; providing penalties; appropriating 
money; amending Minnesota Statutes 1974, Sedions 
15.162; 15.163; 15.165; 15.166; 15.167; and Chapter 
15, by adding sections; repealing Minnesota Statutes 
1974, Sections 15.164 and J5.168. 

Be it e/Jacted by the Legis/atllre 0/ the State of Minnesota; 

Section 1. Minnesota Statutes 1974, Section 15.162, is 

amended to read: 

15.162 Collection, security and dissemination of records; 

definitions 

Subdivision I. As used in sections 15.162 to 15.168 the 
terms defined in this section have the meanings given 

them. 

Subd. 2. "Commissioner" means the commissioner of 
the department of administration. 

Subd. 2a. "Confidential data on individuals" means 
data which is not public but is (a) expressly made con
fidential by law as to the individual subject of that data; 
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( b) ~ollected by a civil or criminal investigative agency as 
part of an active investigation undertaken for the purpose 
of the commencement of a legal action, provided that the 
burden of proof as to whether such investigation is active 
or in anticipation of a legal action is upon the agency; (c) 
data which supplies the basis for the diagnosis of the 
nledil.:al or psychiatric condition of an individual as de· 
termined by a licensed physician. 

Subd. 3. "Data on individuals" includes all records, files 
and processes which contain any data in which an in
dividual is or can be iden.tified and which is kept or in
tended to be kept on a permanent or temporary basis. 
It includes that collected, stored, and disseminated by 
manual, mechanical, electronic or any other, means. Data 
on individuals includes data classified as public, private or 

confidential. 

Subd. 4. "Individual" means a natural person. In the 
case of a minor individual under the age of 18, "individual" 
shall mean a parent or guardian acting in a r<-presentative 
capacity, except where such minor individual indicates 

otherwise. 

Sub(L 5. "Political subdivision" includes counties, muni· 
cipalities, school districts and any boards, commissions, 
districts or authorities created pursuant to local ordinance. 
It includes any nonprofit corporation which is a com· 
munity action agency organized to qualify for public 
funds, or any non-profit social service agency which per
forms services under contract to any political subdivision, 
statewide system or state agency. 

Subd. Sa. "Private data on individuals" means data 
which is not public but which by law is accessible to the 
individual subject of that data .. 

Subd. 5b. "Public data on individuals" means data 
which is accessible to the public in accordance with the 
provisions of section 15.17. 

Subd. 6. "Responsible authority" at the state level means 
any office established by law as the body responsible for 
the collection and use of any set of data on individuals or 
summary data. "ResponSible authority" in any political 
subdivi~ion means the person desiignated by the governing 
board of that political subdivisilJn, unless otherwise pro· 
vided by state law. With respect to statewide systems, 
"responsible authority" means the state official involved, 
or if more than one state official, the official designated by 
the commissioner. 

SUbd. 7. "State agency" means the state, the university 
of Minnesota, and any office, officer, department, division, 
bureau, board, commission, authority, district or agency of 

the state. 

Subd. 8. "Statewide system" includes any record-keeping 
svslem in which data on individuals is collected, stored, 
d'isseminated and used by means of a system common to 
one or more agencies of the state or more than one of its 

political subdiVisions. 

Subd. 9. "SUI)lmary data" means statistical records and 
reports derived from data on individuals but in whIch 
individuals are not identified and from which neither their 
identities nor any other characteristic that could uniquely 
identify an individual is ascertainable. 

Sec. 2. Minnesota Statutes 1974, Section 15.163, is 
amended to read: 

15.163 Reports to the legislature 

Subdivision 1. On or before August I of each year the 
responsible authority shall document and file a report 
with the commissioner of administration, which shall be a 
public record. The report shall contain the following in
formation: 

(a) The title. name, and address, of the responsible 
authority. 

(b) A statement of which records containing data on 
individuals maintained by the responsible uuthC'rJty arc 
classified as confidential and which are classified as private. 
The responsible authority shall submit sample copies of 
any forms which will, when executed, contain data on 
individuals classified as private or confidential. 

(c) The purposes for which private or confidential data 
on individuals is authorized to be used, collected, dis
seminated and stored. 

(d) The responsible authority'S policies and practices 
regarding storage, duration of retention, and disposal of 
data on individuals, including a description of the pro
visions for maintaining the integrity of private and con
fidental data on individuals. 

Subd. 2. On or before December I of each year, the 
commissioner shall prepare a report to the legislature 
summarizing the information filed by responsible authori
lies pursuant to subdivision I and notifying the legislature 
of any problems relating to the administrntion, imple
mentation and enforcement of sections ] 5.162 to 15.168 
which might, in his opinion, require legislative action. 

Sec. 3. Minnesota Statutes 1974, Chapter 15. is amended 
by adding a section to read: 

15.1641. Duties of responsible authority 

(a) Data on individuals is under the jurisdiction of the 
responsible authority who may appoint an individual to 
be in charge of each file or system containing data on 
individuals. 

(b) Collection and storage of public, private or con
fidential data on individuals and use and dissemination of 
private and confidentiaL data on individuals shall be limited 
to that necessary for the administration and management 
of programs speCifically authorized by the legislature, local 
governing body or mandated by the federal government. 

(c) Private or confidential data on individuals shall not 
be used, collected, stored or disseminated for any purposes 
other than those stated to an individual at the time of 
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collection in accordance with section 15 . .165 or, in the 
case of data collected prior to August I, J 975. for any 
purpose other (han those originally authorized by Jaw, 
unless (I) the responsible authority files a statement with 
the commissioner describing the purpose and necessity of 
the purpose with regard to the health, safety or welfare of 
the public and the purpose is approved by the commis
sioner, or (2) the purpose is subsequently, authorized by 
the state or federal legislature, or (3) the purpose is 
one to which the individual subject or subjects of the data 
hnve given their informed consent. 

(d) The use of summary data derived from private or 
confidential data on individuals under jurisdiction of one 
01' more responsible authorities shall be permitted, pro
vided that summary data is public pursunnt to section 
IS. J 7. The responsible <luthority shall prepare summary 
data from private or confidential data on individuals upon 
the request of any person, provided that the requ<!st is ill 
writing and the cost of preparing the data is borne by the 
requesting person. The responsible authority may delegate 
the power to prepare summary data to the administrative 
ofllcer responsible for any central repository of summary 
data, or to a person outside of its agency if the person 
agrees in writing not to disclose private or confidential datrt 
on individuals. 

(e) The responsible authority shall establish procedures 
and safeguards (0 ensure that an public, private or con
fidential data on individuals is accurate, complete and 
current. Emphasis shall be placed on the data security 
requirements of computerized files containing private or 
confidential data on individuals which are accessible 
directly via telecommunications technology, including 
security during transmission. 

Sec. 4. Minnesota Statutes 1974, Section 15.165, is 
amended to read: 

15 .. 1.65 Rights of subjects of data 

The rights of individuals on whom the data is stored or 
to be stored shall be as follows: 

(a) An individual asked to supply private or con
fidential data concerning himself shall be informed of: 
( I) both the purpose aed intended use of the requested 
data, (2) whether he may refuse or is legally required to 
supply the requested data, and (3) any known consequence 
arising from his supplying or refusing to supply private or 
confidential data. 

(b) Upon request to a responsible authority, an in
dividual shall be informed whether he is the subject of 
stored data on individual~, whether it be classified as 
public, private or confidential. Upon his further request, 
an individual who is the subject of stored public or private 
c\ata on individuals shall be shown the data without any 
charge to him and, if he desires, informed' of the content 
and meaning of that data. After an individual has been 
shown the data and informed of its meaning, the data 
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need not be disclosed to hi.m for six months thereafter 
unless a dispute Qr action pursuant to this section is 
pending or additional data on the individual has been 
collected. The responsible authority shall provide copies 
of the data upon request by the individual subject of the 
data, provided that the cost of providing copies is borne 
by the requesting individual. 

(c) An individual may contest the accuracy or com
pleteness of public or private data concerning himself. To 
exercise this right, an individual shall notify in writing the 
responsble authority describing the nature of the dis
agreement. The responsible authority shall within 30 days 
correct the data if the data is found to be inaccurate or 
incomplete and attempt to notify past recipients of in
accurate or incomplete data, or notify the individual of 
disagreement. Data in dispute shall not be disclosed except 
under conditions of demonstrated need and then only if 
the individual's statement of disagreement is included with 
the disclosed daia. The determination of the responsible 
authority is appealable in accordance with the provisions 
of thc administrative procedure act 1 relating to contested 

cases. 

Sec. 5. Minnesota Statutes 1974, Section 15.166, is 

amended to read: 

15.166 Civil penalties 
Subdivision 1. Notwithstanding section 466.03, a political 

subdivision, responsible authority or state agency which 
violates any provision of sections 15.162 to 15.168 is liable 
to a person who suffers any damage as a result of the 
violation, and the person damaged may bring an action 
against the political subdivision, responsible authority or 
state agency to cover any damages sustained, plus costs 
and reasonable attorney fees. In the case of a willful viola
tion, the political subdivision or state agency shall, in 
addition, be liable to exemplary damages of not less than 
$100, nor more than $1,000 for each violation. The state 
is depmed to have waived any immunity to a cause of 
action brought under sections 15.162 to 15.168. 

Subd. 2. A political subdivision, responsible authority or 
state agency which violates or proposes to violate sections 
15.162 to 15.168 may be enjoined by the district court. 
The court may make any order or judgment as may be 
necessary to prevent the usc or employment by any person 
of any practices which violate sections 15.162 to 15. I 68. 

Slibd. 3. An action filed pursuant to this section may be 
commenced in the county in which the individual alleging 
damage or seeking relief resides, or in the county wherein 
the political subdivision exists, or in the case of the state. 

any county. 
Sec. 6. :Minnesota Statutes 1974. Section 15.167, is 

amended to read: 

1 Section t!L0424 et seq. 
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15.167 Penalties 
Any person who willfully violates the provisions of 

sectiolli 15.162 to 15.168 or any lawful rules and regula
tions promulgated thereunder is guilty of a misdemeanor. 
Willful violation of sections 15.162 to 15.168 by any 
public employee constitutes just cause for suspension with
out payor dismissal of the public employee. 

Sec. 7. Minnesota Statutes 1974, Chapter 15, is amended 
by adding a section to read: 

15.1671 Duties of the commissioner 
The commissioner shall with the advice of the inter

governmental information services advisory council pro
mulgate rules, in accordance with the rule-making pro
cedures in the administrative procedures act which shall 
apply to state agencies, statewide systems and political 
subdivisions to implement the enforcement and adminis
.tration of sections 15.162 to 15.169. The rules shall not 
affect section 15.165, relating to rights of subjects of data, 
and section 15.169, relating to the powers and duties of 
the privacy study commission. Prior to the adoption of 
rules authorized by this section the commissioner shall 
give notice to all state agencies and political subdivisions in 
the same manner and in addition to other parties as re
quired by section 15.0412, subdivision 3, of the date and 
place of hearing, enclosing a copy of the rnles and regula
tions to be adopted. 

Sec. 8. Minnesota Statutes 1974, Chapter 15, is 
amended by adding a section to read: 

15.169 Privacy study commission 
Suhdivision 1. Establishment. There is hereby created 

a privacy study commission consisting of six members, 
three of whom shall be appointed by the committee on 
committees, and three of whom shall be appointed by the 
speaker of the house. The commission shaH act from the 
time its members are appointed until the commencement 
of the 1977 regular session of the legislature. Any vacancy 
shall be filled by the' appointing power. 

Subd. 2. Organization and procedure. At its first meet
ing the commission shall elect a chairman, a vice-chairman 
and such other officers from its membership as it may 
deem necessary. The commission shall adopt rUlles govern
ing its operation and the conduct of its meetings and 
hearings, which rules are not subject to the provisions of 
the administrative procedures act. 

Subd. 3. Duties and powers. The commiSSIOn shall 
make a continuing study and investigation of data on 
individuals collected, stored, used and disseminated by 
political subdivisions, state agencies, statewide systems and 
any other public or private entity in the state of Minnesota 
the commission may deem appropriate for such study and 
investigation. The powers and duties of the commission 
shall include but are not limited to the following: 

(I) the h'olding of meetings at times and places it 

designates to accomplish the purposes set forth in Laws 
1975, Chapter 401. The commission may hold hearings at 
times and places convenient for the purpose of taking 
evidence and testimony to effectuate the purposes of Laws 
1975, Chapter 401, and for those purposes the commission 
may, through its chairman by a three-fourths vote of its 
members, issue subpoenas, including subpoenas duces 
tecum, requiring the appearance of persons, production of 
relevant records and the giving of relevant testimony. Tn 
the case of contumacy or refusal to obey a subpoena issued 
under authority herein provided, the district court in the 
county where the r~fusal or contumacy occurred may, 
upon complaint of the commission, punish as for contempt 
the person guilty thereof. 

(2) the study of all data on individuals collected stored 
used or disseminated in the state of Minnesota in~luding: 
but not limited to that collected, stored, used or dissemi
nated by any political subdivision, state agency or state
wide system in order to determine the standards and 
procedures in force for the protection of private and 
confidential'data on individuals. In conducting such study, 
the commission shall: 

(a) determine what executive orders, attorney general 
opinions, regUlations, laws or judicial decisions govern the 
activities under study and the extent to which they are 
consistent with the rights of public access to data OR in
dividuals, privacy, due process of law and other guarantees 
in the Constitution. 

(b) determine to what extent the collection, storage, use 
or dissemination of data on individuals is affected by the 
requirements of federal law. 

(c) examine the standards and criteria governing pro
grams, policies and practices relating to the collection, 
storage, use or dissemination of data on individuals in the 
state of Minnesota. 
. (d) collect and utilize to the maximum extent prac

ticable, at! findings, reports, studies, hearing transcripts, 
an.d recommendations of governmental legislature, and 
pnvate bodies, institutions, organizations and individuals 
which pertain to the problems under study by the com
mission. 

(3) the recommendation to the legislature of the ex
te~t, if any, to which the requirements and principles of 
thiS act should be applied to information practices in 
existence in the state of Minnesota by legislation, ad
rninistrative action or voluntary adoption of such require
ments and principles, and report on suelf other legislative 
recommendations· as it may determine to be necessary to 
protect the privacy of individuals while meeting the legiti
mate needs of government and society for information. 

Subd. 4. Office. The commission shall maintain an 
office in the capitol group of buildings in space provided 
by the commissioner of administration. 

Subd. 5. Supplies; staff. The commission may purchase 
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equipment and supplies and employ such professional, 
clerical, and technical assistants from the senate and house 
staff as it deems necessary in order to perform the duties 
herein prescribed. The commission may invite consultants 
and other knowledgeable persons to appear before it and 
offer testimony and compensate them appropriately. 

Suhd. 6. Assistance of other agencies. The commission 
may request any information i~cluding any, data on in
dividuals from any political subdivision, statewide sy.stem, 
or state agency or any employee thereof in order to assist 
in carrying out the purposes of the act, and notwithstand
ing any law to the contrary, such employee or agency is 
authorized and directed to promptly furnish any such data 
or information requested. 

Subd. 7. Expense, reimbursement. Members of the 
commission shall be compensated as provided in Minne
sota Statutes, Section 3.102. 

Subd. 8. Penalties for disclosure. (I) Any member, 
assistant or staff of the commission who, by virtue of his 
employment or official position, has possession of, or 
access to, agency records which contain private or con
fidential data on individuals the disclosure of which is 
prohibited by law, and also knowing or having reason to 
know that disclosure of such data is prohibited, willfully 
discloses such data in any manner to any person or agency 
not entitled to receive it shall be guilty of a misdemeanor. 

(2) Any member, assistant or staff of the commission 
who knowingly and willfully requests or obtains any 
private or confidential data on individuals under false 
pretenses the disclosure of which such person is not 
entitled by law shall be guilty of a misdemeanor. 

Subd. 9. Report to the legislature. The commission 
shall report its findings and recommendations to the legis
lature as soon as they are available, in any case not later 
than November 15, 1976, and may supplement them there
after until January 15, 1977. One copy of the report shall 
be filed with the secretary of the senate, one copy with 
the chief clerk of the house of representativs and ten copies 
with the legislative reference library. 

Subd. 10. Appropriation. There is appropriated from 
the general fund the sum of $25,000 for the biennium 
ending June 30, 1977, or as much thereof as necessary, to 
pay the expenses incurred by the commission. Expenses of 
the commission shall be approved by the chairman or 
another m.~mber as the rules of the commission provide 
and paid in the same manner that other state expenses are 
paid. 

Sec. 9. Minnesota Statutes 1974, Sections 15.164 and 
15.168, are repealed. 

Sec. 10. This act is effective the day following final 
enactment. 

Approved June 5, 1975. 
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NATIONAL ASSOCIATION OF STATE 
INFORMATION SYSTEMS 

SUGGESTED GUIDELINES FOR 

A STATE. INFORMATION PRACTICI!.S ACT 

An Act to protect a person's right. to privacy an~ .c.on
lidcntiality alld to prohibit thc unreasonable acqUiSItion, 
lise and retcntion of sllch inforUlation by state and local 

govcrnments. 
(Enactment Clause, as required by state law) 
SECTION 1. Short Title. This Act shall be known and 

may be cited as the "Information Practices Act". 

SECTION 2. Legislativ" Intent. 
(a) The (name of legislative body) finds and declares: 

(i) That the use of information for purposes 
other than those purposes to which a person 
knowingly consents can seriously end.an.ger a 
person's right to privacy and confidentwltty. 

(ii) That information collection methods are not 
limited to political boundaries and, theref0.re, 
it is necessary to establish a unified statewide 
program for the regulation of information c?l
lection practices and to cooperate fully wIth 
other states and with agencies of the govern
ment of the United States in regulating such 
information. collection practices. 

(iii) That in order to increase participation of 
persons in the preventio.n and correct.ion of 
unfair information practices, opportul1lty for 
hearing and rcmedies must be provided. 

(iv) That fn order to insure that information 
collected, stored and disseminated about per
sons is consistent with fair information prac
tices while safe-guarding the interests of the 
persons and allowing the state to exercise its 
proper powers, a definition of rights and re-
sponsibilities must be established. . ., 

(h) II is the purpose of this act to establish fair Ill

formation practices to insure tha~ the rights o~ persons are 
protected and that proper remedies are established to pre
vent abuse of personal information. 

SECTION 3. Definitions. As used by this act, unless 
the context otherwise requires, the following wor~s an~ 
phrases shall have the meaning ascribed to them III thiS 

section; . 
(a) "Act" is the (name of state) Information Prachces 

Act. 
(b) "BoaJ'd" is the (name of state) Information Prac-

tices Board created by this act (or if there is no board as 
in Option 5 infra, (b) shall read "Authority" is the (nam.e 
of state) lnformation Practices Authority created by thiS 

Act. 
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(c) "Individual" is any man, woman, or c~i1d. 
(d) "Person" is any individual, partn~rs~lp, :~o:p?(tner

ship firm, company, corporation, aSSOCiatIOn, JOlllt stock 
com'pany, trust, estate, political subdivision, state ~gemcy, 
or any other legal entity, or their legal representr.hves or 

agent. . . h b 
(e) "Personal information" .is a~y lIl~orma~lOn t at Y 

some specific means of identificatIOn, lIlc1udlllg. but ~ot 
limited to any name, number, description, and IIlclucling 
any combination of sllch characters, it is possible to 
identify with reasonable certainty the person to whom such 

information pertains. 
(f) "Personal information system" is any method ?Y 

which personal information is collected, stored, or diS
seminated by any agency of this state governn:~nt, or, b.Y 
any local government or other political subdiVISion of thiS 

State. 
(g) "Responsible authority" 'at the State level. means 

any office established by law as the body responsible for 
the collection and use of any set of data on perso~s. or 
summary data. "Responsible authority" in any pohh~al 
subdivision means the person designated by the govermng 
body (authority) of that political subdivision, unless oth~r. 
wise provtded by state law. With respect to st~tewlde 
systems, those involving one or m?,re state. agencies ~n~ 
one or more political subdivisions, re5ponslble authonty 
means the state official involved, or if more than one slate 
official the state official designated by the board. 

(h) '''File'' is the point of collection of personal identi· 

fiable information. 
(i) "Purge" is the physical destruction of files, records, 

or information. 
(j) "Need to know" is the necessity of the per~on who 

wishes to collect, store, or disseminate personal mforma· 
tion for obtaining the specific information. 

(k) "Local government" (the appropriate definition for 

the purposes of this act in this state). . .. 
(I) "Political subdivision" (approprIate definitIOn for 

the purposes of this act in this state). . 
(m) "Machine-accessible" means recorded on mag~ellc 

tape, magnetic disk, magnetic drum, punched card, optIcal· 
ly scannable paper or film, punched paper tape, or any 
other medium by means of which information can be 
communciated to data processing machines. 

SECl'ION 4. (Name of state) Information Practices 

Board. 
(Option I - Independent Board): . 
(a) There is established in the executive branch of thiS 

state government an agency to be known as lnformati.o~ 
Practices .Board. The Board shall be composed o~ 1110 

persons who shall be appointed by the Governor WIth the 
advice and consent of (name of legislative body charged 
with confirmation of Governor's appointments). One such 
person shall have been actively engaged in the management 

of information and record keeping systems in this State 
government, one such person shall have been actively en
gaged in information processing and record keeping sys
tems in local government in this state, one such person 
shall have been actively engaged in information processing 
and record keeping systems in criminal justice or lawen
forcement, and six of such person~, at least 2 of whom 
51-",il represent the general public, shall not be representa
tive of any of the aforementioned activities. Initially, three 
of such persons shall be appointed to serve until (term 
desired for staggering); three of such persons sha1l be ap
pointed to serve until (term desired for staggering); and 
three of such persons shall be appointed to serve until 
(term desired for staggering). As terms of appointment 
expire, successors shall be appointed for terms to expire 
(desired length of term) years thereafter except all mem
bers of the Board shal! serve until their respective suc
cessors are appointed and qualified. The Governor shall 
fill any vacancy by the appointment of a member for the 
unexpired term of such member in the same manner as in 
the making of original appointments. 

(b) The Board may appoint a Director who shall serve 
at the pleasure of the Board, and such other employees as 
are necessary to carry out the purposes of this act. The 
Board may secure by agreement sllch services as it may 
deem necessary from any other department agency or 
unit of state government, and may employ and compensate 
whatever consultants and technical assistants may be re
quired. It is the policy of the legislature that the Board 
shall use existing state capability insofar as practicable. 

(c) The Board shall meet at least once every three 
months, and each merilber of the Board shall be entitled 
to reimbursement for actual and necessary expenses in
curred in the performance of his duties. 

(Option 2-B01lrd within Existing State Department): 
(a) There is established within the Department of 

Administ.ration (or other appropriate state agency) an In
formation Practices Board. 

Board shall be composed of nine persons who shall be 
appointed by the Governor with the advice and consent 
of (name of legislative body charged with confirmation of 
Governor's appointments). One such person shall have 
been actively engaged in the management of information 
and record keeping systems in this State government, one 
such p~rson shall have been actively engaged in informa
tion processing and record keeping systems in local govern
ment in this state, one such person shall have been actively 
engaged in information processing and record keeping sys
tems in criminal justice or law enforcement, and six of 
such persons, at least. 2 of whom shall represent the 
general public, shall not be reprefentative of any of the 
aforementioned activities. Initially, three of such persons 
shall be appointed to serve until (term desired for stagger
ing); and three of such persons shall be appointed to 
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serve until (term desired for staggel'ing). As terms of ap
pointment expire, successors shall be appointed (or terms 
to expire (desired length of term) years thereafter ex
cept all members of the Board shall serve until their 
respective successors are appointed and qualified. The 
Governor shall fill any vacancy by the appointment of a 
member for the unexpired term of slich member in the 
same manner as in the making of original appointments. 

(b) The Board may appoint a Director ,who shall be 
an official of the Department of Administration (or. other 
appropriate state agency). The Board may secure from the 
Department of Administration (or other appropriate 
agency) such services as it may deem necessary, . 

(c) The Board shall meet at least once every three 
months, and each member of the Board shall be entitled 
to reimbursement for actual and necessary expenses in
ct/rred in the performance of his duties. 

(Option 3 - Ex Officio Board) 
(a) There is established an Information Practicer Board. 

The Board shall be composed of (e.g., the Governor, the 
Attorney General, the Chief Justice of the Supreme Court, 
the President of the Senate, the Speaker of the House, of' 
their designees) serving ex officio. 

(b) The Board may appoint a Director who shall be an 
official of the Department of Administration (or other 
appropriate state agency). The Board may secure from 
the Department of Administration (or other appropriate 
agency) such services as it may deem necessary. 

(c) The Board Bhall meet at least once every three 
months, and each member of the Board snail be entitled to 
reimbursement for actual and necessary expenses incurred 
in the performance of his duties. 

(Option 4 - No Board): 
(a) There is established anelnformation Practices Au

thority which shall be the Director of the Department of 
Administration (or other appropriate state official) serving 
ex officio. 

'(b) Intentionally deleted. 
(c) Intentionally deleted. 

End of Options 
(d) The Board (Authority) shall collect and disseminate 

such information and acquire such technical data as may 
be required to carry out the purposes of this Act, includ
ing ascertainment of the routine practices and security pro
cedures of personal information systems in the collection. 
storage or dissemination of personal information. 

(e) The Board (Authority) may require th~ submission 
of complete outlines or plans of personal ,nformation 
systems from responsible authorities and the submission of 
such reports regarding knowll or alleged violations of the 
Act or of regulations thereunder, as may be necessary for 
purposes of this act. 

(f) The Board (Authority) shall prescribe a program 
of continuing and regular inspection of personal in{orma-
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tion systems in order to assure that information practices 
are in compliance with this Act and regulations adopted 
thereunder. 

(g) The Board (Authority) shall investigate alleged 
violations of this Act or of regulations adopted thereunder. 

(h) The Board (Authority), pursuant to procedures (of 
this Act or Administrative Procedures Act), shall adopt 
regulations to promote security, confidentially and privacy 
in personal information systems, consistent with the pur
pose of this Act. Without limiting the generality of this 
authority, such regulation shall prescribe: 

(l) limits of authority and responsibility for all per
sons with access to perso,!al information systems or 
any part thereof; 

(2) methods for obtaining advice and opinions with 
regard to requirements of law in the regulating of 
security, confidentiality and privacy in personal in
formation systems; 

(3) policies and procedures to insure the security of' 
personal information systems including the mechan
ics, personnel, processing of information, site design 
.and access. 

(4) standards, over and above those required by normal 
civil service, of conduct, employment and discipline 
for responsible authorities and all other persons 
with access to personal information systems or any 
part thereof; 

(5) standards for the need to know to be utilized by 
responsible authorities in determining what types 
of information may be collected, stored and dis
seminated; 

(6) standards for direct and indirect access to personal 
information systems; 

(7) standards and procedures to assure the prompt and 
complete purging of personal information from per
sonal information systems; 

(8) a continuing program of external and internal audit
ing and verification to assure the accuracy and com
pleteness of personal information; 

(9) standards governing inte':agency use of files as long 
as such use is not in violation of other statutory re
quirements, this Act or regulations adopted_ there
under. 

(10) standards for exempting certain files from the cover
age of this act such as telephone number lists, mail
ing lists, etc. intended for normal office use. 

(i) The Board (Authority) shall have the duty to re
present the State of (name of state) in any and all matters 
pertaining to plans, procedures or negotiations for inter
state compacts or other governmental arrangements re
lating to the regulations of personal information systems 
or otherwise relating to the protection of the person's 
right of privacy. 

(j) The Board (Authority) shall have the authority to 
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accept, receive and administer on behalf of the State any 
grants, gifts, loans or other funds made available to the 
State from any source for purposes of this Act or other 
related privacy protection activities, surveys or programs, 
subject to the several statutes and prpcedures of (name 
of state). 

(k) On or before December 1 (or other desired date) 
of each year the Board shall prepare a report, or update 
of the previous year's report, to the legislature and go
vernor. Summaries of the report be available to the public 
at a nominal cost. The report shall contain to the extent 
feasible at least the following information: 

(1) a complete listing of ali personal information sys
tems Which are kept by the state and its political 
subdivisions, a description of the information con
tained therein, and the reason that the information 
is kept; 

(2) a statement of which types of personal information 
in the Board's opinion, are public records as de
fined by (name of state) Statutes, which types of 
infOrmation are confidential and which types of in
formation are neither; 

(3) the title, name, and address of the responsible 
authority for the system and for each file and 
associated procedures; 
(i) the categories and number of persons in each 

category on whom information is or is ex
pected to be maintained, 

(ii) the categories of information maintained, or 
to be maintained, indicating which categories 
are or will be stored in machine-accessible 
files. 

(iii) the categories of information sources, 
(iv) a description of all types of use made of 

information, indicating those involving ma
chine-accessible files. and including all classes 
of users, 

(v) the responsible authority's and the Board's 
policies and practices regarding information 
storage, duration of retention of information, 
and disposal thereof, 

(vi) a description of the provisions for maintain
ing the integrity of the information pursuant 
to this Act and the regulations adopted there

under, and 
(vii) the procedures pursuant to this Act and the 

regulations adopted thereunder whereby a 
person can (a) be informed if he is the sub
ject of information in the system, (b) gain 
access to the information, and (c) contest its 
accuracy, completeness, pertinence, and the 
necessity for retaining it; and 

(4) any recommendations concerning appropriate legis
lation. 

(Section (J) and (m) are not required if the state has an 
Administrative Procedures Act.) 

(I) The Board (Authority) may adopt such procedural 
rules as may be necessary to accomplish the purposes of 
this Act. Notice of the proposed adoption of procedural 
rules shall be given in accord with subsection (m) of this 
section 4, and any person may submit written statements 
regarding such proposals. 

(m) The Board (Authority) shall consider written pro
posals for the adoption, amendment or repeal of Board 
(Authority) regulations presented by any person, and the 
Board (Authority) may make such proposals on its own 
motion. If the Board (Authority) finds that any such pro
posal is supported by an adequate statement of reasons, is 
accompanied by a petition signed by at least 500 persons, 
is not plainly devoid of merit and does not deal with a 
subject on which a hearing has been held within the pre
ceding six months, the Board shall schedule a public hear
ing for consideration of the proposal. If such proposal is 
made at the Board's (Authority's) discretion, the Board 
(Authority) shall schedule a public hearing without re
gard to the above conditions. 

No SUbstitute regulations shall be adopted, amended or 
repealed until after a public hearing has been held within 
the State. At least 20 days prior to the scheduled date 
of the hearing the Board (Authority) shall give notice of 
such hearing by public advertisement in three newspapers 
of general circulation in the State of the date, time, place, 
and purpose of such hearing; give written notice to anv 
person in the State concerned who has in writing requested 
notice of public hearings; and make available to any per
son on request copies of the proposed regulations, together 
with summaries of the reasons supporting their adoption. 

Any public hearing relating to the adoption, amendment, 
or repeal of Board (Authority) regulations under this 
Subsection shall b(~ held before a qualified Hearing Officer 
appointed by the Board (Authority). All such hearings 
shall be open to the public, and reasonable opportunity to 

. be heard with respet:t to the subject of the hearing shall be 
'ecorded stenographically. The transcript so recorded, and 
any written submissions to the Hearing Officer in relation 
to ~uch hearings shall be open to public inspection, and 
Copies thereof shall be made available to any person upon 
payment of the actual cost of reproduction of the original. 

After such hearing, the Hearing Officer shall make 
recommendations to the Board (Authority) concerning 
the proposed regulations and the Officer's own suggested 
revisions. The Board (Authority) may revise the proposed 
regulations before adoption in response to suggestions 
made at the hearing without conducting a further hearing 
on the revisions. 

Any person heard or represented at a hearing or re
questing notice shall ble given written notice of the action 
of the Board (Authority) with respect to the subject 
thereof. 
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No rule 01' regUlation. or ar.;::'ndment 01' repeal thereof. 
shall become effective until a certified copy thereof has 
been filed (in the manner provided by State Law regarding 
the filing of administrative rcgulations). 

Any person adversely affected or threatened by any I \lIe 
or regulation of the Board (Authority) may obtain a 
determination of the Validity of the application of such 
rule or regulation by petition for review (pursuant to 
appropri:lte State Law regarding administrative revieW). 

SECTION 5. Local Government. 

(a) The Board (Authority) shall exercise all' powers 
and perform all duties as provided for in the Act with 
regard to any personal information system operated, Con
ducted or maintained by such local government, other 
political subdivision or combination thereof; or 

(b) At the request of any local government, other 
political subdivision or combination thereof in this State, 
the Board (Authority) may adopt regul~tjons to: permit 
the establishment of a local information practices board 
(authority); govern the operation of such local informa
tion practices board (authority); and define the rule
making and review authority of such local information 
practices board (authority). Such local information prac
tices board (authority) shall be operated by and at the 
expense of such local government, other political sub
division or combination thereof. 

(c) Such local government, other political subdivision 
or combination thereof may request that the Board 
(Authority) dissolve a local information practices board 
(authority) . 

SECTION 6. Rights of Subjects of Information. The 
rights of persons on whom the information is stored or 
to be stored and the responsibilities of the responsible 
authority shall be as follows: 

(a) The purposes for which personal information is 
collected and used or to be collected and used shall be 
filed in writing by the responsible authority with the Board 
(Authority) and shall be a matter of public record pur
suant to Section 4. 

(b) A person asked to supply personal information 
shall be informed of all intended uses and of the purpose 
of all intended uses of the requested information. 

(c) A person asked to supply personal information 
shall be informed whether he may refuse or is legr.lly 
required to supply the requested information. He shall be 
informed of any known consequence arising from /lis 
supplying or refusing to supply the personal information. 

(d) Information shall not be used for any purpose 
other than as stated in clause (a) of this section unless 
(I) the responsibile authority first makes an additional 
filing in accordance with clause (a); (2) the legislature 
gives its approval by law; or (3) the persons to whom 
the information pertains give their informed consen!. 
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(e) Upon request to a responsible authority, a person 
shall be informed whether he is the subject of stored in
formation and if so, and upon his additional request, shall 
be informed of the content and meaning of the data re
corded about him and shown the information without any 
charge to him, For a six month period after such dis
closure, additional disclosures shall be made at the cost 
of making the disclosure. This clause does not apply to 
information about persons which is defined by statute as 
confidential or to records relating to the medical or 
psychiatric treatment of an individual. 

(0 A person shall have the right to contest the 
accuracy Of completeness of information about him. If 
contested, the person shall notify in writing the responsi
ble authority describing the nature of the disagreement. 
The responsible authority shall within 30 days correct the 
information if the data is found to be inaccurate or in
complete and attempt to notify past recipients who have 
received the inaccurate or incomplete data within the 
preceding two years (or other desired term) of the in
accurate or incomplete information, or notify the person 
of disagreement. The determi!ll:tion of the responsible 
authority is appealable in accordance with (Administra
tive Procedures Act or procedures in this Act). Informa
tion in dispute shall not be disclosed except under con
ditions of demonstrated need and then only if the person's 
statement of disagreement is included with the disclosed 

information. 
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(g) A person has the right to be free from the storage 
and continued collection of personal information no longer 

utilized for any valid purpose. 
(h) A person has the right to be free from the col· 

lection, storage or dissemination of any personal informa· 
tion collected from anonymous sources except as exempt~d 
by the Board (Authority) or statutes. 

SECTION 7. Penalties. Civil and criminal remedies 
should be established consistent with statutes and environ· 

ment of the State.) 

SECTION 8. Common Law. No existing statute or 
common law shall be limited or reduced by this Act 

SECTION 9. Severability of Unconstitutional Provi· 
sions .If any Section, subsection, sentence, or clause of this 
Act shall be adjudged unconstitutional, such adjudication 
shall not affect the validity of the Act as a whole or of any 
Section, subsection, sentence or clause thereof not adjudged 

unconstitutional. 

SECTION 10. Liberal Construction. The provisions of 
this Act and the regulations promulgated thereunder shall 
be liberally construed to protect the person's right 10 

privacy and confidentiality. 

SECTION 11. Effective Date. This act shall become 
effective (desired date. This date should allow sufficient 
time for planning and implementation.). 

SESSION 
SUMMARY 

Supporters of some of the sample bills were 
questioned at great length, and the committee 
profited from diverse experiences occuring in each 
of the States. After a detailed examination of the 
provisions of each bill, the committee attempted to 
is.olat.e areas of consensus. However, the more spe
CIfic It became, the more conflict of opinion arose. 
Nevertheless, the discussions provide helpful insights 
to would-be sponsors of data banks privacy legisla
tion pertaining to State and local government. 

At the outset, Chairman Aronoff outlined struc
tural components needed in most data bank privacy 
legislation: 

I. A statement of purpose. 
2. A definition section. 
J. A designation of enforcement power. 
4. A section establishing the individual's right to see 

copy, review and challenge a record about himself. ' 
5. A pro.visi?n on minimum obligations of record-keeping 

orgamzatlOns. 
6. Conditions of disclosure and dissemination of informa

tion. 
7. Exceptions (in some bills), and 
8, Civil remedies and general penalties. 

;\ronoff persistently emphasized the importance 
of balancing privacy bills with right-to-know stat
utes. He also consistently pointed to sut leties that 
are not always immediately apparent-for example 
the precis,? degree of consent needed from the sub~ 
ject of a file before access to or dissemination of 
information from the file is permitted. 

The first witness, Marjorie Eltzroth of Massa
chusetts, in reading Governor Sargent's prepared 
statement, pointed out that a wise policy demands 
t.hat government "put its own house in order" before 
"pressing the fight for privacy against giant credit 
?ur~au~, medical data banks, private educational 
~nshtutlOns and the like." The first step in develop
ll1g t~e Massachusetts approach to privacy was the 
cre~tlon of an independent citizens' commission, 
which met for a year and found some basic facts 
about privacy in State government: 
I. T~er.e are no minimum standards to insure privacy in 

eXlstmg St:lte laws because of the variance in the 
statutes. 

2. ~dministrative practices and the regulations interpret
mg them are more uneven than the chaotic State laws. 

3. :\gcncy.heads lack knowledge about what information 
IS contained in their computer systems while the sys
tems managers who have that knowledge Jack under
st[lnding of its value or importance; and 

4. Virtually all computerized systems are insecllre. 

As a result of these findings, some minimum 
stand~rds were issued and, already, some 'State 
agencIes are overhauling their information prac
tices. 

Ncwertheless, Sargent's statement emphasized 
State Jaws will be worthless unless and until th~ 
Federal government passes privacy legislation. 

In the question-and-answer period that followed 
Arotl0ff noted the general applicability of the Mas~ 
sachusetts model: 
First, .the ~late ha~[ a commission, a body to investigate 
what IS gOll1g on m government and report back to the 
governor; secondly, an executive order was issued on the 
part of the governor to speed action forward; and thirdly 
comprehensive legislation was drafted along the lines of 
the HEW guidelines.':' 

In his testimony, Mike Cullen of California said 
that two years ago voters in his state 
re~ponded to the question of protection of individual 
pnvac~ by. amending ollr Constitution to include privacy 
as an mallenable right of all people .. By that action the 
people of California provided the legislature with a ~Jear 
message, which reflected a general dissatisfication with the 
erosion of their personal privacy ... We'd come to the 
realization that, like the bald eagle and the blue whale 
privacy was becoming an endangered species. ' 
Too easily taken for granted, privacy was being eroded to 
the .degree that it could become a memory rather than a 
reality. Just as the eagle and the Whale are integral parts 
of our .natural ecology, so is privacy an integral part of 
our ~oclal ecology, and the people of California are asking 
th[\t the assault on it be halted. 

~ith the increasing use of electronic data pro
cessmg technology in California, Cullen said, "it is 
~pparc~t that the right of an individual to privacy 
IS contrngent upon a modern day factor; that is, 
computer-related security." 

Cullen also noted that the dlective universal 
identifier in California is the delver's license. 

• Refers to principles Sel forth in Records Compler., and Ihe 
Rights "f Citizells, pp xx-xxi. Sec appendix V. ' 
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State Representative William R. Bryant, Jr., re
viewed the Michigan bill, which he drafted. He 
pointed out that privacy legislation \vas a "kind of 
a new hot issue, sOr.1ewhat akin to consumerism, 
and we are going to have to be careful we don't do 
things wrong." He said it would affect a lot of peo
ple, would have significant cost-related effects, and 
would change State and local government con
siderably. 

Daniel B. Magraw, the final witness, summar
ized the key points of the omnibus-type Minnesota 
bill, which along with the Michigan bill had been 
included in the pre-Seminar mailing of materials. 
Three main sections cover: 
1. A kind of Bill of Rights giving people access to 

their records. 
2. The promulgation of rules and regulations to 

apply to State agencies and local governments. 
3. The requirement for a report listing personal 

data banks so public officials know the facts 
concerning existing systems. 

An interesting discovery by Magraw was that 
virtually every city and county-level file in Minne
sota is a "people" file. There seems to be no such 
thing as a "nonpeople" file. In addition, about 75 
percent of these files are classified as public records. 

Magraw also spoke of the problem of the use 
of public records, and the difficulty of telling peo
ple in advance how a public record will be used. 
If records are truly public, (l.nyone can use them 
for any purpose they wish. 

Although it was not a part of the direct charge 
to the Committee, several members strongly felt 
that legislatures should examine and re-examine the 
need of government to collect rersonal data in the 
first place. if such need exists, which specific data 
are relevant and necessary? 
This gets to the core of the privacy issue. Assuming 
that State and local government does have the 
right to collect some personal information, it was the 
consensus that comprehensive omnibus legislation 
covering State and local government record keep
ing is necessary. The Committee voted issue by 
issue and reached the following conclusions: 
I. A bill should enunciate the five principles of fair in-
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formation practices recommended by the HEW com· 
mittee (with one exception), to wit: 

a. There should be no secret record keeping operation. 

b. People must be able to tind out what information 
about them is on record and how it is used. 

c. People must prevent information' gathered for one 
purpose from being used for another purpose Wilh· 
out consent. (Several members felt that the term 
consent must mean "i'lformed" consent. The Com· 
mittee was unable to resolve whether consent was 
a mandatory part of the bill, since it raised serious 
cost questions and questions of practicality. At the 
very least, the Committee determined that an in· 
dividual should be made aware that information 
collected for one purpose has been used or wilt be 
used for another purpose.) 

d. People must be permitted to see, amend, and cor· 
rect their records. 

e. Record-keeping organization must assure the ac· 
curacy and reliability of data and prevent misuse. 

2. The Committee was evenly split over whether an 
omnibus bill should apply to the private sector as well 
as to the governmental sector. For practical and politi· 
cal reasons many people felt that the private sector 
should be covered in separate legislation. 

3. An omnibus bill should cover all information systems, 
not just automated personal data systems. 

4. The bill should cover all "legal persons", not jl1it 
individuals. (The discussion was too brief to draWl 
conclusion as to whether there was a real consensm 
on this question.) 

5. An omnibus bill should give special treatment for 
statistical research records. (There was no attempt to 
define "special treatment.") 

6. An omnibus bill should include criminal offender 
records. (There were strong dissents on this question.) 

7. By a slight majority, the Committee preferred an in· 
dependent, quasi-judicial board rather than regulation 
by statute or by an existing State agency or board. 
(This discussion did not go into depth and the Com· 
mittee found it difficult to address the issue without 
specifics.) 

8. Conflicts with State freedom of information acts have 
to be resolved as do possible conflicts with the First 
Amendment of the Constitution. 

The Committee was almost equally divided as 
to whether the legislature should provide an ap
propriation to cover the cost to State a.nd local 
governments of implementing a privacy statute. 

The Committee agreed, with some dissent, thai 
the bill should be futuristic rather than retroactive. 

CHAPTER 5 

lUNCJ-IEON 
ADDRESSES 

Two pertinent addresses supplemented the pro
gram of the Privacy Seminar. At lunch on th~ first 
day, participants heard an address by Dr. Alan F. 
Westin, Professor of Public Law and Government 
at ~olumbia University. On the second day the 
Semmar concluded with a luncheon address by 
State Assemblyman William T. Bagley of Cali
fornia. An abstract of the Westin address is printed 
below followC'd by the text of the Bagley address: 
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Abstract of Luncheon Address by 
Alan F. Westin 

'1 he theme of this presentation is that we have left the 
decade of early alarms and empirical studies with regard 
to the "computers-and-privacy" issue and have entered 
thc era of regulation. Moving into the regulatory mode 
will require a much closer relationship and exchange of 
views betwecn computer professionals and organizational 
managers on the one hand, and the public policy maY.ers 
on the other. Such a new relationship must be built, in 
con5iderable part, on close monitoring of the effects of 
new laws and regulations on the operations, costs, and 
decision-making processes of organizations so regulated, 
and on better informed estimates of the likely effects of 

further proposed regulations. 

1. Concerning the emergence of the "databank" issue, 
general fears about increased capacities for technologi
cal surveillance over individuals and groups were 
voiced in the early E)60's. These increased capacities 
included physical and psychological surveillance as 
well as data surveillance. By the late 1960's, this had 
been thoroughly aired in the mass media as well as in 
legal, civil liberties, and computer-industry circles. 

2. The early alarms developed three basic assumptions 
as to what were seen as "inevitable" effects of large 
organizations adopting computers in their keeping of 
personal records: that it would lead to collecting 
more extensive and intrusive information about the 
organization's clients, customers, employees, or sub
jects; that organizations with computers would ex
change personal data more widely with other com
puterized organizations; and that automation would 
lead to the creation of more secretive or inaccessible 

files on persons. 

J. The National Academy of S<:iences' Project on Com
puter Databanks (published in Westin and Baker, 
Databallks ill a Free Society, 1972) found that the 
three "inevitable" effects of automation were not yet 
taking place in the real wurld of computerizing 
organizations. Various organizational, financial, legal 
and technical constraints were keeping the existing 
patterns of information collection, sharing, and 
openness-or-secrecy in essentially the same channels
whether those were in harmony or at odds with 
privacy and due process claims-as had existed in 
those organizations before automation of files had 

begun. 

4. The NAS study also concluded that a major records
and-privacy debate would be taking place today in 
American Society even if the computer had not been 
developed. This is because ('Jr society had already 
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become, by the 1950's, such a complex service· 
oriented, anti credential-based social system, and so 
heavily reliant on formal records, that the standards 
used for judging people and the procedures used for 
making those decisions would have come under fun· 
damental attack in the climate of social upheaval in 
the 1960's and down to today. It is major challenges 
to governmental and private-organization use of race, 
sex. cultural conformity, sexual practices, political 
activity, and similar exclusionary standards, as well as 
traditionally secretive and closed decision making 
practices, that is the real crux of the problem. How· 
ever, the computer is clearly accenfl/(/tillg these issues 
by increasing the speed, efficiency, and lise of auto· 
mated personal data, and it is increasingly in the 
setting of large, automated databases that new public 

policies must be applied. 

5. The NAS Report, along with the report of the HEW 
Advisory Committee on Automated Personal Data 
Systems (1973), called for regulatory action in the 
mid-1970's before computer systems became so large 
and costly, and expanded into more ill-considered 
lIses, that American society might not be able to 
bring them under effective and cost-bearable controls. 

6. The findings of the NAS study and the analysis of the 
HEW Report are closely paralleled by similar studies 
and reports in many of the Western parliamentary 
nations. Conclusions favoring regulatory action have 
been reached in half a dozen of these countries, 
ranging from Sweden's National Data Protection Act 
of 1973 to Britain's policy of relying on codes of 
principle rather than statute or legal rights. There 
al'e substantial rea~ons why the U. S. should not 
follow either the high-administrative control policY of 
Sweden or the "no-Iaw" policy of Britain. 

7. Our response has been to enact both "rifle-shot" laws 
such as those dealing with commercial reporting 
agencies (Fair Credit Reporting Act of 1970) and 
student records (the Buckley Amendments), and also 
to pass omnibus statutes based on a blend of ·the 
HEW Committee's "fair information practices" ap· 
proach and the "Bill of Rights" approach championed 
by Senator Sam Ervin, Jr. and the American Civil 
Liberties Union. Such pursuit of both single-area 
detailed laws and jurisdiction-wide fair information 
acts will be the arena of action among the states 

during 1975-76. 

8. We will need to pay close attention to how the general 
rules and procedures of any Federal and State privacy 
statutes work out in practice. This will req;\ire techni· 
cal, legal, and public-policy experts to gather em" 
pirical data about money costs, efficiency costs, 
effectiveness for protecting citizen rights, levels of 

use, ease of evasion, and other "implementation" 
mattets. Who will do this, how, and through what 
mechanisms of legislative and public oversight will 
be critical issues for the next few years. 

9. ~everal ~ending bills in specific areas-criminal justice 
mformalion systems, banking privacy and credit re
porting, omnibus bills, as well as others--{:ould ex
tend Federal regulation to Stat.e and local governments 
and to the private sector. 

10. Finally, computer professionals in particular must be 
more forthcoming as legislative alternatives and regu
lat~ry .r~les an~ debated. Many desirable protections 
o.f mdlYld~al. r1g~ts can be achieved without disrup
lion of SOCially Vital information activities if informed 
concepts are used in the regulatory action. On the 
other hand, not every demand made in the name of 
:'privacy" or "personal rights" deserves to be written 
mto law as a prohibition of data uses or a limitation 
o~ organizational information policies. A society that 
Wishes to pursue ~he Jeffersonian ideal must recall 
that he ~as a champion of knowledge. science, and 
t~chn?loglcal progress as much as he was of personal 
lIberties, and that striking the right balance between 
these values of a free society should still be our goal. 

luncheon Address of William T. Bagley 

THE POLITICS OF PRIVACY 

To.day's privacy "rage" could very well supplant and 
certalllly has become a sequel to the latter-day demands 
~or "~r~edom o~ information." How you can protect both 
he fight of prIvacy and the public's right to know and 

at th . ' . e .same tIme pass a bill on these subjects at the state 
level, IS the subject to be addressed. We will only allude 
to the esoteries and then discllss in detail the practical 
~spect of putt!~g a palatable and rhus passable bill together. 

hus, the polItiCS of privacy. 

. ~istoricalIy, the right of privacy evolved as a "tort"-a 
~Ivil law where som~thing not in the public domain was 
. rou~ht to the public's attention. Even though true, an 
IIlVaSIOn of some ' ". h f . corn' one s ng t. 0 prIvacy," by making 

.~erclal usage of some private event, was held to be 
a Cl III wrong and th f h' . . . ere .ore t e baSIS of a CIVil cause of 
acho,. . 

h 
~i 1 tort was late in its arrival into the common law 

aVlIlg s thO • ' 
P 

orne IIlg of ItS genesis in an article by the then 
rofessor Lou' B d' 

(
18 IS ran elS, 4 Harvard Law Review 193 

90), who defined privacy as "something all men (and 
webl~ow ~o~ld add women) are entitled to keep from 
pu IC CUrIosIty!" 

In th .. ose earlier days and until recently the thought of 
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having, or of bein.g . the subject of, a dossier was only 
accor~ed to t~e plwlledged few. It was even thought of 
as belllg deSirable. But now the clossier has become 
democrat~zed, available to about almost anyone, and in 
co.mputenzed profusion. Thus our concern today for the 
" ht f . " rIg o. pnvacy and necessary protections, but in a 
vastly different sense. 

By now, the participants of this Seminar certainly are 
aware of. the elements of this present day social problem 
and of .the com~onents of the solution. T shall not spend 
much lime relatmg those elements. Briefly ntated on the 
problem side of the ledger, We find a prolifer~tion of 
r~cord-making and record-keeping, the potential and actual 
lInk.age of different records. the obvious easy storage and 
r~t.rIeval e~~m.ents of computerization, the seeming authen
tlclty. Of. pnnt-outs," and, most important, ihe deper
sonahzatlon of the record-keeping process. The answer to 
the question-where is the record-is of equal importance 
to what is in it. This illusory aspect, this depersonalization 
this inability to "talk to the clerk," all add to and 
dramatize in the public mind the feeling of fear of 
potential computer abuses of the right of privacy. 

Right or wrong, founded or not, we must recognize that 
the fear is there in the public mind. It is our job in 
government not only to prevent the possible abuses but 
also, of equal importance, to allay the public fear. ' 

. And thus we come up with "solutions" which, when put 
mto law, become substantive rights of citizens in this field. 
Thus we propose a right of access of individuals to their 
own records, a right of insertion of corrective materials. 
We propose a limitation on linkage. We propose "audit
trails" to. see who is looking at us. And we propose 
technologIcal security required to be built into the 
computer. 

I would add that of equal importance or perhaps even 
of more importance than any of these "rights" is the 
requirement or the necessity for "identifying" the com
puter. A I~rge part of the fear would disappear and 
much of the ominous aura of the computerized age would 
be dispelled if we could somehow re-personalize record
keeping. That does not mean that we are going back to 
~anual record-keeping. It does mean that we must pro
Vide. a ready mechani&m for finding the computer and, 
speCifically, for finding the named person in charge of 
computer security and in charge of your record. Then a 
member of the public can talk to that person and, in the 
vast majority of instances, gain satisfaction. 

And now let us talk about the "politics of privacy." 
again recognizing some of the problems, some of the 
pitfalls, and some of the pluses. 

NEGATIVE ASPECTS 

First of all, in reference to problem areas, let us recog-
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nize the basics. In today's society, one new badge of 
authority is to car~y the key to the computer-and we all 
know how difficult it is to take badges away from people. 
And, in that context, let us not try to solve all social 
problems all at once with a single omnibus piece of 
legislation. 

For example, let us assume that one of us, last night, 
was noted dancing on the stage of the Silver Slipper, and 
assume that this Was made a matter of appropriate record. 
Regardless of computerization there is not much we can 
do with that kind of a record, except perhaps to assert our 
right of insertion and correction by adding to 1he record: 
"but she really is a nice lady-she's a friend of my wife 
and we all play bridge together." 

And let us also recognize that for every "computer 
horror story" that we tell in an effort to propose and 
propound the protection of the right of privacy, opponents 
to legislation will counter with their horror stories-most 
of them couched in terms of cost. But recognize also that 
you can remove these objections by simply not trying to 
solve al\ the problem.~; all at once and by, for example, 
eliminating expensive audit trail requirements, eliminating 
the requirement of prior notificaton before records are 
kept or divulged, and by eliminating any prohibition against 
linkage of one computerized record with another, without 
requiring prior consent of the subject. Under a "millen
nium" piece of legislation, all of these latter components 
would be important; but one must recognize that by 
definition the "millennium" cannot be realized in less 
than one thousand years. 

Let me relate some quotes from the opponents of AB 
2656 in California. First of all I should state that this 
was, contrary to my good advice given here, an omnibus 
bill which covered not only all governmental (state and 
local) computerized personal data records, but also 
covered the entirety of the private sector. Parenthetically, 
I have been asked, in incredulous tones, who in the world 
could oppose a bill to protect the right of privacy? Who 
opposes?-just the entire public sector and the entire 
private sector! That was almost literally true of the bill 
in its original all-encompassing form. For example: 

The State Department of Finance objected to "~xcessive 
costs" in the range of $10 million to $34 million. 

The Department of Motor Vehicles told us that they 
would have to send notices, perhaps annually under the 
bill, to 14 million licensed drivers in California. 

The County of San Bernardino said "your bill would 
mandate a night:nare of added paperwork to current 
County procedures." 

The Depa.rtment of Justice states ... "as a matter of 
public policy criminal justice agencies should not be 
subject to its provisions." 
Computer Services, Rockwell International . . . "this 
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would be an impossible restriction comparable to crip
pling the interstate use of telephones, radio transmission 
and aviation." 
Forest Lawn Memorial Parks and Mortuaries . . . "this 
legislation would interfere with related business activities 
for which the company-owned computer is being used." 

The California State University and College System ... 
AB 2656 fails to take into account the unique educa
tional function of ollr University system." 

East Bay Municipal Utility District (EBMUD) ... 
"customer billing should be excluded." 

Creative Socio-Medics Corp. . . . "medical records, 
especially mental health records, must be treated as a 
separate issue from other computerized records." 

State Teachers Retirement System . . . "we comply 
with the spirit and intent of AB 2656, and to impose 
additional reporting requirements would be unnecessary 
and result in higher administrative costs." 

State Teachers Retirement System . . . "we comply 
with the spirit and intent of AB 2656, and to impose 
additional reporting requirements would be unnecessary 
and result in higher administrative costs." 

TRW ICredit Data ... "the all-encompassing regula
tion& ... if enacted verbatim would prove detrimental jf 
not destructive to the credit industry without meaningful 
benefit to individuals in search of credi!." 

California Highway Patrol . . . "the ability of this 
Department in providing effective programs in crime 
prevention will b\~ deterred ·by passage of this bill. "-etc., 
etc. 

I have to say right now that opposition from lawen· 
forcement is most formidable. TherefoTl\, the first amend· 
ment which I accepted was to exclude I(lW enforcement! 

All of th" above, in most abbreviated fashion and 
eliminating a large part of the response from the pubI1c 
and private sector, indicales what you get for trying to 
bite off more than you (;an chew. Again, the /TI(!~saJZe is 
to come up with a simple, palatable and passable piece of 
legislation-and don't try to solve fill of the social ills of 
the nation in the process. 

A caveat, however: please avoid the temptation of one 
simple solution-that being to close public records. Not 
only would that solution be counter-prolluc.tive, but it 
would also raise the legitimate and understandable wrath 
of the journalism fraternity. 

Let me add a side thought at that point. One of the 
greatest allies that I had in passage of major freedom of 
information bills in California was and is the Califontia 
Newspaper Publishers Association. We must now interest 
them and their counterparts in the field of protection of : 
privacy. Good social policy and enlightened self-interest i 

I 
~~ ,} , 

would dictate that media representatiVes join us in our 
efforts to protect privacy. 

The risk, of course, is if they do not join us in a con
structive effort, somewhere along the line the forces that 
impelled the ominous fear referred to earlier may very 
well cause legislation to pass which will close otherwise 
opened public governmental records! 

Let me emphasize and restate that latter point. Restated, 
the public's "right to know" and a person's "right of 
privacy" are not and should not be made to appear to be 
conflicting rights. They are, instead, and should be made 
to interact as correlative responsibilities. Our obligation in 
government, in final analysis, is rather simple, and that 
is to make the system work. Specifically, our job here is 
to weave seemingly conflicting rights and responsibilities 
into a correlative scheme where we preserve both the 
public's "right to know" and the individual's right of 
privacy. On first blush that may seem most difficult. But, 
and again if we choose not to cure all social iUs all at 
once, it is a rather readily attai.nable goal. 

POSITIVE ASPECTS 

On the plus side of the politics of privacy, we should 
also recognize some basics. This issue, the protection of the 
right o€ privacy, is as politically sexy as it is socially 
necessary. "Everyone is for protect;ing our right of privacy: 
the liberals and the conservatives, from the ADA to the 
Y AF, from the Birchers to th'~ Bombers all are on "our" 
side. So, first of all, recognize that we' have allies-but 
recognize, also, that we have to organize oUP allies. 

There is another, pernaps subsidiary, public fear. That 
is the fel'[ of the social security number becoming a 
universal identifier (UID). In the vernacular the social 
security number is becoming more social and 'less, secure. 
Us.e, in the nice sense of that word, this public fear to 
bUIld a constituency. The constituency is there but it is 
not organized. 

BUILDtNO A CONSTITUENCY 

. So J.et's talk about the mechanics of building a con
slltue.ncy, a basic necessity toward passing a bill. We, 
of course, want to and .should involve the "cause" people, 
Common or Uncommon. We ne~d and want their support 
and actually should go out and help organize their sup
port: With a little prodding and p.rompting, they Will 
reallze that this is a cause that also needs their support. 

W,e also need (and they need us) .the computer people. 
Again, a combination of those great forces for good, pro 
bono publico and constr.uctive self-interest, dictate that 
t~e computer industry join forces to pass palatable legisla
tion rather than face the risk of opposing, and ultimately 
perhaps swaiiowing. the impala table. 

" ... " • 
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That latter thought, to bring in and work with the 
COT.'llputer people, is not at all impossible-not impalatable. 
As. long as you eschew the impossible, and work with 
their governmental relations people and their technical 
people (and also play on their fears a little bit), you will 
~e successful. ia encouraging their constructive coopera
tIOn. All of this, again, is calculated to construct a con
stituency. Work with the Council of State <Governme~ts 
who can provide both resources and guidelines fol' your 
work. Also, do not ignore local government. Some of us 
at times express our desire for "home rule". Home rule 
btcomes nothing more than a "homey homile" unless we 
practice the art-bring in, work with, and just plain in
clude local government and local governmental officials in 
our work. Governmentally, there are many more com
puterized personnel data banks within the sphere of local 
government than those operated by the state. 

SIMPLIFY THE BILL 

So, after all of that, let's put a pallatible and passable 
bill together. I recall at least one old saw from law school: 
Before you think great thoughts, read the statute. Para
phrasing, let me say that after you have thought all of 
your great thoughts, draft and passable piece of legislation. 

Therefore, my rather gratuitous but hopefully not 
hollow piece of advice, as one who has been through this 
but did not follow his own advice, is to put together. the 
following simple bill. I would start with a simple privacy 
"code of ethics" which would provide guidelines and 
statements of intent but not necessaril y the full impact 
and import of law. That's a good place to start. I would 
provide a right of access of the subjects of computerized 
data banks. I would provide the right of insertion (cur
rection) and perhaps some "forum" to determine whether 
a given item on the record shOUld be deleted. Providing 
the forum is almost as important (perhaps more so) as 
providing the actual technical and somewhat ethereal right 
of deletion. 

Start out with just governmental records--do not try to 
take on the whole world (all of the private sector) all at 
once. I do not mean to demean the efforts of the social 
thinkers in this field. These efforts are most important 
and, in fact, are catalytic to our being here today. How
ever, from the practical standpoint of the politics of 
privacy and in the vernacular, "you ain't gonna do it all 
at once." 

Avoid the costly items, such as a required audit trail, a 
required "prior consent" to interconnections, a required 
prohibition against linkage. These components might very 
well be initially drafted into an omnibus bill, but be 
ready to amend them out-quickly. 

Eliminate law enforcement-I would eliminate that in 
my original draft. Recognize that progress in a democratic 
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society is made very slowly. Recognize also that progress 
in a democratic society should be made slowly-because, 
if progress were very rapid the society may not be very 
democratic. 

So the bottom line would seem to be, first in reference 
to governmental records, to provide the right of access, 
the right of correction and insertion and some control 
over interconnection (if only an administrative guideline). 
There should be some constraints on record keeping itself. 
There should be some provision for deletion and some 
provision for shutting down the record-keeping machine. 
These latter need not be in exact form but could very well 
be left to administrative action. Remember, another bill 
can always be passed. 

Also recall the absolute necessity for re-personalization 
of record keeping. My recommendation in this regard is 
to require both public and private computerized data h:mks 
to register the fact that they are personalized data banks. 

This is not and should not be construed to be a licensing 
requirement. Remember, We are also interested in pro
tecting First Amendment rights. Rut the simple fact of 
registering-wilh for example the Department of Con
sumer Affairs or the Secretary of State's office-that you 
are operating a personal data bank is important in the 
re-personalization process. A simple and very non
bureaucratic system of registration can be required. All 
we are interested in is I) that you operate a computerized 
personal data bank, 2) what sphere or general area of 
information is encompassed therein, 3) where is it located 
(address and telephone number) and 4), most import
antly, who-by name-do you call to obtain "relief." The 
department involved need do no more than keep a record 
of that information and make sure that an individual 
citizen can make contact with the computer-and thereby 
be able to obtain the stated rights of access and correction. 

All of this may sound too simple. But the fact is that 
kind of bill can be passed and the basic rights with which 
we arc concerned can be protected. Having done that
having provided some basic rights of privacy and having 
established some type of public forum to which a citizen 
Gan appea:-we will have done a major part of our job 
in not only protecting those rights but allaying the public 
fear which docs exist. 

All of this can be accomplished long before 1984. 
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CHAPTER 6 

CONSUMER 
PRIVACY 
INTERESTS 

To address adequately the subject of Consumer 
Interests in Privacy required a different approach 
than the mock legislative hearings used as discus
sion vehicles for other topics during the Seminar. 
The relaxed ancl informal approach of a pane1 
discussion seemed to provide the best method for 
getting at the fundamental questions. 

Panel moderater S. John Byington, Deputy 
Director of the U. S. Office of Consumer Affairs, 
was joined in the discussion by panelists Joseph L. 
Gibson, general attorney for MARCOR (parent 
organization of Montgomery Ward); Theodore 
Jacobs, Executive Director of the Center for the 
Study of Responsive Law; John Kehoe, President 
of Ccnsumer Concerns, Inc., and former Director 
of the California Department of Consumer Affairs; 
Kenneth A. McLean, Professionai Staff Member of 
the U. S. Senate Committee on Banking, Housing 
and Urban Affairs; and Peter Schuck, Director of 
the Washington Office of Consumers Union . 

The pre-seminar materials mailed to participants 
included the following issue paper, edited for in
clusion here: 
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ISSUE 
PAPER 

Consumer interests in privacy extend to records con
taining personal information resulting from market place 
activities such as acquiring property, services, money, in
surance, or credit for personal or family uses. The breadth 
and diversity of consumer transactions and the variety of 
record-keeping practices associated with them defy easy 
definition of personal privacy interests, specification of 
privacy abuses, or prescription of effective remedies 
against infringements of privacy. 

The effective operation of the modern market place 
requires the collection and appropriate use of consumer
related data. Business decisions affecting consumers based 
on inaccurate, obsolete, irrelevant and incomplete data 
can serioUSly jeopardize the reputation and economic in
terests of the individual. Misuse of information can 
similarly produce adverse consequences for the individual. 
Unrestrained access to and linkages of records on con
sumers by business have enormous privacy implications. 

Recognition that consumers have certain rights of 
privacy and that businesses should engage in fair infor
mation practices prompted Congress to enact the Fpir 
Credit Reporting Act in 1970. This act, however, is 
limited to credit reporting agencies and thus does not 
cover the full scope of consumer transactions in the 
market place. The need for strengthened and broadened 
protections of consumer privacy interests is receiving in
creased attention by consumer and business groups and by 
governments at the federal, state and local levels. Vitally 
needed is a definition of intergovernmental roles and re
sponsibilities for oversight and regulation of record
keeping practices in the private sector. 

Accordingly, the following topics and issues serve as a 
basis (or consideration of this subject. 

Privacy Rights in Consumer Trallsllctions 

Greal quantities of personally identifiable data on con
sumers are collected, maintained, and distributed in 
today's market place primarily by companies doing busi
ness in more than one state or country. Credit reporting 
agencills, financial institutions, many retailers, credit card 
companies, insurers, and other businesses make frequent 
lise of data on individuals which is typically stored in and 
retrieved (rom computers. In th~ area of commerce, in
dividuals are susceptible to-eve~when they do not 
actually sufIer from-invasions of pers&ral privacy. 

What rights should consumers have regarding the col
lection, maintenance and distribution of information 
pertaining to themselves? 

How should those rights be protected? 
How should sensitive data (such as information on 
sexual habits, abuse of alcohol and drugs, emotional 
problems) be treated? 
Are there special problems with, and consequently the 
need for special treatment. of, certain types of records. 
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including: medical records: telephone records, par
ticularly vf long-distance calls; details of travel records; 
records on individuals' financial transactions maintained 
by financial institutions? 

What is the best role for the states and localities to play 
in areas where the federal government is already in. 
volved, sllch as tbe area covered by the Fair Credit 
Reporting Act (credit, insmance, and employment trans
actions involving information developed by consumer 
reporting agencies)? 

Cable Television Systems 

Certain cable systems have the capacity to survey all 
residences connected to the system to determine which 
program is being watched in each home. Individual sets 
can also be turned on and off (rom a central source. 

]s the most acceptable solution federal legislation pro· 
hibiting monitoring of communications entering and 
leaving a citizen's home via cable television, and for
bidding disclosure of identifiable information about the 
viewing habits of subscribers unless there is a court 
order'! 

What role, if any, is desirable and feasible for state and 
local governments? 

Electronic Funds Tmllsfer Systems 

Systems are under development allowing immediate &t
point-of-sale transfer of payment§ from consumer to 
merchant accounts and between financial institutions. The 
unauthorized disclosure, interception, or use of such data 
could result in severe invasions of privacy if it revealed a 
clear picture of a consumer's movements, spending prefer
ences, and personal habits. For such a system, the ade
quacy of the customary montbly bank statement al~o needs 
to be examined, as does the adequacy of present law on 
bank liability for errors in the recording and use of 
account information. 

A recent federal law establishes a National Commission 
on Electronic Funds Transfer. What should the Com· 
mission do? 

What roles are appropriate for state and local govern· 
ments? 

Mail Lists 
There is some public concern over both government 

lind private sector production, dissemination. and use of 
mail lists. 

What arc the real privacy interests to be protected? 

Are there material privacy abuses in the list area? 
What about an "opt-out" opportunity for removing one's 
name from lists? 

Should lists developed by government agencies be 
treated differently from those developed by the private. 
sector? 

PANEL 
SUMMARY 

The basic issue raised during the consumer 
panel discussion was the extent to which consumer 
interests in privacy apply to records containing 
personal information-records produced by market
place activities such as the acquisition of property, 
services, money, insurance or credit for personal 
or family use. The panelists also raised the question 
of whether or not an omnibus State privacy bill, 
one designed to affect record keeping and access 
to such State records, should apply to private sector 
records, including those maintained by industry, as 
well as to government records. 

One panelist made two distinctions between 
State and commercial inquiries into private infor
mation. The first was that it is economically pro
hibitive for industry to collect unnecessary personal 
data. Since government doesn't have this same 
economic inhibition, there is a greater probability 
that government will collect more personal data 
than .industry. The second distinction is that anti
trust laws and vigorous competition restrict the 
interchange of personal information between busi
nesses. Therefore, that panelist believed, personal 
data obtained by private companies should not be 
included within the scope of an omnibus State bill. 

Another panelist contended that government 
information gathering involved the application of 
different principles than commercial information 
gathering and that they require,d radically different 
approaches. For example, State or Federal govern
ment records, with certain exceptions, are public, 
whereas corporate records are generally private. 

The core of the issue involves the question of 
w~ere most of the abuses lie. Some panelists per
celv~d greater abuses in the private sector than in 
publIc records keeping. As an example of such 
abuses, a panelist cited the Federal Trade Com
mission's (Consumer Credit Division) case against 
the Retail Credit Company. This case involved the 
method by whiCh information on individuals is 
~btained, the frequent inaccuracy of such informa
tIon, and the unauthorized use of it. Since this 
see~ed to spark the greatest interest, the major 
port~on of the remaining discussion was devoted to 
credIt lending. 

The panelists described two types of credit re
ports. One is a simple report relating to commercial 
transactions. It involves who you are, where you 
live, and by whom you are employed. The other 
type is the investigative report. The greatest number 
of complaints involve investigative reports sllch as 
those requested by life insurance companies trying 
to find out what kind of person they are abo,lIt to 
insure. 

The current structure of the credit reporting in
dustry makes it nearly impossible to produce 
accurate investigative reports. Life insurance com
panies, for example, not only demand extensive 
amounts of information about physical characteris
tics, morals and sex life, but demand such informa
tion at the cheapest rate. Compounding the prob
lem, investigators, believing that a percentage of 
the apples will be bad, work generally under a 
quota system. That is, they must produce a certain 
percentage of adverse cases. A credit company may 
produce a quota of 20 to 25 reports per investiga
tive agent per day, some of which may end up in 
the "adverse" category whether or not they are 
adverse in fact. In light of this, many members of 
the Congress, including the sponsor of the Fair 
Credit Reporting Act, Senator Proxmire, f.)elieve a 
legislative overhaul of the system is overdue. 

A related issue is what role, if any, the States 
should play. Since different standards are probably 
needed for the variolls States, should there be 50 
different State credit reporting acts? Senator 
Proxmire considers Federal legislation as setting 
minimum standards for the States. An example is 
the Fair Credit Reporting Act. In that case, ex
perience of the States will be useful at the Federal 
level in convincing Congress that more protective 
and innovative measures can be effective and that 
such measures neither disrupt the flow of credit 
information for business purposes nor hurt the 
economy of the States. Experience in California has 
demonstrated that the Fair Credit Reporting act 
omits important provisions such as adequate ad
vance notification to the subject of a credit 
investigation. In addition, some intrastate busi
nesses require protection for the consllmer that the 
Federal bill does not provide. 
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PANEL 
SUMMARY 

Therefore, the States may well profit from im
plementation of State acts like the Federal Fair 
Credit Reporting Act even engaging in healthy 
competition with the Federal government. Until the 
unlikely time that a perfect Federal bill is developed 
that would solve all the problems at once, the 
States should not be preempted in this area. Innova
tive and experimental State fair credit reporting 
acts, therefore, do not constitute duplicative legis
lation. 

While some panelists saw the profit motive of 
private industry as a safeguard against abus<) in 
credit reporting, others saw the profit motive as 
impelling private industry to seek irrelevant in
formation. Even procedural safeguards may not 
stop abuse. Perhaps some types of highly personal 
information should be excluded comp!.)tely by law 
from the scrutiny of an investigator even though it 
may bear some indirect relationship to a person's 
credit-worthiness or insurability. 

A recent example is the Federal Home Loan 
Bank Board's proposed legislation that would pre
vent institutions under its regulatory control from 
collecting data concerning the child bearing inten
tions of families. Such information would simply 
be precluded from the permissible data that could 
be used to justify credit decisions. 

The current Fair Credit Reporting Act contains 
no requirements that an individual authorize the 
investigation in advance. A majority of the pane
l ists agreed that proposed amendments to this act 
or any proposed State fair credit law should be 
predicated upon advance disclosure and consensual 
authorization of the subject. Whether such amend
ments should proscribe obtaining certain kinds of 
highly personal information is a separate issue of 
some difficulty because of the problem of precisely 
deHning such information. 

The panelists also discussed the issue of how the 
caliber of credit investigators could be improved. 
OnD panelist contended that professional licen~i()g, 
whatever the form, is not the answer, because such 
licensing is often merely a means for a profession 
to "cartelize" so as to create parties and avoid price 
competition. 
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The core of the problem is the structure of the 
credit reporting industry itself. Pressures are so 
great to produce large amounts of information 
of a broad scope at such small cost that many 
credit investigators will inevitably follow improper 
practices. 

In addition, there are many contributing factors. 
For example, the profit motive may impel a profit 
maximizing company to seek a great deal of in
formation, perhaps of marginal value, that may 
involve invasion of privacy. Another factor is that 
some investigators are going to exercise a certain 
amount of natural curiousity. Also, certain unde
sirable incentives arc often built into the investiga
tion process that may have a bearing on an in
vestigator's career advances. This is a basic aspect 
of the Federal Trade Commission's case against the 
Retail Credit Company. 

Another issue, the relationship between State fair 
credit laws and the interstate commerce clause, 
was also raised. Much data gathered by credit re
porting firms is of an interstate nature. 

A State couldn't completely regulate a credit 
reporting company doing business in an9ther State. 
However, a State could effectively regulate the 
il,:vestigatory process. For example, a State could 
limit the kind of personal information investigators 
seek for specified purposes. 

The subject of mail lists also came up. As defined 
by the panelists, the basic issue regarding mail lists 
concerned advance notification as to the purpose 
and uses for which one's name is on a list. Many 
persons buy products or provide information with
out realizing that their names may be sold com
merciaJly as a part of a mail list. Solicitations re
sulting from the use of such mail lists are considered 
by some to be unwarranted invasions of personal 
privacy. However, others viewed the receipt of 
advertisements and solicitations through the mail 
as constituting an extremely minor form of privacy 
invasion. Most panelists agreed that the problem, 
whatever its extent, could largely be cured by' pro
viding persons with advance notification as to the 
potential uses of the list. 

CHAPTER 7 

SYSTEMS COST 
AND THE 
ECONOMIC 
IMPACT OF 
IMPLEMENTING 
PRIVACY 
LEGISLATION 

The Chairman, Dr. Willis H. Ware of the Rand 
Corporation, Santa Monica, California, intro
duced the panel of members on systems cost and 
the economic impact of implementing privacy legis
lation. The panel members included: Robert 
Cara vella of the Federal Trade Commission and 
formerly of the Illinois Department of Finance, 
Jerry Hammett of the Ohio Department of Ad
ministrative Services, Peter Herman of the Vermont 
Department of Budget and Management, and Paul 
Wormeli of Public Systems, Incorporated, Sunny
vale, California. A sixth panel member, Walter H. 
Haase, Deputy Associate Director for Information 
Systems of the U. S. Office of Management and 
Budget, had been called away to confer on im
pending Congressional passage of the Privacy Act 
of 1974. Dr. Ware presented the statement of the 
panel, which is summarized here. 
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SUMMARY 

There are no firm data on which to base an estimate of 
the cost of implementing privacy legislation. The cost will 
obviously vary significantly with the specific provisions of 
any proposed measure and with the starting posture of an 
agency, especially with respect to its position on the safe
guarding of information. 

The proter.i'')n of privacy obviously will involve costs, 
perhaps SuuSI.".rlt::l! Gnes. However, we are not facing a 
wholly unprecedented situation. There have been other 
instances where benefits to and protection of our popula
tion have required sizable expenditures to cope with the 
problems generated by our technology, e.g. fire protection 
and efforts to deal with environmental pollution. Even if 
the cost is as high as several hundred million dollars per 
ycar, the eXl'enditure of one to three dollars per year for 
each member of our population is neither formidable nor 
preemptive, especially when compared to the corresponding 
figure of about ten dollars per person annually for pollu
tion contr')ls. Thus, while we must acknowledge the impact 
of the cost and strive' to minimi7.e it by carefully drafted 
!egislation and by technical innovation, economic con
siderations, in themselves, should not preclude action on 
the privacy front. 

1n considering various components of cost, it is im
portant to distinguish conceptually between the protection 
of privacy on the one hand and computer security on the 

other. 

Protection of privacy is largely concerned with assuring 
that accurate, relevant, and timely information about 
people is used only for stated purposes and in the best 
intere~ts of each individual. It includes giving the in
dividual both control over how information about him 
is used and a mechanism for making corrections to the 
record. 

C~lIl1puter security (or safeguarding of information in a 
manual system) includes measures that: 

Protect the system--including its physical hardware. its 
personnel, and the data it contains-against either de
liberate or accidental damage by a specified threat; 

Protect the system against denial of lise by its rightful 
owners; and, 

Perhaps most important for privacy considerations, pro
tect information against disclosure to unauthorized lIsers 
of the system. 

While the cost of computer security can, in principle, 
be ascribed to privacy legislation, such an allocation repre
sents an inappropriate cost accounting approach. Any 
information system should have safeguards against acci
dental or malicious damage or misuse of the information 
it contains, because its very existe:1ce indicates that it is 
relevant and critical to the appropriate functioning of the 
organization that maintains it. Thus, information system 
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security should be charged to the basic purpose for wi.ich 
the system exists, even though the security measures con· 
tribute to protection of privacy. In systems with well· 
developf!d security measures, additional re""lirements for 
privacy protection are likely to be of modest cost. In 
sy~:ems with lax security. greater levels of expenditure 
obviously will be necessary. 

Organizations faced with implemen!ing privacy policies 
and procedures are likely to behave in predictable ways: 

First, uley will automatically resist change in long 
established methods of operating and record-keeping 
procedures. 

Secondly, when changes are required they will utilize 
the opportunity to effect other modifications and im
provements that have been delayed for various reasons 
and are, of themselves, desirable but have no direct 
bearing on privacy protection. 

As a result of these circumstances, agencies, partly for 
sel f-protection, will tend to overestimate costs to include: 

Improvements collateral to privacy issues; and 

A sizable contingency mflrgin to deal with uncertainties 
and to allow some bargaining room. 

Thus, ill trying to work out the particulars of a bill 
with those who have responsibilities for implementation, 
legislators should clearly and thol"Oughly anaJ~I:e and 
dissect agency estimates in order to separate cost elements 
related to privacy, computer security, and/or other types 
of system modifications. Once this is accomplished, it is 
important to examine tradeoffs between specific provisions 
of a proposed bill and the cost associated with them. 
Small changes in some provisions may have si2;nificant 
economic impact, while costs may be relatively insensitive 

to others. 
In the following examples, cost components associated 

~pecifically with computer security measures are excluded: 

Cost components that could be relatively insensitive to 
detailed provisions of a bill exclude those related to: 

Requirements for public notice of the existence, content, 
and use of data systems; and 

Personnel training, .establishment of methods, adminis' 
trative arrangements, and disciplinary procedures. 

These requiremf!nts are fairly fundamental to the 
establishment of a privacy program, and the expenditure 
for them will occur largely on'ly once-at the initiation of 

the program. 

Costs that may vary significantly-even dramaticallY
depending on the detailed language of a legislative pro' 
posal, include those related to: 

Re.cording accesses to a record. Do we record all 
accesses, a statistical sap1ple of them, on.t~' those. that 

are exceptions to routine uses of the data, or only 
those that become of special interest, perhaps be
cause some record suddenly has many accesses to it? 

Notice of corrections that an individual makes to his 
record. Do we send notice of the correction to all 
past rf!cipients of a record, all recipients within the past 
two months, one year, five years, or do we ~nly 
amend the record so that all future recipients will 
have the corrected data? For some systems such as 
those dealing with criminal justice inf~rmation 
s~o.uld we. send notice of correcti.:ms to all pasi re~ 
clplent~ Wlt~ less stringent procf:dures for handling 
correctIons III other types of systems? Do we send 
corrections only at the request of the data subject 
and then only to the past recipients that he specifies? 

Requirements for purging records. Does this mean 
actual destruction of a particular record in a com
puterized system at a specified time? If so, it is likely 
~o ~e ~ore expensive than simply blocking all dis
semmatIOn at a stated time with actual removal of 
the record later at a more economically-advantageous 
moment. 

. Esti~ating. the ~ost of implementing privacy legislation 
IS ObVIOusly IIlt~~sIfied by .our inability to judge accurately 
the level of actIVIty to WhICh a record-keeping system will 
have to respond. 

For example, what proportion of the data subjects in a 
record ~ystem will request access to their records? What 
proportIon of those accesses will require amendment to 
~cords a~d notices to prior recipients of information? 

he e.xp:nence of one organization in the consumer cre(!;[ 
fi,eld mdlcated .a subs~anUal initial impact when the pus
sdge of t?~ FaIr CredIt Reporting Act provided expanded 
opportumtIes for consumers to challenge their cred:t files. 
The comparability of this experience to demands by data 
subjects for access to state and local government records 
abo~t .themselves is difficult to estimate but it is probably 
realIstIc to anticipate at least an initial surge of requests. 

.The cost of implementing privacy legislation cannot be 
accurately measured, particularly where ihere is a I.Rck 
of dependable information on the nllmber and kinds of 
record-keeping systems in a particular jurisdiction, and 
the uses made of them. However, rough estimates based 
on some data pertaining to the F- "'" sector inc\'cate 
that the economic impact, whi! able. .s not unaccept-

~t i.s P~ssible to identify specifll. f rovisions of proposed 
egIslatIOn that (;ould lead to rapid cost escalation and 

others for which implementation costs could be reason
ably determined and controlled. 

PANEL 
SUMMARY 

Legislators, in working with agencies on the formula
tion of a bili, should insist UP;;:!l cost breakdowns that 
relate projected expenditures to specific requirements of 
the [~gislal.ion. This approach could reveal proposed 
sy~tem applications that are not directly reiated to 
prIvacy concerns. Existing capabilities in information 
technology are adequate to develop cost breakdowns 
that are accurate enough, according to specific features 
of a bill. 

The absence of privacy legislation can entail~ctual 
monetary as well as social costs. With adt:quate privacy 
safeguards, some consolidation of record systems with 
attendant economies of scale would be palatable. 

Some activities associated with implementing privacy 
legislation may be more difficult to accomplish with a 
manual record-keeping system than with a computerized 
one, and vice wrsa. Proposed legislation may have to 
distinguish between treatment of records in these two 
types of systems, raising additional cost considerations. 

Data that have not been collected cannot be abused. 
Consideration of privacy legislation provides an oppor
tunity to review a state or local government's authority 
for collecting personal data and to weigh the social value 
of maintaining certain types of information against the 
feasibility and cost of instituting ~ppropriate prl'/acy 
safeguards. 

Si~i1arly, the cost to safeguard record-keeping systems 
WIll dep~~d upon resolution of questions of social policy, 
e.~. decI~IO.ns to establish socially acceptable ways of 
usmg eXIstIng data. For example, if it is appropriate 
from the standpoint of social policy to combine data 
about welfare recipients with tax records to monitor 
ab~se, then cost savings might be realized through ap
plymg safeguards to a single system of records rather 
thar. to two separate ones. 

In view of the many uncertainties surrounding economi(: 
aspects, it may be cost-advantageous to have privacy 
legislation that authorizes substantial use of adminis
t~ative rulemaking for establishing specific implementa
tIOn procedures. The regulatory approach certainly 
should provide greater flex.ibility for effecting improve
ments identified by experience than the legislative or 
judicial rautes. 

Similarly, it might be wise to uegin with a legislative 
proposal that specifically does not attempt to solve all 
problems involveo in the protection of personal privacy 
at once. Initial legislation. might be regarded as a basis 
for learning, with a stipulated agreement that it will 
be amended in relevant. ways, as experience dictates. 
Thus, a privacy bm should include provisions for feed
back of operating information and periodic assessment 
of the program's cost and effectiveness as it progresses. 
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PANEL 
SUMMARY 

During the brief period for questions and com-
ments, the following points were made: 

A question from the floor inquired about the availability 
of data associated with implementing the Fair Credit 
Reporting Act provision thal permits a consumer to 
challenge information in his credit file. Replies from 
the panel indicated that dependable data of this kind 
are difficult to obtain, probably because of the credit 
industry's sensitivity to questions about the accuracy of 
their records and also because of the proprietary nature 
of the information. It was suggested that the Federal 
Trade Commission may have materials on the cost of 

administering the Act. 

In response to a request for reference materials that 
would assist record-keeping organizations in estimating 
cos', related to privacy and security measures, a docu
ment prepared as part of the IBM/State of l11inois 
Project SAFE effort was mentioned. The publication, en
titled The Elements and Ecollomics 0/ Illformatioll 
PrivacY and Security, contains a checklist of cost con
siderations. Possibly an interested organization, such as 
the National Association for State In'formation Systems, 
would be willing to prepare a bibliography that pulls 
together documentation on cost issue~, from various 
sources. Also, there is a need for a similar effort to 
develop a set of uniform d<;finitions of terms related to 
privacy and security matters. Such a compilation would 
enhance communication among all those involved in or 
affected by privacy legislation and programs. 

Another cost consideration relates to problems that 
could result from different or conflicting provisions of 
privacy statutes in various jurisdictions, e,g. in instances 
where personal data may be appropriately transferred 

across state lines. 
Concerns were expressed that both public and private 
sector organizations would withhold or delay new or 
improved services to consumers because of the costs 
of safeguarding personal data systems. Panel members 
felt that it was more likely that the costs would be 
passed on to the public/consumers in the form of in
creased taxes or, >in the private sector, higher prices. 
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CHAPTER 8 

A STRATEGY FOR 
COOPERATIVE 
FEDERAL-ST ATE
LOCAL PRIVA,CY 
PROGRAMS 

A panel organized from among the participants 
n:ade ~ecommenclations, which resulted from the 
dISCUSSIons and ~roceedings of the Privacy Seminar. 
for a strategy pomting toward cooperative Federal
Stat:-local privacy programs, Serving with Panel 
Chalrnlan Lee M. Thomas, Executive Director of 
the South Carolina Office of Criminal J llstice 
wer~ Indie na Representative Kermit Burrous; 
A~slstant Attorney General Alan MacDonald of 
Massachusetts; Michigan Senator Robert Vander 
~aan; Howard Kaiser, Director of Data Processing 
for the State of New York; Mayor Tom ModdY of 
Col~Jmbus, Ohio; Freddye Petett, Administrative 
ASSIstant to the Mayor of Portland, Oregon; Justice 
~ob~rt Utter of the State of Washington; and Cali
forma Assemblyman William Bagley. 

Meeting, in plenary session, the Seminar partici
pants conSIdered and adopted several of the panel 
recommendations. The panel suggested that these 
be given wide dissemination along with the working 
papers and. summary record of the proceedings~ 
The followll1g recommendations were adopted: 
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RECOMMENDATION 

Lest State and local interests be f?rgotten or redu:ed 
I. to after-the-fact expression, there IS an overwhelm~ng 

necessity for a joint and cooperative implementatIon 
strategy for privacy programming among Federal, 
State, and local governments. 

2. A single, coordinating entity should be established for 
Federal privacy programs. 

Within one year, each State Governor. s~ould call ~or 
:l. a conference on privacy and confidentIa~lty to ~ro~lde 

a full discussion of the issues by execut~ve, legiSlative: 
judicial, and private sector leaders. Fr?m such a ~on 
ference, each State should devel?p Its own UnIque 
strategy for the development of prIvacy programs. 

4. Private business interests must be recognized and dealt 
with' in the development 9f State legislative program~. 
Such interests should be present ~t .any Governor s 
conference on p'rivacy and confidentIality. 

There should b(' a coordinated effort by State and 
5. local public and private interest groups to develop a 

mecl~anism to assure that privacy issues are ad?res,ed 
in a comprehensive fashion. This effort should Include 
broad legislation to enable local. gove~nments to ~e~ 
velop their own approaches to pnvacy In concert Wit 
State-wide principles. 

The dissemination of information and the p:ovision of 
6. technical assistance for privacy programm~ng ~hOUI~ 

be actively pursued through the DomestIc OU~CI 
Committee on the Right of p:ivacy ~nd approprIate 
public interest group coordinatIng bodies. 
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Appendix I PRIVACY -A PERSPECTIVE 
by Alice McCarty • 

The protection of personal privacy has emerged 
as a major public policy issue largely within the 
past decade. A brief look backward, nevertheless, 
reveals numerous instances of earlier expressions of 
concern by legal authorities and articulate spokes
men of both the public and private sectors of our 
society about the invasion of individual privacy. 

As far back as 1879, Judge Thomas M. Cooley in 
his Treatise on the law of Torts wrote of a person's 
"right to complete immunity: to be let alone." An 
article published in the Harvard Law Review in 
1890 by Samuel D. Warren and Louis D. Brandeis, 
entitled "The Right to Privacy," has .become a 
classic and perhaps is the most often quoted as an 
example of early interest in this subject. The authors 
were concerned about non-governmental thleats to 
privacy exemplified by a new form of "record-keep
ing" in their day - photography - and the rights 
of individuals to sue if they felt their privacy had 
been invaded. In 1927 Brandeis, then a Justice of 
the Supreme Court, in a dbsenting opinion in 
Olmstead v. United States wrote that "every unjusti
fiable intrusion by the Government upon the privacy 
of the individual, whatever the means employed, 
must be deemed a violation of the Fourth Amend
ment." 

In the first half of the 20th century, the rapid 
development and use of information-gathering and 
surveillance devices and of such tools for personal 
assessment and analysis as personality tests and 
polygraphs prompted occasional protest from public 
officials, aggrieved individuals, and the press. How
ever, it was not until the mid-1960s that the loss 
of personal privacy became a matter of widespread 
concern. This fear resulted from such factors as: 

Government demands - appropriate or not -
for more information about individuals to carry 
out its planning, programming, budgeting, statis
tical, research and analytical responsibilities; 

Burgeoning private sector activities in research, 
market analysis and procedures for handling 
economic transactions-involving financial insti-----.- . 

• Alite McCarty is bireclor of Res~"rch for Ihe Domeslic Council 
Com!!!iUee Oil lhe Right of Privacy, 

tutions, consumer-reporting agencies, the credit 
card industry, and insurance organizations; 

Evidence that the social security number and 
other types of personal identifiers could be or 
were used to compile, check, and cross-reference 
personal data in ways unexpected QY and ofttn 
unknown to the individuals involved; 

The inability of individuals to determine readily 
what records were kept about them, wh9 had 
access to the records and for what purposes, and 
whether the records were accurate; 

The impact of modern information processing 
technology with its capabilities to handle, pro
cess, store, manipUlate and combine data in 
countless ways, and at almost incomprehensible 
speed. 

About the same time - the mid-1960s - a 
Federal proposal for a National Data Center was 
abandoned after press and public outcries about its 
potential as a first step toward George Orwell's 
1984 - and numerous law review, journal and 
newspaper articles, as well as popular books like 
The Naked Society and The Privacy Invaders _ 
began to appear. In 1967 Alan F. Westin, Pro
fessDr of Public Law and Government at Columbia 
University, published Privacy and Freedom, a de
tailed treatment of the historical, legal, political, 
and sociological aspects of privacy. This was fol
lowed over the next few years by a number of other 
studies and pUblications which have helped to focus 
public attention on personal privacy issues, includ
ing 011 Record: Files and Dossiers ill American 
Life, 1969, edited by Stanton Wheeler; Arthur 
Miller's A ssault on Privacy, 1971, and J amer> B. 
Rule's Private Lives and Public Surveillance: Social 
Control in the Computer Age, 1974.* 

Particularly deserving of mention are two land
mark studies completed in the early 1970s. Data
banks in a Free SOCiety, the report of the National 
Academy of Sciences' Project on Computer Data
banks, 1972, by Alan Westin and Michael Baker, 

• These and other important. reference documents are included on 
Ihe Reading List (Apl",ndix V). 
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APPENDIX I 

pointed out that the computer's new capabilities had 
not yet led inevitably to major changes in organi
zational patterns of information gathering, manipu
lation or dissemination; in computerizing their files, 
organizations - public and private - had general
ly adhered to their traditional administrative policies 
on the handling of data. However, computers had 
brought about a dramatic expansion of information 
networks with attendant implications for the in
vasion o( privacy; thus, the tim~ had come to con
sider new legislative, administrative and judicial 
measures to define and assure rights of privacy and 

due process. 
The second study was sponsored by the U. S. 

Department of Health, Education and Welfare and 
conductr::d by the Secretary's Advisory Committee 
on Automated Personal Data Systems. In its report, 
Records, Computers, and the Rights of Citizens, 
1973, the Committee concluded that it was im
portant to implement a concept of mutuality be
tween record-keeping entities and data subjects. It 
recommended that record-keeping orgal1zatiol1s ad
here to five fundamental principles of fair informa
tion practice - concepts that have had a major 
impact on many privacy efforts since undertaken. 

During the 1965-72 period, privacy concerns 
gained considerable visibility in Congress with con
sideration given to proposals dealing with such sub
jects as the regulation of Federal data banks, sur
veillance methods of the military and Federal law 
enforcement agencies, commercial credit bureaus, 
census questions, unsolicited mail, and the privacy 
of Federnl employees. During this period Congress 
enacted two major laws that addressed directly the 
question of personal privacy - the Omnibus Crime 
Control and Safe Streets Act of 1968, which con
tained provisions to limit the legal use of wiretaps, 
and the Fair Credit Reporting Act of 1971. The 
latter established procedures whereby an individual 
can be informed of the nature and substance of 
information maintained about him by a consumer
reporting agency and can take action to amend his 
record. (Amendments to strengthen the presently 
limit.ed safeguards in the Act have been introduced 
in the 94th Congress.) 
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The 93rd Congress has been called the "Privacy 
Congress," principally because approximately 250 
bills were introduced between 1973-74, relating 
both to the issues mentioned above and to others 
such as criminal justice information, bank records, 
social security numbers, health records, income tax 
returns, and telephone communications. That Con~ 
gress enacted two major privacy measures - the .. 
Family Educational Rights and Privacy Act of 1974 
(P.L. 93-380) and the Privacy Act of 1974 (P.L. 

93-579). 
The former, often referred to as the Buckley 

Amendments, permits parents :0 have access to 
school records about their children (and students 
::,ver 18 have access to such records about them
selves), and sharply limits the disclosure of school 
record information to outside parties. 

The Privacy Act of 1974, effective September 27, 
1975, establishes individual rights and agency obli
gations with respect to personal data in systems of 
records maintained by Federal agencies. It requires 
each agency to publish an annual notice describing 
each system under its control from which infor
mation about individuals is retrieved in identifiable 
form; to meet certain conditions for disclosing 
personal information without ~he data subject's con
sent; to establish procedures whereby an individual 
may review and challenge information in a record • 
about himself; and to limit its record-keeping to 
information necessary to accomplish an agency i 

function required by law or Presidential order. ' 
Further, the Act places a moratorium on the I 

authority of Federal, State, and local government i 

agencies to compel an individual tl) disclose his 
social security number unless re~U1red by Federal 
or State statutes, or by Federal or State regulation 
adopted prior to January 1, 1975, in connection 
with the operation of an existing record-keeping 
system. The Act also establishes a Privacy Pro
tection Study Commission to review and .analyze 
a wide range of issues related to personal privacy, , 
including the need for Federal legislation applicable: 
to State and local government records and records' 
maintained by private organizations. (See AppendiX: 
XVII for further discussion of the Privacy Act.) i 

l- ' 

During the last Session of that "Privacy Con
gress," in early 1974, the President established the 
Domestic Council Committee on the Right of 
Privacy under the chairmanship of the Vice Pres
ident. Its membe.rs are the Secretaries of the De
partments of the Treasury; Defense; Commerce; 
Labor; Health, Education and Welfare; the At
torney General; -and the heads 6f 5 additional 
agencies - the Office of Management and Budget, 
the Civil Service Commission, the Office of Con
sumer Affairs, the Office of Telecommunications 
Policy, and the General Services Administration. 
The Committee's charge is to consider and recom
mend prompt action to assure a proper balance 
between 'the record-keeping capacity of public and 
private organizations and the individual right to 
privacy. Wiretapping and electronic surveillance is 
excluded from the Committee's broad mandate since 
those subjects are currently under study by the 
National Commission for the Review of Federal 
and State Wiretapping Laws. 

To achieve its objectives the Committee was 
made responsible within the Administration for 
developing and coordinating agency views, policy 
recommendations, and specific legislative and ad

. ministrative initiatives that affect the way informa
tion about indi,,)dual Americans is collected, re
corded, used, and disseminated. 

The Committee has endorsed initiatives in such 
areas as military surveillance. of civilian political 
activities, criminal justice information, electronic 
funds transfer systems, the confidentiality of tax
payer records, Federal mail lists, customer records 
inl'inancial institutions, Federal employee rights, 
and security guidelines for Federal computers and 
communications systems. Its staff has worked with 
interagency task forces, individuals and groups 
outside the Federal Government, members of Con
gress, and Congressional Committee staffs toward 
the implementation of these initiatives and others 
reflected in provisions of the Privacy Act and the 
Buckley Amendments. Current projects are con
cerned with the need for a Federal policy on the 
~se of the Social Security numbe:. as a personal 
Identifier and the need for strengthened privacy 
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safeguards for employec records, health records, 
welfare records, and statistical and research data. 

Other recent activities at the Federal level with 
impHcations for personal privacy include two Ex
ecutive orders to limit Agriculture Dt:partment and 
Wbite House access to Federal tax return informa
tion and the establishment of national study com
missions on electronic fund transfers, F~deral 
paperwork, and the publication of human research 
subjects. 

Much of the concern about and action 011 privacy 
issues has been at State and local government levels 
and in ~he private sector. Many State statutes and 
regulations as well as local ordinances some of , -
which have been on the books for many decades, 
pertain to the collection, dissemination and use of 
personal data. Laws concerning medical and school 
records are the most common, while others deal 
with criminal justice information, the use of wire
taps and polygraph tests, bank records, credit 
transactions, and public assistance records. Min
nesota, Utah, and Arkansas have fair information 
practice laws that limit the collection and use of 
personal data maintained by state agencies, require 
notice of the kinds of personal data maintained by 
the State, and provide individuals an opportunity 
to review and, where necessary, correct records 
about themselves. Minnesota has recently amt;:nded 
its initial statute after almost a year of operating 
experience. In May 1974, Oklahoma enacted a 
statute to prohibit new uses of tIle Social Security 
number by State agencies. More than 100 privacy
related bills were introduced in State legislatures 
during 1974, with about 85 measures proposed at 
this writing in 1975. 

In addition, at least seven States have established 
special commissions or boards to study privacy con
cerns within their jurisdiction and to examine the 
need for new State laws or other actions to protect 
personal privacy. 

In the private sector, many business and social 
science organizations and professional! technical 
groups have demonstrated leadership in efforts to 
safeguard personal privacy. They have implemented 
policies on record-keeping that protect their cm-
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ployees, customers, or members and have sponsored 
studies, conferences, and publications on various 
aspects of the privacy issue. Examples include a 
six-volume study on data security carried out at 
four study sites with the support of the IRM Cor
poration; a national conference on the confidentiali
ty of medical records sponsored by the American 
Psychiatric Association and other health organiza
tions; and the voluntary adoption of codes of con
duct by some associations representing the informa
tion processing disciplines. 

Private organizations as well a,s public agendes 
necessarily are devoting increasing attention to the 
economic impact of modifying record-keeping 
practices and applying the privacy safeguards and 
security measures that are being mandated or re
commended through legislation and administrative 
or voluntary action. A few studies and analyses of 
cost issues are becoming available, including Robert 
C. Goldstein's The Cost of Privacy: Operational 
and Financial Implications of Databank-Privacy 
Regulation (Boston, Mass., Honeywell Information 
Systems), 1975, and a publication of the State of 
Illinois-IBM Corporation's Project SAFE, entitled, 
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The Elements and Economics of Information Pri
vacy and Security (Springfield, Illinois: State of 
Illinois, Project SAFE), 1974. 

Every indication is that privacy issues will con
tinue to occupy a place of prominence with the 
American people and that efforts to regulate the 
collection, maintenance and use of personal data 
will accelerate. At this writing, pending in the Con
gress are nearly 100 bills concerning such issues as 
criminal justice information systems, the disclosure 
of data on taxpayers to third parties (including 
other government agencies), investigatory access to 
bank records, and the surveillance of citizens by 
military and civilian agencies. As mentioned above, 
nearly as many have been introduced in the 1975 
sessions of State legislatures. Privacy-related activi
ties of private organizations continue to expand in , 
anticipation of governmental action to control 
record-keeping practices in that sector. Experience 
gained under the Privacy Act of 1974 and similar 
State fair information practice laws and the findings, 
of the Privacy Protection Study Commission un
doubtedly will have a major impact on future legis
lation, administration, and voluntary initiatives. 

\ 
I 
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Appendix II GLOSSARY OF FREQUENTLY 
ENCOUNTERED TERMS 

Personal ?r~vacy and related concepts, such 
as confiderttmlIty and data security, lack stable 
definitions, particularly as they relate to the han
dling of record~d information. Progress in defining 
the J:gal, techmcal and administrative implications 
of pnvacy safeguards policy has been surpassed b 
compute~ and com~unciations technologyadvancZs 
that. eradIcate barners of time and distance in infor
matIOn processing. Therefore without ]. . . ,c aiming 
finalIty and conclusiveness of definition, this glos-
sar~ attempts to describe various current meanings 
a.sslgned to terms frequently encounterd in discus
sIons of personal privacy issues. 

Personal Privacy: This is a concept having constitutional 
common law, and social-psychological roots. As com~ 
monly. used, it may connote: (1) substantive rights 
stc:nmtng from specific legislative enactment and cour; 
rulIngs, e.~., the physician-patient privilege, the SUpreme 
Court rulIngs o~ abortion and contraception, the com
mon law I:emedles against malicious libel and slander 
an~ the .mlsuse of an individual's name or likeness; (2) 
a 1.alue Judgment, e. g., a conviction about the extent to 
W~lch government should regUlate or inquire into 
pflvate conduct; or (3) due process guarantees e g 
th~ 4th Amendment requirement of warrants ~rio~ t~ 
seizure of personal property. 

Fair .'nformation Practice Principles: These are basic 
premls.es that seek to ass~l'e that individuals, solely or 
collcchvely, are able to influence when, how, and to 

;h~t e~tent information about them will be collected, 

o atnt~tn~d, used,. and disseminated by record-keeping 
rganlzatlo~s. BasIc premises with respect to government 

record-keeptng operations include the following: 

~nt a~ency should collect only personal information 
a IS. necessary for the performance of functions 

authoflzed by law. 

:n age.ncy should advise the individual of the purpose 
or which personal information about him is collected 
~nd of a.ny consequences of providing or not provid
Ing the tnformation. 

~n ag:ncy should periodically give public notice of 
e e.xl~tence and character of systems of records 

containing personal information. 

U~~ess authorized to the contrary for sound public 

d
P? ~dCY reasons, an agency should ~ermit an in-

IVI ual to have h' len' access to IS record and to chal-

I f
ge Its accuracy, relevance, timeliness and com

p e f'ness. 

An agency ~hould a?opt restraints on the disclosure 
o.f per~onal mformatlOn that are conditioned by con
sideratIOns of the purpose for which the information 
was collected. 

An agency should maintain personal information with 
SUC? accuracy, relevance, timeliness and completeness 
~s IS nece~sary to assure fairness in any determina
tIOn affcct,"g an individual's rights and benefits. 

An agency should take reasonable precautio~s to 
a.ssure t~e security and integrity of personal informn
tlOn agalOst damage, misuse, theft and loss. 

Personal Information (or Personal Data): This term' 
of!en encompasses all information that describes any, 
thmg. ~bout an individual, such as identifying char-
actenstlcs measureme t t • . ' n s, or est scores; eVidences 
thmgs done by or to an individual, such as records of 
fi~ancial transactions, medical treatntent, or other ser
vIces; or. a.ffords a clear basis for inferring personal 
charactenstlcs of things done by or to . d' . I I an m IVIL'Ul, 
such as the mere record of his or her present, ~ in u 
place, attenda.nce at a meeting, or contact with SOO1l: 

type of servIce institution. Another and somewh? t 
~ore restrictive definition would be any information tha; 
~s or can be retrieved from a record or record-keeping 
. yste~ ?y reference to the name, number or some other 
Iden.tlf~l~g feature (e.g., fingerprints) associated with 
the IOdlvJdual to whom the information pertains. 

Confidentiality: This is a loose concept that minimally 
~onnotes some commitment to withhold from unauthor
I~e~ users information obtained from or about an in
~Ivldual !Jr institution. In some cases, the subject of the 
~nformatlOn may ~e considered an unauthorized user; 
m others, the URlverse of authorized users may be 
broadly d~scri~ed ("any State agency") or redefineable 
a~ the discretion of the holder of the information 
( whomsoever the Secretarv shall designate") A . . " . . prm-
Clpal. obJeclive of recent privacy legislation has been 
to gl~e the concept of confidentiality an operational 
~eanmg, e.g., by requiring that the authorized users of 
,"formation be identified in a public notice cr in a 
statement to data subjects at the time of data collection. 

Data Security: This is a descriptive term that connotes 
the d~gree and means by which information and the 
m~c~me~ and facilities for processing, storing and trans
mltling It are protected from loss and unauthorized 
access or modification. 

Dat~ Linkage: This refers to the combinin~. cross refer
enclOg, or comparison of information in two or more 
records. 

Administrative Record: This is any personal information 
preserved by an organization for future use or reference 
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tll 'lt i' or may, be used to make a decision. a?l~tu. t the
r ' 0 • , b fit or babl lies 0 rights, character, opportt~ntl1es, . ene s, ' 

the individual to whom It pertains. . 

Shlistical Reporting or Research Record: ThiS re!ers
t
. to 

• . ' t' d by 'm organlza Ion )ersonal informatIOn main alne , . f 

~olclY for analytic purposes ancl which, thdere.f~rc, lasb/ol~t 
' l I to make a eC1Slon, 
llsed aod rnay, not ~? usee fit liabilities of the 
the rights, opportunitieS, '~:ne I S, or, , 
individual to Whom it pertains. 

Appendix III 

Monday, December 16 

9:00 - 9: 45 a.m. 

10:00- 1.2 Noon 

12:15 - 1:30 p.m. 

1:30 - 3:45 p.m. 

4:00 - 5:30 p.m. 

Tuesday, December 17 

9 :00 - 12: 00 p.m. 

9:00 - [0:00 

10:15 -11:00 

II :00 - 12 Noon 

12:15 p.m. 

2:00 p.m. 

.. 

AGENDA 

Seminar on Privacy Cosponsored by the Domestic 
Council Committee on the Right of Privacy and the 
Council of Sti.\te Governments 

December 16-17, 1974 

Plenary Sessions- Welcome, Discussion' of Seminar Obj0ctives, 
Orientation to Seminar Format 

Mock Legislative Committcc Sessions to Consider Draft Privacy 
Legislation Pertaining to: 

I. State and Local Government Data Banks 
2. Public Employee Records 
3. Criminal Justicc Information Systems • 

Luncheon- Speaker: Dr. Alan F. Westin, Professor of Public Law 
and Government, Columbia University 

Mock Legislative Sessions Resume, Concluding with SUrilmary of Views 
Expressed and Recommendations Developed 

Plenary Session- Panel Discussion on Consumer Privacy Interests 

Plenary Session 

Reports from Legislative Sessions- Discussions 

Panel on Systems Cost and Economic [mpact of 
Implementing Privacy Legislation 

Presentation of an Implementation Strategy for 
Cooperative Federal-State-Local Privacy Programs 

Luncheon- Speaker: Assemblyman William Bagley, California 

Adjournment 

• 
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Appendix IV ATTENDANCE LIST 
Seminar on Privacy 
December 16-17, 1974 
Mayflower Hotel 

Alaska 
Reprensetative William Parker 

Se,nator Bill Ray 

Arizona 
Major Frank Kessler 
Tucson Police Department 

Senator John Roeder 

California 
Chief Deputy Attorney General 
Chades A. Barrett 

Larry Bolton 
Legal Counsel 
Office of Criminal Justice Planning 

Deputy Attorney General 
Micha,,' !Cranchetti 

Terry Hatter 
Exe.;utive Assistant to the Mayor 

O. J. Hawkins 
Executive Director 
Search Grell'''), Incorporated 
... T . ~en .I;.-e,w 

Seth Thomas 
S,ssistant Director 
Department of Justice 

Jack Walsh 
Supervisor 
San Diego County 

Delaware 
Norma Handloff 
Executive Director 
Delaware Agency to Reduce Crime 

Florida 

James B. Ueberhorst 
State Court Administrator 

Georgia 
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Walter Boles 
Director 
G00rgia Crime Information Center 

Amos Southerland, Director 
Information Computer Services Division 
Department of Administrative Services 

Idr~;.io 

Fred K. Grant 
Court Specialist 
Law Enforcement Planning Commission 

Illinois 

Allen Flaem 
Executive Director 
Governor's Commission on Personal Privacy ! 

Jeff Goldsmith 
Special Assistant to the Director 
Bureau of the Budget 

Gary McAlvey 
Chairman 
Search Group, Incorporated 

Indiana 
Reperesentative Kermit Burrous 

Michael Carroll 
Deputy Mayor 
Indianapolis 

Chief Judge James Richards 

Raymond W. Rizzo 
Executive Assistant 
Office of the Governor 

Iowa 
Representative Philip Hill 

Kansas 
Representative Don Everett 

Representative Richard Loux 

Kentucky 

George A. Bell 
Staff Assistant 
National Association of State Budget 

Officers 
Council of State Governments 

Dr. Jack D. Foster 
Project Director 
State's Criminal Justice Information and 

Assistance Project 

Richard E. Jaggers, J r. 
Director 
Division for Management Systems 

Charles Trigg 
Assistant Director 
National Association of State Information 

Systems 

Carl Vorlander 
Executive Director 
National Association of State Information 

Systems 

Louisiana 

Speaker E. L. Henry 

Maille 

Charles Acker 
Director 
Mental Health Information Project 

Maryland 

Larry N. Blick 
City Manager . 

Jane Cerza 
Special Assistant 
Office of the Governor 

Carl Everstine 
Director 
Department of Legislative Reference 

Delegate J. Hugh Nichols 

Richard Wertz 
Executive Director 
Governor's Commission on Law Enforcement 

Chad Young 
Special Assistant 
Office of the Governor 

Massachusetts 

Nancy French 

Compu terworld 
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Robert R. J. Gallati 
Professor 
Northeastern University 

Alan MacDonald 
Assistant Attorney General 

Michigan 

Einar Bohlin 
Supreme Court Administrator 
Representative Perry Bullard 

Glenn Goodman 
Director 
Bureau of Management Sciences 

Thomas F. Taylor 
County Commissioner 
Wayne County 

Senator Robert VanderLaan 

Minnesota 

Richard L. Brubacher 
Commissioner of Administration 

Representative John Lindstrom 

Richard F. Scherman 
Director 
Pretrial Services 

Senator Robert Tennessen 

Missouri 

Robert Gruensfelder 
Executive Director 
MLEAC 

Gary Rath 
Consultant 
EDP Coordination Division 
Office of Administration 

Charles Schaffer 

State Information Systems 

Nebraska 

Senator John Cavanaugh 

Senator Roland Luedtke 
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New Jersey 

Hubert Williams 
Police Director 

New York 
Judge Benjamin Altman 
Executive Director 
Mayor's Criminal Justice Coordinating 

Council 

Rheta Bank 
Director 
Educational Services 
Rockland Research Center 

Commissi0I1er Donald Bardell 
Department of Motor Vehicles 

Jack David, Esquire 

H. Howard Kaiser 
Director 
Data Processing 

Kenneth D. Molloy 
Coordinator 
Office of Federal and State Aid 

Martin F. Richman 
Chairman 
Committee on Federal Legislation 

North Carolina 

Bill Biggers 

8 \"1 
L I) 

Administrative Assistant to the Secretary 
Department of Administration 

Bruee Lentz 
Secretary 
Department of Administration 

Bruce Merrett 
Manager of the ADP Planning Section 
Department of Administration 

Donald R. Nichols 
Administrator of Law and Order Division 
Department of Natural and Economic 

Resou:rces 

Ohio 
James B. Mcmanama 
Manager 
Data Processing Center 

Tom Moody 
Mayor of Columbus 

Oklahoma 
Senator Jerry Pierce 

Oregon 
Senator Elizabeth Browne 

Duke Morton 
Manager of Program Evaluation 
Department of Human Resources 

Freddye Petett 
Administrative Assistant 
Office of the Mayor 

Pennsylvania 
G I Morrl's Solomon Deputy Attorney enera 

Rhode Island 

Steve Cohen 
Intern 
Policy and Program Review 

Oliver L. Thomson, Jr. 
Administrative Assistant 
Legislative Affairs Council 

South Carolina 

Lee M. Thomas 
Executive Director 
Office of Criminal Justice 

South Dakota 
Representative Dennis MacFarland 

Tennessee 
Robert W. Chaffin 
Director 
Division of Intergovernmental and 

Employee Relations 

Joan Vollmer 
Deputy Commissioner of Personnel 

Texas 
William E. Roberts 
Director 
Information Systems Department 

Dick Strader 
Senate Research Staff 

Virginia 

Roberta Colbertson 
Special Assistant 
Cabinet of the State of Virginia 

Samuel A. Finz 
Director 
Office of Research 

Senator Joseph V. Gartlan, J r. 

Douglas Harman 
Deputy County Executive 

Bert Johnson 
County Manager 

Howard Middleton 
Assistant City Attorney 

Ben Ware 
Computer System Development 
Office of Research 

Washington 

Saul Arrington 
Administrator 
Law and Justice Planning Office' 

Justice Robert Utter 

West Virginia 

Delegate Phyllis Given 

Wisconsin 

Representative Lloyd A. Barbe~ 

Lawrence Barish 
Research Analyst 
Legislative Reference Bureau 
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Washington, D.C. 

Joseph Alviani 
General Counsel 
National Conference of State 

Criminal Justice Planning Administrators 

Larry Bailey 
Assistant Executive Director 
U. S. Conference of Mayors 

Barbara Bayly. 
Executive Assistant to Congressman Koch 

Louise G. Becker 
Analyst in Information Science 
Congressional Research Service 
Library of Congress 

Robert L. Chartrand 
Specialist in Information Service 
Congressional Research Service 
Library of Congress 

Stephen M. Daniels, Minority Counsel 
Government Operations Committee 
U. S. House of Representatives 

James H. Davidson 
Counsel 
Government Operations Committee 
U. S. Senate 

William R.. Drake 
Program Administrator 
Criminal Justice 
U. S. Conference of Mayors 

Margery Elfin 
National Wiretap Commission 

Jeffrey L. Esser 
Administrative Assistant 
National Conference of State Criminal 

Justice Planning Administrators 

Ed Gallagher 
National Wiretap Commission 

Thomas Graves 
Special Assistant for Intergovernmental 

Relations 
Office of Management and Budget 
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Chief Judge Harold Greene 
Superior Court 

Alice Grisham 
Information Coordinator 

David. Guarino 
Governor's Intern - Texas 

Marilyn Harris 
Professional Staff Member 
Government Operations Committee 
U. S. Senate 

Tim Honey 
Legislative Counsel 
National Association of Counties 

Jerry Hutton 
Congressional Research Service 
Library of Congress 

Samuel Laudenslager 
Assistant Deputy Project Director 
Criminal Justice Section 
American Bar Association 

"William Lytton 
Counsel to Senator Percy 

Anthony McCann 
Criminal Justice Specialist 
National Association of Counties 

Earl S. Mackey 
Executive Director 
National Conference of State Legislatures 

Arnold Malech 
Executive Officer 
District of Columbia Courts 

Ronald J. Nolfi 
Director 
Statistical Analysis Center 

Vincent Puritano 
Intergovernmental Relations and 

Regional Operations 
U. S. Office of Management and Budget 

Clark Renninger 
Staff Assistant 
Institute for Computer SIT 
National Bureau of Standards 

Erwin S. Rhodes 
American Bar Association 

Ronald Tucker 
Counsel to the Criminal Justice Project 
U. S. Conference of Mayors 

Donald Newman 
Director 
Indiana Washington Office 

RESOURCE PERSONS 

CRIMINAL JUSTICE INFORMATION SYSTEMS 

SESSION 

Chairman 
Attorney General Robert H. Quinn 
Commonwealth of Massachusetts 

Witnesses 
Mr. Richard N. Harris 
Director 
Division of Justice and Crime Prevention 
Commonwealth of Virginia 

Mr. Edward J. Kelly, Attorney 
Whitfield, Musgrave, Selvy, Kelly & Eddy 
Des Moines, Iowa 
Chairman of the Iowa State Bar Association 

Special Committee on Traffic Records and 
Criminal Information Systems (TRACIS) 

Mr. Thomas Madden 
General Counsel 
Law Enforcement Assistance Administration 
U. S. Department of Justice 

Mr. Archibald R. Murray 
Commissioner 
Division of Criminal Justice Services 
State of New York 

GENERAL STATE AND LocAL GOVERNMENT 

DATA BANKS SESSION 

Chainnan 
Senator Stanley J. Aronoff 
State Senator 
State of Ohio 

Witnesses 
Representative William R. Bryant, Jr. 
House of Representatives 
State of Michigan 

Assemblyman Mike Cullen, Chairman 
Assembly Committee on Efficiency and Cost 

Control 
State of California 

Mr. Daniel B. Magraw 
Assistant Commissioner 
Department of Administration 
State of Minnesota 

Marjorie Eltzroth 
Executive Director 

-
Governor's Commission on Privacy and 

Personal Data 

Commonwealth of Massachusetts Representing 
Governor Francis W. Sargent 

PUBLIC EMPLOYEES RBCORDS SESSION 

Chairman 
Eric Plaut, M. D. 
Deputy Commissioner 
Department of Mental Health 
State of Indiana 

Witnesses 
Mr. Gary D. Bearden, Director 
Bureau of Manpower Information Systems 
U. S. Civil Service Commission 

Mr. Harry B. Douglas, Jr. 
Equal Employment Opportunity Coordinator 
State of Florida 

Mr. Sheldon Man \1, Economist 
Research Departm \nt 
American Federatk·n of State, County, 

and Municipal El:lp]oyees 
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CONSUMER INTEREST PANEL 

Chainnan 
Mr. S. John Byington 
Deputy Director 
U. S. Office of Consumer Affairs 

Panelists 

Mr. Joseph L. Gibson, General Attorney 
MARCOR (parent organization for Montgomery 

Ward & Co.) 

Mr. Theodore Jacobs, Executive Director 
Center for the Study of Responsive Law 

Mr. John Kehoe, President 
Consumer Concerns, Inc. 
Sacramento, California 
(formerly Director of the Department of Consumer 

Affairs, State of California) 

Mr. Kenneth A. McLean 
Professional Staff Member 
Committee on Banking, Housing 

and Urban Affairs 
United States Senate 

Mr. Peter Pryor, Chairman' 
New York State Consumer 

Protection Board 

Mr. Peter Schuck 
Director, Washington Office 
Consumers Union 

PANEL ON SYSTEMS COST AND ECONOMIC 

IMPACT OF IMPLEMENTING PRIVACY 

LEGISLA TION 

Chairman 
Dr. Willis H. Ware 
Corporate Research Staff 
The Rand Corporation 
Santa Monica, California 

Panelists 
Mr. Robert Caravella 
Information Systems Center 
V. S. Federal Trade Commission 
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Mr. Walter Haase 
Deputy Associate Director 

for Information Systems 
U. S. Office of Management and Budget 

Mr. Jerry Hammett 
Deputy Director 
Department of Finance 
State of Ohio 

Mr. Peter Herman 
Principal Analyst 
Department of Budget and Management 

State of Vermont 

Mr. Paul Wormeli 
Vice President 
Public Systems, Inc. 
Sunnyvale, California 

STAFF 

Domestic Council Committee on the Right of 

Privacy 

Eileen M. Bartscher 
Research Assistant 

Kent S. Larsen 
Director of Public Information 

Douglas Lea 
Consultant 

Norman A. MacNeill 
Legal Assistant 

Dawn M. MacPhee 
Legal Assistant 
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Alice H. McCarty 
Director of Research 

Douglas W. Metz 
Acting Executive Director 

David P. Milanowski 
Research Assistant 

Janet K. Miller 
Research Assistant 

Carole W. Parsons 
Associate Executive Director 

George B. Trubow 
General Counsel 

Council of State Governments 

Brevard Crihfield 
Executive Director 

J. Keith Dysart 
General Counsel 

Kathleen B. Johnson 
Office Manager 

Mollie O. Zahn 
Staff Assistant 

National Conference of State Legislatures 

Paul E. Sweet 
Special Assistant for Federal/ 
State Relations 

National Governors' Conference 

Lanny Proffer 
Director 
Criminal Justice Project 
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Appendix V SUGGESTED READING LIST 
PREPARED FOR SEMINAR PARTICIPANTS 
SEM!NAR ON PRIVACY 
Washington, D. C. December 16-17, 1974 

BInLJOGRAPHIES 

The following bibliographies represent compre
hensive listings of reference materials dealing with 
personal privacy, record keeping, and data security. 
They have been used extensively in the preparation 
of this rending list. 

Bibliography from: U. S. Congress. Senate. Com
mittee on the judiciary. Subcommittee on Consti
tutional Rights. Federal Data Banks and Constitu
tional Rights: A Study of Data Systems on Indivi
duals Maintained by Agencies of the United States 
Government. Volume 6. Washington, U. S. Govern
ment Printing Office, 1974. 3513-3527 p. 

Hunt, M. Kathleen and Rein Turn. Privacy and 
Security in Databank Systems: An Annotated Bib
liography, 1970-1973. Santa Monica, the Rand 
Corporation, 1974. 166 p. 

Bibliography from: Records, Computers, and the 
Rights of Citizens: Report of the Secretary's Ad
visory Committee Ofl Automated Personal Data 
Systems. U. S. Department of Health, Education, 
~nd Welfare. Washington, U. S. Government Print
ing Office, 1973. p. 298-330. 

GENERAL REFERENCES 

Aronoff, Stanley. "1984---0nly 11 Years Away." 
State Government, v. 46, Spring 1973: 66-75. 

Asserts that expanding private and public record keeping, 
assisted by computerization, constlrutes a threat to the 
right of privacy. Because revenue sh~.\ring may make state 
and local governments the Nation's "primary information 
bounds", the author recommends that the states "take 
affirmative action to come to grips with the problems of 
records and data banks." 

Association for Computing Machinery. Committee 
on Computers and Public Policy. "A Problem-List 
of Issues Concerning Computers and .Public Po~icy: 
Report of the Committee." Communications of the 
ASSOciation for Computing Machinery, v. 17, Sept. 
1974: 495-503. 

Dis.cusses some of the present and potential problems 
Whl.ch arise at the intersection of computer utilization and 
various aspects of public policy. The issues reviewed in· 

c1ude Computers and Privacy, Computers and Monl:y, 
Information Services for Home Use, and Computers find 
Elections. 

Association for Computing Machinery. Los Angeles 
Chapter. Ombudsman Committee. Privacy in I flffor
mation Systems: Phase I Report. Los Angeles, As
sociation for Computing Machinery, 1974. 23 p. 
Report of the initial period of the committee's operation in 
which the committee sought to familiarize itself. with 
published recommendations and pending legislation I~'elated 
to privacy. The committee's objectives are to study and 
make recommendations concerning the problems of con
formanct; to proposed legislation and other recommenda
tions for safeguarding privacy; to inform the publi(; of its 
right to privacy; and to study the responsibility of data 
processing personnel in business to protect individuals' 
privacy in their job assignments. The committee is limit
ing' its activities to areas of interest affecting the State of 
California. 

Canada. Department of Communications and De
partment of Justice. Privacy and Computers. Ot
tawa, Information Canada, 1972. 236 p. 
Report of a Task Force on Privacy and Computers 
established by the Departments of Communication and 
Justice in 1971. Includes a study of the value cif privacy, 
a summary of empirical studies of the present state of 
information processing in Canada in both the public and 
private sectors, and an analysis of the legal system and 
the protection of privacy. 

Columbia Human Rights Law Review. Winter 
1972: entire volume. . 
Devoted to the debate on privacy. Articles include: Arthur 
R. Miller, "Computers, Data Banks and Individual 
Privacy: An Overview," Sam J. Ervin, Jr., "The First 
Amendment: A Living Thought in the Computer Age," 
Nicholas deB. Katze"bach and Richard W. Tome, "Crime 
Data Centers: The Use of Computers in Crime Detection 
and Prevention," Frank Askin, "Surveillance: The Social 
Science Perspective," Michael A. Baker, "Record Privacy 
as a Marginal Problem: The Limits of Consciousness and 
Concern," and John P. Flannery, "Commercial Informa
tion Brokers." 

Computer Security Handbook. Riverside, N. J.; Mc
Millan Publishing Co., Inc., 1973. 
" ... Covers such risks as abuse of data, loss of data, 
physical hazards, equipment malfunction, software mal
function, and human error. Each of these areas is fully 
expored and detailed recommendations for implementa
tion of protective measures are included." 

"The Constitutional Right of Privacy: An Exami-
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nation." Northwestern University Law Review, v. 

69, May-June ]972: 263-301. 

• 

Reviews State and Federal court decisions dealing with 
consthutional protection of personal privacy. 

Fried Charles. "Privacy." Yale Law lournal, v. , 
77, Jan. 1968: 457-93. 
Examines the foundations to the right of .priv;lcy. Dis~ 
cllsses legal ruJes in the social context of pnvacy and th,~ 
role of sanctions. 

Goldstein, Robert C. The Cost of Privacy: Opera
tional and Financial Implications oj Databan~ -
Privacy Regulation. Boston Honeywell InformatIOn 

Systems, 1975. 150 p. 
Discllsses n model for examining re~ource requit:ements 
and the cost impact of applying privacy regulatIOns to 
personal data systems. The study also :eports on a ~es~ of 
the model on six large data banks In both public ,md 
private orgunizations, including two systems operated by 

~tate law enforcement agencies. 

IBM Corporation. Data Security and Data Pr~c
essing: Study of Specific Aspects o~ Data Security. 
White Plains, N. Y., IBM CorporatIOn, 1974. 1253 

p. 
A six-volume report of a study of specific aspects of ?ata 
cCllrity funded by IBM and carried out at four study sites: 

S . h I the State of 
the Massachusetts Institute of Tec no ogy, . 
Illinois. TRW Systems, Tnc .. and the IBM Federal Systems 

('enter. 

Illinois, State of, and IBM Corporation. Secure 
Automated Facility Environment Project. The Ele
ments and Economics oj Information Privacy and 
Security. Springfield, Illinois, Project SAFE, State 
of lIIinois, 1974. 123 p. and appendices. 

Publication resulting from the ~\ctivities of Proj~ct SAFE 
established by the State of Illinois with the a~slstance. of 
IBM Corporation, to develop safeguards ~or In~ormah<o.~ 
systems. Contains a checklist of cost consld~ratlOns. Tlll:s 
overview from Project SAFE offers perspech~es on tech
nology, on costs and benefits, and on the social demands 
which government and industry must expect. 

Levin, Eugene. "The Future Shock of I~formation 
Networks," Astronautics and Aeronautics, v. 11, 
Nov. 1973: 52-57. 

. t 
States that " ... we are at the threshold of a commltmen 

to ndworks of computers. 

"By 1976 it will be extremely difficult to incorporate the 
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necessary controls in financial and government computer 
networks and by 1980 it will probably no longer be 
possible ;0 change events, only to preside over chaos." 

Martin, James. Security, Accuracy: and Privacy in 
Computer Systems. Englewood Cliffs, N. J., Pren-

tice Hall, Inc., 1973. 626 p. 
A definitive text (including 90 pages of checklists and 

summaries) for security management. 

"Measures to Protect Personal Privacy Increa~es. at 
State Level." Communications of the Assoc/Gtwn 1 

for Computing Machinery, v. ~6, Ja~. 1973: 65-66, 
Discusses two state actions favonng p~lvac~ as a f~nda. 
mental right of citizens: one, the Cahfornta vote~s ~p. 
proval of the addition of privacy to the state constttutlon 
as an in~lienable right; two, the Colorado Su~r~me Court 
decision that records of arrests without convIctions could 

not be maintained. 

Miller, Arthur R. The Assault on Privacy: Com
puters, Data Banks, and Dossiers. Ann Arbor, The 
University of Michigan Press, 1971. 334 p. 
Discusses " ... certain aspects of our increasingly electron.ic 

f I 'fe Its aim is to explore some of the ways In way 0 I .... . t . 
which information technology is altering baSIC p~t erns In 

our daily life and to evaluate the I'esponse~ b~mg. made 
by the law, government, indu.stry, and "other mstltutlons to 
the neW forms of data handlmg .... 

Parker, Donn B., Susan Nycum and S'. Stephen 
Oura. Computer Abuse. Menlo Park, Cahf., Stan

ford Research Institute, 1973. 131 p. 
Considers computer abuse !'rom the technical, legal, and. 
sociological perspectives. It is the "first attempt to d:CU 
ment and define the problem based on ~ typology 0 re; 
ported cases and investigation in ?etail of sev~ra:4~) 
th m " An appendix contains summanes of the cases ( , 
co~le~ted as a data base for continuing studies of com· 

puter abuse. 

Parker, Richard B. "A Definition of Privacy," 
Rutgers Law Review, v. 27, 1974: 275-296, , 

fi'r of 
Attempts "( I) to present and defend .a d: ~~ Ion as 
privacy which explains the close connection pl·"acy ~ 
with the fourth amendment, and with some of the ~t.e~ 
amendments in the Bill of Rights; (2) to use the dcfin;uo I 
to clarify what privacy means in other legal and. non~ e~~ 
contexts; and, (3) to apply the definition to Untte.d. ta of 
v. White to illustrate how and abst~act defintlton 
privacy can affect the analysis of a case. 

Pennock, J. Roland and John W. Chapman,. ed~ 
Privacy. Nomos Xlll: Yearboo~ of the America 

Society jor Political and Legal Philosophy. New 
York, Atherton Press, 1971. 255 p. 

A collection of papers which consider privacy from the 
perspectives of philosophy, political science, law, anthro
pology, politics, and sociology. 

Ralston, Anthony G. "Computers and Democracy." 
Computers and Automation, v. 22, April 1973: 
19-22, 40. 
Discusses various aspects of the problem of balancing the 
use of computers for the good of society with the ac
companying restrictions on personal freedom. The author 
concludes that "we must retain the hope that computers 
offer us while at the same time minimizing a threat we 
cannot eliminate." 

Records, Computers, and the Rights of Citizens: 
Report of the Secretary's Advisory Committee on 
Automated Personal Data Systems., U. S. Govern
ment Printing Offic~,1973. 346 p. Also: Cam
bridge, Mass., Massachusetts Institute of Tech
nology Press, 1973. 

Report of an HEW-sponsored committee which was asked 
to "analyze and make recommendations about: harmful 
consequences that may result from lIsing automated per
sonal data systems; safeguards that might protect against 
potentially harmful consequences; policy and practice re
lating to the issuance and use of Social Security numbers." 
This report discusses in depth the key issues identified, the 
findings of the Committee, and their specific recommen
dations and suggested action program. 

Renninger, Clark R. and Dennis K. Branstad, ed. 
G.overnment Looks at Privacy and Security in Com
puter Systems. Washington, National Bureau of 
Standards, U. S. Department of Commerce, 1974. 
37p. 

" ... Summarizes the proceedings of a conference held for 
the purpose of highlighting the needs and problems of 
F~~eral, State, and local governments in safeguarding in
?Ivldual privacy and protecting confidential data contained 
10 computer systems from loss or misuse. The Conference 
Was held at the National Bureau of Standards on Novem
ber 19-20, 1973." 

Renninger, Clark R., ed. Approaches to Privacy 
and Security in Computer Systems. Washington, 
National Bureau of Standards, U. S. Department 
of Commerce, 1974, 72 p . 

" ... SUmmarizes and contains the proceedings of a con
~rence held at the National Bureau of Standards on 

arch 4-5, 1974, to continue the dialog in search of ways 
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to protect confidential information in computer systems. 
Proposals are presented for meeting governmental needs 
in safegarding individual privacy and data confidentiality 
that were identified at a conference held in November 
1973. Among the proposals are the enactment of privacy 
legislation, improved computer system architecture and 
access controls, information and security management 
guidelines and the development of a systematic, balanced 
approach to system security." , 

"Sweden's Data Act." Computer Decisions, Nov. 
1973, p. 50-52. 
Pertains to the act designed to protect personal informa
lion "Nhich became effective in Sweden on July I, 1973. 
The Act is reproduced here. 

Turn, Rein. Privacy and Security in Personal I n
jonnatiot.' Databank Systems. Santa Monica, the 
Rand Corporation, 1974. 104 p. 

Classifies databank systems on the basis of a nu'nber of 
data security related criteria. Such aspects of personal 
information as sensitivity and value are examined. A 
sensitivity scale and a personal information classification 
system arc proposed. Using a game-theoretic model as the 
vehicle, costs and effectiveness of data protection, as well 
as costs of intrusion, are discussed. The report conclucills 
with an analysis of implications of implementing the major 
components of total protective systems. 

Ware, Willis H. Data Banks, Privacy, and Society. 
Report No. 5131. Santa Monica, the Rand Cor
poration, 1973. J 1 p. 

Discusses new dimensions to the problem of personal 
privacy added by the advent and use of computer tech
nology with reference to information needs of society, the 
accessibility of personal information, and the potential fol' 
data linkages; contains suggestions for controlling the 
collection, dissemination, and use of personal data. The 
author concludes with a call ·to. action in several areas: 
public education on the need for personal privacy, solicit
ing the support of consumer-oriented organizations for 
legislation, public participation in a debate on the implica
tions of a fully-numbered society, and research on various 
aspects of personal privacy. 

Warner, Malcolm and Michael Stone. The Data 
Bank Society: Organizations, Computers, and Social 
Freedoms. London, Unwin Brothers, Ltd., 1970. 
244 p. 
Survey of governmental and private information systems in 
Great Britain, Europe, and the United States and their 
implications for personal privacy; examines record 
keeping in the fields of medicine, criminal justict:, finance, 
banking, credit. and local government. 
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Westin, Alan F. and Michael A. Baker. Databanks 
in a Free Society: Compulers, Record-Keeping and 
Privacy. New York, QuadrangleBooks, 1972.552 p. 

Report of the Project on Computer Databanks of the 
Computer Science and Engineering Board, National 
Academy of Sciences. The Project investigated "what the 
use of computers is actually doing to record-keeping 
processes in the United States, and what the growt~ of 
large-scale databanks, both manual and computerized, 
implies for the citizen's constitutional rights to pri','acy 
and due process." 

Westin, Alan F., ed. Information Technology in a 
Democracy. Cambridge, Mass., Harvard University 
Press, 1971. 499 p. 

A collection of approximately 50 papers relating to the 
use of information technology in the political decision
making process. Includes: Harold Black and Edward 
Shaw, "Detroit's Social Data Bank;" Santa Clara County. 
Calif" "The LOGIC Information System;" Robert R. ~. 
Gallati "The New York State Identification and Intellt
gence Systcm;" Edward M. Brooks, "Thc United Planning 
Organization's Social Databank;" Anthony Downs, "The 
Political Payoffs in Urban Information Systems;" and 
Edgar S. DUnn, Jr., "Distinguishing Statistical and In
telligence Systems." 

Westin, Alan F. Privacy and Freedom. New York, 
Atheneum Press, 1967.487 p. 

A seminal work on the implications of surveillance tech
nologies for personal privacy. 

Wheeler, Stanton, ed. On Record: Files and Dossiers 
in A lIIerican Life. New York, Russell Sage Founda
tion, 1969. 499 p. 

Describes record-keeping practices in American schools, 
credit agencies, business organizations, insurance com
panies, military and security agencies, public welfare sys
tems, juvenile courts, and mental hospitals. Also includes 
an examination of record keeping activities of the 
Census Bureau and the Social Security Administration. 

Younger, K., Chairman. Reports of the Committee 
on Privacy. London, Her Majesty's Stationery Of
fice, 1972. 350 pages. 

Final report of a committee established in 1970 to review 
the need for legislation to protect "individuals and com
mercial and industrial interests" from invasion of privacy. 
The report examines the nature of privacy, complaints of 
invasion of privacy, the adequacy of present law in pro
tecting against invasion of privacy, the disclosure of 
confidential information, and the creation of a general 
right of privacy. 
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STATE AND LOCAL GOVERNMENT 
RECORDS ON INDIVlDUALS 

California, State of. Intergovernmental Board on 
Electronic Data Processing. Guidelines Establish
ing Require/nellIs for Security alld Confidentiality 
of In/ormation Systems. Sacramento, Calif., Docu
ments Section, 1974. 74 p. 

These guidelines alert management to the dangers posed 
by threats to security, confidentiality, and privacy and 
suggest preventive measures to minimize possibilities o[ 

loss. Each section, presented in checklist format, includes 
a bibliography. 

Curran, William J., Eugene M. Laska, Honora 
Kaplan, and Rheta Bank. "Protection. of Privacy 
and Confidentiality: Unique Law Protects Patient 
Records in a Multistate Psychiatric Information 
Systems," Science, v. 182, 1973: 797-802. 

Describes the origins, purpose, and operations of the 
milltistate information system, and existing procedures [or 
maintaining confidentiality, including the special New 
York State protective statute. 

"Integrated Municipal Information Systems: The 
USAC Approach - City Hall's Approaching Re· 
volution in Service De1ivery," Nation's Cities, Jan. 
1972: 10-40. 

Summary of a report prepared by the Federal Urban 
Information Systems Inter-Agency Committee. Describes 
the basic components of an IMIS and the steps required for 
their implementation. 

Kauffman, Miles P. "Welfare and the Right to 
Privacy: Applicants Rights." Res Ipsa Loquitur, 
V. 25, Fall 1972: 107-113. 

Contends that too often a citizen's right of privacy ceaseS 
to exist when he becomes a welfare recipient. 

McNamara, Robert M., Jr. and Joyce R. Starr. 
"Confidentiality of Narcotic Addict Treatment Re· . 
cords: A Legal and Statistical Analysis." Columbia 

Law Repiew, v. 73, Dec. 1973:'1579 - 1612. 
Fxamines the policies in handling treatment records of 
~ . the 

nearly two hundred narcotics treatment centers In , I \I' 
United States. Threats to records include overzealous a 
enforcement personnel and investigators for credit rep~rt. 
ing bureaus. Legal mechanisms for improved protec!lOn 
of treatment records are analyzed. 

National Assembly for Social Policy and DeveloP' 

ment, Inc. A New Look at Confidentiality in Social 
Welfare Services, New York, 1973. 14 p. 

Presents guidelines and specific instructions to assist social 
welfare agencies in formulating appropriate policy for the 
protection of their clients' privacy. Agencies are urged to 
apply the recommendations of the HEW Secretary's Ad
visory Committee Report, as outlined here, to both com
puterized and manual files. 

National Association for State Information Systems. 
Tnformation Systems Technology in State Govern
ments 1973 NASIS Report. (1974. Available from 
the Council of State Governments, Iron Works 
Pike, Lexington, Ky., 40505) 60. p. and ap
pendices. 

"Information was sought for the first time on some of the 
basic problems relating to security and privacy. The se
curity questions had to do with physical and data security 
procedUres. Privacy questions were aimed at obtaining an 
overview of the status of legislation and estimates of 
public I;oncern." 

Noble, John H,. Jr. "Protecting the Public's Privacy 
ill Computerized Health and Welfare Information 
Sys{{!ms." Social Work, v. 16, Jan. 1971: 35-41. 

DisclJsses the impact of automated record keeping on the 
t:adi.tional practices of social work nnd health profes
Sionals. Suggests guidelines by which to judge proposals 
to lautomate existing i!lformation systems and urges support 
of legislation to regulate all computerized databanks. 

"Public Access to Government-held Computerized 
Information." Northwestern University Law Re
view, v. 68. May-June 1973: 433-462. 

C~mment reviews existing literature on computers and 
pn:~c.y, documents ways in which government computer 
faclhlies can safeguard privacy, and evaluates chances of 
success for such safeguards. 

Rioux, J. William and Stuart A. Sandow. Children, 
~arents, ;.;;id School Records. Columbia, Md., Na
tional Committee for Citizens in Education, 1974. 
313 p. 

Advocates reform of school record-keeping practices to 
~ssure. the privacy and due process rights of students. 

ontalOs general information, readings, relevant data about 
each state, examples to substantiate the authors' position 
and suggestions for action. ' 

Stallings, C. Wayne. "Local Information Policy: 
Confidentiality and Public Access." Public Ad-
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ministration Review, v. 34, May-June 1974: 197-
204. 

Ol.illines a ~lodel policy for local governments that protects 
privacy while assuring legitimate pUblic access to govern
ment records. Presents a scheme for classifying various 
types of information and specifying appropriate degrees of 
access to each type, and discusses an organizational struc
ture to regulate such access. (Summary of a larger report 
prepared for the Charlotte Integrated Municipal Informa
tion Project). 

Steinberg, Joseph. "Some Aspects of Statistical Data 
Linkage fm Individuals." In Data Bases, Com
puters, and the Social Sciences. New York, John 
Wiley and Sons, Intersciences DiviSion, 1970. p. 
138 - 251. 

Examines evidence 0f concern by the Social Security 
Administration regarding the possible role of the Social 
Security Number in facilitating invasions of privacy. Dis
cusses the release of Social Security data for research 
purposes, violations of statistical confidentiality, and re
fl~sal of the Social Security Administration to cooperate 
With proposed use of the SSN by other agencies. 

U. S. Congress. House. Committee on Government 
Operations. Foreign Operations and Government 
Information Subcommittee. Access to Records. 
Hearings, 93d Congress, 2d session, on H. R. 12206 
and Related Bil1s. Washington, U. S. Government 
Printing Office, 1974. 338 p. 

"H. R. 12206 and related bills, to amend Title 5, United 
States Code, to provide that· persons be apprised of 
records concerning them which are maintained by govern
ment agencies." Hearings held Feb. 19, 26, April 30, and 
May 16, 1974. 

U. S. Congress. Senate. Committee on Government 
Operations, Ad Hoc Subcommittee on Privacy and 
Information Systems. Committee on the Judiciary. 
Subcommittee on Constitutional Rights. Privacy: 
The Collection, Use, (lnd Compterization of Per
sonal Data. Joint Hearings, 93d Congress, 2d ses
sion, on S. 341B, S. 3633, S. 3116, S. 2810, S. 
2542. June 18-20, i 974. Parts I and II, Washing
ton, U. S. Government Printing Office, 1974. 2335 
p. 

Hearings on a series of bills proposing controls over 
government and commercial databanks in order to safe
guard the privacy rights of individuals who are the subjects 
of these information systems. 
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Zastrow, Charles. "The Status of Communitywide 
Social Data Banks." Welfare in Review, v. 10, 
Mar. - Apr. 1972: 32-36. 

Findings from a study of the feasibility of a community
wide automated social information center in Dane County 
(Madison), Wisconsin conducted by its Social Planning 
Agency. See discussions of confidentiality and access to 
data. 

PUBLIC EMPLOYEES' RECORDS 

"Application of the Constitutional Privacy Right to 
Exclusions and Dismissals from Public Employ
ment." Duke Law Journal, Dec. 1973: 1037-1062. 

Gaillard, Frye. "Polygraphs and Privacy." The Pro
gressive, Sept. 1974: 43-46. 
Discusses the increasing usc of the polygraph by business 
establishments to test applicants'/employees' honesty, 
usually for one of three purposes: (1) pre-employment 
screening, (2) a periodic sampling of workers to test basic 
honesty, loyalty, and adherence to company policy, and 
(3) specific tests directed to solving particular thefts or 
irregularities. 

Miller, Herbert S. The Clo"ed Door: The Effect of 
a Criminal Record on Employment with State and 
Local Public Agencies. Washington, Institute of 
Criminal Law and Procedure, Georgetown Univer
sity Law Center, 1972. 252 p. 

Indicates that an arrest record even without conviction is 
a substantial handicap. Despite protective laws, juvenile 
records are not confidentiality maintained; arrest records 
:lre often incomplete; and arrest records are widely circu
lated via the FBI. The recommended solutions are an 
Equal Employment Opportunity Commission order pend
ing the enactment of federal legislation. 

U. S. Congress. Hou·se. Committee on Post Office 
and Civil Service. Subcommittee on Retirement 
and Employee Benefits. Right to Privacy of Federal 
Employees. Hearings, 93d Congress, 1st and 2d 
sessions, on H. R. 1281 and related bills. Washing
ton, U. S. Government Printing Office, 1974. 378 p. 

"H. R. 1281 and related bills, to protect the civilian em
ployees of the Executive Branch of the United States 
Government in the enjoyment of their constitutional rights 
and to prevent unwarranted governmental invasions of 
their privacy." Hearings held May 14 and IS, June 4, 
1973 and April 24, August 8, 1974. Many of the concepts 
discussed in these hearings are equally applil"'\ble to the 
privacy rights of employees of state and local governments. 
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Walsh, Timothy J. "Background Information Use I 

Limited by New Law." Industrial Security, April 
1971: 4-12. 

Summarizes restrictions on the use of backgrollnd in
vestigations for screening prospective employees con. 
tained in the Fair Credit Reporting Act and the Gregory 
vs. Litton decision. 

CRIMINAL JUSTICE INFORMATION 

Gallati, Robert R. J. "State Criminal Justice In· 
formation Systems." AFIPS Conference Proceed
ings, v. 39, 1971: 303-308. 

Traces the development of the New York State Identifica· 
tion and Intelligence System as a case study of a rnodd 
criminal identification bureau. Outlines several major 
problems encountered, e.g., need for autorwmy, difficulties 
in data conversion, and state-of-the-art technology in 
automated identification. 

Gates, Andrew L. "Arrest Records-Protecting the 
Innocent." Tulane Law Review, v. 48, April 1974: 
629-648. 

Longton, Paul A. "Constitutional Law-Mainte
nance and Dissemination of Records of Arrest 
Versus the Right to Privacy." Wayne Law Review, 
v.· 17, July-Aug. 1971. 

MacDonald, Malcolm E. "Computer Support for 
the Courts-A Case for Cautious Optimism." 
Judicature, v. 57, Aug.-Sept. 1973: 52-55. 

Reviews some successful applications of computer tech· 
nology to court administration, stich as jury selection. 
criminal case docketing, scheduling, etc. Stresses the need 
tn nroceed carefully with innovative applicat:ons, which 
sho~ld reflect appropriate law and procedure, court re
quirements, and security standards. 

National Advisory Commission on Criminal Justice 
Standards and Goals. Criminal Justice Systems. 
Washington, U. S. Government Printing Office. 
1973. 

Presents extensive and detailed criteria for criminal justice 
systems, with explanatory comments. These sixty-eight 
standards fall into four categories-planning, information 
systems, education, and legislation-and apply variollsly to 
the local, state and federal levels. 

National Council of Juvenile Court Judges. Com· 
puter Applications in the Juvenile Justice System: 
Proceedings of the National Symposium on Com
puter Applications in thf! Juvenile Justice System. 

Atlanta, Georgia, Dec. 6-8, 1973. (Reno, Nevada, 
University of Nevada) 1974.248 p. 

Describes the impact of computers on different aspects of 
juvenile jllstice administration. Includes papers by' Melvin 
F. Bockelman and Malcolm E. MacDonald on privacy 
and security considerations. 

New' York, State of. Supreme Court. First and 
Second Judicial Departments. Appellate Divisions. 
The Departmental Committees for Court Adminis
tration. Automation in the Courts: Its Impact on 
R€cord-Making and Record-Keeping; Implications 
for the Private Citizen and the Public. Symposium, 
New York, November 1971. 

Project SEARCH, i.e., System for Ekctronic Analysis and 
Retrieval of Criminal Histories. (A combined effort 
initialed in 1969 by the Law Enforcement Assistance Ad: 
ministration and several states, to develop a prototype 
computerized criminal information system. Specialized 
committees, merging expertise from all parts of the 
country, wrote the following reports. They were published 
by Project SEARCH, which recently shed its government 
sponsorship. Its work continues under the auspices of 
SEARCH Group, Inc., a non-profit research organization 
headquartered in Sacramento, California.) 

ComplIler Hardware and Software Considerations. 
(Technical Memorandum No.6) Jan. 1974. 40 p. 

Design of a Model StMe Identification Bureau. (Techni
cal Report No.8) Nov. 1973. 143 p. and appendix. 

Design of a Standardized Crime Reporting System. 
(Technical Report No.9) Dec. 1973. 140 p. 

Designing Statewide Criminal Justice Statistics Systems
An E.~aminMion of the Five-State Implementation. 
(Techmcal Report No.5) Dec. 1972. 137 p. 

Designing StateWide Criminal Justice 'Statistics Systems
The Demonstration. Prototype. (Technical Report No.3) 
Nov. 1970. 60 p. and appendix. 

Model Administrative Regulations For Criminal OUender 
Record Information. (Technical Memorandum No.4) 
March 1973. 67 p. 

A Model State Act For Criminal OUender Record In
~~;I.ation. (Technical Memorandum No.3) May 197t. 

P /' • 
re IInl/wry Rer,i.lirements Analysis For ('riminal Justice 

-LalV Enforcement Telecommunications. (Technical 
Memorandum No.7) Jan. 1974. 170 p. 

Project SEA RCH Security and Privacy Publications. 
(Technical Report No.2, Technical Memorandum No. 
3, and Technical Memorandum No.4) May 1973. 
l various pagings.) 
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Security and Pril'(lCY COllsiderations ill Criminal Hislory 
Informll/iOIl SystelllS. (Technical Report No.2) July 
1970. 57 p. 

Terminal Users Agi'.?ement for CCH and Oilier Crimillal 
Jllstice In/ormation. (Technical MemorandllJil r.;o. 5) 
Nov. 1973. 13p. 

Shappley, William L. "Branded: Arrest Records of 
the Unconvicted." Mississippi Law Journal, v. 44 
1973: 928-946. ' 

Discusses "individual rights of privacy as constitutio~allY 
guara~teed and .oj balanced'against the public necessity for 
retentIon of arrest-record data." Reviews the statutory ap
proach of California, Connl!cticut, Illinois, and New York. 
Per!i~ent judicial decisions, and the current Mississippi 
poslllon. 

U. S. Congress. House. Committee on the Judiciary. 
Subcommittee No.4. Security and Privacy of 
Criminal Arrest Records. H~arings, 92d Congress, 
2d session, on H. R. 13315. Washington, U. S. 
Government Printing Office, 1972. 520 p. 

Hearings held March 16, 22, 23, April 13, 26, 1972. 
E.x~lores ~ethods of safeguarding, simultaneously, in
dIVIdual privacy and the needs of law enforcement officials. 

U. S. Congress. House. Committee on the Judiciary 
Subcommittee on Civil Rights and Constitutional 
Rights. Dissemination oj Criminal Justice Informa
tion. Hearings, 93d Congress, on H. R. 188, H. R. 
9783, H. R. 12574, H. R. 12575. Washington: 
U. S. Government Printing Office, 1974. 586 p. 

Hearings held July 26, September 26, and October J I, 
1973; February 26, 28, March 5, 28, and April 3, 1974. 

U. S. Congress. Senate. Committee on the Judiciary. 
Subcommittee on Constitutional Rights. Criminal 
Justice Data Banks. Hearings, 93d Congress, 2d 
session on S. 2542, S. 2810, S. 2963, and S. 2964. 
March 5-7; 12-14, 1974. 2 Vols. Washington, 
U. S. Government Printing Office, 1974. 1149 p. 
Examines the need for legislation "to protect the· privacy 
and reputations of persons whose names appear in criminal 
justice data banks" in light of law enforcement practices 
and requirements. 

U. S. General Accounting Office. Comptroller 
General of the United States. How Criminal Justice 
Agencies Subcommittee on Constitutional Rights, 
Committee on the Judiciary, United States Senate. 
Washington, General Accounting Office, 1974. 70 p. 

99 

.'./,' 



APPENDIX V 

Summarizes findir..gs based on an analysis of a random 
sample of requests made by agencies in California, 
Florida, Massachusetts, and by Federal agencies, to the 
Federal Bureau of Investigation (FBI) and appropriate 

state agencies. 

Wormeli, Park K. "The SEARCH For Automated 
Justice." Vatamation, v. 17, June 15, 1971: 32-35 

Discusses the multi-state Project SEARCH (System for 
Electronic Analysis and Retrieval of Criminal Histories). 
This article, by the Project coordinator, details the objec
tives, system concept, procedures, progress, and status of 

the program. 

RECORDS ON CONSUMERS 

American Bankers Association. Report of the Auto
mated Clearing House Task Force. Washington, 
American Bankers Association, 1974. 94 p. 

An effort to establish industrywide standards for the elec
tronic transfer of funds nation-wide. The American 
Banking Association report recommends that a national 
automated clearinghouse association be established for 
continued analysis of problems and opportunities; that 
automated clearinghouses be established in each region of 
the U. S.; that action be taken to increase general under
standing of the concept to insure full development; and 
that all parties concerned step up education and marketing 

research efforts. 

Foer, Albert A. "The Personal Information Market: 
An Examination of the Scope and Impact of the 
Fair Credit Reporting Act." Loyola Law Students 
Consumer Journal, v. II, 1974: 37-138. 

Discusses a study of the personal information market in 
the Chicago area to assess the impact of the Fair Credit 
Reporting Act. The new law is evaluated in terms of its 
"ability to cope with seven particular abuses" present prior 
to passage of the FCRA. A final section sets out and 
weighs various suggested strategies for reform. 

"Government Access to Bank Records." Note. Yale 
Law .fournal, Y. 83, 1974: 1439-1474. 

" ... ]solates the problem of government access to one 
type of third party data: checking account records main
tained by commercial banks. It is argued that, given the 
purposes of the Fourth Amendment and the changes which 
have taken place in the nature of property and privacy, 
individuals should be able to contest an unreasonable 
search and seizure of their bank records ... Maintains 
that banks ordinarily lack authority to consent to a 
government search of depositors' records. 
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Hendrickson, Robert. The Cashless Society. New 
York, Dodd, Mead & Co., 1972. 

A discussion of the increasing reliance on credit systems 
and the implications for individual freedom. 

Olafson, Freya, Allen Ferguson, Jr., and Alberta 
W. Parker. Confidentiality: A Guide jor Ne![;!-.vor
hood Health Centers. Neighborhood Health Center 
Seminar Program Monograph Series No.1. San 

Francisco, Pisani Printing Co., 1971. 

A study of legal and ethical aspects of confidentiality of 
patient information and records maintained by neighbor· 
hood health centers. Applicable state laws in California, 
Alabama, New York, and Ohio are includtd. 

Parker, Suzanne. The Electronic Funds Transfer 
System. Washington, Lib~ary of Congress, Con
gressional Research Service, 1974. 1. 8 p. 

n ••• Discusses the development of the system to date as 
well as those changes which are visualizeq. In addition, 
the possible impact of the system on various segments of 
the economy will be covered. Finally, discussion of .iie 
proposals relating to how the systelJl should be imple· 
mented and controlled will be included." 

Prism: The Socioeconomic Magazine oj the Ameri
can Medical Association, v. 2, June 1974: entire 

issue. 

Devoted to a ..:omprehensive report on privacy and con· 
fidentiality. The editors have attempted to set the subject 
of privacy in its social context, focusing on special medical 
implications of privacy. The issue includes articles by such 
legal scholars as Senator Sam J. Ervin, Jr., Artpur R. 
Miller, and Alan F. Westin, as well as such physician con· 
tributors as Alfred M. Freedman, Carmault B. Jackson, 

and Ralph Crawshaw. 

"Protecting the Subjects of Credit Reports." Note. 
Yale Law Journa!,' v. 80, April 1971: 1035-1069. 

" ... Identifies the injuries and costs of credit reporting and 
suggests that enterprise liability and further legislation are 
required for the protection of the consumer." This articl.e 

appeared shortly after the enactment of the Fair Credit 

Reporting Act. 

Rule, James B. Private Lives and Public Surveil
lance: Social Control in the Computer Age. NeW 
York, Schocken Books, Inc., 1974. 382 p. 

Discusses the use of personal information as a means ~f 
social control. The record-keeping activities involved m 
police record systems, vehicle and driver licensing, Na· 

tional Jnsurance in England, and consumer credit and the 
Bankamericard systems in the United States are analyzed. 

Sackman, Harold and Norman Nie, ed. The In
formation Utility and Social Choice. Montvale 
N. J., AFIPS Press, 1970. 299 p. ' 

A group of papers prepared for a conference sponsored by 
the University of Chicago, the Encyclopedia Britannica. 
and. t~e American Federation of Information Processing 
SocletlCS. The papers address the desirable uses of mass 
information utilities and tbe effects of direct citizen par
ticipation upon political processes. 

Stanley, David T. and Marjorie Girth, ed. Bank
ruptcy: Problem, Process, Reform. Washington, The 
Brookings Institution, 1971. 270 p. 

Reviews curr~i1t procedures in bankruptcy in tbe United 
States (which relate to issues of consumer record-keeping). 
... "deals with the economic, legal, and personal aspects 
of the subject, but its main emphasis is 011 bankruptcy as 
a governmental process-on its institutions, personnel, pro
cedures, and financing. 

Stern, Laurence C. "Medical Information Bureau: 
The Life Insurer's Databank." Rutgers Journal of 
Compllters and the Law, v. 4, No.1, 1974: \-41. 
Reviews the background and operation of the Medical 
fnformation Bureau, an association of life insurance com
panies, which enables member companies to exchange 
underwriting and claims information about life insurance 
applicants and claimants. The author discusses the Bureau's 
;elationship to the requirements of the Fair Credit Report
Ing Act and other consumer privacy protection issues. 

U. S. Congress. House. Committee on Government 
Operations. Foreign Operations and Government 
Information Subcommittee. Sale or Distribution oj 
Mailing Lists by Federal Agel)cies. Ije.arings, 92d 
Congress, 2d session, on H. R. 8903 and Related 
Bills. June 13 and 15, 1972. Washington: U. S. 
Government Printing Office, 1972. 362 p. 
~earings on proposals to amend the Freedom of Informa
tion Act to eliminate the dissemination of Government
~repared lists for commercial or solicitation use. Raises 
Issl~e.s w~ich would apply to the use and distribution of 
~a!ltng lists by other public agencies and private organiza
tions. 

U. S'. Congress. Senate. Committee on Banking, 
HOUSing and Urban Affairs. Subcommittee on Con
sume: Credit. Fair Credit Reporting Act-1973: 
~earlngs, 93d Congress, 1st session, on S. 2360. 
~tober 1-5, 1973. Washington, U. S. Government 

Ponting Office, 1973. 993 p. 
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Hearings on proposed amendment of the Fair Credit Re
porting Act. Review of the administration of the Act to 
determine if additional consumer safeguards are needed. 

U. S'. Congress. Senate. Committee on Banking, 
HOUSlllg ancl Urban: Affairs. Subcommittee on Con
sumer Credit. Credit Reporting A buses. Hearings, 
93d Congress, 2c1 session on amending the Fair 
Credit Reporting Act. February 5, 1974. Wash
ington: U. S. Government Printing Office,1974. 
54 p. 

Hearings on abuse in the credit reporting industry, 
prompted by the Suhcommittee's decision to table S. 2360 
in November 1973. 

Urban Planning Aid, Inc. The Media Project. The 
Cable Book: Community Television for Mas
sachusetts? Cambridge, Mass., Urban Planning Aid, 
Inc., 1974. 106 p. 

A handbook for " ... groups who arc trying to figure out 
what it's (cable television) all about and what it's going 
to mean to them and their communities." Chapter 5 dcals 
with the privacy impact of cable television. 

Westermeier, John T., Ir. "The Privacy Side of the 
Credit Carcl." American University Law Review, Y. 

23, Fall 1973: 183-207. 
" ... Examines credit carel use in light of the developing 
right of privacy. The focus will be on the loss of privacy 
that results from excluding the cardholder from the de
cisions concerning the exchange of personal information 
that is collected and maintained in the operation of the 
credit card system." 

Wetterhus, Alan. "The Cashless, Checkless Society: 
On Its Way?" Computers and Auton/ation, v. 21, 
Nov. 1972: 14-15, 17. 

• Discusses the lItili.~ation of computer systems to transfer 
f~lllds between accounts ·via electronic impulses, e.g., 
directly from a cO'lstomer's bank account· to a relalIer 
from whom he is making a purchase. Some bankers have 
expressed concern about the practicality and profitability 
of these systems and questions exist about customer ac
ceptance and invasion of personal privacy. However, pilot 
studies are under way in various locations as part of 
banks' growing recognition of a need to become full 
financial service institution.;. 

Willis, Donald S. "Who Knows You: A Look at 
Commercial Data Banks." Computers and A IItama
tion, v. 22, March 1973: 18-21. 

Discusses some common commercial data banks (credit. 
investigative, sales prospects) with respect to the threat 
they pose 10 personal privacy. 
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Appendix VI THE DOSSIER SOCIETY i' 

Arthur R. Miller· 

IN RECENT YEARS there has been a growin~ publi.c 
awareness of the effects certain data-gathenng actI
vities and applications of informati~n te~hnology 
may have on individual and commercm~ pnvac~. At 
times the debate has been conducted In emotIOnal 
terms. For example, many people, myself included 
1 must confess, have voiced the :ear tha~ the 
computer, with its insatiable appetIte. fo: In~~r
mation, its image of infallibility, and .ltS I~ablhty 
to forget anything that has been put Into It, may 
become the heart of a surveillance syst.em tl~at 
will turn society into a transparent world In which 
our home, our finances, and our associations are 

bared to the most casual observer.1 
A brief recital of some of the blessings and blas

phemies of the new technology makes the ~omputer
privacy dilemma abundantly clear. In vanouS m.ed
ical centers, doctors are using computers to mO~ltor 
physiological changes in the bodies of ~eart .patlents 
in the hope of isolating those alterations 10 body 
chemistry that precede a heart attack. The quest, of 
course, is to provide an "early warning system" so 
that treatment is not delayed: until the actual heart 
attack has rendered the patient moribund fo: .all 
practical purposes. Other plans ~nclu~e provldmg 
everyone a number at birth. to Iden.tlfy them for 
tax, banking, education, socml secunty, a~d dr~ft 
purposes. This would be done in conjunctIOn ;Ith 
the computerization of a wide range of records. The 
goal is to eliminate much of the existin~ multiplic~ty 
in record-keeping, and at the same tln:e expedite 
the business of society. Long range goals l~c1ude ?e
veloping a checkless, cashless economy, .lmprovmg 

the informational bases available for rational plan
ning, providing better services to p~op\e, and pro
moting the equitable allocation of society s resources. 

-- .------- I' d lecture in the Priv-t These remarks were originally de lyere as." . 
'ICY ·.nd the Law series at the University of IIImOlS C.olleg.c OffL:I~~' 
M ar~h 25, 1971. Reprinted with permission from U nlvers.l)' 0 .-

/lol!' LaM' Forllm, Vol. 1971 No.2, pp. 154-167. . 
: Professor of Law Hn.rvartl University. The author has more full) 

. , . dd'" A Miller The Assallil 
explored the subject matter of hIS a ress Ill. 'd M'1l 
Oil P,ivacy: ComplllersJ Data Banks, and Dossiers (1971) t lm a ~:~: 
Personal I'rh'acy in lire COlllplIter Age: Tire Ch(//leng~ of . 
Tee/woloKY ill (/n In/ormatloll·Orienteel Societ)" 67 MIch. L. Re~. 
1089 (1969). . A 

I Miller, Tire Nalional Dala Cellier (//Ill Personal Pm'ac)', The 1-

lantie, Nov. 1967, at 53-57. 
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We may even see the day when if a person fa1\s i!1 
while away from home, a 10,cal doctor ~an ,use th~s 
identification number to retneve the patient s medi
cal history and drug reactions from a central data 

bank. 
On the opposite side of the ledger,. the sa~e 

electronic sensors that can warn us of an Impending 
heart attack might be used to locate us, track our 
movements, and measure our emotions. and 
thoughts. Experiments already are underway In the 
field of tclemetering and significant breakthroughs 
arc on the horizon. Similarly, the identification 
number given us at birth might beco~e a leash 
around our necks and make us the object of con
stant monitoring, making credible the fear of the 
much fabled womb-to-tomb dos~ier. Finally, ~he 
administrative conveniences prOVided by the ~Igh 
degree of information centralization mad~ possible 
through the widescale use of computers glve~ those 
who control the recordation and preservatton ~f 
personal data a degree of power over us that IS 

unprecedented and subject to abuse.
2 

Close scrutiny and evaluation of the implicati~ns 
of data technology and information systems on I~' 
dividual privacy are especially appropriate at thiS 
time because of the clarion in all quarters for the 
establishment of governmental and private data 
centers. For example, tllC United States Office of 
Education is supporting a migrant worker children 
data bank, the Department of Housing and l!r?an 
Development is sponsoring computerized muntcI~al 
information systems and building files. on ~OUSlOg 
loan applicants (with particular atte~t\On glv.en t~ 
those who are ineligible), and PreSident Nlxons 
welfare reform proposal (the Family Assistance and 
Manpower Training Acts) will give the Department 
of Health, Education and Welfare authority to eX
change individualized data with state welfare ~gen'l 
cies and lead to the establishment of a natlOna 

job applicant data bank. In other areas, we ~re \., 
seeing the emergence of criminal intelligence ~ata 7 

centers, such as the Federal Bureau of Investlga· . 

----- 7 8S S Ct 1116,1121 
"Dombrowski v. Pfister, '180 U.S. 479, 48 , " 

( 1965). 

tion's National Crime Information Center (NCIC), 
and computer based credit rating services, As we 
look to the future, there is no doubt that the hypno
tic attraction of digital record-keeping will continue 
to envelope our universities, cQrporations, hospitals, 
and banks. 

Indeed, I believe that Americans today are 
scrutinized, watched, counted, recorded, and ques
tioned by more governmental agencies, social 
scientists, and law enforcement officials than at any 
other time in our history, Whether he knows it or 
not, each time a citizen files a tax return, applies 
for life insurance or a credit card, seeks govern
ment benefits, or interviews for a job, a dossier is 
opened under his name and his informational pro
file is sketched. It has now reached the point at 
which whenever we travel on a commercial airline, 
reserve a room at one of the national hotel chains, 
or rent a car we are likely to leave distinctive tracks 
in the memory of a computer-tracks that can tell 
a great deal about our activities, habits, and as
sociations when collated and analyzed. Few people 
seem to appreciate the fact that modern technology 
is capable of monitoring, centralizing, and evalu
ating these electronic entries-no matter how 
numerous and scattered they may be, 

Federal agencies and private companies are using 
computers and microfilm technology to collect, 
store, and exchange information about the activities 
of private citizens to an astounding degree. Rarely 
does a week go by without the existence of some 
new data bank being disclosed. During the past 
year we have read of the Department of Housing 
and Urban Development's Adverse Information 
File, the National Science Foundation's data bank 
on scientists, the Customs Bureau's computerized 
data bank on "suspects," the Civil Service Com
mission's "investigative" and "security" files, the 
Justice Department's intelligence bank run by that 
organization's civil disturbance group, the fact that 
files on 2.6 million individuals are maintained by 
the Department of Transportation's National Driver 
Register Service, the Secret Service's dossiers on 
"undesirables" "activists" and "malcontents" and 
the surveilla~ce activiti~s of the United 'States 
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Army, These are only some of the federal govern
ment's data banks that have been brought to light; 
even now only the tip of the iceberg may be visible. 

By and large, these data gathering activities are 
well intended efforts to achieve socially desirable 
objectives. For example, in the law enforcement 
field, file-building is necessary to combat organized 
crime and restore "Law and Order." III a similar 
vein, the FBI and the Army can justify their in
telligence activities in terms of combating subver
sion or quelling campus disruptions and riots in our 
urbans centers by knowing who to watch or seize 
in times of strife. As to the information activities 
of credit grantors, private investigators, and in
surance companies, which involve considerable 
snooping into an individual'S private life, it simply 
is good business to know as much as possible about 
a man before you lend him money, employ him, 
or insure his life, 

But there is a negative side to these mushroom
ing data banks-particularly those that bear the 
imprimatur of a governmental organization. Con
sider the information practices of the United States 
Army. Early last year it was revealed that for some 
time Army intelligence units were systematically 
keeping watch on the lawful political activity of a 
number of groups and preparing "incident" reports 
and dossiers on individuals engaging in a wide range 
of legal protests. It must be emphasized that this 
monitoring not only covered society's "crazies" but 
included such nonviolent organizations as the 
NAACP, the ACLU, the Southern Christian Lead
ership Conference, and the Women Strike for 
Peace, and allegedly extended to newsmen, con
gressmen, and a former g0vernor who is now a 
federal judge. 

Although there is considerable justification for 
certain types of information collection that are 
directly relevant to the Army's duties, the develop
ment of dossiers on people pursuing lawful social 
and political activities bears little relationship to the 
function of the military--cven to its function during 
periods of social unrest. This is especially true when 
m.any of those being scrutinized are extremely un
likely to be involved in riotous conduct, and the 
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selection of suspects seems to be governed by an 
incredibly simplistic these-are-the-good-guys-and
those-are-the-bad·guys approach, Not only is the 
Army's file-building difficult to justify, but it ap
pears to have been undertaken without sufficient 
appreciation of' the fact that the creation and ex
posure of dossiers on people who arc politically 
active could deter them from exercising their right 
to assemble, speak freely, or petition the govern
ment. 

The development of a number of other informa
lion systems in the law enforcement arena magnifies 
both the threat to personal privacy and the potential 
"chilling effect" of informational surveillancy, The 
FBI's constantly expanding National Crime Infor
mation Center (promincntly featured on the tele
vision series, "The FBI") provides statc ancl city 
police forces with immediate access to computerized 
files on many people, Although it currently only 
contains data on fugitives and stolen property, plans 
are being formulated to add arrest records and other 
types of' information to the FBI system, Moreover, 
NCIC is the keystone of an emerging information 
network that will tie together the nation's law en
forcement information centers, By the end of ] 969, 
the Crime [nformation Center reportedly was al
ready exchanging data with state and local police 
agencies in every state except Alaska. State and 
local law enforcement surveillance systems also arc 
becoming increasingly sophisticated-several with 
the aid of funding from the federal government un
der the Law Enforcement Assistance Administra
tion program. New York already has the essential 
features of a nctwork built around a single computer 
center designed to store information for state and 
local agencies and permit them to retrieve data 
through terminals placed throughout the state. An 
Ohio system allows 38 agencies to share its com
puterized information and is cO.nnected both to 
NCI.C and the Ohio State Highway Patrol computer 
center; plans are underway to tie it to comparable 
systems in Kentucky and Indiana. 

1f a citizen knows that his conrluct and associa
tions are being put "on file," and he knows that 
there is some possibility that the information might 
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be used to harass or injure him, he may become 
more concerned about the possible content of that 
file and less willing to "stick his neck out" in pur
suit of his constitutional rights. The effect may be 
(to paraphrase a thought expressed by Justice 
Brcnnan in an analogous context) to encourage 
Americans to keep their mouths shut on all oc
casions.a 

If we really take our constitutional guarantees 
seriollsly, we cannot afford to stand by and allow 
them tu t'e debilitated by this type of coercion, 
Claims of governmental efI1ciency or the war against 
crime and subvcrsion must not be allowed to justify 
cvery demand for gathering personal data. Because 
of the potential development of a "record prison" 
mentality, no one should be surprised if some sug
gest that loelay's surveillance efforts contain the 
seeds of the much dreaded police state or a return 
to McCarthyism. Nor is it sufficient that govern
mental agencies assure us that surveillance and file
building are not being engaged in for repressive 
purposes. Nineteen eighty-four i~ a state of mind; 
for many people, the appearance of repression may 
have the impact of reality. 

To prevent any doubt on the point, I personally 
do not oppose information systems Qr computeriza
tion of data. It strikes me as foolish to prevent the 
use of a modern technology to carry out important 
governmental and nongovernmental operations sim
ply because it might be abused. This is especially 
true in our complex, urbanized society and mass 
economy, which desperately need data for sound 
national planning. We cannot turn the hands on the 
clock back. But this does not justify inaction. Even 
now we should recognize the strong similarity be
tween the difficulties that gave rise to the multi
faceted regulation of airlines, automobiles, rail
roads, radio, and television and the problems that 
already are generating pressure for the comprehen
sive regulation of data banks and computer com
munications. 

What is necessary at this time is the development 

-" LOP~~ \'. Uniled Slales, 373 U.s. 427, 450, 83 S. Ct. 1381, 1393-94 
(1963) (dissenling opinion). 

of a framework for the protection of the public and 
the superimposition of that framework on informa
tion practices at an early date to minimize misuse of 
an otherwise socially desirable instrument. The 
problem of striking a balance between democracy 
and technology has been a frequent and manage
able chore in the past and the nation's policy 
makers should not shrink from the task in this 
context. 

Let us turn now to the particular tensions be
tween contemporary data activities and privacy. 
Until recently, informational privacy has been rel
atively easy to protect for a number of reasons: (1) 
large quantities of information about individuals 
have not been available; (2) the available informa
tion generally has been decentralized; (3) the avail
able information has ,been relatively superficial; (4) 
access to information has been difficult to secure; 
(5) people in a highly mobile society are difficult 
to keep track of; and (6) most people were unable 
to interpret and infer revealing information from 
data. . 

But these protections were part of a bygone era 
and are alien to our technologically based society. 
The testimony elicited before several committees of 
the United States Congress that have held hearings 
on privacy presents an astounding, and dishearten
ing, panorama of the ways in which the intruders in 
our society, aided by the fruits of modem science, 
have destroyed many of these traditional bastions 
of privacy.4 Revelations concerning the widespread 
use of spike and parabolic microphones, a variety 
of gadgets for electronic eavesdroping, cameras 
equipped with modern optical devices that enable 
photographs to be taken at a distance and under 
adverse weather or light conditions, demonstrate 
that we do not necessarily enjoy physical privacy 
in Our homes or offices, on the street, or while tak
ing communion with a martini. 

Now, ever increasing resort to the computer, laser 
technology, and microminiaturization techniques 
has begun to erode our informational privacy. Be
cause the new technology makes it possible to in
tegrate personal information from a variety of 
sources, solicitation lists increasingly are becoming 
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the product of wide-ranging file investigations into 
the backgrounds and finances of prospective cus
tomers." Personal information can be used for com
mercial purposes, such as generating a list of con
sumers with certain characteristics. Reader's Digest 
reportedly has used computer technology to produce 
a mailing list consisting of its subscribers' neighbors. 
"The approach had a kind of 'all the neighbors. are 
doing it' quality," said one commentator. "But, 
more significantly, the individual was pleased that 
the Reader's Digest knew him and could relate 
him to others on his block."G 

It should be evident to all that we live il1 an in
creasingly information based society. For example, 
ever since the feder~i government entered into the 
taxation and social welfare spheres, greater quanti
ties of information have been sought from citizens 
and recorded. Moreover, in recent years access to 
governmental or institutional largesse has increas
ingly depended upon a willingness to divulge private 
information. As recording processes have become 
cheaper and more efficient, this data collection trend 
has intensified and been accompanied by a predi
lection toward centralization and collation. The ef
fect is something akin to Parkinson's Law. As 
capacity for information handling has increased, 
there has been a tendency to engage in more ex
tensive manipulation and analysis of recorded data, 
which, in turn, has motivated the collection of 
data pertaining to a larger number of variables. 
The availability of electronic data storage and re
trieval has accelerated this pattern, as is made 
evident by comparing the questions on a 1970 in-

'See generall)' Hearings on Federal Data Banks and the Bill 0/ 
Rights Be/ore the S"bco",m, on Constil"tional Righls of the 
Comm. on the J"diciar)', 91st Cong" 1 Sess. (1971); Hearings on 
Commercial Credit BlIreaus Before a Subcomm. of the House 
Com",. on Government Operatimll', 90lh Cong., 2d Sess. (1968); 
Hearings on Computer Pri,'ucy Before the Subcomm. all Administra
ti"e Practice and Procedure of the Senate Comm. 011 the Judie/ary, 
90th Cong., 2d Sess. (1968); Hearings on the Coordillation and Inte
gration of Government Statistical Programs Be/ore the Subcomm. on 
Economic Statisics 0/ the Joim Ecollomic Comm., 90th Cong., 1st 
Sess. (1967); Hearings on the Computer alld 11I1'asioll of Privac)' 
Before a Subcomm. of tile House Comm, all Government Operations, 
89th Cong., 2d Sess. (1966). 

5 See A. Miller, The Assa!llt an Privacy: Computers, Data Banks, 
anci Dossiers 79-85 (1971). 

6 N.Y. Times, July.30, 1968, at 41, col. I, 
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come tax form with those on a 1960 form and the 
significantly greater \ncidence of intrusive govern
mental, industrial, and academic questionnaires. It 
is now feasible to execute and evaluate these in
quiries because of the availability of machine pro

cessing. 
I think it is reasonable to assume that one conse

quence of the advent of data centers and increased 
computer capacity is that many governmental and 
private information gathering agencies will go be
yond current levels of inquiry and begin to ask more 
complex, probing, and sensitive questions-perhaps 
into such subjects as associations with other people, 
location and activity at different points of time and 
space, medical history, and attitudes toward various 
institutions and persons. 

There are additional risks lurking in the ever-in
creasing reliance on recorded information and third
party evaluations of a person's past performan~e .. A:s 
informatidn cumulates, the contents of an mdlvl
dual's computerized dossier appear more and more 
impressive, despite the "softness" of much of the 
data, and impart to the user a heightened sense of 
reliability. Coupled with the myth of computer in
fallibility, this will make it less likely that an in
dependent evaluation will be made or that ve.rifi~a
tion of the data will be sought. We are begmnmg 
to see more and more adherence to the file in the 
credit granting, insurance, educational, and em

ployment fields. 
. I know a talented young lady who was unable to 
gain employment for some time following gradua
tion from college because potential employers were 
wary of an entry in her university file that she be
came aware of after many painful experiences. It 
said: "Melinda's mother is emotionally unstable." 
It turned out that this comment had been made by 
the girl's sixth grade teacher, who was neither a psy
chiatrist nor a psychologist and had only met the 
child's mother casually. Yet this damaging entry had 
been preserved and had followed Melinda for 15 
years without anyone questioning either its reten
tion or its reliability. Thus, not surprisingly, many 
people have come to feel that their success or failure 
in life ultimately may turn on what other people 
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put in their file and an unknown programme.r's 
ability-or inability-to evaluate, process, and In

terrelate information. Moverover, as things now 
stand, a computerized file has a certain indeli~lc 
quality-an adversity not to be overcome wlth 
time absent an electronic eraser and a compas-, 
sionate soul willing to use it. 

The centralization of information from widely 
divergent sources also creates serious proble~ls of 
information accuracy. I am not really speakmg of 
the literal accuracy of the input and what is re
corded in the system, although that itself becomes 
a more serious problem as we increase the content 
of dossiers and magnify the possibility of error. 
Rather, I am concerned about the risks of using 
data out of context. Information can be entirely ac
curate and sufficient in one context and wholly in
complete and misleading in anothe~. Consi~er the 
fact that computerization has made It convement to 
rate an employee's efficiency and personal habits 
according to concise, conclusory categories suc~ as 
"excellent," "fair," or "good" and that orgamza
tions often lack common traditions of appraising or 
interpreting performance. Anyon~ not co~versant 
with military minds and mores mIght be mIsled by 
a rating of "superhuman" by the United .States 
Army, which might be equivalent to .a r.atmg of 
"qualified" in a more demanding orgamzahon. . 

The problem of contextual accuracy can be Il
lustrated in terms of one of the most dan?er~us 
types of personal information currently mamtam
ed-the unexplained and incomplete ar;est record. 
Is it likely that a citizen whose file contams an ent~ 
"arrested 6/1/42; convicted felony, 1/6~43, 

, h" '11 b ven sentenced, three years Leavenwort Wl e gl 
government employment or be accorde~ some of the 
other societal amenities of modern hfe? Yet our 
subject simply may have been a conscienti?us ob
jector during the Second World ·War. ConSIder, th.e 
potential effect of a computer entry "arrested, cnml
nal trespass; sentenced, six months." Without more, 
how will the user know that our computerized m~n 
was simply demonstrating for equal employ~ent tn 
the North or desegregation in the South tn the 
1950's and was convicted under a statute that was 

overturned on appeal as an unconsititutional res
traint on free speech? 

In an era of great social activism on the part of 
the young, with counterpoint demands from others 
for "Law and Order," arrests are bound to increase. 
But many of them will be of a strikingly different 
character than what has been typical in the past. 
Il is now common for hundreds of college demons
trators or black militants to be arrested in connec
tion with one incident. Using recent experience as 
a guide, only a small fraction of the group will be 
prosecuted, and an even smaller number convicted. 
All of them, however, will have arrest records. Un
less these records show disposition, their circulation 
may have an improperly prejudicial effect. 

It also seems evident that the desirability of 
getting at a data center's enormous store of infor
mation Ilrt'ly well offset the difficulties of gaining 
access to its computerized files and deciphering 
them, which are occasionally offered as reasons why 
machine readable information is inherently more 
secure than manually stored data. Even if we as
sume that the cost of securing access to comput
erized "dirt" is higher than the cost of dredging out 
the "dirt" in a more traditional form of record, the 
centralized quality and compactness of a computer
ized dossier creates an incentive to invade it because 
the payoff for doing so successfully may be suffi
ciently large that the cost per unit of computerized 
"dirt" acutally will prove to be lower than the cost 
per unit of uncomputerized "dirt." 

It should not be forgotten that the risks to privacy 
created by data centers lie not only in abuse of the 
system by those who desire to injure others or who 
can obtain some personal advantage by doing so. 
There is a legitimate fear of over-centalizing indi
vidualized information and then proliferating the 
number of people who, by having access to it, also 
have the capacity to inflict damage through negli
gence, sloppiness, and sheer stupidity. Unthinking 
people are as capable' of injuring others by uninten
tionally rendering a record inaccurate, losing it, or 
disseminating its contents to unauthorized people, 
as are people acting out of malice or for personal 
aggrandizement. 
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What then is the solution? As an initial matter, 
one would hope that good judgment and self-regu
lation on the part of the information gathering and 
using communities would suffice. Those who handle 
individualized data-whether it be in the context of 
financial profiles in a credit bureau, student records 
in a school system, medical files in a hospital, wel
fare lists in a governmental agency, or personnel 
data in a large corporation-have an obligation . .to 
guard the privacy of the human beings whose lives 
are reflected in those dossiers. But we must also 
come to grips with a basic fact of life concerning 
computerized information systems. The only com
pletely effective guardian of individual privacy is 
the imposition of strict controls over the information 
that can be collected, stored, and disseminated. No 
procedural or technical safeguard is immune from 
human abuse or mechanical failure. 

Certain types of information should not be re
corded even if it is technically feasible to do so and 
some administrative objective would be served 
thereby. It has long been technically "feasible" and, 
from some perspectives, "desirable" to require 
citizens to carry and display passports when moving 
through the country, or to require universal finger
printing. But the United States has not pursued 
these objectives because they are considered incon
sistent with the philosophical fibre of our society. 
By the same token, absent an o·verpowering de
monstration that the preservation of sensitive or 
highly personal information, such as medical and 
psychiatric information, or dossier-type information 
on those pursuing lawful political and social acti
vities, is essential to some fundamental policy, the 
scrivener's hand should be stayed and the data per
mitted to be lost to man's memory or simply re
tained on a decentralized and highly confidential 
basis. 

Another form of self-regulation that seems es
sential is limiting access to data. The hardware and 

software of any system dealing with personalized 
information must be designated to limit the ex

posure of files to a limited class of people whose 
access is authorized only after a careful examination 
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of their need to know. Everyone making an inquiry 
into an individual file must be required to identify 
himself. But it must be remembered that an identi
fication code number assigned to each user or a 
magnetically coded identification card can easily be 
lost, st.olen, or exchanged. Thus, ultimately, fing~r 
or voice prints may prove to be necessary. In addI
tion, the system should be equipped with protector 
files to record the identity of inquirers ancl these 
records should be audited periodically to determine 
whether the system is being misused by those who 
have a legitimate right of access. In the same vein, 
it probably will be necessary to audit the programs 
controJiing the manipulation of the files to make 
sure that no one has inserted a secret "Joor" in the 
protective software or m9dified it so that a partic
ular password will permit access to the data by 
unauthorized personnel. 

Because it is possible to move information into 
or out of a computer over substantial distances by 
telephone lines or microwave relays connected to 
terminals scattered throughout the country and even 
beyond, it is essential that information be protect~d 
against wiretapping and other forms of electromc 
eavesdropping. This risk can be minimized by 
coding the data or using "scramblers" to garble the 
information before transmission and installing com
plementary devices in the authorized terminals ~o' 
reconstitute the signal. These procedures also Will 
prevent "piggy-backing" or "infiltrating" the system 
by surreptitiously attaching a terminal to an author
ized user's transmission line. 

To insure the accuracy of computerized files, an 
individual should have access' to any information in 
his dossier and an opportunity to challenge its 
accuracy. This principle has been recognized and is 
embodied in a new federal statute-the Fair Credit 
Reporting Act. 7 This enactment is the first step 
toward eliminating some of the abuses that result 
from the buying and selling of personal informa
tion by consumer reporting companies, most notably 
credit bureaus. It gives us a right of access to the 
files maintained on us by these organizations, pro
vicles a procedure for correcting any errors we 
mi<>ht find assures us of notice when adverse '" , 
-7P,;;,:L.No~91-508, 84 Stat. 1127-36, 15 U.s.C. §§ 1601-77 (1970). 
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decisions are made on the basis of a consumer re
port, and places some restraints on the investigative 
reporting conducted by these firms. Although the 
act is full of loopholes, its basic philosophical 
premise, that an individual has a right to see' his file, 
is sound and must be extended to other contexts, 

Another approach might be to send a person's 
record to him once a year. This suggestion obviously 
may prove expensive, some will argue that the value 
of certain information will be damaged if its ex
istence and recordation are disclosed, and it might 
produce a flow of petty squabbles that would entail 
costly and debilitating administrative or judicial 
proceedings. Nevertheless, the right of an individual 
to be protected against the dissemination of mis
information about him is so important that some 
price must be paid to effectuate it. 

Finally, the information must not be allowed to 
petrify. Data that is shown to be inaccurate, or 
archaic, or of little probative value, should be 
deleted, reclassified, or its age brought to the 
attention or a user of the file. 

But what if self-regulation fails? Indeed, can we 
afford the. luxury of waiting to find out? It seems 
clear to me that the legal profession must become 
more active in finding a solution to the computer
privacy dilemma. Unfortunately, we cannot be too 
sanguine about the existing legal structure's ability 
to meet the challenge. The common law of privacy 
traditionally has been preoccupied with the prob- (. 
lems raised by the mass media and has concerned ~ 
itself with the commercial exploitation of a name or ; 
likeness the offensive intrusion into an individual's 
personai affairs, the widespread public disclosure of 
private information, and the "false light" cast on 
individuals by media disclosures.s 

In the constitutional law arena, ,ccent cases 
seeking the expungement of files maintained by law 
enforcement agencies have been largely unsucce5S' 
fulY Despite strong arguments that the preservation 

H See A. Miller, slIpra note 5, at 173-89. , 
"Su Anderson v. Sills, 56 td. 210, 265 A.2d 678 (1970), W! 

t06 N.J. Super. 545, 256 A,2d 298 (1969). See also M~n?rd v. 
Mitchell,430 F.2d 486 (D.C. Cir. 1970). Judge Gesell's oPI~I?n ~~ 
remand in the Mellard case reflects a very balanced and sopl1lstlcat 
approach to the data bank question. Menard v. Mitchell, Civil No, 
39-68 (D. D.C. June 15. 1971). 

of detailed information directly infringes the data 
subjects' right of associational privacy under the 
first amendment, no relief usually is given because 
of a judicial concern over the government's need 
to be able to deal with lawlessness. Furthermore, 
any privacy action based on constitutional rights 
will have to avoid the inhibiting effect of the Su
preme Court's decision in Time, lllc. v. Hil/,lO 
which imposes a heavy burden of proof on the 
party seeking relief for an invasion of privacy.ll 
The effect of that case is to give the media sub
stantial immunity from liability for il1lvasions of 
privacy in order to provide "breathing space" for 
freedom of expression. I think it is fair to say that 
this decision partially aborts the common law right 
of privacy's capacity for doctrinal growth. 

The judicial vineyards are not completely blighted, 
however. The right 0f associational privacy is prob
ably the most clearly developed of the constitu
tional protections for personal information. Thus, 
when the government attempts to gather data from 
an individual ,concerning his association with a 
group dedicated to the advancement of certain 
beliefs, it must show that the information sought is 
a subject of overriding and compelling state in
terest.l~ Closely related to associational privacy is 
another type of privacy that the courts have pro
tected-the right to possess ideas and beliefs free 
from governmental intrusion. The leading case in 
this area, Schneider v. Smith, 1:\ makes it clear that 
espousing an unpopular idea is not a scar a person 
must show upon inquiry for the remainder of his 
life. 

In a related field, a number of cases protect our 
physical privacy from unreasonable searches and 
seizures and guarantee us the "right to be let alone" 
in what have been described as "zones of privacy." 14 

---
"385 U.S. 374, 87 S. Ct. 534 (1967). 
II See A. Miller, supra note 5, at 190-99. 
"'See NAACP v. Alabama, 357 U.S. 449, 78 S. Ct. 1163 (1958). 

S .. also Gibson v. Florida Legislative Investigation Comm., 372 U.S. 
S39, 83 S. Ct. 889 (1963). 

"390 U.S. 17, 88 S. Ct. 682 (1968). 
"See Stanley v. Georgia, 394 U.S. 557, 89 S. Ct. 1243 (1969); 

Katz v. United States, 389 U.S. 347, 350 n.5, 88 S. Ct. 507, 510-11 
n,S (1967); Berger v. New York, 388 U.S. 41, 87 S, Ct, 1873 (1967). 
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This view is exemplified by Griswold v. COIl

necticut, I~ which struck down Connccticut's at
tempt to regulate the use of contraceptive devices, 
However, a recent Supreme Court decisioo up
holding the right of welfare authorities to terminate 
benefits if they are not given access to the welfare 
beneficiary's home under certain circumstances 
seems to look the other way.11l On the plus side, 
mention also sho'lild be made of WisconSin 1'. COIl
stc(fJfineau,ii which appears to have infu~ed "duc 
process notions into the use of information by re
quiring that when a person's reputation, honor, or 
integrity is jeopardized by a governmental dissemi
nation of personal information, a minimal level of 
procedural fairness must be satisfied. But peculiari
ties in ConstcllltineClII caution us against expecting 
too much from it. 

But these decisions simply represent the outer 
boundaries or constitutional limits on governmental 
action-they do not give us the standard for achiev
ing the balance that is desperately needed. That will 
have to come from the legislature. Legislative 
activity in the computer-privacy field might take a 
number of different forms. One simple and highly 
desirable statutory approach would be to prohibit 
governmental, and perhaps even nongovernmental, 
organizations from collecting designated classes of 
sensitive data. This might be reinforced by a statu
tory requirement and computerized files be peri
odically purged of all data that has become too 
ancient to be trustworthy. Of course, any proposal 
that would have the effect of impeding the govern
ment's information practices faces an uphill battle 
in the political arena. 

A somewhat different, and in many ways more 
drastic legislative approach, involves requiring 
computer manufacturers, users, and data networks 
to employ prescribed safeguards for mainta,ining 
the integrity of personal information. This can take 

'·381 U.s. 479. 85 S. Ct. 1678 (1965). 
'OWyman v. James, 400 U.S. 309, 91 S. Ct. 381 (1971). See 

1I""eral1.1' Burt, Forcil1g Prolecliol1 011 Childrel1 al1d Their Pare Ills: 
The Impacl 0/ W.,·mal1 ,'. James, 69 Mich. L. Rel·. 1259 (1971). See 
also Law StUdents Civil Rights Research Council, Inc. v. Wndl1lolld, 
401 U.S. 154,91 S. Ct. 744 (1971). . 

17 400 U.S. 433, 9t S. Ct, 507 (1971). 
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the form of (1) imposing a statutory duty of care 
on everyone connected with the data-handling 
process, which would encourage privacy conscious
ness, or of (2) enacting detailed privacy-oriented 
technical requirements, which would have to be 
followed by computer manufacturers. These would 
include sophisticated protective schemes involving 
access regulations, personnel controls, and mechani
cal devices that can discriminate among users and 
differentiate data on the basis of sensitivity that 
would have to be complied with by handlers of 
personal information. 

But detailed congressional legislation is difficult 
to draft and the best solution may be to give over 
the task of regulation to an administrative agency 
that would act as an information ombudsman or a 
privacy auditor. The notion of an independent in
formation agency is not a new one. Many of the 
congressional witnesses and commentators on the 
proposal to create a National Data Center, myself 
included, stressed the importance of locating control 
of such an organization outside the existing regula~ 
tory framework,ls Administrative regulation would 
obviate the need to make highly detailed policy 
judgments in statutory form at what may be a 
premature time. It also would guarantee that the 
problem is placed in the hands of a watchdog 
group, hopefully composed of experts drawn from 
many fields, that could exercise continuing super
vision over the data handling community.10 

A number of Congressmen already have recog
nized the need for some controls and have intro
duced legislation to protect privacy. Unfortunately, 
the activity is somewhat reminiscent of Leacock's 
Man, who jumped on his horse and rode off in all 
directions at once. Bills have appeared to regulate 
credit bureaus, mailing list companies, the census, 

18 See Hearing .. "" Computer Privacy Be/ore the Subcomm. on 
Aelministrat;,'e Practice anel Procedure of tlte Senate Comm. on the 
lueliciar)" 90th Cong., 2d Sess. (1968) (statement of Professor 
Arthur R. Miller); Note, Privacy and Efficient Government: Pro
po.wls for a National Dala Center, 82 Han'. L. Rev. 400, 404 
(1968). See also Ruggles, On the Needs and Yalues of Data Banks, 
in Symposium-Com pUlers, Dala Banks, and Indh'idual Privacy, 53 
Minn. L. Rev. 211, 218-19 (1963); Zwick, A Nallonal Data Cente" 
in A.B.A. Section of Individual Rights and Responsibilities, Mono
graph No.1, at 32, 33 (1967). 

,. This theme is developed in A. Miller, sup,a note 5, at 228-38. 
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employee privacy, government inquiries, and psy
chological testing. Thus far only the Fair Credit 
Reporting Act, mentioned earlier has been enac:ted 
into law. But Senator Ervin and Congressmen 
Gallagher and Koch have proposed broad regula
tion of computers and data gathering activities a.nd 
we can expect continued activity in this field 1tor 
some time. 

When the dust ultimately settles, I hope we shall 
have struck the necessary balance. This probably 
will require give on both sides. No doubt we can 
coerce, wheedle, and cajole an individual into giv
ing up part, or even all, of his informational profile. 
But what price would we pay for it? Alienation, 
distrust of the government, deceptive responses, 
obfuscation of certain data gathering objectives (as 
I think may be true of the census goal of enumerat
ing the population), numbing of privacy values, 
and an atmosphere of suspicion. Instead of the 
stick, perhaps we should rely on the carrot. Govern
mental and private planners must refine their in
formation handling techniques, reduce the burden 
on the individual, and assure us accuracy of the 
files and security against improper dissemination, 
If this is done, perhaps we will feel less apprehen
sive about yielding a little of ourselves. Few aspects 
of life, even in a free society, can survive as 
absolutes-and that includes privacy. 

If some of my remarks seem slightly alarmist in 
tone, it is because I feel it is necessary to counter
act the syndrome referred to by the poet e.e. cum
minings, when he wrote "progress is a comfortable 
disease." 20 We must overcome the all-too-often 
complacent attitude of citizens toward the manage
ment of our affairs by what frequently are astig
matic administrators in both government and the 
private sector. The very real benefits conferred by 
information technology may opiate our awareness 
of the price that may be exacted in terms of per
sonal freedom. It thus seems desirable to sound the 
klaxon to arouse a greater awareness of the pos
sibility that the computer is precipitating a realign
ment in the patterns of societal power and is be-

, .. e.e. cummings, 100 Selected Poems 89 (paperback ed. 1959). 

coming an increasingly important decision-making 
tool in practically all of our significant govern
mental and nongovernmental institutions. As society 
becomes more and more information oriented, the 
central issue that emerges to challenge us is how to 
contain the excesses and channel the benefits of 
this new form'of power. 

If the concept of personal privacy is fundamental 
to our tradition of individual autonomy, and if its 
preservation is deemed desirable, then I feel that 
the expenditure of some verbal horsepower on its 
behalf is justified. Unless we overcome inertia 
there will be no one to blame. but ourselves if som~ 
day we discover that the mantle of policymaking is 
being worn by those specially 'trained technicians 
who have found the time to master the machine and 
are using it for their own purposes. To paraphrase 
the French sociologist, Jacques Ellul, that it is to 
be a dictatorship of dossiers and data banks rather 
than of hobnailed boots will 110t make it any less a 
dictatorship. 2.1 

"' J. Ellul, TI.e 1't'chnological Sociel), 434 (paperback ed. 1964). 
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Appendix VII RECORDS, COMPUTERS, AND 
THE RIGHTS OF CrnZENS * 
by Willis H. Ware 

IN EARLY 1972, then Secretary of Health, Educa
tion and Welfare Elliot Richardson, created a special 
advisory committee charged with analyzing harm
ful consequences that might result from automated 
personal data systems, and which was to make 
recommendations about safeguards that might pro
tect individuals against potentially harmful conse
quences and afford them redress for any harm. 
Since the social security number has been widely 
used as a personal identifier, the committee was 
also asked to examine the policy and practice re
lating to the issuance and use of such numbers. On 
July 31, 1973, the committee submitted its final 
report to current H.E.W. Secretary Casper Wein
berger, with Attorney qeneral Elliot Richardson in 
attendance. ** 

As a document intended for busy government 
onicials, this report included a summary of its 
findings in the early pages. In addition, the press 
conference at which it was released briefly sum
marized its findings and recommendations; and as 
one might expect, the initial press coverage high
lighted the committee recommendations instead of 
giving a careful exposition of the rationale by which 
the position had been reached. To put the findings 
of this committee in perspective and proper con
text, the following discussion draws on selected 
segments of the report. 

The central issue of concern is the record
keeping practices of the government and private 
agencies that deal with personal information about 
people. While not all such records are maintained 
by computer, those that are become of special con
ccrn because the concentration of information with
in computer files at one location. and the access to 
such files through remote access terminals tend to 
magnify the opportunities for misuse of personal 
information. Relative to the totality of the record
keeping systems that surround each of us today, any 
one individual finds himself at a significant dis-

-~c;;inted~\·ith permission of Datamation. Copyright 1973 by 
Technic,1 Publishing Company, Greenwich, Connecticut 06830. 

•• RUords, Computers ami the RIghts 01 CitIzens," Report of the 
Se~:etary's Advisory Committee on Automated Personal Data Sys
tems. DUEW Publication Number (OS)73-94, Government Printing 
Office. Stock No. 1700-00116, for sale by the Superintendent of 
Documents. U.S. Government Printing Office, Washington, D.C. 20402. 
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advantage to affect the content of the records or to 
limit their usage. Most of us have suffered at least 
the annoyance of having to cope with a computer
based system that, outwardly at least, appears not 
to care how it has mistreated us, or worse, has 
givcn a false impression or subjected us to harass
ment. It is, of course, true that the computer itself 
is not the culprit; rather the system designers have, 
for whatever reasons, seen fit not to create humane 
systems that are considerate of the data subjects 
about whom information is held, Thus, in the 
struggle to protect the personal privacy of the 
citizen, the preferred solution would adjust the 
balance of power between citizen and record system 
in such fashion that the individual has the oppor
tunity and the mechanism to contest, correct, and 
control personal information held about himself. 

It is helpful to review suggestions that have been 
made to deal with the matter of protecting data 
subjects against harm. One proposal has been to 
license and certify computer programmers and 
systems designers, with the hope that such a pro
cedure would improve the care with which record· 
keeping systems arc designed and operated. While 
assuredly useful, it cannot of itself adequately pro
tect data subjects against potential harm. The best 
designed system in the world cannot prevent all thor
ized users of the system from maliciously using the 
information. More to the point, however, a certifi
cation approach would put the responsibility for a 
properly designed and controlled record system in 
the wrong place. The responsibility should be upon 
the organization that assembles the system, initiates 
its design and opera'~' it, not upon the technical 
professionals who ir,.I_,ement it. 

A second suggestion is the ombudsman approach 
that has been used for many years in Scandinavian 
countries. Basically, the ombudsman is a spokes
man for an individual who has been harmed; he 
serves essentially as a communication channel be
tween the person and a bureaucracy in matters of 
dispute. While the cor.~cJ.li: is ~ useful third-party 
mechanism to facilitate resolution of an argument, 
it is not well-established in this country, nor is it a 
sufficiently broad and powerful force to bring about 

essential changes in how record-keeping systems are 
designed and deterred from inappropriate behavior. 

There have been many definitions of privacy, all 
of which contain the common element that personal 
data is bound to 'be disclosed and that the data sub
ject should have some hand in deciding the nature 
ar~.:l extent of such disclosure. As the committee 
phrased it, "personal privacy as it relates to personal
data .record keeping must be understood in terms of 
a"' concept of mutuality." The organization that 
holds personal data must not have complete control 
over it and, conversely, neither may the data 
subject-each has a stake in seeing that the infor
mation is used properly. As part of the committee's 
definition of privacy, it was suggested that, "n 
record containing information about an individual 
in identifiable form must ... be governed by pro
cedures that afford HIe individual a right to par
ticipate in deciding what the content of the record 
will be and what dil;;closure and use wili be made 
o~ the identifiab.le information in it. Any recording, 
dIsclosure and use of identifiable personal informa
tio? not governed by such procedures must be pro
scnbed as an unfair information practice unless 
such recording, disclosure or use is specifically 
authorized by law." 

Thus, the committee concluded that safeguards 
for pc~so~al privacy based on such a concept of 
mutuahty 111 record-keeping, requires adherence by 
record-keeping organizations to certain fundamental 
principles which collectively define fair information 
practice. We proposed tbt: 

There must be no personal-data record-keepillg 
systems whose very existence is secret. 

There must be a way for an individual to find out 
What information about him is in the record and 
how it is used. 

!here must be a way for an individual to prevent 
mforma.tion about him obtained for one purpose 
from be~pg used or made available for other pur
poses WIthout his consent. 

There must be a way for an individual to correct 
or amend a record of identifiable information 
about him. 
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Any organization creating, maintaining, llsing, or 
dissenlinatil1g records of identifiable personal 
data must assure the reliability of the data for 
their intendecluse and must take reasonable pre
caution$ to prevent misuse of the data. 

The principles just given are G.Onsidered by the 
committee to be the minimum set of 'fights that 
should be avaihlble to the individual. The question 
becomes how to extend these rights to the citizen. 
An obvious mechanism, and one that has been 
suggested many times, is the creation of a centralized 
federal agency to regulate all automated personal 
data systems. Such an agency would be expected to 
register or license the operation of such systems, 
could establish specific safeguards as a conditioll of 
registration or licensure, and would generally be 
the watchdog over all public and private data Ixmks. 
Because systems used by the enormous number and 
variety of institutions dealing with personal data 
vary greatly in purpose, complexity, scope ~nd 
administrative context, an agency to regulak, 
license, and control such a breadth of activity would 
have to be both large-scale and pervasive. The pro
cedures for rcgulation or licensing would become 
extremely complicated, costly, and might unneces
sarily interfere with desirable application of com
puters to record-keeping. Moreover, such a regula
tory body would be another instance of federal 
govel.·I~ment intrusion into the affairs of industry, 
the Citizen, and other levels of government. 

Thus, the committee has proposed a solution that 
was felt to provide the citizen with equally strong 
rights, while at the same time avoiding the neces
sity for a regulatory body. It has recommended 
that there be created by legislation a code of fair 
information practice applicable to all automated 
personal data systems. This code would define "fair 
information practice" as adherence to specified safe
guar? requirements, would prohibit violation of any 
requIrement as an unfair information practice, 
would provide both civil and criminal penalties for 
unfair information practice, would provide for in
junctions to prevent violation of any safeguard re
quirements and, finally, would permit both individual 
and class action suits for actual liquidated and 
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punitive damages. This approach, the committee is 
convinced, would not impose constraints on the 
application of EDP technology beyond those neces
sary to assure the maintenance of reasonable 
standards of personal privacy in record-keeping. It 
would imply no new federal bureaucracy, and en
forcement should be inexpensive at the government 
level. Importantly, this approach exploits the 
established legal and judicial institutions and prac
tices of the country, and through court decisions 
and judgments can provide an adaptable solution 
that reflects shifts in the attitudes of society. From 
the standpoint of industry, the monitoring of fair 
information pr~~tice would become a matter for 
the General Counsel's office, as he is already con
cerned with fair labor practice and other require
ments levied by law. 

We were led to this concept by noting that 
organizations operating personal automated data 
systems should be deterred from inappropriate prac
tices rather than being forced by regulation to adopt 
specific practices. The most universal deterrent 
seems to be financial, and thus we structured our 
code and its safeguards in terms of financial penal
ties; this is already the case in many other damage
recovery procedures under law. 

To implement such a fair information practices 
code we suggest certain safeguard requirements. 
One set stipulates that: 

any organization maintaining an administrative 
automated personal data system shall identify one 
person immediately responsible for the system, 
shall take affirmative action to inform each of 

its employees about the safeguard requirements 
and rules and procedures governing the conduct 
of the system, 

shall specify penalties to be applied to any em
ployees who violate the safeguard, 

shall take reasonable precautions to protect data 
in the system from anticipated threats or hazards 
to the security of the system, 

shall make no transfer of identifiable personal 
data to another system unless such other system 
also fulfills the safeguard requirements, etc. 
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A second set deals with the public notice require
ment and stipulates that any organization maintain
ing an administrative automated personal data sys
tem must ~ive public notice of the existence and 
character of tile system once each year. Further
more, any organization "proposing to establish a 
new system or to enlarge an existing system shall 
give public notice long enough in advance ... to 
assure individuals who may be affected by its 
operation a reasonable opportunity to comment." 

Finally, a third set stipulates the rights of in
dividual data subjects and includes such things as 
any organization maintaining an administrative au
tomated personal data system: 

Shall inform an individual when asked to supply 
personal data whether he is legally required or 
may refuse to supply the data requested. 

Shall inform an individual upon request whether 
he is the subject of data in the system and, if so, 
make such data fully available to him. 

Shall assure that no lise of individually identifi
able data is made that is not within the stated 
purposes of the system. 

Shall inform an individual, upon request, about 
the uses made of data about him, including the 
identity of all pen;on1, nnd organizations involved 
and their relations wiuh the system. 

Shall assure that no data about an individual are 
made available in response to a demand for data 
by means of compulsory legal process unless the 
individual to whom 'he data pertains has been 
notified of the demand. 

. Shall maintain procedures that allow an individual 
who is. the subject of data in the system to ~on
test their accuracy, completeness, pertinence, and 
the necessity for retaining them; that permit data 
to be corrected or amended when the individual 
so requests, and assure when there is disagree
ment that the individual's claim is noted and in
cluded in any subsequent disclosure or dissemina
tion of the disputed data. 

We regard the safeguards just outlined as a 
minimum set. Whether they are exactly the proper 
set of course can be debated. Toe important point 

is that a code of fair information practice defined in 
terms of certain safeguards is a viable and, so far 
as can now be seen, adequate solution to the prob
lem of protecting personal privacy. 

Systems that maintain personal data in identifi
able form are also used for statistical reporting and 
research. In such applications, the identification is 
usually stripped from the data and aggregated, or 
statistical assessments are made. There are other 
systems, usually calle.d etatistical-reporting and re
search systems, that never deal with identifiable 
data. For each of these, the appropriate set of safe
gnards is slightly different but, in general, a~ts to 
the same end. 

The second major issue to be considered by the 
committee was that of the social security number 
and its grow,ing status as a standard universal 
identifier. The initial press coverage of our report 
stated simply that we were against the use of the 
social security number as a personal identifier but 
excluded the supporting arguments. 

The committee included both DP experts and a 
number of individuals each responsible for the 
operation of large record-keeping systems. It was 
certainly understood by all that a standard universal 
identifier that could be assigned to an individual 
for .his lifetime has positive value. Our argument 
agalllst the use of the social security number rests 
partl~ on the fact that this number is not a good 
candidate for a standard universal identifier. For 
example, the Social Security Administration esti
mates that more than 4.2 million people have two 
or more social security numbers; thus, the SSN is 
not adequately unique. Furthermore, the SSN has 
n? .check f~ature and most randomly chosen nine
digit numbers cannot be distinguished from a valid 
SSN. For these and other reasons, the SSN is not 
adequately re'liable as a standard universal identifier. 

There is a much more important aspect than the 
shortcomings of the social security number as a 
potential de facto standard universal identifier. 
There has not yet been a public debate on the issu~ 
of a personal identifier nor has there been an assess
ment of the social consequences. Moreover there 
ar . d ' e lila equate legal and social safeguards against 
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abuse of personal information contained in auto
mated personal data systems. In view of these 
facts, we take the position that "a standard uni
versal identifier should not be established in the 
U.S. now or in the foreseeable future." However, 
we acknowledge that a standard universal identifier 
does have positive social value in some circum~ 
stances and we would urge that the ques'tion surely 
be reexamined when adequate legal and social safe .. 
guards have been established and shown effective in 
protecting the personal privacy of the individual 
citizen. 

Meanwhile, in order to constrain the spread of 
the SSN as a de facto standard identifier, we recom
mend that 

uses of the number be limited to those necessary 
for carrying out requirements imposed by the 
federal government, and 

that federal agencies and departments should not 
require nor promote use of the SSN except to the 
extent that they have specific legislatio.n man
dated from the Congress to do so. 

To further restrict the spread of the SSN in its 
identifier role, we recommend that legislation be 
passed that: 

Gives the individual a legal right to refuse to 
disclose his social security number to any pe.rson 
or organization that does not have specific 
federal authority to request it. 

Provides that an individual have the right to 
redress if his lawful refusal to disclose his social 
security number results in the denial of a benefit 
or the threat of denial of a benefit. 

Requires that any oral or written request made 
to an individual for his social security number be 
accompanied by a clear state'!lent indicating 
whether or not compliance with the request is 
required by federal statute and, if so, citing the 
specific legal requirement. 

We have also made a number of other recom
mendations with regard to the SSN, the net effect of 
which is to restrict its use to those purposes man
dated by federal law, to urge the Social Security 
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Administration not to assign numbers to children 
below ninth grade level, and to give the SSN the 
status of a confidential item of information. 

Tn the struggle to assure and protect the privacy 
of the individual and to afford him redress against 
any harm that might befall him through the opera
tion of an automated personal data system, we are 
convinced that adequate deterrents against abuse of 
personal information can be provided through the 
mechanism of a code for fair information practice. 
We believe that a regulatory approach is neither 
necessary nor desirable. With regard to the role 
thal the social security number plays in the dis
semination of personal information and the linking 
of items of personal information coming from dif
ferent sources, we are convinced that the American 
public has not yet adequately considered the impli
cation of a standard universal lifetime identifier and 
we, therefore, take the position that until such con
scious debate has occurred, and until adequate 
social and legal safeguards against abuse of personal 
information exist and have been shown to be effec
tive, the SSN should be tightly constrained' as to its 

use. 
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Appendix VIII DATABANKS IN A FREE SOCIETY: 
A SUMMARY OF THE PROJECT 
ON COMPUTER DATABANKS * 
by Professor Alan F. Westin 
Department of Political Science, Columbia University 

Based on a summary of the Project on Computer Data
banks and of its report "Databanks in It Free Society" 
published 1972 by Quadrangle Books, It New York Times 
Company, 330 Madison Ave., New York, N.Y. 10017. 

THE UNITED STATES HAS BECOME A RECORDS
ORIENTED SOCIETY. 

.In each major zone of personal and CIVIC life 
(education, employment, credit, taxation, health, 
welfare, licensing, law enforcement, etc.), formal, 
cumulative records are assembled about each of 
us by hundreds of private and government record
keeping organizations. These personal histories are 
relied Oil heavily by the collecting organizations in 
making many decisions about our rights, benefits, 
and opportunities. Informal networks for sharing 
record-information among public and private or
ganizations have become a common feature of 
organizational life heavily dependent on credentials. 

During the past two decades, as most government 
agencies and private organizations have been com
puterizing their large-scale files, the American pub
lic has become concerned that dangerous changes 
might be taking place in this record-keeping process. 
Because of the computer's enormous capacities to 

record, store, process, and distribute data, at great 
speeds and in enormous volumes, many people 
have feared that far more personal data might be 
assembled about the individual than it had been 
feasible to collect before; that much greater sharing 
of confidential information might take place among 
th~ holders of computerized records; and that there 
mIght be a lessening of the individual's ability to 
know what records have been created about him, 
and to challenge their accuracy or completeness. 

!he book Databanks in a Free Society (currently 
belOg published by Quadrangle Books, a New York 
Times subsidiary) is the report of the first nation
wide, factual study of what the use of computers is 
actually doing to record-keeping processes in the 
United States, and. what the growth of large-scale 
databanks, both manual and computerized, implies 

--• Reprinted with permission from "Computers amI A II/ommimr/' 
Ja~uary 1973, copyright 1973 by and published by Berkeley Enter
PrISes, Inc., 815 Washington St., Newtonville, Mass. 02160. 

for the citizen's constitutional rights to privacy and 
due process. This article is a summary of the book. 
!he book also outlines the kinds of public policy 
Issues about the use of databanks in the 1970's 
that must be resolved if a proper balance between 
the individual's civil liberties and society's needs 
for information, is to be achieved. 

How the Study was Conducted 

The book is the report of the "Project on C~m
puter Data Banks", a three-year research study 
co~ductecl under the auspices of the Computer 
SClCnce and Engineering Board of the National 
Academy of Sciences, under grants of $164,000 
from the Russell Sage Foundation. The Director of 
the Project was Dr. Alan F. Westin, Professor of 
Public Law and Government, Columbia University, 
and author of Privacy and Freedom, published in 
1967. An inter-disciplinary staff of seven scholars 
from the fields of law, computer science, and the 
social sciences collaborated in the research. The 
project received continuing guidance not only from 
the Computer Science and Engineering Board but 
also a special Advisory Board of 18 prominent 
figures in public life whose views spanned the full 
spectrum of opinion on issues of databanks and 
civil liberties. * The final report of the project was 
written by Dr. Westin and Mr. Michael A. Baker, 
Assistant Director of the Project. and an Instructor 
i.n Sociology at Brooklyn College of the City Uni
versity of New York. 

Sources 

The major sources collected and used by the 
Project include: 

I. Documentary materials on computerized record 
systems in more than 500 government agencies 
and private organizations. 

2. Detailed on-site staff visits to 55 of the most 
advanced computerizing organizations, ranging 
across the most sensitive fields of personal 
record-keeping. 

* Names of starr and Advisory Board members appear later in this 
summary. 
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3. Rcplics from over 1500 organizatio~s in a 
national mail survey of developments In com
puterization and record-keeping ~m~ng govern
ment agencies and private orgamzahons. 

4. Extensive interviews with officials from com
puter companies, software hou~e~, syste.m.~ 
consulting firms, industry associatIOns, clv~l 
liberties groups, labor unions, co~sumer orgam
zations, minority-rights organizatIOns, and pro
fessional associations. 

5. Legal, legislative and regula~ory-ag~ncy ~a
terials dealing with databank Issues In 25 dis
tinct major fields of personal record-keeping. 

6. Materials and interviews on the state of dat~
bank developmonts and regulatory control~ In 
23 foreign nations, for purposes of companson 
with the United States. 

Ol'ganil..ation of the Report 

The Report is organized into five parts: 

Part 1 presents a brief, orienting discussion of 
computer systems and civil liberties concepts for 

general readers. 

Part II consists of "profiles" of 14 governmental, 
commercial, and private organizations, dra:vn ~r~m 
the 55 to which the Project staff made on-site VISItS. 
Each profile describes the nature and function. of 
the organization, its pre-computer record-keepIng, 
its move into computer usage, the effect of auto~a
tion on its record-keeping about people, prevIous 
civil liberties issues involving the organization's 
manual record-keeping, the effect of computeriza
tion on civil liberties protections, and the organiza
tion's plans for further computerization in the next 
five years. 

The 14 organizations given this detail treatment 

are: 

The U.S. Social Security Administration 
The F.B.l.'s National Crime Information Center 
Kansas City (Missouri) Police Department 
New York State Department of Motor Vehicles 
City of New Haven, Connecticut 
Santa Clara County, California 
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Bank of America 
TRW-Credit Data Corporation 
Mutual of Omaha Insurance Company 
R. L. Polk & Company 
Massachusetts Intsitute of Technology 
Church of Latter Day Saints 
Office of Research, American Council on 

Education 
Kaiser-Permanente Health Plan 

Part III has three chapters which present and 
analyze the Project's principal findings. These in
clude an overview of what kinds of files have and 
have not been computerized in advanced organi~~
tions; an analysis of computer effects on CIVil 
liberties that are not taking place as yet; and a 
description of those changes in recor~-keeping th~t 
the use of computers and communicatIon systems IS 

producing in these organizations. 

Part IV is an analysis of the way in which the 
reception of computer technol~gy i~. affected by 
organizational, legal, and socio-poltttcal ~actofs, 
followed by a forecast of developme~ts IJ1 new 
computer and communication~ technologIes th~t a,re 
likely to occur in the remamder of ~h~ ~;17~ s, 
and an analysis of their implications for CIVIl hberttes 

interests. 

Part V discusses public policy choices in the 
1970's in light of the project's findings and fo~e
casts. The first chapter analyzes the larger SOCI?
political significance of the computer's arrival 10 

the late 1950's and 1960's; it goes on to suggest 
the basic civil liberties principles that ought to be 
followed when seeking to safeguard citizen rig~ts 
in iarge-scale record systems, especially in. the 10-

creasingly computerized sectors of Amencan 01'

cranizational life. The' final chapter of the repo.rt 
;resents an agenda for t~e 19?0's, ide~t~fying. SIX 
areas of priority for pubhc pohcy and CIVIC actIOn. 

Three appendixes to the report present: the re
sults from the Project's survey of organizations; an 
analysis of public opinion literature on privac~ and 
the computer; and information about the expene~ce 
of other advanced industrial nations in dealing With 
the databanks-and-privacy problem. 

Highlights of the Report 

A great many commentators have warned that 
the spread of computers is fundamentalJy altering 
the balance between information policies of organi
zations and individual rights to privacy that marked 
past eras of record-keeping. Compared to what was 
done in the manual era, it is said, the new capacities 
of the computer inevitably lead organizations: to 
collect more detailed and intrusive personal infor
mation about individuals; to consolidate confidential 
information from previously separate files; and to 
share confidential personal data with government 
ngencies and private organizations that had not 
received it before. 

The Project's findings from visits to 55 organiza
tions with highly advanced computer applications 
is lhat computerization is not yet having such effects 
in the overwhelming majority of such organizations. 
For a combination of technological and organiza
tional reasons, central databank developments are 

, fnr from being as advanced as many public com
; mentaries have assumed. Organizations have so 

far failed to achieve the "total" consolidation of 
their information about individuals which raised 
civil liberties alarms when such goals were an
nounced in the 1960's by various government 
agencies or private organizations. 

Continuance of Policies 

Further, in computerizing their' records on in
dividuals, organizations have generally carried over 
the same policies on data colJection and sharing that 
law and administrative traditions in each field had 
set in the pre-computer era. Where new law or prac
tices have evolved to protect individual Hberties 
over the past decade, organizations with com
puterized systems have followed such new policies 
as fully as those that still use manual files and pro
cedures. Even the most highly computerized or
ganizations continue to rely heavily on manual 
record-keeping and retain in their paper files the 
most sensitive personal information they possess. 

Another widely held fear is that computerization 
makes it more difficult for the individual to know 
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what is in the file about him, to have errors cor
rected, or have the data erased where public policy 
specifies that certain information about an in
dividual's past should be ignored. 

The Project's inspection of advanced systems 
showed that notice to the individual about a record's 
existence, opportunity to inspect and challenge that 
record, and policies as to the removal of out-of-date 
or irrelevant information were not being substantially 
altered by computerization. Where policies afford
ing individuals rights of due process such as the 
above had been provided in an organization prior to 
computerization, those rules are being followed in 
the new computerized systems as well. Where no 
such rights were given, the adoption of computers 
has not made the situation either worse or better. 
Neither has computerization introduced impersonal 
decision-making in systems where this was not pres
ent before, nor forced organizations into greater 
reliance on "the record" in making decisions about 
clients, customers or citizens. Where abuses along 
these lines were present in computerized systems
raising serious due process questions-they had 
been carried over from the high-volu me "process
ing" of people in the manual era. 

PubHc Misunderstanding 

Over and over again, the Project's findings indi
cate profound public misunderstanding about the 
effect of computers on large scale record systems. 
To some extent, the inllated claims and proposals 
of organizational managers about the capacities of 
their computer systems helped to generate what 
were in fact baseless concerns for privacy on the 
part of the public. 

I n addition, as the Report shows with respect to 
law enforcement uses and airline-reservations and 
charge-card systems, many commentators on' com
puters and privacy issues have failed to do adequate 
research into the actual operations of systems about 
which they write, and have presented entirely in
correct pictures to the press and public about how 
these computer systems work. The danger in this, the 
report points out, is that we may give up the fight 
in the belief we have already lost: 
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ff we assume that computer users are already 
doing things that they are not, we risk surrender
incr without a fight the border between properly 
Iil~itecl and surveillance-oriented computer ap-

1· t'o 1S The nuestion of what border con-pica I I .... 'J 

trol measures should be adopted can hard.ly be 
. d d If the understood and properly conSl ere .. ' . 

public and opinion leaders assume that the 
borders have already been obliterated. 

Efficiency 

Computerization in advanced. organizations is 

producing changes in record-k:epmg .methods ~hat 
. cease t·he efficiency With which orgamza-can m r , . 

tions carry out their basic decision-makmg. ab?ut 
the people they process or serve. Com?ut~nzatiO~ 
is making it possible for many orgamzatlOns to. 
maintain more IIp-to-date and complete reco.rds; 
obtain faster responses to inquiries about a .glven 
individual; and make more extensive use of mfor-

t · already l'n the flies Computers have also ma lon, ., . 
made possible dramatic expansion of networks for 
exchange of data among organizations that have 
shared data since pre-computer days; and, the crea
tion of some large data bases of inforn~atiOn ~bout 
people that would not have been feaSible Without 
automation, These changes have been felt al:eady 
in police information systems, national credit reo. 
porting systems, charge card systems, and others.' 

Data-Sharing 

Looking at technological trends for the remaini?g 

f tl ·1970's the Report forecasts that while years 0 1e , . ' . 
there will be important contmued mcreases m com-
puter capabilities, no developments ~re now f~re
seeable that will alter the technolog,lcal, orgamza
tional, and socio-political considerations t~at ,pres
ently frame the databanks and civil liber~les Issue, 
Organizations will have more flexible, ~ehable, ,and 
cost-effectivc computer systems to use m pursUl~ of 
their policies, but these will not rep~e~~nt a radical 
departure from the computer capabilities presen~ly 
available. The most important developm.ent With 
implications for civil liberties interests Will be an 
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. ' the ease with which data can be shared mcrease m , 
among organizations which have computers, 

I d 'th a reduction in the cost of dOing so, coup e WI , . 
This will make it imperative that legal boun?anes 
as to data-sharing are set as clearly as pOSSIble. 

Augmenting the Power of Organizations 

The Project concluded that the real. issue of 
databanks and civil liberty facing the, ~atlOn today 
is not that revolutionary new ~apacltles for data 

'II have come into be1l1g as a result of survet ance , 
computerization, The real issue is tha~ c~mpu~ers 
arrived to augment the power of orga~lzatIOnS Just 
when the United States entered, ~ penod of fun.da-

ental debate over social pohcles and orgam~a
~ona; practices, and when the traditional a~th~f)tY 
of government institutions a~d private or~aOlzatlOnS 
hm: become the object of Wide-spread dissent. 

Challenge of Goals 

Important segments of the popu,lati?n have chal
lenged the goals of major orgamzahons that use 
personal records to control the rights: benefits, and 
opportunities of Americans, There IS also d:bate 
over the criteria that are used to make such Judg
ments (religious, racial, political, cultural, sexual, 

educational etc, ), and over the procedures by 
, 'Jl those which the decisions are reached, especla y , 

d· d prevent !fl-that involve secret procee 1l1gs a~ 
dividuals from having access to their own records. 

Distrust of Organizational Record-Keeping 
. of 

Computers are making the record-~eep1l1g the 
many organizations more efficient precls~ly ,at is 
moment when trust in many large orgaOlzatlO~S 
low and when major segem1)l1ts of ,the Amerl~; 

Population are calling for changes In valufies,. ns 
. I ms for new de mUO underly various socia progra '., hori-

of personal rights, and for orgaOlzatiOnal aut 
ties to make their decision-making procedures m~fire 

d h 'ew of speci C open to public scrutiny an to t e revI· 
individuals involved. 

Little Legislation 
t there has 

Despite the rapid spread of com,ru ers, 

been little so far by way of new legislation, judicial 
rulings, regulatory agency rules, or other legal 
remedies defining new rights to privacy and due 
process in major record systems, The Report stresses 
that, because of the increased efficiency of record
keeping and the growing intensity of the public's 
concern, the middle 1970's is the moment when 
law-makers and the public must confront both 
long-standing and newly-raised civil liberties issues, 
and evolve a new structure of law and policy to 
apply principles of privacy and due process to 
large-scale record-keeping. 

The Repllrt identifies six areas of priority for 
public action, and presents examples of specific 
policy measures under each of these that ought to 
be seriously considered by policy makers, 

Right of Access and Challenge 

Development of laws to give the individual a 
right of access and challenge to almost every fi1e 
in which records about him are kept by city, county, 
state, or government agencies: At stake here is the 
possibility that, denied access to records being used 
for decisions about himself, the citizen is left with 
"feelings of powerlessness and the conviction that 
government authority is fundamentally arbitrary," 

At the very least, citizens ought to know what 
record systems exist in government agencies, A 
Citizen's Guide to Files, published at. every ap
propriate level of government jurisdiction, should 
"provide the citizen with a thorough, detailed and 
non-technical directory of the record systems that 
contain information about him, and the general 
rules under which it is being held and used." 
Providing adequated due process protection in 
government files, the Report suggests, is best 
achieved by assuming that any individual should 
be able to see and get a copy of any records used 
to affect him or her personally-with the record
keeping agency "bearing the burden of proving that 
some specific public interest justines denying 
access." 

Explicit Rules 

Develop of explicit laws or rules balancing con-
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fidentiality and data-sharing in many sensitive 
record systems that today do not have clearly de
fined rules: Among these would be rules governing 
the provision of information to law enforcement 
agencies from bank accounts, travel and entertain
ment card records, airline and hotel reservation sys
tems, etc. The Rep:)!:t predicts that one or two large 
systems will come to dominate in each' of th~se 
areas. 

This development will make the individual's 
account record more comprehensive and a very 
irtviting target for investigators of all kinds. With 
that rise in sensitivity and attractiveneS ought to 
go legislative enactments spelling out retention 
and destruction policies confidentiality rules, and 
procedures for protecting individual rights when 
outsiders seek to obtain access for what are 
asserted to be lawful and necessary purposes, 

As a case study in how not to build new record 
systems, the Report discusses some of the major 
Administration and Congressional proposals for 
national welfare reform, which generally hinge on 
the availability of computers for massive data 
storage and exchange, Several of the welfare sys
tem proposals contain "sweeping authorizations for 
data collection and sharing but almost nothing by 
way of confidentiality standards and due-process 
review procedures." The Report points out that we 
may be "creating one of the largest, most sensitive, 
~'nd highly computerized record systems in the 
nation's history, without explicit protections for 
the civil liberties of millions of persons whose lives 
will be profoundly affected " " 

Records of the Wrong Kind 

Limit the collection of personal information 
where a proper regard for the citizen's right to 
privacy suggests that records ought not to be main
tained at all by certain organizations, or never 
furnished for certain uses in the society: Among 
the examples are the use of arrest-only records in 
licenSing and employment decisions, and the selling 
to commercial advertising services of names and 
addresses collected by government under its licens-
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ing and regulatory powers, unless the individual 
specifically consents to such use. 

In the case of arrest records, the Report stresses 
that: 

A democratic society should not allow arrest 
records to be collected and circulated nationwide 
with increasing efficiency without considering 
directly the actual social impact of their use in 
the employment and licensing spheres, and with
out examining the possibility that dissemination 
beyond law-enforcement agencies represents an 
official stigmatization of the citizen that ought 
to be either forbidden by law, or closely 
regulated. 

Social Policy 

Increased work by the computer industry and 
professionals within it on technological safeguards 
which will make it possible to implement confiden
tiality policies more effectively than is now feasible: 
The Report notes that: 

No 'technological fix' can be applied to the data
bank problem. Protection of privacy is a matter 
of social policy, on which computer professionals 
are fellow-citizens, not experts. 

But the Project calls for more research, develop
ment and testing efforts to be undertaken by the 
computer industry to see that the computer's 
capacities for protection of confidentiality and in
surance of proper citizen access are turned into 
"available and workable products". Law and public 
pressure, the Report suggests, require that such 
measures be taken by managers of sensitive record 
systems when they are computerized, thereby stimu
lating the "user demand" to provide a practical 
market for such devices and techniques. 

No Extension of Use of Social Security Number 

Reconsideration by Congress and the executive 
branch of the current permissive policies toward 
use of the social security number in an increasing 
number of government and private record systems: 
The Report notes that having such a number is 
not a prerequisite for linking files within or between 
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organizations, but notes that a common numbering 
system clearly makes record linkage easier and 
cheaper. Further, the Project concludes that re
solving the critical civil liberties issues in record 
keeping "wi!! require that a minimum level of trust 
be maintained between American citizens and their 
government. Under these conditions, adopting the 
social security number as a national identifier or 
letting its use spread unchecked cannot help but 
contribute to public distrust of government." 

InforllHltion-Trust Agencies 

Experimentation with special information-trust 
agencies to hold particularly sensitive bodies of 
personal data: For example, the Report suggests 
that the handling of both national crime statistics 
and summary criminal histories ("rap sheets") 
might be taken away from the Federal Bureau of 
r nvestigation and placed in an independent np-aonal 
agency under control of a board that would have 
public representatives as well as law enforcement 
officials on it. Such an agency would have to be 
established "with a clear legislative mandate to be a 
'guardian' institution," paying attention to civil 
liberties interests as well as law enforcement needs. 

Critical Period, 1973-78 

The Report stressed that the next five years 
would be a critical period in the reception and con· 
trol of sensitive personal record systems, especially 
those managed by computers. More sensitive areas 
of record-keeping are being entered by many 
computerizing organizations; many larger on-line 
(instant access) networks are being brought into 
operation; and more consolidations of presently 
scattered records about individuals can be seen as 
a trend in certain areas, such as criminal justice, 
credit and financial transactions, and welfare. The 
Report stresses that unless lawmakers and organiza
tional managers develop proper safeguards for 
privacy and due process, and create mechanisms for 
public scrutiny and review, the record systems they 
are building could sharpen the already serious ~e. 
bate in American society over the way to apport~on 
rights, benefits, and opportunities in a credential· 

oriented society, and leave organizational uses of 
records to control individual features too far outside 
the rule of law .. 

In its closing paragraphs, the Report sums up 
the databanks and civil liberties problem as 

, follows: 

!f ~ur empirical findings showed anything, they 
mdlCate that man is still in charge of the 
m.achines. ~hat is collected, for what purposes, 
With whom mformation is shared, and what op
portunities individuals have to see and contest 
records are all matters of policy choice not 
t~chnol?gical determinism. Man cannot e~cape 
?IS SOCial Or moral responsibilities by murmur
Ing feebly that "the Machine made me do it." 
There is also a powerful tendency to romanticize 
the pre-computer era as a time of robust privacy, 
respect for individuality in organizations, and 
"face-to-face" relations in decision-making. Such 
arcadian notions delude us. In every age, limiting 
the arbitrary use of power, applying broad prin
ciples of civil liberty to the troubles and chal
lenges of that' time, and using technology to 
advance the social well-being of the nation repre
sent terri~ly hard questions of public policy, and 
always Will. We do not help resolve our current 
dilemmas by thinking that earlier ages had magic 
answers. 

Computers are here to stay. So are large organi
zations and the need for data. So is the American 
commitment'to civil liberty. Equally real are the 
social cleavages and cultural reassessments that 
mark our era. Our task is to see that appropriate 
safeguards for the individual's rights to privacy, 
confidentiality, and due process are embedded in 
every major record system in the nation, particu
larly the computerizing systems that promise to 
be the setting for most important organizational 
uses of information affecting individuals in the 
coming decades. 

Staff Associates for the Project 
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School 

George A. Miller 

Institute for Advanced Study, Princeton, N.J. 
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Arthur Naftalin 
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Anthony G. Oettinger 

Harvard University 

John R. Pierce 
. California Institute of Technology 

The Honorable Ogden R. Reid 
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Appendix IX 'JUVENILE INFORMATION SYSTEMS: 
A COMPARATIVE ANALYSIS * 

by Michael L. Altman 

IN 1967, the President's Commission on Law 
Enforcement and Administration of Justice recom
mended that the Department of Justice and the 
States establish computer-based information sys
tems for the purpose of "having complete and 
timely information about crimes and offenders 
available at the right place and the right time ... " 1 

Influenced by this recommendation, lured by the 
millions of dollars provided by LEAA,2 and assisted 
by a Model Act, Model Regulations and Technical 
Memoranda prepared. by Project SEARCH,3 a 
large number o( states nnd local jurisdictions have 
established automated criminal history syst~ms.4 
Information pertaining to juvenile record systems 
is limited, but a 1972 Department of Justice sur
vey G indicates that at least twenty-seven jurisdic
tions have introduced some form of automation 
into their juveqile courts. In addition, it is clear that 
many other juvenile courts are seriously con
templating adopting some form of automation into 
their record keeping practices. 

The automation of juvenile records has clearly 
lagged behind the automation of adult criminal 
records. The reasons for this lag are not entirely 
clear for the juvenile justice system, which is com
pelled to serve both weYfare and punitive goals, 
collects, stores and purports to utilize far more 
information than the criminal justice system. The 
need to manage this vast quantity of information 
would seem to have compelled the juvenile justice 
system to lead the movement towards automation
but, it hasn't. Based upon conversations with 

• Reprinted from Camp Iller Applications ill the IIlVellile JI/stice 
System, published by the National Council of Juvenile Court Judges. 

1 The Challenge of C,ime in a F,ee Society, A Report by the 
President's Commission on Law Enforcement and Administration of 
Justic (1967) al p. 266. 

• Law Enforcement Assistance Administration created by Title I of 
the Omnibus Crime Control and Safe Streets Act of 1968, 42 U.S.C. 
3701 (as amended by Public Law 93-83, August 6, 1973). 

'SEARCH is an acronym for System for Electronic Analysis anti 
Retrieval of Criminal Hlsto,ies. The Project is located in Sacra
mento, California, is funded by LEAA and has produced a number 
of memoranda pertaining to automated criminal history systems in
clUding a Model Act (Technical Memorandum No.3, May, 1971) 
and Model Regulations (Technical Memorandum No.4, March, 1972). 

• The 1972 Dlrecto,y 01 Automated Criminal Justice Information 
Sy'tem., PUblished by the United States Department of Justice, 
reports that a survey of the 50 states and 103 local jurisdictions 
revealed 454 separate automated systems. 

'Id. at 0-33, 34. 

officials in several states, this seeming anomaly is 
explained in several ways: 1) Project SEARCH 
specifically excluded juvenile records from its 
model act, G 2) the fear that public opposition to 
automating juvenile records would jeopardize the 
movement toward automation of adult criminal re-. 
cords, 3) the belief that automating juvenile records 
might make it more difficult to preserve the historic 
principle that juvenile records should be confiden
tial, 4) the belief computers don'Uorget and that a 
juvenile justice system exists, at least in part, so that 
we can both forgive and forget, 5) the belief of law 
enforcement presonnel that juveniles are different 
and that there is not as great a need for record in
formation pertaining to juveniles as there is for 
adults and 6) the belief that the important informa
tion pertaining to juvenile is not a summary of 
previous offenses but rather backgmund, social, and 
psychological data which is much more difficult and 
costly to quantify and store in an automated system. 

These explanations are not entirely satisfactory 
because it is often asserted that computers can be 
programmed to preserve confidentiality (through 
the usc of access codes, creating a log of those who 
seek information, etc.) and can be programmed to 
forget.' In addition, the national practice of diver
sion on the police levelS would seem to indicate that 
law enforcement personnel would need and want ac
curate informatiOl ".' .ckly in order to make a diver
sion decision as ('. _IS possible. Also, a substantial 
percentage (22.6 percent) of all police arrests for 
violent crime are persons who are under the age of 
18° and the reasons that law enforcement supports 
automated criminal histories pertaining to adults 

• • P,oject SEARCH, Technical Memorandum No.4, Reg. 4 at pp. 
0, 49 (March, 1972). 

'/ The notion thut the USC of computers Can limit rather than 
enhance risks to privacy is touied by computer salesmen and is 
accepted by Project SEA Ref{. See, Security and Privacy Considera
tions in Criminal History Systems, Project SEARCH Technical Re
port No.2 (July, 1970). The notion is disputed by Professor Miller. 
Miller, A.R., Tire Assault 01/ Pril'Qcy 41-53 (1971). 

8 Forty-nine and two,tenths percent of all juveniles taken into 
cu~:",dy by the police in 1972 were not referred to juvenile court but 
were handled internally by the department or were referred to 
another agency. Crime in the United States: Uniform Crime Reports, 
Table 21, p. 116 (1972). 

• Crime in the United Stutes: Uniform Crime Reports, Table 21, p. 
116 (1972). 
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would seem to apply at least to that class of juve
niles. Finally, all of the explanations offered. relat.e 
to the automation of records pertaining to. Iden.h
fiable juveniles and do not r~lat~ to the JU,ventle 
justice system's need for qua~tltatlve data COllected 
for administrative and evaluattve purposes. 

Even if the explanations given for the reluctance 
to automate juvenile records are not totally ade
quate there are a number of reasons that the 
emer~ing movement towards automation should 
proceed cautiously. First, although there may seem 
to be an internal logic dictating that we automate 
that information pertaining to juveniles which has 
been automated in the adult system, the fact is that 
many of the basic premises of the adult criminal 
history system, as well as its operation, are ques
tionable. For example, the supposed prototype auto
mated criminal history system, the NCIC system, 
has produced substantial criticism10 ranging acr~s.s 
the political spectmm from the American CiVil 
Liberties Union to Senator Barry Goldwater. Most 
recently the Governor of Massachusetts announced 
that M~ssachusetts would not participate in the 
NCIC system, "until such time as the Department of 
Justice or tfie Congress provides sufficient guaran
tees to safeguard individual rights and the system:s 
integrity against abuse." 11 Since one of the baSIC 
principles of the juvenile justice system has been 
to preserve the confidentiality of a juvenile's con
tacts with the system in order to enhance the pos
sibility of rehabilitation and decrease the possibil!ty 
of stigma, the juvenile justice system should certam
Iy pause until it is somewhat clearer whether ~uto
mation will serve or disserve the interests of pnvacy 
and confidentiality. Stated another way, a major 
premise of the juvcnile justice system is that chil
dren arc different and that one of the ways that the 
system should recognize that difference is by giving 
children "another chance." One way in which a 
child is given another chance is by protecting his 
record so that he won't be treated as a "criminal." 

10 See. Westin, A.F., Data Rank .• In a Free Society, 47-64 (1972). 
~I letter from Governor Francis W. Sargent to Attorney General 

Elliot l. Richardson dated June 13, 1973. 
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The importance of that value may requi.re that .we 
not automate juvenile records (notwlthstandmg 
some benefits produced by automation) because the 
risks would simply be too great that a basic premise 
of the system could be undermined,12 

A second reason that juvenile courts should pro
ceed cautiously with respect to a decision to auto
mate its record systems is that the juvenile justice 
system, notwithstanding Gault, is premised upon a 
social-welfare model. That is, the system, as ex
pressed through its diversion, intake an~ disposition 
mechanisms, is primarily concerned With what the 
child is (or isn't) and what he needs and not with 
what he did,1=! In order to find out what the child 
is and what he needs a detailed social history is ~re
pared and this history may includ~ psych~logl~al 
testing and evaluation. This type,o~ mf?rmatto~, 11)

formation which in one sense dlstmgUlshes a Juve
nile from an adult court, is most difficult to com
puterize because it is often su~jective ~nd i~tuitive, 
not readily quantifiable and, If quantIfied, It often 
becomes extremely misleading. The problem here 
has been aptly stated by a Canadian Commission: 

Computers are most efficient when dealing with 
information that can be quantified and system
ized' information that is intuitive, ambiguous, or 
emo~ional is much more difficult to computerize. 
As a consequence, computers may reinforce the 
importanl':e in the decision-making process of the 
technocrat over the humanist, the objective over 
the subj~:ctive.14 

12 The risk ~f wholesale exposure of automated records Is d~· 
cussed at grea I length by Professor Arthur Miller in Tire ASJault 0" 
Privacy (1971 ). that 

13 The premise that juvenile courts focus on the chl!d an~ no Wand 
he did may be validated by looking at almost any Juvenile 1~le hOe 
seeing that at most one pa~e is devoted to what the child d W Id 
many pages are de.oted 1,0 his "social history." Moreover, I W~u 
guess that at most only tw'~ to five percent of all juveniles :w~~ t~;~ 
contact with the juvenile justice system ever see an ad)u ~ or 
hearing since most juveniles are either diverted prior to a hear ns 
plead guilty. stabllshed 

" Privacy and Computers, A Report of a Task Force e. (In. 
by the Department of Communlcations/Departme.n~ of Justlc.e Iclan 
formation Canada, 1972). The importance of Intullton to a c~nlca1 
has been written about extensively. See, Sarbln, T.R,) A full 
Ps,'clrologv-Art or Science?, 6 Psychometric 391 (1941 . Meehl 
discussion' of the debllle aboltt the clinical method appears In • , 
P.E .. Clinical '.rsus Statistical Prediction (1954). 

The problem is demonstrated by the automated sys
tem in Worcester, Massachusetts in which the 
child's I.Q, is reported as a raw aggregate score, 
the simplest way to quantify information about in
telligence. Aside from the question whether LQ. 
scores should be utilized at all, reporting only the 
ra;-score raises a number of issues: it would ap
pear to violate Ethical Standards promulgated 
by the American Psychological Association (Prin
ciples 14) and it is necessarily misleading because 
the meaning of an LQ. score can not be understood 
unless the specific I.Q. test utilizcd is reported, the 
score is interpreted, at least in terms of standard 
deviations, and the relationship between verbal and 
performance scores and other information that is 
available about the child is explained 15 so that 
LQ. can be understood in its proper context. 

A third reason that I am concerned about the 
emerging trend towards automating juvenile re
cords is that the records are often of poor quality, 
information is often collected and not used or if used 
it is questionable whether it should be used for that 
purpose. The recent observations of Edwin M. 

,Lemert bear repeating here: "Juvenile court re
cords ... are inadequate or incomplete as reports; 
they are uneven in their description and analysis 
of various aspects of the miner's problem and situa
tion .... "10 Lemert also reports, "the existence of a 
vast amount of information in juvenile records, re
plete with numerous duplicates, which is seldom if 
ever used" and further that there is a. "lack of dis
cernable correspondence between the contents of 
records and recommendations made for disposition 
of cases."li Therefore, "to grasp how decisions are 
made . , . , one mnst 'read between the lines' of 
records Or solicit infornlal explanations from parties 
inVOlved. "18 • 

If Lemert's conclusions about juvenile records 

"See, McCarthy, D., Ethical and Pro/es.rir:mal Considerations in 
aeporting of Test Information 26-31 in Barnett, W.L., Readings in 
PS)'chological Tests and Measllrements (1964). See also, Anastasi, 
A., PSI'chology, Psychologist.r, and P.rl'chological Testing, 22 Amer. 
Psychol. 297-306 (1967). 

"lemert, E.M., Record., in the Jut'mile COllrt I" On Record: 
Files and Do.rsiers ill American Life, 355 (1969). 
"Id. at 357. 
"ld. at 359. 
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are accurate, and I can add that my observations of 
records in Massachusetts, Arizona and Nevada con
firm his statements, then a discussion of computer
izing juvenile records, other than for routine ad
ministrative purposes, can not be meaningful. 
Rather, the first step must be to analyze the in
formational needs of the juvenile justice ~ystem and 
the ability of the system to collect and use that in
formation. Once such an analysis is undertaken we 
can then talk about the best form of storing that in
formation and ask whethei- automation serves or 
disserves the information needs of the juvenile 
courts, 

The fourth reason that I would suggest we pause 
before putting the juvenile justice system on the 
"computer bankwagon" is that first there must be a 
thorough examination of the laws and poli~ies per
taining to the confidentiality of juvenile records. 
The n0ed for such an examination before, rather 
than after cI)mputers are utilized in the juvenile 
courts, becolll~'s evident from comparing the various 
state laws that .now exist and from analyzing recent 
court decisions. The analysis that follows proceeds 
from the assumption that confidentiality is a desir
able goal of the juvenile justice system.10 

ANALYSIS OF STATE LEGISLATION 

Virtually every state has enacted legislation to 
limit public access to juvenile court records and to 
declare that an adjudication of delinquency is not 
a conviction of a crime. The purpose of such legisla
tion is to enhance the chances of rehabilitation by 
reducing the risks of collateral disabilities attaching 
to the disclosure of a conviction. This is a lofty pur
pose but, as many studies have indicated,20 it hasn't 

]. The principle that juvenile records should generally be kept 
confidential is based upon the notion that n record is "organized 
stigma" and that the juvenile justice system, to accomplish its social 
welfare and rehabilitative goals, must affirmatively seek to prevent or 
reduce stigma from attaching or at least from being communicated. 
See, lemert, sllpra note 16 at PP. 373-75; SchUr, Radical Non
Intervention 118-30 (1973); Schwartz and SkOlnick, Two Studies of 
Legal Stigma, 10 Social Problems 133 (1968). 

!lO E.g., Miller, H.S., The Closed Door (1972); Sparer, E" 
Employability and the JIII'enile Arrest Record (1966). 
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worked.21 It hasn't worked because many employers 
and educatorf; believe that they are taking risks 
when they employ or enroll a person with a record; 
because many employers and educators are un
willlng to expend funds to conduct a complete in
vestigation to determine whether the existence of a 
record actually reflects upon the person's present 
qualifications or trustworthiness, and because there 
are many loopholes and inadequ;}cies in the laws 
which seek to preserve confidentiality and eliminate 
collateral disabilities. 

The inadequ?cy of present laws pertaining to in
Formation systems in the juvenile justice system is 
indicated by an examination of the present state 
laws. Perhaps the most telling revelation from such 
an examination is that generally there is no formal 
regulation, either by statute or mle, in a number of 
significant areas. First, there are no laws defining 
the purposes for which information may legitimately 
be collected and utilized. Tnstead, it becomes ap
parent that the juvenile justice system assumes that 
so long as a court has jurisdiction, it may c01lect any 
and all information (no matter how private), and it 
may lise that information for any purpose, subject 
of course to the court's own internal and subjective 
notions of relevancy, utility and the best al1ocations 
of resources.22 

Second, there are no laws establishing any quality 
controls with regard to practices of collecting and 
using information. Thus, juvenile courts are not 
compelled to be introspective about their informa
tion-gathering practices. In other words, juvenile 
courts are never required to ask themselves (never 
mind prove) why, in a robbery case, for example, 
there is or is not a justification for expending re
sources to collect information regarding the child's 
performance in school or the degree to which his 
family is functional or dysfunctional. Then, as-

01 See also, Justice Fortns' statement in Til Re Gal/It, 387 U.S. I, 
24-25 ([967), to the effect that many police departments regularly 
supply record information to the Armed Services, social service 
agencies, and employers. 

"" The assumption thal businesses want, need and can lise more 
information is challenged by Ackoff, R.L., in an article entitled 
Management Misinformation Systems, 14 Management Science B-147 
(1967) • 
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suming there is a justification for collecting such in
formation, the courts are not required to ask them
selves how that information is relevant to a parti
cular decision. Instead, the courts are permitted to 
assume that a poor school record on a dysfunctional 
family is evidence of delinquency proneness - jus
tifying intervQJ1-t,ion. But, does evidence of a poor 
school record or a dysfunctional family in fact war
rant intervention? The answer is that we clon't 
know. As Gottfrec1son has stated: "Despite the 
painstaking studies, item analyses and validation 
studies ... , all currently available prediction me
thods still have only relatively low predictive 
power."23 Thm, to rely upon any particular datum 
or combination of data to make a judgment of 
delinquency proneness will necessarily result in 
gross overpredictions. The question whether, or the 
extent to which, the juvenile justice system should 
be permitted to overpredict raises policy questions 
on one-level. The policy question on the level of in
formation systems is to what extent should the 
juvenile courts be allowed to collect and store in
formation, particularly information of a private 
nature, which has a relatively low predictive power. 

Third, there are no laws which presently recog
nize that a juvenile court's thirst for information 
should be weighed against a juvenile's right and 
need for privacy. This means that the juvenile 
justice system assumes that once it obtains jurisdic
tion over a child it may collect any and all informa
tion, no matter how "private" that information may 
be, no matter whether that information is only 
marginally relevant to a particular decision, and no 
matter how limited the scope of that decision may 
be. In addition, there is no concept of proportion
ality with respect to information gathering. By that 
I mean that the system assumes that it may gather 
any and all information - no matter how "private" 
- irrespective of whether the child is charged with 
a curfew violation or murder. In other words, the 
juvenile justice system does not start from the 

!!3 Gottfredson, D.M., Assessment and Prediction Methods in 
Crime and Delinquency in The President's Commission on Law En· 
forcement and Administration of Justice, Task Force Report: 
JIII'enile Delillql/ellc), 'Jlld YOlltlt Crime 171, 181 (1967). See al!O, 
Schur, E.M., Radical Non-Tllten'entioll 46-51 (1973). 

premise, as I would suggest it should, that a child 
has a right of privacy and that the justification for 
invading that privacy - the state's interest in in
truding - should depend both upon the seriousness 
?f his m~sconduct and the validity of col1ecting the 
mformatlOn for a particular decision. 24 

A fourth and .final area which I will mention in 
which there are presently no state laws, are l~ws 
regulating the use of computers in the juvenile 
courts. The general need for such laws is the sub
ject. of Arthur Miller's book. The Assault on Pri
vacy, and it is a subject to which Project SEARCH 
has given some attention. Certainly, juvenile courts 
must address the many legal questions which arise. 
The most obvious questions relate to the application 
of theft laws to situations in which a person obtains 
information from a computer without authority, the 
e~ect of computer use upon a juvenile's right of 
pnvacy an.d the special needs of children to be pro
tected agal~st the misuse of information. For pur
poses of thiS paper and this symposium, however, I 
only want to emphasize that computers, in one 
sense, simply provide a meciwnism for storincr or
dering and disseminating information, and meab~ing_ 
ful analysis of that mechanism or any mechanis~l 
can only be considered in the broader context of 
the purposes of collecting and using information in 
the juvenile justice system. 

. Now that I have outlined what subjects, pertain
~ng to juvenile information systems, are not the sub
Jec~ of formal regulation, I now turn to those issues 
whIch have been attended to by the legislatures of 
some states. 

On~~ 24 states (Alaska, Connecticut, Georgia, 
~:wall, Idah?, Illinois, I.ndian~, Kentucky, Kansas, 

ryland, Mlllnesota, Missoun, New Mexico, North 

ne~h~WO recent. case~ suggest the concept of proportionality although 

C
rease anses '" the juvenile court context. In Merriken v 

""sman 42 U S L W'k 2 • COUrt' •••• : 203 (Gen. Law, October 16, 1973) the 
d held t~at ,"formation could not be collected for a school's 

P~g prevention prog,am because the information sought was of a 
rlvate nature d purpose. a? . ~as not shown to be sufficiently relevant to the 

n"rer ; for which It would be usej. See also Wentwortlt v. Scltle-
, 2 U.S.L. Wk. 2271 (Gen. Law, November 27, 1973). 
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Dakota, New York, Oklahoma, Oregon, South 
Carolina, South Dakota, Tennessee Utah Vermont 
Wisconsin and Wyoming) control' and limit acces~ 
to juvenile records in the possession of police. 
T.herefore, t~e decision whether to disseminate juve- . 
11lle records III the remaining 26 states is left to the 
discretion of each police department in 'each state. 
The laws in those states that h:lVe enactedlegislntion 
per~aining to police juvenile records are sometimes 
:,e:y gen~ral, as in Wyoming (§14-15.41), where 
It IS proVided that police records on juveniles must 
be kept separate from those of adults and that such 
records are confidential but may be disseminated 
with the consent of a judge. In Vermont (§ 663), 
however, the legislation is somewhat more specific 
~nd i?spection is limited to specific agencies: the 
Juvemle court, an agency to which a juvenile is com
mitted, corrections, a criminal court for sentencing, 
the parole board and to other police agencies. The 
Iowa Code (§ 232.56), an anomaly, requires police 
to keep their juvenile records open to the pllblic. 2 r. 

On~~ 23 states (Connecticut, Florida, Georgia, 
H~wall, Idaho,. Indiana, Illinois, Kansas, Kentucky, 
MI~nesota, Missouri, New Jersey, North Dakota, 
OhIO, Oklahoma, Oregon, South Carolina, Ten
nessee, Utah, Vermont, Virginia, Washington and 
Wyo~ing) r:gulat.e the fingerprinting and photo
grap~l~g of .Juventles. Illinois (ch. 373 § 702-8) 
prohIbIts police from forwarding juvenile pri'nts and 
photos to the F.B.I. and to the central state depQsi
tory; South Carolina (ch. 15-1281.20) prohibits the 
fingerprintinlS and photographing of juveniles with
out judicial consent; and Florida (ch. 39.03) limits 
~n~erprinting and photographing to felony cases, 
ltmlts access to police, the juvenile court and the 
juvenile, and requires destruction of such records 
at age 2l. 

Only 16 states (Alaska, Arizona, California, 
Colorado, Connecticut, Florida, .Georgia, Indiana, 
Missouri, New Jersey, Oklahoma, Oregon, Ten
nessee, Utah, Virginia and Washington) have laws 

os Query whether an employer in Iowa would have the right to 
~ave . acccs.s to the police computer to s'ocure printouts of all 
JuvenIles WIth an arrest record. 
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providing for juvenile records to be destroyed.
26 

The Connecticut statute, (§ 17-72a), authorizing 
destruction of records, requires the immediate 
"erasurd" of all police and court records if the 
child is found not delinquent and the "removal" of 
"all references" to the case if the child was found 
delinquent and is not charged with a subsequent 
offense for two years thereafter. California, in addi
tion to a statute authorizing the sealing of records 
(Welf. and Instit. Code § 781), gives each juvenile 
court the power to destroy records other than the 
docket and minute book. (Welf. and lnst. Code § 
826). Missouri law (title 12 § 211.32) on this 
point is similar to California, while New Jersey 
exc1udes from its "expungement" statute certain 

designated serious crimes. 
Six states (Alaska, Colorado, Maine, New 

Mexico, South Carolina, and Vermont) and the 
District of Columbia make it a crime to improperly 
disclose juvenile record information; but it is not a 
crime in the other states to disclose juvenile records 
to unauthorized persons. The District of Columbia 
Code (§ 11-1586) makes it a crime to disclose, 
use or receive juvenile record information with
out authority; the Alaska criminal statute (ch. 
47.10.090) is limited to unauthorized disclosure 
by the news media; and the Maine code (ch. 15 § 
2609) makes it criminal contempt to divulge 

matters before the juvenile court. 
Nine states (Connecticut, California, Kentucky, 

New Mexico, Ohio, Oregon, Utah, Vermont and 
Wyoming) provide that once a juvenile record is 
sealed, the proGeedings "shan be deemed never 
to have occurred;" the other states have no similar 
provision. The practical effect of sucb a provision 
is to authorize a juvenile to answer an employer, 

," Eleven states (Cn,lifornia, Kentucky, Maryland, Massachusetts, 
New Mexico, North Dakota, Ohio, South Dakota, Utah, Vermont 
and Wyoming) have laws providing that, under certain circum· 
stances, juvenile records may be sealed. Since the functional effect 
of sealing records is to close them to the public and juvenile court 
records are theoretically closed anyway, sealing statutes give a 
juvenile little added protection. If, howeYec, police records are sealed 
with the court records, the effect of seating may be beneficial to a 
juvenile. Bllt see, Kogon and Loughery, Sealing and Explmgemen/ 01 
Criminal Records-The }lig Lie, 61 J. of Crim. L. and Police Science 
378 (1970) in which the authors refer to sealing and expungement 

statute:.; as a hoaX. 
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credit company, etc. that he has no record. See, 
e.g., Cal. Welf. and Inst. Code § 781. By contrast, 
a juvenile in another state, eVC;11 if his record is 
sealed, does not have the legal right to deny the 
existence of a juvenile record (although the Court 
or Probation Office may have the authority to do 
so) and he would in fact be required to disclose 
the existence of a record in an application for pub1ic 
employment which had to be signed under the 
penalties of perjury. Even if 10ca11aw provides that 
the public employer may not deny the applicant a 
job merely because he has a juvenile record (e.g., 
Mass. Gen. Laws ch. 119 § 60) it has been held 
that the employer may refuse the job based, not 
lIpon the record itself, but the underlying facts of 
the case. See, Cacchiola v. Hoberman, 3 t N.Y.2d 
287, 291 N.E.2d·117 (1972) (concurring opin
ion). But see, TNG v. Superior Court, 94 Cal. 
Rptr. 813,484 P.2d 981 (1971). Thus, it can be 
seen that the failure to authorize a juvenile to deny 
the existence of record, and the failure to prohibit 
an employer from asking about a record, establishes 
a loophole and an opportunity to deny benefits to 

juveniles.27 

Only seven states (Florida, Georgia, Hawaii, 
Idaho, New Mexico, South Dakota and Utah) have 
laws which specifically regulate access to juvenile 
records by researchers. A typical provision with 
respect to research access, Georgia Code § 
24A-3501, limits research to "authorized repre
sentatives of recognized organizations compiling 
statistics for proper purposes" and requires judicial 
approval. In Utah (§ 55-10-116), the law merely 
states that a judge "may" provide access to "per
sons conducting pertinent research studies" and by 
implication prohibits researchers from having 
access to probation records. Compare, North 
Dakota Code § 27-20-51 which does not specifically. 
refer to access by researchers but doetl permit the 
court to "disclose" records to named persons, in-

'" It is perhaps logical to assume that states which nave fully 
accepted the philosophy 01 confidentiality would prohibit employers, 
credit companies, etc. from inquiring about either the existenC~ of 
a juvenile record or the underlying facts of a juvenile offen~, 
Whether that would be a good philosophy in all case-~ is subject to 
debate. Gough, The Expungement of Adjudication Records, 1966 

Wash. U.L.Q. 147, 178-86. 

eluding "any other person having a 1 'ti' t . . ,egJ. ma c lU-

terest . . . 10 the work of the court·" h' . . ' presumably 
l [s prOVISIOn is designed to govern research access 

Only six states (Alaska C010rado G .' 

M 
. M " eorgla, 

ame, ontana and South Carolina) ha I 
h
. h h" ve aws 

w IC pro Iblt the news media from publishing the 
~ar~es. or photo of a juvenile. In Montana, the 
lImItations on publication apply only to nonfelony 
cha.rges (.ch. 10-633). In Mississippi a contrary 
pollcy e:lst.s: the name of the juvenile and the 
names or hiS parents must be published in a 10 I 
newspaper if the juvenile is a second offend ca . er. 

Only 11 states (Alaska Connecticut Fl 'd G . Id ' , on a, 
eorgla, aha, Hawaii, Iowa, Kentucky, Louisiana 

Ore~on and S~uth Carolina) have statutes which 
provIde. tha: .mformation ~ontained in juvenile 
records IS pnvIleged. Tn Alaska (§ 47.10.090), the 
;o~e. exp::ssly states that the information is 
pnvIleged while in states such as Connecticut 

~§ 5:71-84) .a privilege is cr:::ated by implication: 
. n~ mformatJon . . . shall be disclosed directly or 
mdirectly." Some other states, such as Massachu~ 
se~ts: have laws making record information inad
mISSible as evidence in court (ch. 119 § 60' h 
120 § 21) . ' c . . . . The practical distinction between 
pnvdege and evidentiary laws is that the evidentiary 
rule u~ually applies only to "courts" and thus, a 
pro~atIo,n officer coule! theoretically be compelled to 
testIfy befor d" . . e .,an.a ~l1i'llstratJve agency or any other 
non-court InvestIgatlVe agency. 

Fi.nally, a number of states provide that a juvenile 
0: ~IS attorney have a right of access to the juve
nile ~ probation report (Colorado, Minnesota New 
~exIco, Oregon, South Carolina, Tennessee Wash-
Ington W . ' D ' yommg, Connecticut, Georgia, and North 

akota). ~lthough it appears to be nearly a uni
ver.sal practIce 2B to allow the attorney for a juvenile 
to Inspect a probation officer's records most states 
do t h ,. no ave laws which compel that result and 
~erefore, the privilege of access may be denied if 

"A 1963 survey report d th . regularl I' ." at two-thirds of the judges surveyed 
percen/ sUPP led probatIOn reports to the attorneys and only five 
Represe nev,cr ~id so, Skoler, D.L. and Tenney, C.W .• Attorney 
8&-87 ;~atlOn In JI/venile. COllrl, 4 10urnal of Family Law 77, 
live G~lid6i.)' Both lhe Umform Juvenile Court Act and the Legisla
aCcord at~ lOes of t~e ~hildren:s Bureau include rules which would 

orneys access to all Juvenile records, 
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the juvenile'S attorney and the probation office are 
not on good terms. 

To summarize, most states have laws which 
serve as a ~eneral declaration that persons SilOUld 
not be demed opportunities based upon a juvenile 
record, .But, most states do not have 'aws which 
a.re speCIfic enough to assure that the generallegisla
tlve pur~ose .is likely to become a reality. However, 
an examm~t~on of the laws of all the states reveals 
~any provISIons which may serve as a basis for the 
kinds of regulation which is needed. These are laws: 

1. Regulating dissemination of police records' 

2. Regu~at.ing fingerprinting of photographing; 
3. Permlttmg or requiring the destruction of 

records; 

4. Requiring the sealing of records; 

5. Making it a crime to disclose juvenile records' 

6. Providing that a juvenile proceeding is "deemed 
not to have occurred" once tbe record is 
sealed; 29 

7. Regulating access by researchers' 

8. Regulating access by the media: ' 

9. Creatjn~ a privilege with res~ect to juvenile 
record mformation' . , 

10. Giving ju~eniles or their attorneys access to 
probation records. 

The enactment of legislation in all of the above 
a.r~a.s . does not, of course, exhaust aU of the pos
~Iblht~es for protecting information pertaining to 
Juventles. Enactment of such legislation would 
how~ver, ~rovide a much firmer foundation to pro~ 
tect Juventle records and if combined wl'th I . 1 t' f'· egIs a-
JOn. ocusmg upon standards for collecting infor-

matton, referred to earlier in this section the . k 
f" ' ns 

o misuse of rnformation would be substantially 
reduced. 

Analysis of Relevant Case Law 
Historically, the decision to collect, retain and 

.. It has been arllued that it is h ' . 
sistent with the philosophy of the 'UYPo~lr'tlcal and perhaps incon-

b 

. J vem e courts to pe 't . h 
y legislative enactment or by court rule . . mll, .elt er 

denying that he has ever had a record wh~n a. JuveOlle to lie by 
existed. This argument was made and re 'ecte .m fact 1\ record has 
Court, 4 Cal. 3d 767 (1971). J din T.N.G. v. SI/perlor 
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release record information has been regarded as 
exclusively within the discretion of each criminal 
justice agency,30 A number of recent cases indi
cates, however, that the judiciary is now willing to 
promulgate standards pertaining to the practice of 
maintaining arrest records in certain cases. For the 
most part, those decisions have focused upon 
unusual facts.a] However, other cases have broadly 
examined both the law enforcement need to retain 
arrest records and the harm caused by dissemina
tion and have concluded that at least in cases where 
there has been an acquittal and there has been no 
affirmative showing of the netd to retain the record, 
expungement will be requirecl.32 The legal premise 
of these cases has been either that the retention of 
an arrest record without proof of a compelling state 
purpose to support retention is an invasion of the 
constitutional right of privacy 33 or that expunge
ment may be an appropriate remedy to redress a 
constitutionally unlawful arrest. 84 

The recent cases in which courts have broadly 
construed the right of expungement do not neces
sarily mean, however, that courts will be willing to 
carefully scrutinize the legitimacy of a law enforce
ment purpose that is asserted in support of the 
release of a record. For example, in the recent case 
of Tosh v. Buddies Supermarkets,35 the police re
leased the conviction records and "mug shots" of 
union organizers to a supermarket that was in the 
process of resisting a campaign to unionize its em
ployees. The union organizers sought an injunction 
and damages when the supermarket published the 
"rap sheets" on 14 X20 inch posters. The court 
denied the claim finding a "legitimate need" for 

""E.g .• Femicola ,'. Kennan, 39 A.2d 851 (N.J. Chan. 1944). 
:n See, H/lghes v. Rizzo, 282F. SupP. 881 (E.D. Penn. 1968) (police 

conducted clearly illegal mass arrests to clear parlt of hippies---arrest 
records ordered expunged); S/llIivan v. Murphy, 41 U.S.L.Wk. 2598 
(Gen. 5/15/73) (mass arrests without probable caUse during May 
day demonstration-arrest records ordered expunged); Bilick v. 
Dudley; - F. S\IPp. - (S.n.N.Y. No. 67 Civ. 3317, 3/30/73) (mass 
arrest without probable cause to break up political rally-court 
records ordered expunged). 

""See, Eddy,'. Moore, 5 Wash. App. 334, 487 P.2d 211 (1971); 
Da"idson v. Dill, -Colo-, 503 P.2d 157 (1972). See also, Menard 
v. Mitchel/, 430 F.2d 486 (D.C. Cir. 1970). 

"" Eddy.,'. Moore, .,.,pra. 
"' Menard v. Milchell •. fUpra at 491. 
"" 482 F.2d 329 (5th Cir. 1973). 
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the release because the supermarket could be 
"better prepared to deal with" conduct which might 
be threatening to customers or store employees. 

Although the cases that are discussed above in
volve adult criminal records and not juvenile 
records, it is reasonable to conclude that most 
courts would apply similar reasoning to a case 
involving a juvenile. Indeed, courts have held that 
expungement of juvenile records may be ordered in 
cases where there has been an acquittal relying 
upon the broad policies of confidentiality and re
habilitation expressed in a state's Juvenile Court 
Act,3D 

One very recent case, Merriken v. Cressman,37 
substantially extends the right of juveniles to be 
protected from stigmatizing labels. In that case, the 
court found that a program established by a school 
distdct to identify potential drug abusers in the 
eighth grade violated the children's constitutional 
right of privacy in that the information collected 
was of a private nature and not shown to have any 
necessary use for dnlg abuse prevention, there 
were not adequate protections to assure the con
fidentiality of the information, and the risks of 
harm from mislabel.ing or misuse were 'regarded as 
too significant to permit collection and retention of 
the information. 

In summary, a1though courts are just beginning 
to analyze the right of criminal justice agencies to 
retain juvenile records, it is likely that the courts 
will at least adopt the following principles generally: 

1. All records mus~ be expun~ed if a juvenile has 
been arrested without probable cause and the 
charges are subsequently dismissed. 

2. All records must be expunged if a juvenile's case 
is dismissed or there is a finding of not guilty 

"" See, In Re Smith, 63 Misc. 2d 198 (1970); Henry v. Looney,6S 
Misc. 2d 759 (1971); Coffee, Privacy versus Parens Palriat, 57 
Cornell L. Rev. 571' (1972); Gough, The Expungement of Adjudlca· 
tion Records, 1966 WasIl. U.L.A. 147. But see, Dugan v. Pollet 
Depl. City of Camden, 112 N.J. Super. 482, 271 A.2d 727 (1970) 
in which the court rejected a challenge of the general right of police 
to relain juvenile arrest records on the grounds that such police 
records were not open to the public and their retention is justified 
to permit police to perform necessary investigative and preventive 
activities. 

"'42 V.S.L. Wk. 2203 (Gen. Law, October 16, 1973). 

unless it can be shown that the records are not 
disseminated and that their retention is neces
sary for some valid law enforcement purpose. 

3. All records must include the disposition of the 
case. 

Interestingly, only Connecticut presently has a 
statute which compels compliance with the first two 
principles and no states have a law to assure com
pliance with the third. 

Conclusion 

Before a juvenile court begins to plan to intro
duce automation into its record keeping practices, 
for other than routine administrative matters (such 
as collecting aggregate data, docket control or pro

viding information about community placements 
and programs), it is necessary to first examine the 

juvenile court's informational needs, how it collects 
and uses information, how information can stigma
.tize. children in unintended ways, the taws pertain
lUg to the confidentiality of juvenile records and 
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the special problems related to reducing clinical 
information to a format from which it may be 
converted into an automated system. Once such an 
analysis is completed, it is very likely that the con
clusion will be that much of the informfltion that is 
presently collected by juvenile courts is irrelevant 
or is not used and the most pertinent information 
cannot be reduced to a computer format and re
tain its meaning. In addition, while present laws 
pertaining to the confidentiality of information are 
inadequate, and appropriate amendments can be 
ll:ade to substantially reduce the risk of improper 
cltsc]osure and misuse of information, the best 
protection against stigmatizing children if that is 
to continue to be a primary goal vf th~ system, is 
not to collect information for purposes of creating 
a r~cord llnle~s it is absolutely needed for purposes 
whlc1~ are eVIdent. In any cas:!, it is hoped that 
we WIll not spend millions of dollars on hardware 
and software, instead of spending it on services for 
Children, without at least asking ourselves why we 
want the information in the first place and once we 
get it how we should and can use it. 
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STATE OF WASHINGTON 
44TH REGULAR SESSION 

Senate Joint Resolution No. 123 

by Senators Goltz, Fleming, Buffington, 
McDermott and Morrison 

Read first time February 20, 1975, and referred to JUDICIARY COMMITfEE. 

BE IT RESOLVED, BY THE SENATE AND HOUSE OF REPRESENTATIVES OF THE STATE 
OF WASHINGTON, IN LEGISLATIVE SESSION ASSEMBLED: 

THAT, At the next general election to be held in this state there shall be s~bmi:ted 
to the qualified voters of the state for their approval and ratification, 
or rejection, an amendment to Article I of the Constitution of the state of 
Washington by amending section 7 thereof to read as follows: 

Article I, section 7. N; person shall be disturbed in his private affairs, or his 
home invaded, without authority of law. The right of privacy is hereby declared to 

be a fundamental right of the people. 

BE 11' FURTHER RESOLVED, That the secretary of state shall cause notict:. of 
the foregoing constitutional amendment to be published at least four times during 
the four weeks next preceding the election in every legal newspaper in the state. 
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STATE OF NEW YORK 

1975-1976 Regular Sessions 

In Assembly 

January 8, 1975 

Introduced by Mr. CULHANE-Multi.sponsored by-Messrs. STRELZIN, 
DiFALCO, BREWER, GRIFFITH, MONTANO, FERRIS, GRABER,HAREN. 
BERG, STOTf, LEVY, D'AMATO, DELLI BOVl, MOLINARI, O'NEIL, 
SULLIVAN, DEARIE, WALSH, SERRANO-read once and referred to the 
Committee on, Commerce, Industry and Economic Development-reference 
changed to Committee on Consumer Affairs and Protection--committee dis
charged, bill amended, ordered reprinted as amended and recommitted to said 
committee--reported from said committee with amendments, ordered reprinted 8S 

amended and pl~ced on the order of second reading-passed by Assembly and 
delivered to the Senate-recalled from Senate, vote reconsidered, bill amended, 
ordered reprinted and restored to third reading. 

AN ACT 

to amend the general business law, in relation to consumer credit 
reporting 

The People of the State of New York, represented in Senate and Assembly, do 
enact as follows: 

Section 1. The legislature hereby finds and declares: 

(1) The ba~king system is dependent upon fair and accurate credit reporting. 
Inaccurate credit reports directly impair the efficiency of the banking system, and 
unfair credit reporting methods undermine the public confidence which is essential 
to the continued functioning of the banking system. 

(2) An elaborate mechanism has been developed for investigating and evaluating 
the credit worthiness, credit standing, credit capacity, character, and general repu
tation of consumers. 

(3) Consumer reporting agencies have assumed a vital role in assembling and 
evaluating consumer credit and other information on consumers. 
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(4) There is a need to insure that consumer reporting agencies exercise their 
grave responsibilities with fairness, impartiality, and a respect foI' the consumer's 

right to privacy. 
(5) It is the purpose of this article to require that consumer reporting agencies 

adopt reasonable procedures for meeting the needs of commerce. for. con~umer 
credit, personnel, insurance, and other information in a. I~anner WhICh IS faIr and 
equitable to the consumer, with regard to the confidentIality,. accuracy, re?evancy, 
ancl proper utilization of such information in accordance With the reqUIrements 

of this article. 
In furtherance of these findings the legislature does enact this article. 

§ 2. The general business Jaw is hereby amended by inserting therein a new 

article, to be article twenty-five-A, to read as follows: 

Section 380. 

380-a. 

380-b. 

380-i!. 

380-d. 

380-e. 

380-f. 

380-g. 

380-h. 

380-i. 

380-j. 

380-k. 

380-1. 

380-m. 

380-n. 

380-0. 

380-p .. 

Short title. 

Definmons. 

ARTICLE 25-A 

FAIR CREDIT REPORT1NG ACT 

}'ermissible dissemination of reports. 
Preparation .and/or proCllrement of consumer reports. 

I'repnration and/or procurcment of investigative consumcr reports. 

Disclosures to consumers. 
Methods and conditions of disclosurc to consumers. 
]'roccdurc for correcting inaccurate, irrelevant and misleading information. 

l'ublic rccord information for employmcnt purposes. 

Restrictions on investigative consumcr reports. 

Requiremcnts on uscrs of consumer reports. 
Prohibited information aCCUflICY, relevancy and obsolcscencc of information 

in reports. 
Ch'i1 liability for willful non-compliance. 

Civil liability for negligent noncompliance. 

Jurisdiction of courts; limitation of actions. 

Obtaining information under false pretenses. 

Unauthorized rlisclosures by officcrs or employees. 

~80-q. Mcrchallt harassment. 
380-r. Severability. 

§ 380. Short title. This article may be cited as the fair credit reporting act. 

§ 380-u. Definitions. (a) The term "person" means any individual, partnership, 
corporation, trust, estate, cooperative, association, government or governmental 
subdivision or agency, or other entity. 

(b) Tbe term "consumer" means an individual. 
(c) The term "consumer report" means any written, oral, or other communica

tion of any information by a consumer reporting agency bearing on a consum.er's 
credit worthiness, credit standing, credit capacity, character, general reputation, 
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personal characteristics, or mode of living which is used or expected to be used or 
collected in whole or in part for the purpose of serving as a factor in establishing 
the consumer's eligibility for (1) credit or insurance to be used primarily for per
sonal, family, or household purposes, or (2) employment purposes. The term 
does not include (i) any report containing information solely as to transactions 
or experiences between the consumer and the person making the report or (ii) 
any authorization or approval of a specific extension of credit directly or indirectly 
by the issuer of a credit card or similar device. 

(d) The term "investigative consumer report" means a consumer report or 
porti')n thereof in which information on a consumer's character, general reputa
tion, personal characteristics, or mode of living is obtained through personal 
interviews with neighbors, friends, or associates of the consumer reported on or 
with others with whom he is acquainted or who may have knowledge concerning 
any such items of information. However, such information shall not include specific 
factual information on a consumer's credit record obtained directly from a creditor 
of the consumer or from a consumer reporting agency when such information was 
obtained directly from a creditor of the consumer or from the consumer. 

(e) The term "consumer reporting agency" means any person which, for mone
tary fees, dues, or on a cooperative nonprofit basis, regularly engages in whole or 
in part in the practice of assembling or evaluating consumer credit information 
or other information on consumers for the purpose of furnishing consumer reports 
or investigative consumer reports to third parties. 

(f) The term "file" when used in connection with information on any con
sumer, means all of the information on that consumer recorded and retained by 
a consumer reporting agency regardless of how the information is stored. 

(g) The term "employment purposes" when used in connection with a con
sumer report means .a report used for the purpose of evaluating a consumer for 
employment, promotion, reassignment or retention as an employee. 

(h) The term "merchant" means any person who receives a consumer report 
or investigative consumer report from a consumer reporting agency or who provides 
information to a consumer reporting agency pursuant to a contract or for a fee, or 
who otherwise regularly provides information to a consumer reporting agency. 

(i) The term "adverse information" means information that is likely to have 
a negative effect upon the ability or eligibility of a consumer to obtain credit, 
credit insurance, employment, or other benefits, goods or services. 

(j) The term "user" when discussed in connection with the use of a consumer 
report means any recipient of a consumer report or an investigative consumer 
report other than the subject thereof. 

§ 380-b. Permissible dissemination of reports. A consumer reporting agency 
may furnish a consumer report under the following circumstances and no other: 

(a) In respon~e to the order of a court having jurisdiction to issue such an 
order. 

(b) In accordance with the written instructions and authorization of the con
sumer to whom it relates. 
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§ 380-c. Preparation and/ or procurement of consumer reports. (a) A person 
may not procure or cause to be prepared a consumer report on ~ny cons~mer 
unless such person has provided the consumer with clear and conspicuous .wntten 
notice of the requested procurement or preparation and the .co~sumer has, ~n tum, 
given a specific, dated, and separately signed written authOrIzatIOn for each prepa-

ration or procurement. 
(b) The notice to the consumer, which is required by the preceding subdivision~ 

(1) must inform the consumer of the names, addresses, and telephone numbers 01 

any and all consumer reporting agencies that will be requested to prepare or 
disseminate consumer reports about the particular consumer, and (2) I?ust clearly 
and conspicuously inform the consumer that he may request and receive from all 
such consumer reporting agencies copies of any and all such consumer reports. 

§ 380-d. Preparation and/ or procurement of invcstigat~ve c~nsu.mer reports. 
(a) A person may not procure or cause to be prepared an mvesttgatlve c~nsumer 
report on any consumer unless such person has provided the consumer wI~h clear 
and conspicuolliS written notice of the requested procurement or pre.paratlOn. and 
the con,sumer has, in turn, given a specific, dated, and separately signed wntten 

authorization for each preparation or procurement. 
(b) The notice to the consumer, which is required by the preceding subdivision: 

(1) must inform the consumer of the names, addresses, and telephone numbers .of 
any and all cousumer reporting agencies that will be requested to prepare or dis
seminate consumer reports about the particular consumer; (2) must clearly and 
conspicuously inform the consumer that he may request an~ rece~ve ~rom aU such 
consumer reporting agencies copies of any and all SUC? .mvestt.gatJVe. co~sumer 
reports; (3) must provide a list of all questions to be asked m the Illvesttgatto~ and 
the likely sources to be contacted in the investigation; and (4) must pro~lde a 
blank copy of any standard questionnaire.or other similar form to be used III the 

investigation. 
§ 380-e. Disclosures to consumers. (a) Every consumer reporting agency shall, 

upon request and proper identification of any consumer, clearly and accurately 

disclose to the consumer: . 
(1) all information in its files on the consumer at the time of the request; 

(2) the sources of the information; 
(3) the recipients of any consumer report or investigative consumer report on 

the consumer which it has furnished: 
(i) for employment purposes within the two-year period preceding the request, 

and 
(ii) for any other purpose within the six-month period preceding the request. 

(b) The requirements of subdivision (a) respecting the disclosure o~ source. of 
information and the recipients of consumer reports do no~ apply to mf~rmat.lOn 
received or consumer reports furnishe.d prior to the effective date of thiS arttcle 
except to the extent that the matter involved is contained in the files of the con-

sumer reporting agency on that date. 
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§ 3.80-f. Methods and conditions of disclosure to consumers. (a) A consumer 
r~portmg ag~ncy shall make the disclosures required under section three hundred 
elghty-e durmg normal business hours and on reasonable notice. 

(b) The disclosures required under section three hundred eighty-e shall be made 
to the consumer by one or more of the following methods: 

. (1) in person if he appears in person and furnishes proper identification, and 
I~ any such case the consumer shall be permitted a personal visual inspection of 
his file; or .-

(2) by telephone if he has made a written request, with proper identification, for 
telephone disclosure and the toll charge, if any, for the telephone call is prepaid 
by or charged directly to t~e consumer. In the event the telephone call is made 
after an adverse consumer determination, the cost of such call shall be paid by 
the consumer reporting agency; or 

(3) by mailing a copy of the consumer's file to him, if he has made a written 
request with proper identification, at a charge for photocopying not to exceed ten 
cents per page. In the event that the request for a copy of the consumer's file is 
made after an adverse consumer determination, the cost of such disclosure shall 
be paid by the consumer reporting agency. 

(c) Any consumer reporting agency shall provide trained personnel to explain 
to the consumer any information furnished to him either by personal interview or 
telephone communication, and information furnished by mail must be accom
panied by an explanation of such information if provided in code or trade termi
nology. 

(d) The consumer who seeks disclosure by means of a personal interview pur
suant to paragraph (1) of subdivision (b) of this section shall be permitted to be 
accompanied by one other person of his choosing, who shall furnish reasonable 
identification. A consumer reporting agency may require the consumer to furnish 
a written statement granting permission to the consumer reporting agency to discuss 
the consumer's file in such person's presence. 

§ 380-g. Procedure for correcting inaccurate, irrelevant and misleading infor
mation. (a) A consumer reporting agency shall adopt reasonable procedures to 
enable a consumer to correct any inaccurate, irrelevant or misleading information 
in his file. 

(b) If a consumer disputes any item of information contained in his file on the 
ground that it is inaccurate, irrelevant or misleading, and such dispute is directly 
conveyed to the consumer reporting agency by the consumer, the consumer re
porting agency shall promptly re-investigate and record the current status of such 
information, unless it has reasonable grounds to believe that the dil,pute by the 
consumer is frivolous, and it shall promptly notify the consumer of the result of 
its investigl.'ltion and his rights pursuant to subdivisions (d), (e) and (f) of this 
section. The presence of contradictory information in a consumer's fi],e shall not 
in and of itself, constitute reasonable grounds for believing the dispute jis frivolous: 

(c) Upon re-investigation the consumer reporting agenc.y shall record in the 
consumer's file the efforts undertaken to re-investigate the d1spute, including but 
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not limited to the names of the person or persons conducting the re-investigation, 
and the names of the persons who provided information in connection with the 
re-investigation, 

(d) If, after conducting the re-investigation prescribed b,y ~ubdivision (b) ~f this 
section the consumer reporting agency finds that an item IS m error or that It can 
no lon~er be verified, it shall: (1) promptly expunge the item and otherwise correct 
the file, (2) refrain from reporting the item in ,subse~uent co?sumer re~orts, an~ (3) 
promptly notify all persons who have receIVed mformatlon r,egardmg th~ Item 
during the previous two years that an error existed and furlllsh them with the 
corrected information, 

(e) If, after conducting the re-investigation prescribed by subdivisi~n (b) of th,is 
section, the consumer reporting agency is unable to resolve any dlffere~ce still 
remaining between the allegations made by its sources and the consumer, It shall, 
(1) promptly indicate in the file that the item is disputed, (2) permit the ~o~sumer 
to file a statement containing the nature of the dispute; the agency may hmlt such 
statements to not more than one hundred words if it provides the consumer with 
assistance in writing a dear summary of the dispute, (3) include the consumer's 
statement of the dispute in all subsequent credit reports containing the inform~tion 
in question, and (4), clealrly note in all subsequent consumer reports that the Item 
is disputed by the consumer, 

(f) Following any dektion of information which is found t? be inaccu~ate or 
the accuracy of which can no longer be verified or any notatIon as to dlsp~ted 
information, the consumer reporting agency shall furnish notification that th~ Item 
has been deleted and include a copy of the consumer's statement, where apphcable, 
in accordance with subdivision (e) of this section, to any person who has received 
a consumer report within two years prior thereto, 

§ 380-h. Public record information for employment purposes. A consumer 
reporting agency which furnishes a consumer report for employment purposes and 
which for that purpose compiles and reports items of information on consumers 
which are matters of public record and are likely to have an adverse effect upon a 
consumer's ability to obtain employment shall: 

(a) At the time such public record information is repor,ted to th~ user of, suc,h 
consumer report notify the consumer of the fact that pubhc record mformahon IS 
being reported by the consumer reporting agency, together with the name and 
address of the person to whom such information is being reported; or , 

(b) Maintain strict proc,edures designed to insure that whenever p~bhc ,r~cord 
information which is likely to have an adverse effect on a consumer s ablhty t,o 
obtain employment is reported it is complete and up to date, For purposes of thIs 
subdivision items of public record relating to cc"lVictions, suits, tax liens, and out
standing judgments shall be considered up to date if the current public record status 
of the item at the time of the report is reported, 

§ 380-i. Restrictions on investigative consumer reports. (a) Whenever a con
sumer reporting agency prepares an investigative consumer report, no adverse 
information in the consumer report (other than information which is a matter of 
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public record) may be included in a subsequent consumer report unless such 
adverse information has been verified in the process of making such subsequent 
consumer report, or the adverse information was received within the three-month 
period preceding the date the subsequent report is furnished, 

(b) Each investigative consumer report shall be in writing, shall identify the 
sources of all information contained therein, and shall be retained in the file of 
the consumer to whom it relates for a period of one year following its completion, 

§ 380-j. Requirements on users of consumer reports. (a) Whenever any adverse 
action is taken either wholly or partly because of information contained in n con
sumer report or partly because of information contained in a consumer report from 
a consumer reporting agency, the user taking such action shall: 

(1) cl,isclose in writing to the consumer against whom such adverse action has 
been taken (i) the reason for taking such adverse action, including reference to 
the particular item or items of information contained in the consumer report upon 
which such adverse action has been wholly or partly based; (ii) the name, strcct 
address, and telephone number of the consumer reporting agency making the re
port; and (iii) a statement of the fact that the consumer is entitled to obtain the 
specific methods of disclosure of h is file provided for in section three hundred and 
eighty-f; and 

(2) furnish a copy of the consumer report if the consumer report was written, or 
furnish a copy of a summary if the consumer report was oral. 

(b) Whenever credit or insurance for personal, family, or household purposes, 
or employment involving a consumer is denied or the charge for such credit or 
insurance is increased either wholly or partly because of information obtained from 
a person other than a consumer reporting agency bearing upon the consumer's 
credit worthiness, credit standing, credit capacity, character, general reputation, 
personal characteristics, or mode of living, the user of such information shall dis
close in writing to the consumer at the time such action is taken the reason for such 
adverse action, and the nature of the information, 

(c) Whenever a user or potential user of consumer reports procures or causes 
to be prepared a consumer report on any consumer, such user or potential user 
shall be required to comply with the requirements of this article, 

(d) Every user of a consumer report or an investigative consumer report shall 
be iJrohibited from disseminating any such report to any other person, 

§ 380-k. Prohibited information, accuracy, relevancy and obsolescence of in
formation in reports. (a) Neither a consumer reporting agency nor a merchant shall 
collect, evaluate, prepare, use or report information which is not reasonably 
relevant to the purpose for which it is sought. 

Neither a consumer reporting agency nor a merchant shall collect, evaluate, 
prepare, use or report information relative to an arrest or a criminal conviction for 
such offense, or information based on uncorroborated hearsay, or information about 

a consumer's race, religion, color, ancestry, ethnic origin, personal life style, 
philosophy, or political affiliation, 
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(b) Neither a consumer reporting agency nor a merchant s?all ~llect, evaluate, 
prepare, use or report information which is obsolete or which It has reason to 
know is inaccurate or irrelevant. 

(c) A consumer reporting agency and a merchant shall adopt and follow re~son
able procedures designed to (1) assure maximum possible accuracy of the. mfor
mation concerning the individual about whom the report relates,. (2) venfy the 
accuracy and the relevancy of such information, and (3) exclude maccurate and 
irrelevant information from their files. 

(d) (1) Except as authorized under paragraph two of this subdivision, no con
sumer reporting agency may make any consumer report containing any of the 
following items of information: 

(i) bankruptcies which, from date of adjudication of the most recent bankruptcy, 
antedate the report by more than fourteen years. 

(ii) suits and judgments which, from date of entry, antedate the rep?rt by ~ore 
than seven years or until the governing statute of limitations has expired, which
ever is the longer period. 

(iii) paid tax liens which, from date of payment, antedate the report by more 
than seven years. 

(iv) accounts placed for collection or charged to profit and loss which antedate 
the report by more than seven years. 

(v) records of conviction of crime which, from date of disposition, release, or 
parole, antedate the report by more than seven year~. 

(vi) inf(l[mation regarding drug or alcoholic addict:on where the l~st re~or~ed 
incident relating to such addiction antedates the consumer report or investigative 
consumer report by more than seven years. 

(vii) information relating to past confinement in a mental institution where the 
date of last confinement antedates the report by more than seven years. 

(viii) any other adverse item of information which antedates the report by more 
than seven years. 

(2) T~le provisions of paragraph one of this subdivision are not applicable in 
the case of any consumer credit report to be used in connection with: 

(i) a credit transaction involving, or .which may reasonably be. expected to in
volve a principal amount of fifty thousand dollars, or more; 

(ii) the underwriting of life insurance involving, or which may reasonably be 
expected to involve, a face amount of fifty thousand dollars or more; 

(iii) the employment of any individual at an annual salary which equals, or which 
may reasonably be expected to equal twenty-five thousand dollars, or more; 

(e) No consumer reporting agency shall issue a consumer report which lists a 
person as having been denied credit if the sole reason for such denial is lack of 
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sufficient information to grant credit, unless the report states that the denial was 
for such reason. 

§ 380-1. Civil liability for willful noncompliance. Any consumer reporting 
agency or user of information which willfully and knowingly fails to comply with 
any requirement imposed under this article with respect to any consumer is liable 
to that conSUCler in an amount equal to the sum of: 

(a) Any actual damages sustained by the consumer as a result of the failure; 

(b) Such amount of punitive damages as the court may allow; and 

(c) In the case of any successful action to enforce any liability under this 
section, the costs of the action together with reasonable attorney's fees as deter
mined by the court. 

§ 380-m. Civil liability for negligent noncompliance. Any consumer reporting 
agency or user of information which is negligent in failing to comply with any re
quirement imposed under this article with respect to any consumer is liable to that 
consumer in an amount equal to the sum of: 

(a) Any actual damages sustained by the consumer a:; a result of the failure; 

(b) Such amount of special damages as the court may allow, but not less than one 
hundred doUars for each item of erroneous information reported; and 

(c) In the case of any successful action to enforce any liilbility under this section, 
the costs of the action together with reasonable attorney's fees as determined by 
the court. 

§ 380-n. Jurisdiction of courts; limitation of actions. An action to enforce any 
liability created under this article may be brought in any court of competent juris
diction, within two years from the date on which the liability arises, except that 
where a defendant has materially and willfully misrepresented any information 
required under this title to be disclosed to an individual and the information so 
misrepresented is material to the establishment of the defendant's liability to that 
individual under this article, the action may be brought at any time within two years 
after the discovery by the individual of the misrepresentation. 

§ 380-0. Obtaining information under fa!se pretenses. Any person who knowing
ly and willfully obtains information on a consumer from a consumer reporting 
agency under false pretenses shall be fined not more than five thousand dollars or 
imprisoned not more than one year, or both. 

§ 380-p Unauthorized disclosures by officers or employees. Any officer or em
ployee of a consumer reporting agency who knowingly and willfully provides in
formation concerning an individual from the agc:;ncy's files to a person not authorized 
tei receive information shall be fined not more than five thousand doIlars or im
prisoned not more than one year, or both. 
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§ 380-q. Merchant barassment. No merchant shall threaten any consumer with 
consequences adverse to his credit standing by reason of a report to be made by the 
merchant to a consumer reporting agency. Nothing in this section shall prohibit a 
merchant from reporting information to a consumer reporting agency in conformity 
with this article. 

§ 380-r. Severability. If any provision of this article or the application thereof 
to any person or circumstances is held to be invalid, such invalidity shall not affect 
other provisions (.'r applications of this article which can be given effect without the 
invalid provision or application, and to this end the provisions of this article are 
severable. 

§ 3. Articles twenty-five-A and twenty-five-B of such law are hereby renumbered 
to be articles twenty-five-B and twenty-five-C, respectively. 

§ 4. This act shall take effect on the first day of July next succeeding the date on 
which it shall have become a law. 

Appendix XII 

House 

COMMONWEALTH OF MASSACHUSETTS 
No. 3152 

January 8, 1975 

By Mr. Mofenson of Newton, petition of David J. Mofenson and Chester G. 
At~ for legislation to protect personal privacy by prohibiting unwarranted dis
dosure of personal bank and telephone records. The JUdiciary. 

In the Year One Thousand Nine Hundred and Seventy-Five. 

AN ACT TO PROTECT PERSONAL PRIVACY BY PROHIBITING UNWARRANTED DlS~ 

CLOSURE OF PERSONAL BANK AND TELEPHONE RECORDS. 

Be it enacted by the Senate and House of Representatives in General Court as
sembled, and by the aut}writy of the same, as follows: 

SECTION 1. Chapter 166 of the General Laws is hereby amended by inserting, 
after Section l5D, the following section: -

Section 15E. No telephonp. company doing business within the commonwealth 
shall divulge any information cO!1cerning any of its customers or subcribers to any 
individual, corporation, partnership, association, or governmental entity, except as 
may be required by federal law or permitted by statute of the commonwealth or 
except upon presentation of a proper subpoena from a court of law, upon written 
request of such customer Or subscriber, or in order to arrange for collection of un
paid bills. Any such company which violates any provision of this section shall be 
liable to the customer or subscriber to whom such information relates for the 
greater of the following amounts: (a) one thousand dollars, plus costs and reasonable 
attorney fees; or (b) three times the amount of actual damages, if any, sustained 
plus costs and reasonable attorney fees. 

SECTION 2. Section 1 of Chapter 167 of the General Laws as mQst recently 
amended by section 1 of chapter 452 of t~e acts of 1935, is hereby further amended 
by inserting, at the end thereof, the following definition: -

"Customer", an individual, partnership, corporation, firm, or association which 
conducts any banking transaction with a bank, including, but not limited to, open
ing and depositing or withdrawing funds from a savings or checking account, seek
ing or obtaining a loan, mortgage, or otht![ indebtedness, making payment upon 
such loan, mortgage, or debt, or seeking or maintaining a credit card issued by a 
bank. 

SECTION 3. Chapter 167 of the General Laws is hereby amended by inserting, 
after section 48B, the following section:-
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Section 48C. No individual, partnership, association or corporation operating a 
bank or savings and loan association in the commonwealth shall divulge any in
formation concerning any of its customers to any individual, corporation, partner
ship, association, or governmental entity, except as mt:y be required by federal law 
or permitted by statute of the commonwealth or except upon presentation of a 
proper subpoena from a court of law, upon written request of such customer, or in 
order to arrang~ for the collection of unpaid debts. Any such individual, partnership, 
association or corporation which violates any provision of this section shall be liable 
to the customer to whom such information relates for the greater of the following 
amounts: (a) one thousand donars, plus costs and reasonable attorney fees; or (b) 
three times the amount of actual damages, if any, sustained, plus costs and reason-

able attorney fees. 

SECTION 4. This act shall take effect on January first, nineteen hundred and 

seventy-six. 

, 
1 Appendix XIII 

Assembly Bill 

CALIFORNIA LEGISLATURE 
1975-76 REGULAR SESSION 

Introduced by Assemblyman Sieroty 
(Coauthor: Senator Carpenter) 

April 3, 1975 

No. 1429 

REFERRED TO COMMITTEE ON CRIMINAL JUSTICE 

An act to amend Section 10145 and 10146 of the Business and Professions 
Code, and to repeal Section 1917 of the Financial Code, and to amend Sections 
12537 and 12586 of, and add Chapter 20 (commencing with Section 7460) to 
Division 7 of Title 1 of, the Government Code, to add Sections 904 and 1703 to 
the Insurance Code, and to amend Section 11703 of the Vehicle Code relating to 
financial records. ' 

LEGISLATIVE COUNSEL'S DIGEST 

AB 1429, as introduced, Sieroty (Crim.J.). Financial records: search and seizure. 
Presently, the law does not provide for a special procedure to be followed when 

a state or local agency seeks to examine financial records, of a customer in the 
course of a civil or criminal investigation. 

This bill enacts the "California Right to Financial Privacy Act." It provides 
that no officer, employee, or agent of a state or local agency, as defined, or de
partment thereof, may request or obtain from a financial institution as defined 
copies of financial records or information from such records on any ~ustomer ex~ 
cept in specified circumstances and by specified procedures, and limits the use 
of financial records authorized to be received . 

. This bill makes a violation of the California Right to Financial Privacy Act a 
misdemeanor. It authorizes injunctive relief, and reasonable attorney's fees upon 
successful action. 

The bill requires specified persons, corporations, and licensees to authorize 
specified state agencies to examine various financial records as a condition of doing 
business, obtaining a license, or exercising privileges. 

It provides that neither appropriation is made nor obligation created for the 
reimbursement of any local agency for any costs incurred by it pursuant to this 
act. 

Vote: majority. Appropriation: no. Fiscal committee: no. State-mandated local 
program: no state funding. 
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The people of the State of California do enact as tollows: 

SECTION 1. Section 10145 of the Business and Professions Code is amended 
to read: 

10145. A real estate licensee who accepts funds from others in connection with 
any transaction subject to this part who does not immediately place such funds into 
a neutral escrow depository or into the hands of his principal shall place such funds 
into a trust fund account maintained by him in some bank or recognized depository 
and shall retain all such funds in the account until such time as he has made a 
disbursement of the funds in accordance with instructions from the principal or 
principals in the transaction; provided that a real estate broker when acting as a 
principal pursuant to Section 10131.1 or Article 6 (commencing with Section 
10237) of this part shalt place all purchase funds for real property salel: contracts 
or promissory notes secured directly or collaterally by liens on real property being 
sold by him in a neutral escrow depository unless delivery of the note or contract 
is madc simultaneously with the receipt of the funds. A separate record shall be 
maintaine<) of all moneys received subject to .this section and shaH further indicate 
t~e disposition thereof. Upon request of the commissioner a licensee shall furnish 
to the commissioner an authorization for examination of financial records of any 
such trust fund account, maintained in a financial institution, in accordance with 
the procedures set forth in Section 7473 of the Government Code. 

As used in this section "neutral escrow" means an escrow business conducted by 
a person licensed under Division 6 (commencing with Section 17000) of the 
Financial Code or by any person described by subdivision (a) of Sertion 17006 
and subdivision (c) of Section 17006 of said code .. 

SECTION 2. Section 10146 of the Business and Professions Code is amended to 
read: 

10146. Any real estate broker who contracts for or collects an advance fee 
from any other person, hereinafter referred to as the "principal," shall deposit any 
such amount or amounts, when collected in a trust account with a bank or other 
recognized depository. Such funds are trust funds and not the funds of the agent. 
Amounts may be withdrawn therefrom for the benefit of the agent only when 
actually expended for the benefit of the principal or five days after the verified 
accounts mentioned hereinafter have been mailed to the principal. Upon request 
of the commissioner a broker shall furnish to the commissioner an authorization 
for examination of financial records of the trust account in accordance with the 
procedures set forth in Section 7473 of the Government Code. 

The commissioner may issue such rules and regulations as he dt:ems necessary 
to regulate the method of accounting, and to accomplish the purpose of the pro
visions of this code relating to advance fees including, but not limited to, establish
ing forms for and determining information to be included in such accountings. 
Each principal shall be furnished a verified coPY of such accountings at the end of 
each calendar quarter and when the contract has been completely performed by 
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the licensee. The Real Estate Commissioner shall be furnished a verified copy of 
any account or all accounts on his demand therefor. 

. 'W~hcre advanc~ fees actually ~aid by or on behalf of any principal are not handled 
In accordance With the preceding paragraph, it shall be presumed that the agent 
has violated Sections 506 and 506a of the Penal Code. The principal may recover 
treble ~amag~s for amounts so misapplied and shall be entitled to reasonable at
torneys fees In any action brought to recover the same. 

SECTION 3. Section 1917 of the Financial Code is repealed. 

SECTION 4. Chapter 20 (commencing with Section 7460) is added to Division 
7 of Title 1 of the Government Code, to read: 

CHAPTER 20. GOVERNMENTAL ACCESS TO FINANClAL RECORDS 

ARTICLE 1. DECLARATION OF POLICY 

7460. This chapter shalt be known as the "California Right to Financial Privacy 
Act." 

7461. The Legislature finds and declares as follows: 
. (a) Procedures and policies governing the relationship between financial institu

tJ.O?S a~d gov~rnment agencies have in some cases developed without due regard to 
clt!zens constitutional rights. 

(b) The. California S~lpreme Court has recognized that there is a right to privacy 
under Section 13 of ArtICle I of the California Constitution with respect to financial 
records held by a financial institution. 

(c) The confidential relationships between financial institutions and their 
customers are built on trust and mllst be preserved and protected. 

(d) The p~rp~se .of ~his chapter is to protect the confidential relationship be
It~~en fi~anclal mstltutlons and their customers and the constitutional rights of 
cItizens lllherent to that relationship. 

ARTICLE 2. DEFIN1TIONS 

7465. For the purposes of this chapter: 

(a) The ~erm "financial institution" includes state and national banks, state and 
federal savmgs and loan associations, trust companies, industrial loan companies, 
'and state and federal credit unions. 

(b) The term "financial records" means any original or any copy of any record 
or document held by a financial institution pertaining to a customer of the financial 
institution. 

(c) The term "person" means an individual, partnership, corporation, association, 
trust, or any other legal entity organized under the laws of this state. 

(d) The term "customer" means any person who has transacted business with 
or has used the services of a financial institution or for whom a financial institution 
has acted as a fiduciary. 
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(e) The term "state agency" means every state office, officer: department, division, 

bureau, board, and commission or other state agency .. 
f The term "local agency" includes a county; City, wh~ther ~en~ral la:v. or 

ch~~ered; city and county; school district; municipal corporation; distrIct; poltt~~~l 
subdivision; or any board, commission or agency thereof; or other local pu IC 

agency. . 
(g) The term "supervisory agency" means any of the followmg: 
(1) The State Banking Department. 
(2) The Department of Savings and Loans. 
(3) The Department of Corporations. 
(4) The State Controller. 
(5) The Franchise Tax Board. 
(6) The State Board of Equalization. . . b 
(h) The term "investigation" includes, but is not limited to, any mqUlry y a 

peace officer, sheriff, or district attorney, or a~y inquiry made for the purposei o~ 
determining whether there has been a violation of any law enforceable by m 

prisonment, fine, or monetary liability. 

ARTICLE 3. CONFIDENTIALITY OF, AND ACCESS TO, FINANCIAL RECORDS 

7470. (a) Except as provided in Section 7480, no offi.cer, ~mploy~~, or ag:n~ of 
a state or local agency or department thereof, in co.nnect~on ~Ith. a Cl~ll or cr~ml~a~ 
investigation of a customer, whether or not such JOvesttgatlon IS bemg con uc.e 

. ..' d'ngs may request or receive 
pursuant to formal judicial or admmlstratlVe procee I. ' ' mer 

. of or the information contained in, the financial records of any custo . 
copies , d 'b d w'th pa·tt-
from a financial institution unless the financial records are escn e. 1. ~ 
cularity and are consistent with the scope and requirements of the mvesttgahon 

giving rise to such request and: 
(1) Such customer has authorized disclosure to such officer, employ~e or ag~nt 

of such state or local agency or department thereof in accordance With SecttOn 

7473; or . d" t' b
(2) Such financial records are disclosed In response t.o an a mmlstra Ive su 

oena or summons which meets the requirements of SectIOn 7474; or . 
p (3) Such financial records are disclosed in response to a search warrant which 

meets the requirements of Section 7475; or . .. 
(4) Such financial records are disclosed in response to a. JudiCial subpoena or 

subpoena duces tecum which meets the requirements of Section 7476. 
. h b . mmons or search warrants, (b) In any proceeding relatmg to sue su poenas, su ".. . 

the customer shall have the same. rights .as if the record~ ~~;5 m a~~ ~~~s:s:~~i 
(c) Nothing in this section or m Sections 7473, 747 , '. . 1 

. . .. .' r determine that those seekmg diSC osure 
require a financ131 mstltutlOn to mqUlre 0 . °d d 1 that the 
have duly complied with the requirements set forth therem, provl e on y or 
customer authorization, administrative subpoena or summo~s, .sea~ch. warrant, t 
judicial subpoena or order ser:ved on or. delivered to a finanCial mstltutlon pursuan 

to such sections shows comphance on Its face. .d 
Cd) The financial institution shall maintain for a peflod of five years a recor 
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of all examinations or disclosures of the financial. records of a customer including 
the identity and purpose of the person examining the financial records, the state or 
10ca.1 agency or department thereof which he represeuts, and, where applicable, a 
copy of the customer authorization, subpoena, summons or search warrant pro
viding for such examination or disclosure or a copy of the certified crime report 
received pursuant to subdivision (b) of Section 7480. Any record maintained pur
suant to this subdivision shall be available at the office or branch where the 
customer's account is located during normal business hours for review by the 
customer upon request. A copy of such record shall be furnished to the customer 
upon request and payment of the reasonable cost thereof. 

7471. (a) Except in accordance with requirements of Section 7473,7474, 7475, 
or 7476, no financial institution, or any director, officer, employee, or agent of a 
financial institution, may provide or authorize another to provide to an officer, 
employee, or agent of a state or local agency or department thereof, any financial 
records, copies thereof, or the information contained therein, if the director, officer, 
employee or agent of the financial institution knows or has reasonable cause to 
believe that such financial records or information are being requested in connection 
with a civil or criminal investigation of the customer, whether or not such investiga
tion is being conducted pursuant to formal judicial or administrative proceedings. 

(b) This section is not intended to prohibit disclosure of the financial records 
of a customer or the information contained therein incidental to a transaction in 
the normal course of business of such financial institution if the director, officer, 
employee or agent thereof making or authorizing the disclosure has no reason~ble 
cause to believe that the financial records or the information contained in the 
financial records so disclosed will be lIsed by a state or local agency or department 
thereof in connection with an investigation of the customer, whether or not sllch 
investigation is being conducted pursuant to formal judicial or administrative 
proceedings. 

(c) This section shall not preclude a financial institution, in its discretion, from 
initiating contact with, and thereafter communicating with and disclosing customer 
financial records to, appropriate state or local agencies concerning suspected viola
tion of any law, 

(d) A financial institution which refuses to disclose the financial records of a 
customer, copies thereof or the information contained therein, .in reliance in good 
faith upon the prohibitions of subdivision (a) sha1l not be liable to its customer, 
to a state or local agency, or to any other person for any loss or damage caused in 
whole or in part by such refusal. 

7472. Copies of financial records or the information contained therein, including 
information supplied pursuant to subdivision (b) of Section 7480, which are 
obtained by any state agency, loca1 agency or supervisory agency may not be: 

(a) Used or retained in any form for any purpose other than the specific statu
tory purpose for which the information was originally obtained; or 

(b) Provided to any other governmental department or agency or other person 
except where authorized by state law. If in the course of an investigation conducted 
pursuant to the provisions of this chapter, an officer, employee, or agent of a state 
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thereof discovers financial records indicating a 
or Ioed agency or departme~t h ' . without statutory authority to 
possible violation of law wh~eh suc . age.ncy lSI financial records may, in the 

. te the mformatlon III suc 1 , . d t investIgate (',r prosecu , . luded by law be provIde 0 
. . f 1 'y and unless otherwIse prec ' . d 

cliscfetlon 0 t le agenc 'h' h ch financial records were examme 
the district attorney of the county m w IC su 

or to the Attorney General. .., I ~ure under paragraph (1) of sub-
7473. (a) A customer may. authonze ~.sc o~'sclosure furnish to the financial 

I' ., (a) of Section 7470 If: those see 109 1 
~ IVI~lor~'. ed statement by which the customer: . 
mstJtutlOJ1 a SIgned and c:at . d to be set forth in the authorizatIon 

(I) Authorize$ such dIsclosure for a peno 

statement; de artment to which disclosure is 
(2) Specifies the name of the agency or p, e for which the information is 

authorized ancl, if applicable, the statutory purpos 

to be obtained; and.. d h' h are authorized to be disclosed. 
(3) Identifies the finanCIal recor s w IC. . d't' on of doing business 
(b) No such authorization shall be reqUIred as a con I I . 

with such financial institution. I cal agency seeking customer 
1 r agent of a state or 0 ( 

(c) Any office. r, emp oyee 0 ·fi'· I ecords shall notify the customer 
d' 1 f customer nancJa r ' 

authorization for ISC osure ? t' to revoke such authorization, except 
that the customer has the nght at any Ime 

. t' 's required by statute. 
wl1erc such authonza Ion I. . .. the financial records of a customer 

(d) All agency or departrnen~ exammmg 'n writincr within 30 days of such 
h· t' n shaH notIfy the customer 1 t> • d 

pursuant to t IS sec 10, .' 'f tl fi cial records which were exam me 
examination. Such notice sha~l s~eclY le nan 

and the reason for such exammatJon. a state or local agency or depart-

7474. (a) An officer: employ~e, or ag;n~~!er paragraph (2) of subdivision (a) 
ment thereof:, may obtam finanCIal ~ec.o~: fve subpoena or summons otherwise 

of ~ec~io~ ~4y~~:~~~I:~~V:~ ~o~ ~1:1~~:nlcial institution only if: d 
aut orlZe ., ., . ummons or subpoena has serve a 

(I) The person issuing such admIT1lstratJv~s~omer ursuant to Chapter 4 (com~ 
copy of the subpoena or summons. ~n ~h.e/p t 2 of ~he Code of Civil Procedure; 
mencing with Section 413.10) 0.£ TIt e 0 ar 

and includes th.e name of the agency Of department 
(2) The subpoena or summons . ,. : ed and the statutory purpose for 

in whose name the subpoena or su~mons IS .ssu ' 
which the information is to be obtamed; and within 

d h such subpoena or summons 
(3) The customer has not move to quas 

10 days of service. . . . f tifying 
(b) Nothing in this chapter shall preclude a financial mstltutton rom no 

a customer of the receipt of an administrative sU;;:~;oo:a;Uab;~:~a~r department 

7475. An officer, emplo~ee, or agent of a st ra ra Ii (3) of subdivision (a) of 
thereof may obtain finanCIal records under pa g p nt to Chapter 3 (com-

, 1 'f h btain.s a search warrant pursua 
Section 7470 on Y leo . f P t 2 of the Penal Code. Examination 
mencing with Section 1523) of TItle 12 0 ar 
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of financial records may occur as soon as the warrant is served on the financial 
institution. 

7476. (a) An officer, employee, or agent of a state or local agency or depart
ment thereof, may obtain financial records under paragraph (4) of subdivision 
(a) of Section 7470 pursuant to a judicial subpoena or subpoena duces tecum 
only if: 

(1) The subpoena or subpoena duces tecum is issued and served upon the 
financial institution: and the customer in compliance with Chapter 2 (commencing 
with Section 1985) of Title 3 of Part 4 of the Code of Civil Procedure; and 

(2) Ten days pass without notice to the financial institution that the customer 
has moved to quash the subpoena. If testimony is to be taken, or financial records 
produced, before a, court, the 10-day period provided for in this subdivision may 
be shortened by the court issuing the subpoena or subpoena duces tecum upon a 
showing of reasonable cause. The court shall direct that all reasonable measures 
be taken to notify the customer within the time so shortened. 

(b) (1) A grand jury, upon resolution adopted by a majority of its members, 
may obtain financial records pursuant to a judicial subpoena or subpoena duces 
tecum which upon a showing of probable cause, is personally signed and issued 
by a judge of the superior court in accordance with Section 939.2 of the Penal 
Code. 

(2) Upon issuing such subpoena or subpoena duces tecum, the judge shal1 
order the grand jury to notify the customer in writing within 30 days of such 
issuance; provided, however, that the judge may shorten the 30--c!ay period, or 
upon a showing of good cause, may extend such period beyond 30 days, but not 
beyond the date on which such grand jury is to be discharged. The notice shall 
specify the financal records which were examined and the reason for such exami
nation. 

ARTICLE 4. EXCEPTIONS 

7480. Nothing in t~is chapter prohibits any of the following: 

(a) The dissemination of any financial information which is not identified with, 
or identifiable as being derived from, the financial records of a particular customer. 

(b) When any police or sheriff's department or district attorney in this state 
certifies to a bank in writing that a crime report has been filed which involves 
the alleged' fraudulent use of drafts, checks or other orders drawn upon any hank 
in this state, such police or sheriff's department O'r district attorney may request a 
bank to furnish, and a bank shall supply, a statement setting forth the following 
..information with respect to a customer account specified by the police or sheriff's 
'department or district attorney for a period 30 days prior to and up to 30 days 
following the date of occurrence of the alleged megal act involving the account: 

(i) The number of items dishonored; 

(ii) The number of items paid which created overdrafts; 

(iii) The do])ar volume of such dishonored items and items paid which created 
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overdrafts and a statement explaining any credit arrangement between the bank 

and customer' to pay overdrafts;. 
(iv) The dates and amounts of deposits and debits and the account balance on 

such dates; 
(v) A copy of the sign~ture appe<.\ring on a customer's signature card; 

(vi) Date account opened and, if applicable, date account closed. . 
(c) Subject to the limitations in Section 7472, the examination by, or dlsclos~re 

to any supervisory agency of financial records which relate s~lely to the. exer~ls~ 
of' its supervisory function. The scope of an agency's su?ervlsory f~nctlon .s a 
be determined by reference to statutes w'hich grant authonty to examme, audIt, or 
require reports of financial records or financial institutions as follows: 

f B k b fence to Division 1 (1) With respect to the Superinten~ent ~ an ,s y re er 
(commencing with Section 99) of the FinanCIal Code. 

(2) With respect to the Department of Savings. apd .Loans by reference to 

D · .. 2 (commencing with Secti'on 5000) of the Financial Code. IVlslon D' .. 5 
(3) With respect to the Corporations Commissioner by refere~ce to. IVISIO~ 

(co~mencing with Section 14000) and Division 7 (commencmg wIth Sectton 

18000) of the Financial Code. . 
(4) With respect to the State Controller by reference to Title 10 (commencmg 

with Section 1300) of part 3 of the Code of Civil Procedure. . . 
(5) With respect to the Franchise Tax Board and the Board of EqualIzatton b~ 

reference to the Revenue and Taxation Code relating to the enforcement an 

administration of tax laws. 

ARTICLE 5. PENALTIES AND REMEDIES 

7485 (a) Any person who willfully or knowingly participates in a ~iolat~on of 

this ch~pter is guilty of a misdemeanor, and upon conviction shall be Im(~~s~;~~ 
for not more than one year, or fined not more than five thousand dollars , , 

or both. . I' f thO h pter 
(b) Any person who induces or attempts to induce a ~IO a.tIon 0 IS car 

is guilty of a misdemeanor and upon conviction shall be Impnsoned for not mo e 
than one year, or fined not more than five thousand dollars (~5,0?0), or both. 

7486. In any successful action to enforce liability for a VIOlatIon .of the pro
visions of this chapter, the customer may recover the cost of the actton together 

with reasonable attorney's fees as determined by the court. . 
7487. In addition to any other remedy contained in this cha~ter or other:wlse 

available injunctive relief shall be ~,vailable to any customer aggneved b~ ~ vlo~a
tion, or threatened violation, of this chapter in the same ~.'lanner as such IDJuncttve 
relief would be available if the financial records concerning the customer accounts 
were in his possession. In any successful action by the customer, costs toge~her 
with reasonable attorney's fees as determined by the court may be recovere . d 

7488. An action to enforce any provision of this ~hapter must be commence 
within three years after the date on which the violatton occurred. 
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ARTICLE 6. MISCELLANEOUS 

7490. Except as provided in Section 7473, no waiver by a customer of any 
right hereunder shall be valid, whether oral or written, and whether with or 
without consideration. 

7491. Should any other law grant or appear to grant power or authority to any 
person to violate the provisions of this chapter, the provisions of this chapter shall 
supersede and pro tanto override and annul such law, except those statutes 
hereinafter enacted which specifically refer to this chapter. 

7492. If any provision of this chapter or the application thereof to any person 
or circumstance is held invalid for any reason, such invalidity shall not affect any 
other provisions or applications of this chapter which can be effected, without 
the invalid provision or application, and to this end the provisions of this chapter 
are severable. 

SECTION 5. Section 12537 of the Government Code is amended to read: 

12537. The Attorney General shall maintain a register of health care service 
plans. On or before March 31 of the calendar year following the effective date of 
this article and annually thereafter, each health care service plan shall register with 
the Attorney General by SUbmitting the name, organizational form and principal 
place of business of the plan and the following: 

(a) A form of each standard membership contract which the plan proposes to 
issue, including standard forms in use on the date of submission. 

(b) Copies of all advertising which the plan proposes to use. 
(c) An authorization for disclosure to the Attorney General of financial records 

of the health care service plan pursuant to Section 7473 of the Government Code. 
(d) Such other pertinent and relevant information as the Attorney General may 

reasonably require for the proper administration of this article; provided, however, 
that 

(1) Nothing in this article shall affect or modify the physician-patient relation
ship prescribed in Section 1881 of the Code of Civil Procedure; and 

(2) All information furnished under this paragraph Cd) shall be kept confidential 
by the Attorney General, except to the extent that it may be produced in any 
judicial or administrative proceeding and may be admissible in evidence therein. 

SECTION 6. Section 12586 of the Government Code is amended to read: 

12586. (a) Except as otherwise provided and except corporate trustees which 
are subject to the jurisdiction of the Superintendent of Banks of the State of Cali
fornia or to the Comptroller of Currency of the United States, every charitable 
corporation and trustee subject to this article shall, in addition to filing copies of 
the instruments previously required, file with the Attorney General: (i) periodic 
written reports, under oath, setting forth information as to the nature of the assets 
held for charitable purposes and the administration thereof by the corporation or 
trustee, in accordance with rules and regulations of the Attorney General; (ii) an 
authorization for disclosure to the Attorney General of financial records of the 
charitable corporations pursuant to Section 7473 of the Government Code. 
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(b) The Attorney General shall make rules and regulations as to the time for 
filing reports, the contents thereof, and the manner of executing and filing them, 
He may classify trusts and other relationships concerning property held for a 
charitable purpose as to purpose, nature of assets, duration of the trust or other 
relationship, amount of assets, amounts to be devoted to charitable purposes, 
nature of trustee, or otherwise, and may establish different rules for the different 
classes as to time and nature of the reports required to the ends (1) that he shall 
receive reasonably current, periodic reports as to all charit~,ble trusts or other 
relationships of a similar nature, which will enable him to ascertain whether they 
are being properly administered, and (2) that periodic reports shall not unreason~ 
ably add to the f..xpense of the administration of charitable trusts and similar rela~ 
tionships, The Attorney General may suspend the filing of reports as to a particular 
charitable trust or relationship for a reasonable, specifically designated time upon 
written application of the trustee filed with the Attorney General and after the 
Attorney General has filed in the register of charita 'ole trusts a written statement 
that the interests of the beneficiaries will not be perjudiced thereby and that 
periodic reports are not required for proper sUJ:'Crvision by his office, 

(c) A copy of an account filed by the trustee. 'in any court having jurisdiction of 
the trust or other relationship, if the account 8ubstantially complies with the rules 
and regulations of the Attorney General, mlly be filed as a report required by this 
section, 

(d) The first report for a trust or similar relationship here~ftcr established, unless 
the filing thereof is suspended as herein provided, shall be filed not later than 
four (4) months and fifteen (15) days following the close of the first calendar or 
fiscal year in which any part of the income or principal is authorized or required 
to be applied to a charitable purpose. If any part of the income or principal of a 
trust previously established is authorized or required to be applied to a chari'table 
purpose at the time this article takes effect, the first report shall be filed at the 
close of the calendar or fiscal year in which it was registered with the Att0rney 
General or not later than four (4) months and fifteen (15) days following the dose 
of such calendar or fiscal period, 

SECTION 7. Section 904 is added to the Insurance Code, to read: 

904, In addition to the annual statement required to be filed pursuant to Section 
900, each admitted insurer shall file an authorization for disclosure to the com~ 
missiOlicr of flnancial records pel" i,ng to such funds pursuant to Section 7473 
of the Government Code, to be f:' '~ until the next such annual filing, 

SECTION S. Section 1703 IS auded to the Insurance Code, to read: 

1703, Every applicant for a; nriginal or a renewal1icense to act as an insurance 
agent, broker or solicitor, life agent, life analyst, surplus line broker, special lines 
surplus line broker, motor club agent, or bail agent or solicitor shall, as part of 
the application, endorse an authorization for disclosure to the commissioner of 
financial records of any fiduciary funds as defined in Section 1733, pursuant to 
Section 7473 of the Government Code, 

I 
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SECTION 9. Section 11703 of the V h' 'I C ' 
11703 Th dele e ode IS a.mended to read: 

, e epartment m~ly refuse to issue a lice . ' 
manufacturer, manufacturer branch distribut " nse and speCIal plates to a 
dealer, when it determines that:' or, dIstributor branCh, transporter, or 

(a) The applicant was previously the h Id f ' 
under this chapter which licen~p d o,er 0 a lIcense and special plates issued 
never reissued by ~he depa t "t an sp~clal, plates were revoked for cause and 

c r men, or whIch llcense v d 
the terms of suspension have not. been fulfilled, ' \ as suspen ed for cause and 

(b) The applicant was previousl j" 
director, or officer of a partnershi :r ~'l Iml,te,d or gener~l partner, stockholder, 
issued under the authority of th'P h orporcltJon whose license and special plates 
, IS C apte r were revoked f d 
Issued or were suspended for c d ·h or cause an never t'e-
terminated, ause an t e terms of suspensior, have not been 

(c) If the applicant is a partnershi or' 
limited or general partners, stockhold~r d~orporatton, that one or more of the 
holder or a limited or gener 1 t s, Irectors or offices was previously the 
partnership or corporation wh~ p~: ner, stockholder, director or officer of a 
authority of this chapter . se Ikcense and special plates issued under the 

c were revo "ed for 1 
suspended for cause and the terms of su . c~use anc never reissued or were 
that by reason of the facts and ' spenSlon have not been terminated, or 

, c Circumstances touchinrr the " 
anu management of the artnershi 0 ,b , . organIZatiOn, control, 
business will be directed ~ontroll l r corporation, bU,sl~less the policy of such 
their conviction of viola'tions of ~h~ ~r :l~~aged ~Y, t~cltvlduals who, by reason of 
for a Iicen,~e and that by licensin such r vls1Ons, 0 ll1lS code, \~ould be ineligible 
this code would likely be defeat:-l., corporat1On or partnership the purposes of 

(d) The applicant, or one of the limited ' . , 
., l?e a partnership, or one or more of the office~~ gene,ral partners, If the applicant 

the corporation be the applicant or 0 '. or dJrectors of the corporation, if 
of such business will be directed con~re l~r d more of ~he stockholders if the policy 
stoc~holders, has ever been con~icted °Of

e 
; ~:I:nanaged by, Sl!C~ stoc~holder or 

turpitUde, A conviction after a plea of nolo cont'" Y, or, adcnme Il1volvlDg moral 
l' 'th' h ,-nc ere 1& eemecl to be a c ' Ion WI In t .e meaning of this section, . onvlc~ 

(e) The information contai~ed in the application is incorrect. 

(f) The decision of the department to cane I 
been entered, and this applicant was the lice~ e e, susp~nd or revoke a license has 
or stockholder of such licensee, s e, a copartner, or an officer, director 

aut~~r~:i~:~~~a;i~C~;u;e ~~a~~r=c~~:~:~rh=c~~~~sd r to ,effectively endor,se an 
the dealership as provided 'for in Section 7473 f th Gelatmg to the operatIOn of 

o . e overnment Code, 

SECTION 10. No appropriation is made by this act nor. is an ' 
created thereby under Section 2231 of the Re . d 'T ' Y obligation 

venue an aXatlOn Code, for the 
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reimbursement of any local agency for any costs that may be incurred by it in 
carrying on any program or performing any service required to be carrie~ on or 
peformed by it by this act because the Legislatur~ recogni~es that ~unng .any 
legislative session a variety of changes to laws relatmg to cnmes and InfractIons 
may be enacted that serve to cause both increased and ~ecr~as.ed cos~s to. local 
governmental entities which, in the aggregate, do not result 10 significant IdentIfiable 

cost changes. 

r 1, 
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1 

I 

I 
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ASSembly Concurrent Resolution No. 192 

STATE OF NEW JERSEY 

Introduced July 22, 1974 

By Assemblymen BURSTEIN, HYNES, MARTIN and BAER 

REFERRED TO COMMITTEE ON JUDICrARY, LAW, PUBLIC SAFETY 
AND DEFENSE 

A Concurrent Resolution creating a commission to study the matter of invasion 
of personal privacy. 

Whereas, The right of privacy of the individual is among the most sacred and 
inalienable rights of man in society, and is a principle implicit in the concept of 
a free and just society; and 

Whereas, The privacy of the individual has become increasingly susceptible to 
encroachment in modern society because of sophisticated and novel innovations 
and methods. in numerous fields of science and technology rendering existing law 
inadequate in some instances to protect said privacy; and 

Whereas, Many of the worst invasions of privacy in New Jersey come from insen
sitive and intrusive actions by local businesses and State and local government 
agencies, such as, commercial reporting agencies, police arrest records, and 
pubJic school questionnaires; and 

Whereas, The privacy of the :ndividual must be protected from the misuse of 
records and computer data banks; and 

Whereas, It is the duty of the legislative branch of government to inquire into and 
provide remedies for any inequities that may exist; now, therefore 

Be it resolved by the General Assembly of the State of New Jei"sey (the Senate 
concurring): 

1. There is hereby created a commission to consist of eight members, four to be 
appointed by the President of the Senate, two to be Senators and two to be citizens 
from the State at large, and four to be appointed by the Speaker of the General 
Assembly, two to be members of the General Assembly and two to be citizens from 
the State at large. No more than one of each group of two shall be of the same 
politicaJ party. The members shall serve without compensation. Vacancies in the 
membership of the commission shall be filled in the same manner as the original 

. appointments were made. 
2. The commission shall organize as soon as may be after the appointment of 

159 



APPENDIX XIV 

160 

its members and shall select a chairman from among its members and a secretary 
who need not be a member of the commission. 

3. It shall be the duty of said commission to study tl'~e me~hods by \;hich. the 
right of privacy may be invaded and the extent thereof: La I~vestIgate such I~vaslOns 
of privacy, to evaluate the justifications of such JIlVaSIOnS, to determme ~he 
necessity for corrective action, and to make recomrnen.dations for protective 
measures and legislation as it deems desirable and appropnate. . . 

4. The commission shall be entitled to call to its as"istance .a~d aVaIl Itself of 
the services of such employees of any State, count~ or munIcIpal depart~1ent, 
board, bureau, commission or agency as it may reqUIre and as ma~ be aVaIl~ble 
to it for said purpose, and to employ counsel an? sllch stenograplllc and ~lencal 
assistants and incur sllch traveling and other mIscellaneous expe~s~s as It .m~y 
deem necessary, in order to perform its duties, and. as may. be withm the ltmIts 
of funds appopriated or otherwise made available to It for saId purposes. . 

5. The commission may meet and hold hearings at su?h place or places as It 
shall designate during the sessions or recesses of the LegIslature and shall. report 
its findings and recommendations to the Legislature, accomp~ny the same \;Ilh any 
legislative bills which i.t may desire to recommend for adoptIOn by the LegIslature. 

STATEMENT 

The purpose of this resolutio~ is to c~eate .a commission whic.h shall study a~~ 
make recommendations concerl11ng the invaSIOn of perso~al pf1vac~ and reeo 
mend protective measures for the increasing encroachment In our society upon the 

privacy of the individual. 
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STATE OF OKLAHOMA 

An Act 

ENROLLED HOUSE BILL NO. 1652 

BY: MONKS and WILLIAMS of the House and PIERCE and FUNSTON of 
the Senate 

AN ACT RELATING TO STATE GOVERNMENT; PROHIBITING THE USE 
OF SOCIAL SECURITY NUMBERS BY STATE AGENCIES, BOARDS, 
COMMISSIONS OR OTHER SUBDIVISIONS OF STATE GOVERNMENT; 
PROVIDING CERTAIN 'EXEMPTIONS; PROHI.BJTING .DISCLOSURE OF 
INFORMATION INDEXED BY SOCIAL SECURITY NUMBERS; AND 
PROHIBITING THE REI:lUIRING OF DISCLOSURE OF ONE'S SOCIAL 
SECURITY NUMBER FOR THE ISSUANCE OF LICENSES BY THE DE
PARTMENT OF PUBLIC SAFETY. 

Be it enacted by the people of the State of Oklahoma: 

SECTION 1. No state agency, board, commission or other unit or subdivision 
of state government shall request or require that any person reveal his social 
security number in order to obtain services or assistance, nor shall any state agency, 
board, commission or other unit or subdivision of state government use, for any 
purpose, numbers which correspond to the social security number of any person. 
Provided that any state agency, board, commission, unit or subdivision of state 
government using social security numbers for a particular purpose prior to January 
1, 1974, may continue to use and require social security numbers for that purpose 
only and provided, further, that the provisions of this act shall not be construed to 
prohibit the use or requirement of disclosure of one's social security number if the 
use of the number is related to the Social Security Administration or benefits 
thereunder. 

SECTION 2. The Oklahoma Department of Public Safety shall not deny or 
refuse to issue any license because of the failure of any person to disclose his 
social security number upon application for or renewa"i of such license and the 
Department shall not indicate in any manner that the furnishing of such number 
is mandatory or required for the issuance of such license or any renewal thereof. 

SECTION 3. No state agency, board, commission or other unit or subdivision 
of state government may furnish any information indexed by social security 
number unless required by law or spec.ifically authorized to do so by the holder 
of said social security number. Provided that this section shall not apply to a 
report produced by a state agency of monetary payments made to any state 
official or employee from State Treasury funds or accounts. 

Signed into law 3 May 1974. 
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THE PRIVACY ACT OF 1974 

PUBLIC LAW 93-579 
93RD CONGRESS, S. 3418 

December 31, 1974 

AN ACT 

To amend title 5, United States Code, by adding a section 55:a to saf~~d in· 
dividual privacy from the misuse of Federal records, to prQvlde that mdJVIduals 
be granted access to records concerning them whicb are maintained by Federal 
agencies, to establish a Privacy Protection Study Commission, and for otber 

purposes. 

Be it enacted by the Senate and House of Representatives of the Uni~ed States 
of America in Congress assembled, That this Act may be cited as the "Pnvacy Act 

of 1974". 
SEC. 2. (a) The Congress finds that-

(1) the privacy of an individual is directly affected by the collection, ~ajn
tenance, use, and dissemination of personal information by Federal agencies; 

(2) the increasing use of computers and sophisticated information technology, 
while essential to the efficient operations of the Government, has gr:atly m~g
nified the harm to individual privacy that can occur from any col1ectlOn, matn~ 
tenance, use, or dissemination of personal information; 

(3) the opportunities for an individuai to secure employ~ent insurance, and 
credit, anel his right to due process, anel other legal protectIOns are endangered 

by the misuse of certain information systems; 
( 4) the right to privacy is a personal and fundamental right protected by the 

Constitution of the United States; and 
(5) in order to protect the privacy of individuals identified in information. 

systems maintained by Federal agencies, it is necessary ~nd p:op~r fOlc t.he Con
gress to regulate the collection, maintenance, use, and dlssemmatton of mforma~ 
tion by such agencies. . ., 

(b) The purpose of this Act is to provide certain safeguards for. an mdlvldual 
against an invasion of personal privacy by requiring Federal agencies, except as 

otherwise provided by law, to--
(1) permit an individual to determine what records ~ertaining to him are 

collected, maintained, used, or di~seminated by such agencies; 

(2) permit an individual to prevent records pertaining to him,obtained by such 
agencies for a particular purposeArom being used or made available for another 

purpose without his consent; . . ., 
(3) permit an individual to gain access to information pertammg to him m 
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Federal agency records, to have a copy made of all or any portion thereof, and to 
correct or amend such records; 

(4) collect, maintain, use, or disseminate any record of identifiabie personal 
information in a manner that assures that such action is for a necessary and 
lawful purpose, that the information is current and accurate for its intended use 
and that adequate safeguards are provided to prevent misuse of such informa~ 
tion; 

(5) permit exemptions from the requirements with respect to records provided 
in this. Act only in those cases where there .is an important public policy need for 
such exemption as has been determined by specific statutory authority; and 

(6) be subject to civil suit for any damages which occur as a result of willful 
or intentional action which violates any individual's rights under this Act. 

SEC. 3. Title 5, United States Code, is amended by adding after section 552 the 
following new section: 

"§ 552a. Records maintained on individuals 

"(a) DEFINITlONs.-For purposes of this section-

"(1) the term 'agency' means agency as defined in section 552 (e) of this 
t.itle; 

"(2) the term 'individual means a citizens of the United States or an alien 
lawfully admitted for permanent residence; 

"(3) the term 'maintain' includes maintain, collect, use, or disseminate; 

"( 4) the term 'record' means any item, collection, or grouping of information 
about an individual that is maintained by an agency, including, but not lim,ited 
to, his education, financial transactions, medical history, and criminal or em
ployment history and that contains his name, or the identifying number, symbol, 
or other identifying particular assigned to the individual, such as a finger or voice 
print or a photograph; 

"(5) the term 'system of records' mellns a group of any records under the 
control of any agency from which information is retrieved by the name of the 
individual or by some identifying number, symbol, or other identifying particular 
assigned to the individual; 

"(6) the term 'statistical record' means a record in a system of records main
tained for statistical research or reporting purposes only and not used in whole 
or in part in making any determination about an identifiable individual, except as 
provided by section 8 of title 13; a~d 

"(7) the term 'routine use' means, with respect to the disclosure of a record, 
for a purpose which is compatible with the purpose for which it was collected. 

"(b) CONDiTIONS OF DISCLOSVRE.-No agency shall disclose any record which 
is contained in a system of records by any means of communication to any person, 
or to another agency, except pursuant to a written request by, or with the prior 
written consent of, the individual to whom the record pertains, unless disclosure of 
the record would be-
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"(I) to those officers and employees of the agency which maintains the record 
who have a need for the record in the performance of their duties; 

"(2) required under section 552 of this title; 

"(3) for a routine use as defined in subsection (a) (7) of this section and de

cribed under subsection (e) (4) (D) ofthis section; 

"( 4) to the Bureau of the Census for purposes of planning or carrying out a 
census or surveyor related activity pursuant to the provisions of title 13; 

"(5) to a recipient who has provided the agency with advance adequate 
written assurance that the record will be used solely as a statistical research or 
reporting record, and the record is to be transferred in a form that is not indi-

vidually identifiable; 
"(6) to the National Archives of the United States as a record which has 

sufficient historical or other valuE: to warrant its continued preservation by the 
United States' Government or for evaluation of the Administration of General 
Services or his designee to determine whether the record has such value; 

"(7) to another agency or to an instrumentality of any governmental juris
diction within or under the control of the United States for a civil or criminal 
law enforcement activity if the activity is authorized by law, and if the head of 
the agency or instrumentality has made a written request to the agency which 
maintains the record specifying the particular portion desired and the law en

forcement activity for which the record is sought; 
"(8) to a person pursuant to a showing of compelling circumstances affecting 

the health or safety of an individual if upon such disclosure notification is trans

mitted to the last known address of such individual; 

"(9) to either House of Congress, or, to the extent of matter within its 
jurisdiction, any committee or subcommittee thereof, any joint committee of 

Congress or subcommittee of any such joint committee; 

"( 10) to the Comptroiler General, or any of his authorized representatives, in 
the course of performance of the duties of the General Accounting Office; or 

"( 11) pursuant to the order of a court of competent jurisdiction. 

"(c) ACCOUNTING OF CERTAIN DISCLOSUREs.-Each agency, with respect to 

each system of records under its control, shall-
"( 1) except for disciosures made under subsections (b) (1) or (b) (2) of 

this section, keep an accurate accounting of-
"(A) the date, nature, and purpose of each disclosure of a record to any 

person or to another agency made under subsection (b) of this section; and 

"(B) the name and address of the person or agency to whom disclosure 

is made; 
"(2) retain the accounting made under paragraph (1) of this subsection for at 

least five years or the Hfe of the record, whichever is longer, after the disclosure 

for which the accounting is made; 
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"(3) except for disclosures made under subsection (b) (7) of this section 
make the accounting maclc uncler paragraph (1) of this subsection available t~ 
the individual named in the recorcl at his request; and 

. "(4) inform any person or oth:;r agency about any correction or notation of 
dispute macle by the agency in accordance with subsection (cl) of this section of 
any record that has been disclosed to the person or agency if an accounting of 
the disclosure was made. 

"(d) ACCESS TO RECORDs.-Eaeh agency that maintains a system of records 
shaIl-

"(1) upon request by any individual to gain access to his record or to any in
formati?n pertaining to him which is contained in the system, permit him and 
upon Jus request, a person of his own choosing to accompany him, to review the 
r~cord al~cI have·a copy made of all or any portion thereof in a form comprehen
SIble to hIm, except that the agency may require the individual to furnish a written 
statem~nt authorizing discussion of that individual'S record in the accompanying 
person s presence; 

"(2) permit the individual to request amendment of a record pertaining to 
him and- . 

"(.A) n.ot later than 10 days (excluding Saturdays, Sundays, and legal 
public holidays) after the date of receipt of such request, acknowledge in 
writing sllch receipt; and 

"(B) promptly, either-

"(i) make any correction of any portion thereof which the individual be
lieves is not accurate, relevant, timely, or complete; or 

"(ii) inform the individual of its refusal to amend the record in accordance 
with his request, tbe reason for the refusal, the procedures established by 
the agency for the individual to request a review of that refusal by the 
head of the agency or an officer designated by the head of the agency, and 
the name and business address of that official; 

"(3) permit the indiviclual who disagrees with the refusal of the agency to 
amend ~is record to request a review of such refusal, ancl not later than 30 days 
(excludmg Saturdays, Sundays, and legal public holidays) from the date on 
which the individual requests such review, complete such review, and make a 
final determination unless, for good cause shown, the head of the agency extends 
such 30-day period; and if, after his review, the reviewing official also refuses 
to amend the record in accordance with the request, permit the individual to file 
with the agency a concise statement setting forth the reasons for his disagreement 
with the refusal of the agency, ancl notify the individual of the provisions for 
judicial review of the reviewing official's determination under subsection (g) (1) 
(A) of this section; 

"e 4) in any disclosure, containing information about which t.he individual has 
filed a stait"ment of disagreement, occurring after the filing of the statement under 
pMagraph (3) of the subsection, clearly note any portion of the record which is 
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disputed and provide copies of the statement and, if the agency deems it ap
propriate, copies of a concise statement of the reasons of the agency for not 
making the amendments requested, to persons or other agencies to whom the 

disputed record has been disclosed; and 
"( 5) nothing in this section shall allow an individual access to any informa

tion compiled in reasonable anticipation of a civil action or proceeding. 

"(e) AGENCY REQUIREMENTs.-Each agency that maintains a system of records 

shall-
"(1) maintain in its records only such information about an individual a~, is 

relevant and necessary to accomplish a purpose of the agency required to be ac
complished by statute or by executive order of the President; 

"(2) collect information to the greatest extent practicable directly from the 
subject individual when the information may result in adverse determinations 
about an individual's rights, benefits, and privileges under Federal programs; 

"(3) inform each individual whom it asks to supply information, on the form 
which it uses to collect the information or on a separate form that can be retained 

by the individual-
"(A) the authority (whether granted by statute, or by executive statute, or 

by executive order of the President) which authorizes the solicitation of the 
information and whether disclosure of such information is mandatory or 

voluntary; 
"(B) the principal purposes for which the information is intended to be 

used; 
"(e) the routine uses which may be made of the information, as published 

pursuant to paragraph (4) CD) of this subsection; and 
"(D) the effects on him, if any, of not providing all or any part of the re-

quested information; 
"( 4) wbject to the provisions of paragraph (11) of this subsection, publish 
in the Federal Register at least annually a notice of the existence and character 

of the system of records, which notice shall inc1ude-

"(A) the name and location of the system; 
"(B) the categories of individuals on whom records are maintained in the 

system; 
"(e) the categories of records maintained in the system; 

"(D) each routine use of the records contained in the system, including 

the categories of users and the purpose of such use; 
"(E) the policies and practices of the agency regarding storage, re

trievability, access controls, retention, and disposal of the records; 

"(F) the title and business address of the agency official who is responsible 

for the system of records; 
"(G) the agency procedures whereby an individual can be notified at his 

request if the system of records contains a record pertaining to him; 
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"(ll) the agency procedures whereby an individual can be notified at his 
request how he can gain access to any record pertaining to bim contained in 
the system of records, and how he can contest its content; and 

"(I) the categories of sources of records in the system; 

"(.5) :naintain alI records which are used by the agency in makin:r any de
termmatlOn abou~ any individual with sllch accuracy, relevance, time,fness, and 
completeness as IS reasonably necessary to assure fairness to the individual in 
the determination; , 

"(6) prior to disseminating any record about an individual to any person other 
than .an ag~ncy, unless the dissemination is made pursuant to subsection (b) (2) 
of thIS sectIOn, make reasonable efforts to assure that such records are accurate, 
complete, timely, and relevant for agency purposes; 

"(7) maintain n.o record describing how any individual exercises rights 
gua~an~e~d by the FIrSt Amendment unless expressly authorized by statute or by 
th.e ~ndlVldual about whom the record is maintained or unless pertinent to and 
wlthm the scope of an authorized law enforcement activity; 

"(8) ~ak~ :easo~able efforts to serve notice on an individual when any record 
on such mdlvldual IS made available to any person under compulsory legal pro
cess when such process becomes a matter of public record; 

"(9) esta~Jish rules. of conduct for persons involved in the design, develop
ment, opera~lOn, or mallltenance of any system of records, or in maint.al.'ing any 
record, and. lJ1stru.ct e~ch such person with respect to such rules and the' reqllire~ 
ment~ of th.ls s~ctlOn, 1l1cluding any other rules and procedures adopter. pursuant 
to thiS sectIOn and the penalties for noncompliance; 

'.'( 10) establish appropriate administrative, technical, and physical safeguards 
to I.n~ure the secllf,ity and confidentiality of records and to protect against any 
anttclpated threats or hazards to their security or integrity which could result in 
substantial harm, embarrassment, inconvenience, or unfairness to any individual 
on whom information is maintained; and 

"(11) at least 30 days prior to publication of information under paragraph (4) 
(D) of this subsection, publish in the Federal Register notice of any new use or 
~ntended use of the information in the system, and provide an opportunity for 
lI1terested persons to submit written data, views, or arguments to the agency. 

"(f) AGENCY RULEs.--In order to carry out the provisions of this section, each 
agency that maintains a system of records shall promulgate nIles, in accordance 
with the requirements (including general notice) of section 553 of this title, which 
shall-

"(1 ) establish procedures whereby an individual can be notified in response to 
his request if any system of records named by the individual contains a record 
pertaining to him; 

"(2) define reasonable times, places, and requirements for identifying an in
dividual who requests his record or information pertaining to him before the 
agency shall make the record or information available to the individual; 
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"(3) establish procedures for the disclosure to an individual upon his request 
of his record or information pertaining to him, including special procedure, if 
deemed necessary, for the disclosurc to an individual of medical records, includ

ing psychological records, pertaining to him; 

"( 4) establish procedures for reviewing a request from an individual concern
ing the amendment of any record or information pertaining to the individual, for 
making a del<.:rl11ination on the rcquest, fOf an appeal within the agency of an 
initial adverse agency detcrmination, and for whatever additional means may be 
necessary for each individual. to be able to exercise fully his rights under this 

section: ane! 
"(5) establish fees to be charged, if any, to any individual for making copies 

of his record, excluding the cost' of any search for and review of the record. 

The Office of the Federal Register shall annually compile and publish the rules 
promulgated under this subsection and agency notices published under sllbsection 
(e) (4) of this section in a fOfm available to the publlc at low cost. 

"(g) (J) CIVIL RE·MEDIES.-Whenever any agency 

"CA) makes a determination under subsection (d) (3) of this section not to 
amend an individual's record in accordance Win1 his request, or fails to make 

snch review in conformity with that subsection; 

"eB) refuses to comply with an individual request under subsection (d) (l) 

of this section; 
"(e) fails to maintain any record concerning any individual with such ac

curacy, relevance, timeliness, ancl completeness as is necessary to assure fairness 
in any determination relating to the qualifications, character, rights, or opportuni
ties of, or benefits to the individual that may be made on the basis of such record, 
ancl consequently a determination is made which is adverse to the individual; or 

"(D) fails to comply with any other provision of this section, Of any rule 
promulgated thereunder, in such a way as to have an adverse effect on an in·· 

dividual, 
the individual may bring a civil action against the agency, and the district courts 
of the United States shall have jurisdiction in the matters undcr the provisions of 

this subsection. 
"(2) (A) Tn any suit brought under the provisions of subsection (g) (1) (A) 

of this section, the court may order the agency to a"mend the individual's record in 
accordance with his request or in sllch oth~r way as the court may direct In such a 

case the court shall determine the matter de novo. 
"CB) The court may assess against the United States reasonable attorney fees 

find other litigation costs reasonably incurred in any case under this paragraph in 

which the complainant has substantially prevailed. 
"(3) (A) In any suit brought under the provisions of subsection (g) (1) (B) 

of this section, the court may enjoin the agency from withholding the records and 
order the production to the complainant of any agency records improperly with
held from him. In such a case the court shall determine the matter de novo, and 
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may examine the contents of any agency records in camera to determine whether 
the recor~s or any. portion thereof may be withheld under any of the exemptions 
~et for.th m subsectIOn (k) of this section, and the burden is on the agency to sustain 
ltS action. 

"(B) Th.e, co~rt may asses against the United States reasonable attorney fees 
an~ other IltJgatl~n cost reasonably incurred in any case under this paragraph in 
which the complall1ant has substantially prevailed. ' 

"(~) In ~ny ~uit b~ought under the rrovisions of subsection (g) (1) {C) or (D) Damages. 

of ~hls sect~on m. whIch th~ court determines that the agency actcd in a manner 
:-vh1Ch was mtentlonal or Willful, the United States shaH be liable to the 'individual 
In an amount equal to the sum or-

. "(A) actual damages sustained by the individual as a result of the refusal or 
faIlure, but in no case shall a person entitled to recovery receive less than the 
sum of $1,000; and 

"(~) the costs of the action together with reasonable attorney fees as de-
termined by the court. 

. "(5) ~n.action to enforce a~y liability created under this section may be brought 
m ~he dlSt[1ct co~rt ~f t.he Untted States in the district in which the complainant 
r~sldes, or has hiS prinCipal place of business, or in which the agency records are 
situated,. o~ in the District of Columbia, without regard to the amount in contro
versy, wlthm two years from the date on which the cause of action arises, except 
that .where an agency has materially and willfully misrepresented any information 
re~U1red under this section to be disclosed to an individual and the information so 
~Is.represented is material to establishment of the liability of the agency to the in
dlVldu~1 under this sect~on,. t~e action may be brought at any time within two years 
after discovery by the mdlvldual of the misrepresentation. Nothing in tbis section 
shall be constru:d to authorize any civil action by reason of any injury sustained as 
the result of a dIsclosure of a record prior to the effective date of this section. 

"(b) RIGHTS OF LEGAL GUARDlANs.-For the purposes of this section the 
parent of ar.y minor, or the legal guardian of any individual who has been deciared 
to be incompetent due to physical. or mental incapacity or agc by a court of com
petent jurisdiction, may act on behalf of the individual. 

"(.i) (1) C~IMINAL PENAL TIEs.-Any officer or employee of an agency, who 
by virtue of hiS employment or official position, has possession of, or access to, 
agency records which contain individually identifiable information the disclosure of 
which is prohibited by this section or by rules or regulations established thereunder 
a?d who knowing ~ha~ disclosure of the specific material is so prohibited, wiIlful1; 
dIscloses the matertal In any manner to any person or agency not entitled to receive 
it, shall be guilty of a misdemeanor and fined not more than $5,000. 

"(2) Any officer or employee of any agency who willfully maintains a system 
of records without meeting the notice requirements of subsection (e) (4) of this 
section shall be guilty of a misdemeanor and fined not more than $5,000. 

"(3) Any person who knowingly and willfully requests or oHains any record 
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concerning an individual from an agency under false pretenses shall be guilty of a 
misdemeanor and fined not more than $5,000. 

"Cj) GENERAL EXEMPTIONs.-The head of any agency may promulgate rules, 
in accordance with the requirements (including general notice) Clf sections 553 (b) 
(l), (2), and (3), (c), and (e) of this title, to exempt any system of records with
in the agency from any part of this section except subsections (b), (c) (1) and 
(4), (e) (4) (A) through (F), (e) (6), (7), (9), (10) (11), and (i) if the system 
uf record:> is-

"(1) maintained by the Central Intelligence Agency; or 

"(2) maintained by an agency or component thereof which performs as its 
principal function any activity pertaining to the enforcement of criminal laws, 
including police efforts to prevent, control, or reduce crime or to apprehend 
criminals, and the activities of prosecutors, courts, correctional, probation, 
pardon, or parole authorities, and which consists of (A) information compiled 
for the purpose of identifying individual criminal offerders and alleged offenders 
and consisting only of identifying data and notations of arrests, the nature and 
disposition of criminal charges, sentencing, confinement, release, and parole and 
probution status; (B) information compiled for the purpose of a criminal in
vestigation, including reports of informants and investigators. and associated with 
an identifiable individual; or (C) reports identifiable to an individual compiled 
at any stage of the process of enforceXl1ent of the criminal laws from arrest or 
indictmept through release from supervision. 

At the time rules are adopted under this subsection, the agency shall include in 
the statement required under section 553 (c) of this title, the reasons why the 
system of records is to be exempted from a provision of this section. 

"(K) SPECiFIC EXEMPTIONs.-The head of any agency may promulgate rules, 
in accordance with the requirements (including general notice) of sections 553 (b) 
(1), (2), and (3), (c), and (e) of this title, to exempt any system of records 
within the agency from subsections (c) (3), (d), (e) (1), (e) (4) (G), 
(H), and (I) and (f) of this section if the system of records is-

"(1) subject to the provisions of section 552 (b) (l) of this title; 

"(2) investigatory material compiled for law enforcement purposes, other than 
material within the scope of subsection (j) (2) of this section: Provided, how
ever, That if any individual is denied any right, privilege, or be;nefit that he would 
otherwise be entitled by Federal law, or for which he would otherwise be eligible, 
as a result of the maintenance of sucl! material, such materif!J shall be provided 
to such indhidual, except to the extent that the disclosure of such material would 
reveal the identity of a source who furnished information to the Government un
der an express promise that the identity of the source would be held in confidence, 
or, prior to the. effective date of this section, under an implied promise that the 
identity of the source would be held in confidence; 

"(3) maintained in connection with providing protective services to the Presi
dent of the United States or other individuals pursuant to section 3056 of title 18; 
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"( 4) required by statute to be maintained and used solely as statistical re-
cords; 

"(5) investigatory material compiled solely for the purpose of determining 
suitability, eligibili.ty, or qualifications for Federal civilian employment, military 
service, Federal contracts, or access to classified information, but only to the 

. extent that the disclosure of such material would reveal the identity of a source 
who furnished information to the Government under an express promise that, 
the identity of the source would be held in confidence, or, prior to the effective 
date of this section, under an implied promise that the identity of the source 
would be held in confidence; 

"( 6) testing or examination material used solely to determine individual quali
fications for appointment or promotion in the Federal service the disclosure of 
which would compromise the objectivity or fairness of the testing or examindtion 
process; or 

"(7) evaluation material used to determine potential for promotion in the 
armed services, but only to the extent that the disclosure of such material would 
reveal. the identity of a source who fllrni~hed informatioJ) to the Government 
under express promise that the identity of the source would be held in confidence, 
or, prior to the effective date of this section, under an implied promise that the 
identity of the source would be held in confidence. 

At the time rules are adopted under this subsection, the agency shall include in the 
statement required under section 553 (c) of this title, the reasons why the system 
of records is to be exempted from a provision of this section. 

"( 1) (1) ARCHIVAL RECORDs.-Each agency record which is accepted by the 
Administrator of General Services for storage, processing, and servicing in ac
cordance with section 3103 of title 44 ~hall, for the purposes of this section, be 
considered to be maintained by the agl:'ilcy which deposited the record and shall be 
subject to the provisions of this section. The Administrator of General Services shall 
not disclose the record except to the agency which maintains the record, or under 
rules established by that agency which are not inconsistent with the provisions of 
this section. 

"(2) Each agency record pertaining to an identifiable individual which was 
transferred to the National Archives of the United States as a record which has 
sufficient historical or other value to warrant its continued preservation by file 
United States Government, prior to the effective date of this section, shall, for the 
purposes of this section, be considered to be maintained by the National Archives 
and shall not be subject to the provisions of this section, except that a statement 
generally describing ~pr' j ecords (modeled after the requirements relating to re·· 
cords subject to su~, .,IS (e) (4) (A) through (G) of this section) shall be 
published in the Ft Regist :i. 

"(3) Each ag .. ..'; y record pertaining to an identifiable individual which is trans
ferred to the National Archives of the United States as a record which has sufficient 
historical or other value to warrant its continued preservation by the United States 
Government, on or after the effel..ive date of this section, shall, for the purposes of 
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this section, be considered to be maintained by the National Archives and shall be 
exempt from the requirements of this section except subsections (e) (4) (A) 
through (G) and (e) (9) of this section. 

"(m) GOVERNMENT CONTRACTORS.-When an agency provides by a contract 
for the operation by or on behalf of the agency of a system of records to accomplish 
an agency function, the agency shall, consistent with its authority, cause the re-
9uirements of this section to be applied to such system. For purposes of subsection 
(i) of this section any such contractor and any employee of such contractor, if such 
contract is agreed to on or after the effective date of this section, shall be considered 
to be an employee of an agency. 

"(n) MAILING LIsTs.-An individual's ~lame and address may not be sold or 
rented by an agency unless SUcll action is specifically authorized by law. This pro
vision shall not be construed to require the withholding of names and addresses 
otherwise permitted to be made public. 

"(0) REPORT ON NEW SYSTEMS.-Each agency shall provide adequate advance 
llotice to Congress and the Office of Management and Budget of any proposal to 
establish or alter any system of records in order to permit an evaluation of the 
probable or potential effect of such proposal on the privacy and other personal or 
property rights of individuals or the disclosure of information relating to such indi
viduals, and its effect on the preservation of the constitutional principles of fe
deralism and separation of powers. 

"(p) ANNUAL KEPORT.-The President shall submit to the Speaker of the House 
and the President of the Senate, by June 30 of each calendar year, a ·consolidated 
report, separately listing for each Federal agency the number of records contain~d in 
any system of records which were exempted from the application of this section un
der the provisions of subsections (j) and (k) of this section during the preceding 
calendar year, and the reasons for the exemptions, and such other information as 
indicates efforts to administer fully this section. 

(q) EFFECT OF OTHER LAWS.-No agency shall rely Oli any examination con
tained in section 552 of this title to withhold from an individual any record which 
is otherw~se accessible to such individual under the provisioni; of this section." 

SEC. 4. The chapter analysis of chapter 5 of title 5, United States Code, is 
amended by inserting: 
"552a. Records about individuals." 
immediately below: 
"552. Public information; agency rules, opinions, orders, and proceedings". 

SEC. 5. (a) (1) There is established a Privacy Protection Study Commission 
(hereinafter referred to as the "Commission") which shall be composed of seven 
members as follows: . 

(A) three appointed by the President of the United States, 

(B) two appointed by the President of the Senate, and 

(C) two appointed by the Speaker of the House of Representatives. 

Members of the Commission shall be chosen from among persons who, by reason 
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of their knowledge and expertise in any of the following areas-civil rights and 
libertiec, law, social sciences, computer technology, business, records management, 
and State and local government-are well qualified for service on the Commission. 

(2) The members of the Commission shall elect a Chairman from among them
selves. 

(3) Any vacancy in the membership of the Commission, as long as there are 
four members in office, shall not impair the power of the Commission but shall be 
filled in the same manner in which the original appointment was made. 

(4) A quorum of the Commission shall consist of a majority of the members, 
except that the Commission may establish a h~wer number as a quomm for the 
purpose of taking testimony. The Commission is authorized to establish such 
committees and delegate such authority to them as may be necessary to carr)' out 
its functions. Each member of the Commission, including the Chairman, shall have 
equal responsibility and authority in all decisions and actions of the Commission 
shall have full access to alJ information necessary to the performance of thei; 
functions, and shall have one vote. Action of the Commission shall be determined 
by a majority vote of the members present. The Chairman (or a member designated 
by the Cbairman to be acting Chairman) shall be the official spokesman of the 
CommIssion in its relations with the Congress, Governmen f. agencies, other persons, 
ana the public, and, on behalf of the Commission, shall see to the faithful execution 
of the administrative policies and decisions of the Commission, and shall report 
thereon to the Commission from time to time or as the Commission may direct. 

(5) (A) Whenever the Commission submit any budget estimate or request 
to the President or the Office of Management and Budget, it shall concurrently 
transmit a GOpy of that request to Congress. 

(B) Whenever the Commission submits any legislative recommendations, or 
testimony, or comments or. legislation to the President or Office of Management 
and Budget, it shall concurrently transmit a copy thereof to the Congress. No officer 
or agency of the United States shall have any authority to require the Commission 
to submit its legislative recommendf,ltions, 0"[ testimony, or comments on legislation, 
to any officer or agency of the United States for approval, comments, or review, 
prior to the submission of such recommendations, testimony, or comments to the 
Congress. 

(b) The Commission shall-

(1) make a study of the data banks, automated data processing programs, 
and information systems of governmental, regional, and private organizations, 
in order to determine the standards and procedures in force for the protection 
of personal information; and 

(2) recommend to the President and the Congress the extent, if any, to 
which the requirements and principles of section 552a of title 5, United States 
Code, should be applied to the infQrmation practices of those organizations by 
legislation, administrative action, or ·yoluntary adoption of such requirements 
and rrinciples, and report on such other legislative recommendations as it may 
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determine to be necessary to protect the privacy of individual:> while meeting 
the legitimate needs of government and society for information. 

(c) (1) In the course of conducting the study required under subsection (b) 
(1) of this section, and in its reports thereon, the Commission may research, ex
amine, and analyze-

(A) interstate transfer of information about individuals that is undertaken 
through manual files or by computer or other electronic or telecommunications 
means; 

(B) data banks and information programs and systems the operation of which 
significantly or substantially affect the enjoyment of the privacy and other per
sonal and property rights of individuals; 

(C) the use of social security numbers, license plate numbers, universal 
identifiers, and other symbols to identify individuals in data banks and to gain 
acces!} to, integrate, or centrali.ze information systems and files; and 

(D) the matching and analysis of statistical data, such as Federal census data, 
with other sources of personal data, such as automobile registries and telephone 
directories, in order to reconstruct individual responses to statistical question
naires for commercial or other purposes, in a way which results in a violation 
of the implied or explicitly recognized confidentiality of such information. 

(2) (A) The Commission may include in Its examination personal information 
activities 1n the following areas: medical; insurance; education; employment and 
personnel; credit, banking and financial institutions; credit bureaus; the commercial 
reporting induslry; cable television and other telecommunications media; travel, 
hotel and entertainment reservations; and electronic check processing. 

(B) The Commission shall include in its examination a study of-

(i) -whether a persoh engaged in interstate commerce who maintains a mail
ing list should be required to remove an individual's name and address from 
such list upon request of that individual; 

(ii) whether the Internal Revenue Service should be prohil)ited from trans
fering individually indentifiable data to other agencies and to agencies of State 
governments; 

(iii) whether the Federal Government should be liable for general damages 
incurred by an individual as the result of a willful or intentional violation of the 
provisions of sections 552a (g) (1) (C) or (D) of title 5, United States Code; 
and 

(iv) whether and how the standards for security and confidentiality of records 
required under section 552a (c) (10) of such title should be applied when a re
cord is disclosed to a person other than an agency. 

(C) The Commission may study such other personal information a~tivities neces
sary to carry out the congressional poHcy embodied in this Act, except that the 
Commission shall not investigate information systems maintaineo by religious or
ganizations. 

(3) In conducting such study, the Commission shaIl-

; 
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(A) determine what laws, E~ecutive orders, regulations, directives, and 
judicial decisions govern the activities under study and the extent to which they 
are consistent with the rights of privacy, due process of law, and other guaran
tees in the Constitution; , 

(B) determine to what extent gov:;rnmental and private information systems 
affect Federal-State relations or the principle of separation of powers; 

(C) examine the standards and criteria governing programs, policies, and 
practices relating to the collection, soliciting, processing, use, access, integra
tion, dissemination, and transmission of personal information; and 

(D) to the maximum extent practicable, collect and utilize findings, reports, 
studies, hearing transcripts, and recommendations of governmental, legislative 
and private bodies, institutions, organizations, and individuals which pertain to 
the problems under study by the Commission. 

(d) In addition to its other functions the Commission may-

(1) request assistance of the heads of appropriate departments, agencies, and 
instrumentalities of the Federal Government, of State and local governments, 
and other persons in carrying out its functions under this Act; 

(2) upon request, assist Federal agencies in complying with the requirements 
of section 552a of title 5, United States Code; 

(3) determine what specific categories of information, the collection of which 
would violate an individual's right of privacy, should be prohibited by statute 
from collection by Federal agencies; and 

(4) upon request, prepare model legislation for use by State and local gov
ernments in establishing procedures for handling, maintaining, and disseminat
ing personal information at the State and local level and provide such technical 
assistance to State and local governments as they may require in the preparation 
and implementation of sllch legislation. 

(e) 0) The Commission may, in carrying out its functions under this section, 
conduct such inspections, sit and act at such times and places, hold such hear.ings, 
take such testimony, require by subpena the attendance of such witnesses and the 
production of such books, records, papers, correspondence, and documents, ad
minister such oaths, have such printing and binding done, and make such ex
penditures as the Commission deems advisable. A subpena shall be issued only 
upon an affirmative vote or a majority of all members of tk Commission. Subpenas 
shall be issued under the signature of the Chairman or any member of the Com
mission designated by the Chairman and shall be served by any person designated 
by the Chairman or any such member. Any member of the Commission may ad
minister oaths or affirmations to witnesses appearing before the Commission. 

(2) (A) Each department, agency, and instrumentality of the executive branch 
of the Government is authorized to furnish to the Commission, upon. request made 
by the Chairman, such information, data, reports and such other assistance as the 
Commission deems nece~sary to carry out its functions under this section. When-
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ever the head of any such department, agency, or in?trument;}]ity submits a report 
pursuant to section 552a (0) of title 5, United States Code, a copy of such report 
shall be transmitted to the Commission. 

(D) In carrying out its functions and exercising its powers under this section, the 
Commission may accept for many such department, agency, illdependent instru
mentality, or other person any individually indentifiable data if such data is neces
sary to carry out such powers and functions. Tn any case in which the Commission 
accepts any such information, it shall assure that the information is used only for 
the purpose for which it is provided, and upon completion of that purpose such 
information shall be destroyed or returned to such department, agency, independent 
instrumentality, or person fr(lm which it is obtained, as appropriate. 

(3) The Commission shall have the power to-

(A) appoint and fix the compensation of an executive director, and such ad
ditional staff personnel as may be necessary, without regard to the provisions 
of titk 5, United Statcs Code, governing appointments in the competitive 
service, and without regard to chapter 51 and subchapter TIl of chapter 53 of 
such title relating to classification and General Schedule pay rates, but at rates 
not in excess of the maximum rate for GS-18 of the General Schedule under 
section 5332 of such title; and 

(B) procure temporary and intermittent services to the same extent as is 
authorized by section 3109 of title 5, United States Code. 

The Commission may delegate any of its functions to such personnel of the Com
mission as the Commission may designate and may authorize such successive re
delegations of such functions as it may deem desirable. 

(4) The Commission is authorized-

(A) to adopt, amcnd, and repeal rules and regulations governing the manner 
of its operations, organization, and personnel; 

(B) to enter into contracts or other arrangements or modifications thereof, 
with any government, any department, agency, or independent instrumentality 
of the United States, or with any person, firm, association, or corporation, and 
such contracts or other arrangements, or modifications thereof, may be entered 
into without legal consideration, without performance or other bonds, and with
out regard to section 3709 of the Revised Statutes, as amended (41 U.S.C.S); 

(C) to make advance, progress, and other payments which the Commission 
deems necessary under this Act without regard to the provisions of section 3648 
of the Revised Statutes, as amended (31 U.S.C.529); and 

(D) to take sur;h other action as may be necessary to ca,rry out its functions 
under this section. 

(f) (1) Each [the] member of the Commission who is an officer or employee of 
the United States shall serve without additional compensation, but shall continue to 
receive the salary of his regular position when engaged in the performance of the 
duties vested in the Commission. 

,1 
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(2) A member of the Commission other than one to whom par:agraph (1) applies 
shall receive per diem at the maximum daily rate for GS-18 of the General Schedule 
when engaged in the actual performance of the duties vested in the Commission. 

(3) All mt:mbers of the Commission shaH be reimbursed for travel, subsistence, 
and other necessary expenses incurred by them in the performance of the duties 
vested in.the Commission. 

(g) The Commission shall, from time to time, and in an annual report, report to 
the President and the Congress on its activities in carrying out the provisions of this 
section. The Commission shall make a final report to the President and to the Con
gress on its findings pursuant to the study required to be made under subsection (b) 
(1) of this section not later than two years from the date on which a:ll of the mem
bers of the Commission are appointed. The Commission shall cease to exist thirty 
days after the date on which final report is submitted to the President and the 
Congress. 

(h) U) Any member, officer, or employee of the Commission, who by virtue of 
his employment or official position, has possession of, or access to, agency records 
which contain individually identifiable information the disclosure of which is pro
hibited by this section, and who knowing that disclosure of the specific material is 
so prohibited, willfully discloses the material in any manner to any person or agency 
not entitled to receive it, shall be guilty of a misdemeanor and fined not more than 
$5,000. 

(2) Any person who knowingly and willfully requests or obtains any record con
cerning an individual from the Commission under false pretenses sha:]] be guilty 
of a misdemeanor and fined not more than $5,000. 

SEC. 6. The Office of Management and Budget shalI-

(1) develop guidelines and regulations for the lise of agencies in implement
ing the provisions of section 552a of title 5, United States Cbde, as added by 
section 3 of this Act; and 

(2) provide continuing assistance to and oversight of the implementation of 
the provisions of sllch section by agencies. 

SEC. 7. (a) (1) It shall be unlawful for any Federal, State or local government 
agency to deny to any individual any right, benefit, or privilege provided by law 
because of such individual's refusal to disclose his social security account number. 

(2) the provisions of paragraph (1) of: this subsectron shall not apply with respect 
to- ' 

(A) any disclosure which is required by Federal statute, or 

(B) the disclosure of a social security number to any Federal, State, or local 
agency maintaining a system of records in existence and operating before 
January 1, 1975, if such disclosure was required under statute or. regulation 
adopted prior to such date to verify the identity of an individual. 

(b) Any Federal, State, ")r local government agency which requests an individual 
to disclose his social security account number shall inform that individual whether 
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t.hat disclosure is mandatory or voluntary, by what statutory or other authority such 

number is solicited, and what uses will be made of it. 
SEC. 8. The provisions of this Act shall be effective on and :,Ifter the date of 

enactment, except that the amendments made by sections 3 and 4 shall become 
effective 270 days following the day on which this Act is enacted. 

SEC. 9. There is authorized to be appropriated to carry out the provisions of 
section 5 of this Act for fiscal years 1975, 1976, and 1977.the sum of $1,500,000, 
except that not more than $750,000 may be expended dunng any such fiscal year. 

Approved December 31, 1974. 

LEGISLATIVE HISTORY: 
I-lOUSE REPORT No. 93-1416 accompanying H.R. 16373 (Comm. on Government Opera" 

lions.) 
SENATE REPORT No. 93-1183 (Comm. on Government Operations). 

CONGRESStONAL RECORD, Vol. 120 (1974): 

Nov. 21, considered and passed Senate. 
Dec. II, considered and passed House, amended, in lieu of H.R. 16373. 

Dec. 17, Senate concurred in House amendment wilh amendments. 

Dec. 18, HOllse concurred in Senate amendments. 
WEEKLY COMPILATION OF PRESIDENTIAL DOCUMENTS, Vol. 11, No.1: 

Jan. I, Presidential statement. 
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THE PRIVACY ACT has been a subject of discus
sion and controversy since its inception in 1974 
hearings before the House Subcommittee on Foreign 
Operations and Government Information. It has 
been praised as a major step toward restoring citizen 
confidence in government, as a needed brake on the 
data-gathering appetite of Federal agencies, and as 
a welcome incentive to improve the efficiency of 
Federal agency record-keeping practices. It has been 
denounced as an obstacle to the exposure of ele
ments in the society (including miscreant bureau
crats whose activities ought not to' be shielded 
from public view, as a gratuitou~ constraint on the 
development of new record-keeping applications of 
computer and telecommuni~ations technology, and 
as an administrative nightmare that promises to dis
rupt the nornlal operations of government and cause 
a permanent hemorrhage in the administrative bud
get of the Executive branch. 

Despite these sharply contrasting expectations, 
however, both advocates and opponents of the Act 
have recognized from the beginning that its success 
or failure will depend in large measure on the spirit 
and skill with which it is administered. 

When the Privacy Act took effect on September 
27, 1975, the protection of personal privacy and 
the efficient management of government programs 
became inextricably entwined with administrative 
concerns. Line management - that is, agency heads 
and program managers - became directly res
ponsible for assuring faithful and effective com
pliance with the Act's requirements. Agency 
practices that affect the collection, handling, and 
disclosure of information about individuals are now, 
by and large, a matter of public record. The indi
vidual citizen is in most cases guaranteed the ri.!!ht 
to, see, challenge, and correct information in i\ 

record that an agency maintalns about him for pro
gram purposes. 

From now on agency proposals to establish or 
substantially alter a system of records about in-

• Carole W. Parsons, formerly Associate Executive Director of the 
Domestic Council Committee on the Rigl1t of Privacy, is Executive 
Director of the Privacy Protection Study Commission. 

A COMMENT ON 
THE PRIVACY ACT OF 1974 

By Carole W. Parsonso 

dividuals will be scrutinized with a view to striking 
an acceptable balance between management needs 
for recorded personal information and the individual 
citizen's interest in limiting the content, character, 
and circulation of such information 3Qout him. 

To understand this major shift in Federal policy 
on personal-data record keeping and to compre
hend its various practical implications, one must 
bear in mind the intent of the Privacy Act. One 
objective, clearly, is to al\ay public anxiety about 
the possibility of illegal, unauthorized, and surrepti
tious disclosures and exchanges of personal infor
mation among Federal agencies themselves and 
between Federal agencies and other types of record
kteping organizations at other levels of government 
and in the private sector. 

Another equally clear objective is to assure res
ponsible, fair, safe, and cost-effective use of auto
mated .information processing technologies in the 
performance of personal data record-keeping func
tions in government. Still another - the one with 
the poten~ial for the most far-reaching consequence 
of all - is to induce Federal agencies to behave in 
ways that reassure the individual citizen that the in
formation he discloses about himself will indeed be 
used in a fair and judicious manner. As the now 
familiar HEW report on computers and privacy 
points out, it is characteristic of present day Ameri
can society for an individual to be asked to 

give information about himself to large and relatively 
faceless institutions, for handling and use by strangers
unknown, unseen and, all too frequently, unrespClnsive. 
Sometimes the individual does not even know tnat an 
organization maintains a record about him. Often he 
may not see it, much Jess contest its accuracy, control 
its dissemination, or challenge its use by others .. _ .• 

This situation, the report suggests, may be the 
principal source of public concern about the pro· 
tection of personal privacy - far more important 
than the seemingly voracious organizational appetite 
for personal information - and it is the situation 
to which the Privacy Act is centrally addressed. By 
making the personal data record-keeping functions 

• Reco,ds, Compul.,.. Ilnd Ihe Rights 0/ Cltftells, see appendi~ V. 
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of government tangible - that i~, ~p~n to public 
scrutiny _ and by affording the mdlvldual an op~ 

rortunity to affect those functions ,:hen ~e. needs 
to do so on his own behalf, the Act, If admml~te~ed 
in the proper spirit, should go (ar toward reltevlOg 
the troubling sense of opacity and remot~ness that 
has surrounded government record-keepIng prac~ 

tices in the past. 

REQUIREMENT OF THE ACT 

The OlTice of Management and Budget-has i.ssued 
guidelines to Federal agencies on implement.atlO.n of 
the Privacy Act's requirements. These gl1lde~nes, 
which arc available to interested members 01 the 
public, >I' contain a detailed explanation o~ each of 
thc f\Ct'S agreements. What follows here IS only a 
brief summary o( its principal features. . 

The first thing to be noted about the Act lS that 
it applics exclusively to the handling of ~ederal re
cords about individual citizens of the Umted Stat~s 
and aliens lawfully admitted for permanent resI
dence. Moreover, it applies only to such records 
when they are maintaincd by an Executive branch 

agency in a system of records. . 
~ "Executive branch agency", as defined In the Act, 

means any executive department, Governme.nt cor
poration, Government-controlled. corporatIon or 
other establishment in the executIve branch of the 
Federal Government, including the Executive Office 
of the President or any independent regul~tory 
agency. but specifically excluding any CongressIOnal 
entity (such as the General Accounting Office) or 
any agcncy of the Judiciary. A "system of records" 

as defined in the Act, means 

n group of uny records under the control of any agency 
from which information is retrieved by the name of the 
individual or by some identifying number,. s~n~bo1. or 
other identifying particular assigned to the 1I1dlVldual. 

Within this scope of application, the Act requires 
each agency to do four basic things from which a 
range of other more specific requirements then flow 

logically: 

• Send 75(; 10 lhe Superintendent of Documents, U. S. Govenllncnt 
Printing Office, Wnshington, D.C. 
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First, it requires the agency to assure t~at any perso,nal 
information it maintains in a system IS both g.ermane 
and necessary to the performance of a function ~he 

. 'red to perform by statute or Executive agency IS reqlll 
order; 

Second it requires the agency to publish in the Federal 
Regisle~ an annual notice that details such items. as .the 
name and location of each systell< the agency ma!ntams, 
the types of records in the system, and the kmd~ .of 
individuals to whom the records pertain, the polI~les 
and practices of the agency regarding storage, retnev
ability, retention, and disposal of the reeor.ds, am~~~t 
title and business address of the agency offiCial resp -

ble for the system; 

Third, it requires the agency to establish vari?u~ ~ype~ 
of procedures-.including those that allov:, an mdlvld~\ 
to review and challenge a record about hlmsel~-so t a 

wilen a record in one of the agency's systems IS used to 
, . "d 'I 't '11 be as acmake a decision about an Indivi ua, I .WI 

curate complete, timely, and relevant as IS necessar~ t.o 
assure' that the record itself is not the cause of an un air 

decision; and , 
. . t bserve certain mini-Fourth, it requires the agency 0 o. . . . c1ud-

mum restrictions on disclosure or dissemInatIOn In 
ing keeping an accounting of such. 

Several points should be noted about these re~ 

quirements. 

Fjrst the Act strongly reaffirms the principle that 
agency' functions (at least to the ex~ent they ~re 
supported by systematic record keepmg about m
dividuals) should be limited to those clearly autho

rized by statute or Executive order. 

Second the universality of the requirements to 
issue an ~nnua) public notice on each system of 
records an agency maintains cannot be overem-

h . -d No Federal agency system cf records (as p aSlze . ' , . h' h 
defined) is exempt. A guiding prinCIple to v: IC. 

the public notice provision is directly responsive IS 
that in a democratic society no government ag~nc'y 
should maintain a record-kee~ing syste~ on mdl; 
viduals without at least makmg the eXIstence 0 

the system a matter of public record. 

Third, in the vast majority of cases the steps an 
agency takes to assure the accuracy, relevance, 

timeliness, and completeness of a record a~ut t: 
individual shan include procedures that give 

individual an opportunity to confront the record in 
question. With certain exceptions an agency must 
give an individual access to a record that it main
tains about him and permit him to challenge its 
content through a process established by the agency 

. in accordance with the informal rule-making re
quiremel1ts (including general notice) of Section 553 
of the Administrative Procedure Act - that 1s, 
notice of rule making and at least 30 days to receive 
and consider comment from interested members of 
the public. 

Fourth, it is important to note that the "condi
tions of disclosure" section does not require an 
agency to make any of the disclosures the section 
authorizes, and in that sense should not be inter
preted as contravening any existing, more stringent 
statutory prohibition on the disclosure of personal 
information. It is a set of minimum standards that 
operates in the context of other constraints on 
agency behavior, and one that in several instances 
gives agency heads and program managers the 
option of fashioning their own extremely tight dis
closure policies. The "need-to-know" standard with 
respect to internal agency dissemination of a re
cord, for example, can be drawn narrowly, and the 
decision whether or not to permit certain disclosures 
of records, even once they are established as 
"routine" disclosures, is to a Jarge extent a dis
cretionary matter for each agency. 

Many ot1ler provisions must ,be considered in as
sessing the Act's likely practical effects. One pro
vision, for example, narrows the circumstanees 
under which an agency may record information 
about an individual's political and religious beliefs. 

Several provisions stipulate or imply establish
ment of administrative and technical safeguards to 
assure that the Act's requirements will be con
Sistently met. One feature of the Act that needs to 
be understood is the opportunity it provides to 
exempt systems of records from certain of its 
requirements. The Privacy Act places the responsi~ 
bility for assuring faithful and effective compliance 
with its 'various requirements squarely on agency 
heads and program managers. Under the Act the 
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decisions and actions of these ofilcials are sub
ject to court review. However, there is no inter
departmental review function or appeals board or 
other centralized arrangement for dcciding when a 
program function cannot be carried out effectively 
if the record-kceping systems that serve it have to 
meet all of the Privacy Act's requirements. Somc 
legitimate investigative activities, for exfllnplc, 
would be totally frustrated if thc individuals being 
investigated had immediate access to all the records 
being kept about thcm. 

The solution to this dilemma is found in the pro

visions where.in an agency may seek an exemption 
from certain specified requirements for certain spe
cified typc~ of record-keeping systems through a 
public rule-making process that gives interested 
individuals and groups an opportunity to express 
their views nncl, if necessary, to engage the agency 
in a public debate on the proposed exemption at 
issue. 

Agency responsibility and accountability (or com
pliance with the Act's requirements are also re
flected in the approach takcn to remedies. Criminal 
penalties arc provided for willful concealment of the 
existence of a system of records as well as for 
unauthorized disclosure of personal information. 
But the principal sanctions are the rights of an 
individual to seck injunctions, to bring suits and, in 
some instances, to recover damages from an agency 
that fails to treat his record properly. 

Challenges and Opportunities 

One of the most difficult near-term tasks win be 
the achievement 0f a sufficient degree of coordina
tion among the various management functions 
necessarily involved in the implementation of the 
Act. These include (in addition to the wide variety 
of program functions whose information bases arc 
the Act's principal concern) the records manage
ment policy function itself, the EDP operations and 
planning function, the personnel management and 
training function, budgeting, facilities and services 
procurement, legal counsel, and whatever other 
information policy functions may be directly or 
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potelitially affected by the implementation of the 
Act-for example, those concerned with the 
administration of the Freedom of Information Act 
and with the handling of classified information. 

Second, because of the centrality and detail of 
the annual public notice requirement, and because 
of the substantial criminal and civil penalties for 
willfully failing to comply with it, agencies have had 
to undertake a full-scale inventory of their personal 
data holdings. For at least some agencies this has 
precipitated a searching review of their need for the 
personal information they maintain, the cost of 
collecting and maintaining it, and the way in which 
their various holdings are distributed. The result 
should be a heightened awareness of the role of 
personal-data record-keeping policies and practices 
in the performance of agency functions. It may also 
lead to :: ~ule interesting developments in the 
methodology of information policy-making, includ
ing some needed work on cost-accounting and 
budgetary implications of agency record-keeping 
practices. 

Third, it is r1~,lf that the provisions of the Act 
reqll~~ing agencies to permit an individual to have 
aCl,;l;;s:; to a record about himself will raise some 
practical questions about the organization of tecord
keeping functions, including the cost and control 
consequences of varying degrees of decentralization. 

And fourth, one can probably expect to see a 
certain amount of attention focused over the next 
few yeats on the incentives that exist or might be 
developed within agencies to assure that agency 
officials and employees comply with the spirit as 
well as the letter of the Act. 

On the study and research side, the empirical 
value of the Act's various documentation require
ments, and most notably of its public notice require
ment, are obvious. To the extent that records and 
record-keeping policies and practices reflect the way 
in which government pro1:;.'ams actually operate, the 
Privacy Act will produce an unprecedented wealth 
of raw material for the student of government 
organi7ation and management. 
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Federal experience under the Act will also be of 
substantial and continuing interest to law makers 
and administrators at the State and local level and 
to organizations in the' private sector. Section 5 of 
tl;e Act establishes a two-year, independent, Privacy 
Protection Study Commission to cOllsider whether 
the Congress should entertain similar legislation 
affecting State and local government and the private 
sector. Through its study and review of a wide 
range of public and private records systems, and its 
analysis of their impact on individual liberties, insti
tutional relationships, property rights, and sta~
ards of professional ethics, the Commission will 
make general recommendations and propose 
changes in laws and regulations. Meanwhile, how
ever, one can continue to expect considerable atten
tion to be paid to the issue in State Legislatures. 

Ideally, a systematic means will' gradually be 
developed for appraising the effectiveness of the Act 
both as a protection for individual citizens and as a 
device for improving the quality, organization, and 
utility of the information that government agencies 
collect and maintain about people. Is it meaningful, 
in practice, to speak of obtaining an individual's 
vQluntary assent to the collection and disclosure 
of information about him in a government record? 
Does a policy ot allowing individuals to interact 
with records about them lead to improvements in 
the accuracy, timeliness, and relevance of infor
mation in the records? Is it possible to make explicit 
and codify the uses that are made of recorded infor
mation within an organization or are the patterns 
of circulation and use so various and unstable as 
to defy systematic exposition? 

To what extent can the concepts, requirements, 
and administrative mechanisms in the Federal Pri
vacy Act be usefully applied in other non-Federal 
and non-governmental settings? Can one find alter
native approaches in State government and the 
private sector which look different, but do at least 
as good a job of assuring that records about people 
are handled in ways that adequately protect. their 
important right to personal privacy? 

i: 

! 

These are all intriguing and important questions 
And the Priva~y Act of 1974 should help us t~ 
address them with much greater confidence than has 
heretofore been possible. 
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