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FOREWORD 

Program reviews, or internal audits, are a vital function of all corrections organizations. 
Through the use of accepted review/audit techniques, the organization can improve its economy 
and efficiency in. operations and achieve better program results. 

Program review serves as a proactive tool for administrators by providing a "reaHty index" 
as to where an organization stands at any time with respect to its operations and programs. Such 
reviews will prove more efficient, e:ffective, and productive when all staff are involved in the 
process rather than just a few staff in an isolated unit in the department. In this sense, program 
review requires commitment from the very top of the organization to ensure its use as a positive 
force in evaluating and directing organizational activities. 

The program review/internal audit functions documented in this report were based on a 
survey of departments of corrections. However, the principles and practices presented are 
applicable in all correctional settings, including jails, probation and parole, and community 
corrections. 

It is anticipated that these materials will assist corrections organizations in upgrading 
performance and in developing new areas of expertise through the application of the program 
review/internal audit process. 

Morris L. Thigpen 

Ncm-JJ.~ 
Director 
National Institute of Corrections 
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CHAPTER I 

INTRODUCTION TO THE STUDY 

The nature of program review/internal audit systems in U.S. correctional agencies and facilities is 
addressed in this report. Findings have applicability to all government organizations. A model program 
review/internal audit system is provided based on an analysis of the few review systems currently in place 
and a review of management literature and related research. The model is a reference for administrators 
who plan to incorporate the review/audit process into their overall system of internal controls. Chapters 
vn through X provide detailed information on the field work completed for this study. 

"Program review" and "internal audit" are terms used interchangeably throughout this report. 
"Performance review" is used more broadly to include these terms as well as traditional management 
review and evaluation activities. Program review/internal audit refers to a specific process by which a.'1 
organization (or unit or department) systematically examines its activities to fmd out how well it is per­
forming. It asks specific and difficult questions, not to assure itself that things are running smoothly, but 
to fmd out how they could be better and where problems may arise. Is the unit meeting its objectives and 
goals? Is the unit complying with laws, policies, regulations, and procedures? Is it operating in an 
efficient and economical way? Are employees satisfied? Are inmates? 

A recent study of corrections management by the Robert Presley Institute for Corrections Research 
and Training (in California) found that experience and intuition are the basic resources used in 
management's daily decisionmaking (McShane et aI., 1990). Given the shifting financial needs and 
changing environments, these are no longer adequate tools. Corrections administrators should know the 
principles of performance review and be prepared to apply them to their internal operations. 

The most recent effort to provide guidance for internal performan\:e review has been the 
development of national standards for adult and juvenile corrections. Standards have been promulgated 
by various national commissions, professional. organizations, and the U.S. Department of Justice (see 
Fosen & Sechrest, 1983). Several states integrate these types of standards into their nwiew systems, and 
71 % of correctional managers responding to a nationwide survey affinned that American Correctional 
Association (ACA) accreditation guidelines positively influenced their management style (McShane et al., 
1990; see also McShane & Williams, 1993). 

While accreditation and performance review are complementary and share similarities, they are 
different procedures. Accreditation is an external process, although it requires an internal self-evaluation 
to be completed at specific intervals. Program review is an internal process that refers to the statutes, 
regulations, directives specific to the agency's own jurisdiction, and any standards adopted by the 
organization. It occurs more frequently and in greater depth than an external review. The achievement 
of accreditation, from whatever source, is not required to institute program review or internal audit. 
Many correctional agencies are learning how to make both accreditation and program review work 
together to improve the total quality of their operations. A sound program review based on specific 
jurisdictional criteria and drawing on accepted national standards should be sufficient to satisfy most types 
of outside review. 

Project Research Design 

One way to analyze an organization's performance is to examine its structure or hierarchy and its 
"built-in" review mechanisms. An earlier study (McShane et al., 1990) examined the organization flow 
charts of several departments of correction. The structural components that lead to better internal control 
and, therefore, to improved performance were identified. The key component. was an effective 
management review system that allowed administrators to identify problems and implement an improved 
methodology. Program review/internal audit is such an improvement. . 

1 
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A primary goal of the project was to develop a model based on accepted program review/internal 
audit techniques identified in various agencies in order to help administrators evaluate their needs and 
design their own systems. To develop the model, project staff used available literature and information 
gathered from a study of six state program review systems, the Federal Bureau of Prisons, and the 
Correctional Service of Canada. The model includes information received from several state departments 
of corrections and information from many other sources, most notably the Institute of Internal Auditors. 

The model program review/internal audit system presented here outlines the elements of an internal 
review system that will apply to departments of different sizes and organizational structures. It is con­
cerned with lines of decisionmaking authority, current points of review, and the types of reviews now 
being done (informal, verbal, written, administrative, legal, and others). The model also provides a risk 
assessment method based on experience in several jurisdictions that allows participants to identify 
operational areas that require a higher level of review. The ultimate goal of the model is to enable users 
to develop a system for the evaluation of their own operations in relation to those f:ltudied, and in relation 
to national norms and audit guidelines. This project also addresses the impact of local (agency or 
jurisdictional) and national standards on the organizations studied. For many organizations studied, these 
standards have become a source for internal performance review systems criteria independent of their use 
in an external audit or in an accreditation process. 

Selection of States 

To project the most accurate picture of the current state of performance review systems, the project 
staff examined, summarized, and compared all facets of internal control systems currently in operation 
in the Federal Bureau of Prisons, Illinois, Utah, and New Jersey. It also examined a multistate auditing 
system for Oregon, Washington, and Idaho, and the information service and performance review system 
designed by the Correctional Service of Canada. Selection of these states was based on over fifteen 
contacts with state agencies to learn the status of their performance review and auditing systems. Several 
states had such a system or were developing one. Many have relied on their inspector general for 
auditing, which is often an external agency. Our concern was with the extent of the program 
review/internal auditing function and its link to management information. 

The Correctional Service of Canada has one of the more comprehensive systems; it includes the 
Offender Management System, Executive Information System, and Offender Population Profile System. 
This system compares favorably with the Federal Bureau of Prisons key indicators system (KI/SSS), 
which was the subject of field work and is described in detail in this report. Both agencies have developed 
basic perforlnance review systems that assess internal operations and contribute to the strategic planning 
function. 

This study also considered technical factors that influence management structures and related 
operations, particularly in their ability to supervise and evaluate performance. These factors include the 
history of a department; its relationships to other state agencies; fedetal, state and departmental resource 
allocations; the degree of regional versus centralized control over performance review and management 
information systems; the status of traditional research and evaluation endeavors; and the types of hard­
ware and software available to implement and coordinate review systems and support evaluation. 

The model performance review system was reviewed by administrators at several departments of 
con'ections, including an advisory group representing several corrections departments, selected in 
consultation with NIC officials. A draft of the system was presented to the advisory group and sent to 
over 20 correctional systems that were invited to send representatives to the advisory group meeting in 
January 1993. Participation by these administrators helped refine the model and enhance its utility to all 
types of correctional systems. 
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Presentation of Findings 

Chapters I to IV provide definitions of program review, internal audit, and other types of 
performance review. Chapter II reviews the literature on the use of performance review as a management 
tool and current internal management and performance controls used in the criminal justice system today. 
The application of available review systems in the public and private sectors is explored, and the 
performance review capabilities of a variety of correctional systems are examined. Chapter m defmes 
audit and discusses the importance of internal controls, evaluation, and information systems. Chapter IV 
describ~s the framework for evaluation of the various field sites. Chapter V presents a model program 
review/internal audit system that includes: a list of the elements required for a program review/audit 
system; suggestions for adapting review mechanisms to different size and different structured organiza­
tions; a description of the types of questions that must be asked to help managers analyze their operations; 
a plan for evaluating performance review systems based on a variety of crit~ria; a method of assessing 
risk with which to establish audit priorities; methods for quality control and evaluation; and a discussion 
of the barriers to implementing the model. Chapter VI raises some of the issues that are relevant to the 
adoption of program review and internal audit techniques in corrections. 

Chapters VII to IX summarize the field work and provide technical information on developing a 
review/audit capability. Chapter VII describes the findings of project field work. Chapter vrn provides 
an overview of the evaluation procedures used to monitor the success of the review process in each 
jurisdiction studied. The types of information needed to examine management review structures and to 
measure performance are explored. Types of reviews are discussed (e.g., informal, verbal, formal 
written, administrative, legal, research, and evaluation). A major component of the project is the presen­
tation of methods by which corrections managers can identify and assess risks. 

Chapter vm includes a method for scoring correctional systems and setting priorities that was 
developed using current experience in program review/internal audit. This system will enable users to 
design an internal review system that is consistent with their size, structure, and available resources. 
Organizations that adapt this risk assessment system or a similar one will find that the adjustable format 
allows them to design and control the performance review themselves. It is a less intrusive approach that 
allows the user to personally assess and critique departmental policies and procedures. As such, the 
process is more likely to achieve both acceptance and credibility within the organization, and the user will 
be more confident in the measures adopted. Corrections administrations should not be mandated to adopt 
"model" programs designed elsewhere that have components they suspect may not apply to them. 
Experience has proven the wisdom of involving professionals in the developmental process for any inno­
vative approach to their own work. 

Chapter IX documents the management review system of the Federal Bureau of Prisons and the 
departments of corrections in six states, including their current resources and future needs. Four areas 
are examined for each jurisdiction: existing performance review systems; the types of resources needed 
and the methods and tools used to conduct management performance review; the strengths and wealr.nesses 
of each system (including the researche;;, ';-: findings and staff comments); and a comparison of the review 
methodologies in each system studied, including economy, personnel efficiency, time management, 
meeting legally mandated or other designated standards, communication of management needs, and 
accessibility of information. Chapter X provides an overview of advanced auditing applications, to include 
total quality management, fraud auditing, and the role of automation in the future of performance review. 
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CHAPTER II 

LITERATURE REVIEW 

Every government institution, whatever size, must account for how it manages its resources and 
operations. Accountability methods are usually based on management. principles, including classical and 
be1]avioral theories, systems approaches, and composite theories. The management techniques that flow 
from these theories are well-described in the management literature. 

Classical theories describe highly structured organizations and are concemed with titles, levels of 
authority, span of control, chain of command, and grouping of tasks. These are sometimes called "closed" 
organizational models, because they emphasize the stability of roles within the hierarchy (see Henry, 
1980, Chapter ill). Typical organizational concerns are summarized in the concepts ,of planning, organ­
izing. staff'mg, directing, coordinating, reporting, and budgeting (sometimes shortenf',d to "POSDCORB"), 
with the last four sometimes simply grouped as "controlling." Performance review .1 such organizations 
would be based on clear responsibilities and assigned tasks. Correctional agencies typically take a classical 
approach, due to their pyramidal, quasi-military structure. 

Organizational models based on behavioral theories are "open," goal-oriented, and tlady structured. 
They stress the application of skills and specialized knowledge toward the completion of goals. This 
approach is most often found in halfway houses and prerelease centers rather than in institutions where 
standards of organizational behavior are more clearly defined. In this approach, performance review 
examines goals or objectives of the program rather than specific tasks related to those goals. The 
"organization development" (00) school is a popular version of this management style. It emphasizes 
the examination and resolution of organizational problems and places a high priority on the values and 
attitudes that foster positive and constructive relationships. The approach was discussed for use in 
corrections by the National Advisory Connnission on Correctional Standards and Goals (1973). 
Management by objectives (MBO) is also a popular offshoot of this concept. 

The application of evolving management theory into practice has created trends, such as open-door 
policies, participative management, retreats or "team building, " and "walking the unit." A recent example 
is "total quality management" (TQM), wherein teams of workers from all levels meet to remedy ineffec­
tive procedures and trouble spots. Considerable use is made of charts, graphs, reports, and feedback. This 
approach distrusts the obvious answer and studies other organizations for improvement strategies. Total 
quality management is initially expensive to implement, but it is directly involved with the quality of 
performance review. In their book on "reinventing" government, Osborne and Gaebler (1992) place 
considerable emphasis on TQM in helping organizations realize better results. 

It is interesting that the public sector no longer lags behind private industry in the adoption of 
management innovations. Public service agencies are becoming proactive in developing strategies that 
meet their needs, instead of accepting the private sector practices. 

The History of Performance Review in. Corrections 

Traditionally, personnel in institutions have been ambivalent about the concept of performance 
review. Their institutions have operated as autonomous, closed enclaves with little accountability and few 
written records. There was little monitoring from outside the system and few mechanisms of internal 
review; as George Beto, former director of the Texas Department of Corrections expressed it, "no other 
institution has shown a greater reluctance to measure the effectiveness of its varied programs than has 
corrections" (Jackson, 1971). Self-examination typically resulted from a scandal, riot or notorious change 
in adminis-tration. Cohen (1987:4) explains that corrections only examines itself "as a result of dramatic 
events and external pressures rather than as a result of introspe~tion and internal examination." 
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The 1974 Martinson report generated interest in program evaluation and marked a crossroad in the 
use of research by correctional agencies (Williams, et aI., 1992). Calculating the value of specific 
programs is a complex process (lPalmer, 1993); however, departments have expanded measures of 
program effectiveness to include cost benefits, time savings, humanistic values, and the traditional concept 
of recidivism. 

Lovell and Kalinich (1~92:87) note that internal political factors have discouraged corrections 
agencies from using information generated from within the system. Their survey of correctional 
administrators and departmental researchers concluded that program managers were quite critical of the 
efforts and products of the research department. The comments of the respondents reflected concerns 
about autonomy, status in the organization, parochial program and organizational political interests, 
technical problems, and, importantly, the lack of their integration in the internal research process. 

Traditionally, there has been scant motivation to develop performance review systems and few 
employees qualified to design such a program. Furthermore, most departments were entrenched in an 
historic mistrust of outsiders, educated professionals and non-security personnel. Corrections managers 
worked their way up from guards to wardens, usually with no formal academic or business training. Until 
recently respected leaders often earned their promotions with physical strength and "prison sense" 
(Jacobs, 1977:34). Whatever review mechanisms existed involved internal monitoring and reports filed 
by supervisors up their chain of command. Records were often haphazardly kept and crudely maintained. 

Current efforts to implement performance review systems are still often viewed with skepticism and 
mistrust. As a correction') researcher explained, "Contact with the program managers is low. Nobody uses 
the information (at that level). There is protectiveness, suspiciousness" (Lovell & Kalinich, 1992:81). In 
the McShane et al. study (1990), prison wl\rdens and superintendents rated on a scale of 1-10 how various 
factors influenced facility management. Managers rated legislative mandates (6.94), court directives 
(7.39), and state budget constraints (6.55) as far more influential to daily decisionmaking than research 
findings (3.62) and management information (5.82). 

Traditionally, corrections staff undergoing performance review have reacted with everything from 
indifference to panic, because they don't understand that it is the system and not the employee that is 
being tested. As noted later, the use of such systems to discipline employees is far less constructive than 
developing plans of action for remedying deficiencies. 

In the past, performance information about the prison lystem rarely filtered beyond the immediate 
hierarchy. Perfo.rmance indicators were carefully guarded md released in limited forms to outsiders, 
although this information was officially available in the department's annual report. These documents 
offered important insights into the operations and attitudes of the correctional system and are considered 
today a type of performance review. Through them administrators may discharge the obligation of 
disclosure and simultaneously position the department to request future resources in exchange for a 
positive performance. The published annual report demonstrates accountability to external authorities such 
as state executives, boards and commissions, and the public. In addition, some report formats ensure 
accountability from the individual units or facilities to the central headquarters and provide some 
standardized comparisons of activities and programs. 

Annual reports ca.'l hide information. Since a department can control the information provided in 
an annual report, what the document does not state may reveal as much or more than what it does state. 
Often these reports appear to be showing you everything, but key components-especially if they're not 
that attractive-may remain hidden. Such reports tend to be positive in tone and rarely mention problems. 

Annual reports can reflect changes in the general nature of corrections management, most notably 
in automated information systems and the widening sphere of public accountability/information needs. 
One researcher explained that a department prepares many reports in a year's time, each tailored to the 
information needs of its various constituents. The annual report describes operations; statistical reports 
on population changes and cost expenditures serve legislative needs, while the media and public service 
organizations require a diverse assembly of short special issue reports. An annual report addresses the 
varying demands for information required of the department. 
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However, many departments do not publish annual reports. Some publish biannual reports while 
others simply assemble statistical reports on the numbers of inmates, their classification, offense profiles 
and discharge summaries. Obviously not all states view the report as a public relations tool or even as 
a motivating force for gathering and analyzing management information. As explained by Idaho officials, 
" ... we do not have ample staff to prepare an annual report." It is probable that any state that regularly 
tracks management information would already have the contents of an annual report at their fingertips. 

Although annual reports serve many functions, their lack of consistency makes them unsuitable for 
meeting accountability demands. The use of inspectors, the advent of accreditation, and the development 
of internal audit units to supplement external reviews has placed a new emphasis on more precise methods 
of performance review. 

The closed, independent systems of the early twentieth century are gradually yielding to improved 
performance review procedures, due to four factors: 

• larger departments of corrections, with more complex operations and hierarchy. 

• increased legal liability for negligence. (Punitive and compensatory damages have been awarded 
for civil and criminal court actions, including interactions between employees, between prisoners 
and employees, and between prisoners and third parties outside the criminal justice system. More 
attention to ~upervision, training and decisionmaking are solutions to findings of negligence.) 

• increased competition for state and federal resources. 

e growing pressure for fiscal and operational accountability. 

As a result of these forces, many corrections departments have been restructured to allow 
management greater access to both internal and external information sources to facilitate policymaking. 
In some cases, restructuring has meant new positions, such as a legislative liaison (e.g., New Jersey, 
Pennsylvania, Georgia, Washington). This position results from the effect of funding and overcrowding 
in corrections. While prisons once operated far from the day-to-day workings of the legislature, the State 
Capitol is now viewed as a direct influence on policy. The passage of bills that affect inmate sentences, 
treatment, personnel actions, facility construction/siting and the regular struggles over the budget are now 
critical issues for the modern prison administrator. 

Another new position stemming from the current proactive management approach is the 
"litigation/risk management coordinator," as established in Washington State. Departments recognize that 
constant monitoring and troubleshooting are necessary functions. The most critical element of this 
proactive movement is not so much the positions created, but the information flow. 

The time is right for the model internal performance review system that will use established 
principles of audit, scientific investigation, and explanation. While it is understood that every department 
cannot immediately implement an "ideal" system, the components of a system that will meet minimum 
requirements will be described. Specific core guidelines and practices must be in place to set up valid 
program review/internal audit procedures. This may be done economically by departments with limited 
resources by adjusting the intervals of reviews, to be determined by relative risk, with an understanding 
of the shortcomings of such reductions of effort. 

Standards and Accreditation 

An important step in the development of performance review systems has been the gradual devel­
opment and acceptance of national professional standards (Reimer and Sechrest, 1979; Sechrest and 
Reimer, 1982) and also national accreditation programs operated by the American Correctional 
Association (ACA), the National Commission on Correctional Heath Care (NCCHC), which is specific 
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to the accreditation of medical services in corrections, and others (see Fosen and Sechrest, 1983). This 
process of peer review,* or review by outside correctional personnel, introduced generally uniform nat­
ional standards. 

Questions have been raised about the integrity of the standards and their ability to create meaningful 
change in clorrections, and whether the correctional facilities and community agencies being certified 
really meet HIe highest standards of performance. Judgments of the usefulness of the standards often de­
pend on Wf10 is making the assessment. To the corrections practitioner, the standards are generally seen 
as realistic and challenging; to the reform-minded, they are weak and ineffective, perpetuating poor per­
formance and injustice. 

When asked about the credibility of the standards for accreditation audits being done in one state 
in the early 1980s, ACA staff responded that some prison officials see the standards as too demanding 
and non-prison sources see them as too lenient. These arguments were further developed in "Accreditation 
on Trial," an article published in 1982 by CorreCtions Magazine (Gettinger, 1982) and a subsequent 
"debate" article regarding the resignation of a prominent member of the accrediting body (Bazelon, 
Charters, and Fosen, 1982). Perhaps the answer is that the standards are about as tough as the field can 
accept without some assurance that additional resources will become available (see Czajkowski, 1984). 
The standards appear to be adequate within the framework of what is possible currently; however, they 
do not reflect the highest standards of performance. The continued development and use of local, state, 
and national correctional standards can be supported by well-implemented internal program review mech­
anisms. 

Program Review/Internal Auditing 

Internal auditing, called program review by some jurisdictions, such as the Federal Bureau of 
Prisons, has evolved with the notions of standards and accreditation. However, the implementation of 
program review or internal auditing systems does not require participation in accreditation. Audit criteria 
that exceed national standards draw on local and federal laws, rules, regulations, policies, and procedures 
specific to each organization. The development of program reviewlinternal audit in corrections is rooted 
in the science of internal controls, which has been developing in government, business and industry for 
many years. The major sources of standards have been the Institute for Internal Auditors, the American 
Society for Quality Control, and the American Quality Foundation. Some departments of correction have 
created internal audit units, which will be described in this report. Others still rely on an inspector 
general, who conducts periodic evaluations of operations. 

Internal auditing is different from accreditation. It is not monitoring or inspecting, although followup 
using the results of program reviews or audits can provide a continuing monitoring function. It is not an 
investigation, since it is designed as an open process involving all agency personnel in the effort to 
improve organizational functioning. It is not research or evaluation, although program review can and 
should be supported by an evaluation component, as outlined in chapter III of this report. 

The internal audit is an internal review. It differs from the accreditation visit in several ways, 
principally in its specificity, intensity, and frequency. The internal audit (or program review) is quite 
specific to the agency in question, particularly the statutes, regulations, and directives specific to the 
jurisdiction. It can occur more frequently and in greater depth. For example, Bureau of Prisons staff 
perform program reviews across 14 separate areas, or "disciplines," at different times in various 
institutions. The Utah Department of Corrections audit unit might review a correctional facility in all 
areas of performance for periods of up to four weeks or longer. 

Accreditation is an external review. It occurs at intervals of three years, with some periodic checks 
in the interim. Internal auditing and accreditation may be both complementary and supportive. Many 

*In internal audit "peer review" refers to review of the work of an internal audit team. 
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correctional agencies are learning how to make them work together to improve the total quality of their 
operations. Sound program reviews/internal audits using specific jurisdictional criteria (e.g., statutes, 
regulations, policies, procedures) and encompassing national standards should provide more than adequate 
information for accreditation visiting committees. 

How is program review/internal audit helpful to a system? A study by Etherington and Gordon 
(1985) demonstrated the value of internal audit for ensuring adequate internal controls. The authors 
conducted 120 structured interviews with chief executive officers, chief financial officers, internal audit 
managers, and information processing managers in six of Canada's largest corporations. A survey was 
mailed to 814 managers with a 43-46% response rate. A major problem for this study was defining inter­
nal control. The corporate officers saw audit as including accounting, management, and operating con­
trols, while chief executives were more concerned with efficiency and productivity. Major concerns were 
expenditures and allocations of capital resources (Etherington and Gordon, 1985:27). 

A more acceptable definition of internal control comes from the Financial Executives Institute of 
Canada. Its definition goes beyond accounting, fiscal, and audit functions to encompass management 
philosophy, organization structure, quality of personnel, delegation of responsibility commemurate with 
authority, and effective and efficient management (Etherington and Gordon, 1985:2,113; see also Mautz 
et al., 1980; Mautz and Winjum, 1981). These areas were generally grouped into accounting (financial) 
controls and management controls (policies, efficiency, effectiveness, and performance review). 

With respect to the relationship between internal control practices and good management, 
Etherington and Gordon (1985:2) found that internal control was perceived as "importa..'1t and significant 
by corporate management, with activities at all managerial levels seen as tlJ.e domain of internal control. " 
Internal audit was viewed as a major component of internal control by 80% of the respondents, and the 
role of the external auditor as less important by comparison. 

Many executives surveyed were concerned about the need for more formal examination of internal 
control risks and for cost benefit analysis. Internal control of computerized information systems was seen 
as "the most pressing internal control problem ... involving all levels of management" (Etherington and 
Gordon, 1985:2-3, 122-123). 

Regarding the benefits of internal audit, half the companies surveyed had four or fewer staff in 
internal audit, leading to the conclusion that internal audit was not an expensive operation: "Virtually all 
executives reported that, in their companies, the benefits to all levels of the organization substantially 
exceeded the costs" (Etherington and Gordon, 1985:122). The report recommends that companies without 
an internal audit unit establish one. It laments the lack of followup procedures by management, in that 
delays of up to two years were often experienced by auditors regarding their recommendations. 

Other issues addressed in the Etherington and Gordon study (1985:120) include issues of 
organization and control of internal auditing, risk assessment, computerized information systems, and the 
role of external auditors. In summary, the authors indicate that U.S. and Canadian internal control 
practices and problems do not differ substantially, and that many of their conclusions can apply 
"generically" to any internal control system. 

Defining Performance Review 

Common Themes 

The concept of performance review using recognized audit techniques and other types of evaluation 
is fairly new to corrections. Many people associate the concept with the fiscal audits that are an accepted 
part of agency operations. However, performance review is more inclusive and covers audits of fiscal, 
operational, and program components of the entire agency. Research and evaluation, more traditional 
forms of review, perform different functions, and as such should be part of any performance review 
system. 
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While methods may vary among states and institutions, there are several cornmon themes that 
pervade performance review. First, performance review is an active process of maintaining control over 
the planning and operation of a corrections system. It refers to any measure that provides administrators 
with information about operations that can be used to evaluate their efficiency an.d effectiveness based on 
compliance with statutes, regulations, and the goals and objectives generally captured in policy and 
procedure. The purpose of such a review is to improve the quality of management internally and to meet 
the information needs of outside authorities. 

A second theme of performance review is that the information used by management for the review 
is accumulated in a cycle of input and evaluation. While there are institutional differences in who gathers, 
processes and uses the information, the needs and goals of these activities are similar. One of the 
purposes of this project is to highlight the similarities of these operations across the country. 

Finally, the success of performance review hinges on management's recognition of its value. Top 
administrators must remain committed to improving the quality and timeliness of the information used. 
Whatever the size of the operation, they all need to continue long-range and short-range planning and 
related development, to refine the review process, and to allocate resources toward that end. Although 
the placement of auditors, monitors, and researchers in a system will facilitate the review process, it does 
not ensure that performance review will take place. 

The Purpose of Performance Review 

The purpose of performance review systems is to provide reasonable assurance of control and to 
ensure that accountability is maintained. According to the U.S. General Accounting Office (1992), 
program performance measurement is the regular collection and reporting of a range of information that 
may include: 

• inputs, such as dollars, staff, and materials; 

• workloads or activity levels, such as the number of applications that are in process, usage rates, 
or inventory levels; 

• outputs or final products, such as the number of children vaccinated, number of tax returns 
processed, or miles of road built; 

• outcomes of products or services, such as the number of cases of childhood illness prevented or 
the percentage of taxes collected; 

o efficiency, such as productivity measures or measures of the unit costs for producing a service 
(e.g., the staff hours it takes to process a Social Security claim or the cost to build a mile of 
highway). 

Managers may use this information to "account for past activities, to manage current operations, or to 
assess progress toward planned objectives" (GAO, 1992:2). 

Types of Performance Review 

There are many terms associated with accountability that are integral to program review/internal 
audit. These include monitoring, investigation, auditing, evaluation, and accreditation. Program review/ 
internal audit is not to be confused with accreditaticn, as conducted by the American Correctional Asso­
ciation's Commission on Accreditation for Corrections, the National Commission on Correctional Health 
Care for medical services, or other correctional accreditation bodies. It is different from monitoring the 
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work of agency personnel on an ongoing basis, although the results of program monitoring can and 
should be used in this process of program review. Monitoring, such as supervisory review, is an internal 
control; reviewers/auditors assess the adequacy of monitoring efforts. 

The functions of monitoring, investigation, program review/audit, evaluation, and accreditation are 
shown in Table 1. As noted above, program review/internal audit is not an investigation or an inspection, 
which rarely requires the level of documentation needed for an audit, although some inspections may be 
performed much like an audit. It is different from research or evaluation, although program review can 
and should be supported by an evaluation component, as outlined in this report. 

Monitoring the work of personnel is a traditional management function. Administrators, managers, 
and supervisors are required by their roles and training to oversee and direct the work of their 
subordinates. Monitoring is often used to designate the activity of an outside agency or source with a 
vested interest in programs and operations. The term "monitor" may designate a representative of the 
court or other government agency that tracks the use of grants or other financial resources given to the 
state for operations or programming (e.g., legislative auditors). The term may also refer to one who 
ensures that the standards of state licenses and health codes and regulations are being properly followed. 

ACTIVITY 

Monitoring 

Investigation 

Program 
Review/Audit 

Evaluation 

Accreditation 

Table 1 

Monitoring, Investigation, Program Review/Audit, Evaluation, 
and Accreditation Activities 

Ongoing Functions, Program Outcome, 
Daily Single Processes, Trends, Patterns, 
Operations Incidents & Entities & Projections 

X 

X 

X 

X 

Compliance 
with Stan-
dards 

X 

"Monitor" and "special master" are sometimes used interchangeably by the courts to designate a 
person they employ and place in a correctional setting to insure that judicial orders are carried out. In 
settling civil rights cases, monitors or "masters" insure that consent decrees are properly in place and 
activated. Persons in these court-ordered positions report directly to the judge and are given complete 
access to all information and operations within their area of surveillance. 

An investigation is an action taken in respOJ1se to an incident or a complaint. It is a "closed" 
process involving only the personnel involved in the incident in question. Investigations are often 
conducted by an office of the inspector general, which can be located in the department of corrections 
or external to it. They may be part of an internal affairs unit. 

Program review or internal audit is generally conducted independently of management but is done 
internally. It seeks to infonn management of areas requiring attention. Auditing is defined in detail in the 
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following chapter. The major concern of this report is with internal audiHng, or program review, which 
seeks to provide an objective appraisal of operations and controls within an organization. Areas of 
concern include examining financial and operating information, risk identification and minimization, 
compliance with external regulations and internal policies and procedures, compliance with standards, and 
efficient resource utilization (see Sawyer, 1988). Also, reviewers/auditors can assess program results. 

Evaluation 1001'..5 at the quality of agency services and programs using generally accepted research 
techniques. Research and evaluation are more traditional forms of review that look more closely at how 
well the agency performs its functions. They focus on the outcome of specific activities directed to 
achieve clearly stated goals. As such, they should be an integral part of any performance review system, 
as discussed in chapter m. Comparable terminology used in management literature is "quality assurance" 
within the context of "total quality management" (TQM). 

Accreditation and internal auditing are related within the context of the standards promulgated by 
the American Correctional Association and National Commission on Correctional Health Care. The 
standards are often used to support or define areas examined in an internal audit. However, in a recent 
issue of the ACA publication Corrections Today (1992) that covered "Accreditation-Three Decades of 
Evolution," the link between the developing science of internal controls and accreditation is not made. 
Internal audit as a support for or an adjunct to accreditation is not mentioned. However, this may be 
changing. The American Correctional Association is now testing a plan to integrate the agency program 
review/internal audit process with the accreditation process, where appropriate. 

Some auditing offices use both national and local or state standards as criteria for internal audits. 
These standards encompass fiscal and program areas and rely on findings from external audits for fiscal 
areas, while performance auditing relies on the product of an accreditation team. Several states have 
developed guidelines based on ACA and NCCHC standards for both fiscal and program audits, such as 
Illinois, Tennessee, and Florida. Many, such as Georgia, use the U.S. Government Auditing Standards 
(Comptroller General of the U.S., 1988) for the conduct of these operational audits. However, the ACA, 
NCCHC, and other national and state standards are simply a suggested framework; they were not 
developed or written by auditing experts. 

For the purposes of this report, performance review will be divided into several areas including 
program review/internal audit, internal control and risk assessment, management information systems, 
and program evaluation. Each of these areas is described in some detail. 
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CHAPTER III 

AUDITING AND PROGRAM REVIEW 

This chapter has several goals. The first is to define more fully the audit function. The second is 
to state the importance of internal controls. A third goal is to define risk assessment, including an ex­
ample of a risk control matrix and an assessment format. A fourth goal is to discuss evaluation and 
information systems and their relationship to the review process. 

Audit Defined 

Auditing has been defined by O'Reilly, Hirsch, Defliese, and Jaenicke (1990:4) as: 

a systematic process of objectively obtaining and evaluating evidence regarding assertions 
about economic actions and events to ascertain the degree of correspondence between 
those assertions and established criteria and communicating the results to interested users. 

Sawyer (1988:7) provides more detail in defining the internal audit as: 

a systematic, objective appraisal by internal auditors of the diverse operations and 
controls within an organization to determine whether (1) financial and 0perating infor­
mation is accurate and reliable, (2) risks to the enterprise are identified and minimized, 
(3) external regulations and acceptable internal policies and procedures are followed, (4) 
satisfactory standards are met, (5) resources are used efficiently and economically, and 
(6) the organization's objectives are effectively achieved-all for the purpose of assisting 
members of the organization in the effective discharge of their responsibility. 

The Institute ofInternal Auditors (IIA) is the major international internal auditing body in the world. 
It sets the standards for internal auditing and cefiifies internal auditors. The IIA defines internal auditing 
as ". . . an independent appraisal activity estabH~hed within an organization as a service to the 
organization. It is a control which functions by examining and evaluating the adequacy and effectiveness 
of other controls" (Courtemanche, 1986:17). The objective of internal auditing is to assist management 
in the effective discharge of their responsibilities. "To this end internal auditing furnIshes th'em with 
analyses, appraisals, recommendations, counsel, and information concerning the activities reviewed. The 
audit objective includes promoting effective control at reasonable cost" (Courtemanche, 1987:17). 

According to the HA, internal aUditing comprises a review of the following areas: 

• the reliability and integrity of financial and operating information and the means used to identify, 
measure, classify, and report such information; 

• the systems established to ensure compliance with those policies, plans, procedures, laws, and 
regulations that could affect operations and reports, and determining if the organization is in 
compliance; 

• the efficacious use of resources; 

• assessment of management, including safety; 
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o implementation and results of programs leading to compliance with established goals 
(Courtemanche, 1986: 17). 

The Comptroller General of the U.S. (1988) characterizes two types of government audits as 
fInancial and performance. Financial audits fInd out whether an entity is operating according to generally 
accepted accounting principles and whether the information presented in its fInancial reports conforms 
to established criteria. Performance audits encompass economy-efficiency audits and program audits, both 
of which assess compliance, among other issues. Economy-efficiency audits assess how resources are used 
and identify causes of inefficiencies and uneconomical practices. Program audits evaluate the extent to 
which legislative or legally mandated requirements are achieved and the effectiveness of operations. 

Auditing may be regularly scheduled or done at a specifIcally designated time. A disadvantage of 
the single period audit is that an agency may exhibit uncharacteristically "good" behavior for the audit 
period. Scheduling should anticipate which areas will generate the most problems if they are not 
functioning well; this involves risk assessment, discussed later in the report. Increased fIscal austerity 
means that more agencies will be responsible for conducting and reporting their own auditing analyses. 
The institutions surveyed in this study regularly conduct program reviews/internal audits. However, 
political forces also affect auditing procedures. In Georgia, for example, a new governor's budget cuts 
caused the auditing function to be removed from the corrections central office and decentralized 
throughout various facilities. In Illinois (surveyed in this report), the performance auditing wlit was 
eliminated and its functions reassigned to the fIscal audit unit mandated by statute. There are varying 
ways in which program reviews/internal audits are placed in organizations with respect to the reporting 
authority's responsibilities. 

The Importance of Internal Controls 

Internal control activities are not superfluous "red tape"; they are essential to any organization 
concerned with achieving objectives, safeguarding assets, and complying with laws, regulations, 
standards, and policies that govern them. Internal controls exist as part of the overall controls established 
at the highest levels within the organization. Internal control procedures are put in place by a Board of 
Directors or other management entity "designed to provide reasonable assurance regarding the 
achievement of ... effectiveness and efficiency of operations, reliability of fInancial reporting [and] 
compliance with applicable laws, rules, and regulations Ii (Treadway Commission, 1992:9). It is essential 
for managers to develop of a strong system of internal controls, for reasons stated above, and because 
these controls are designed to reduce risk. Management concern for developing a strong system of 
internal controls is reaffirmed by Dittenhoffer (1991: 30): 

Internal controls include the plan of organization and methods and procedures adopted by 
management to ensure that its goals and objectives are met; that resources are used consistent 
with laws, regulations, and policies; that resources are safeguarded against waste, loss, and 
misuse; and that reliable data are obtained, maintained, and fairly disclosed in reports. 

Furthermore, Arthur Andersen & Company (1986:3) explains that recent concerns about government 
operations have triggered considerable interest in the subject of internal control. These include continued 
public concern about fraud, waste and abuse, and budgetary cutbacks. In many instances Inspectors 
General and the U.S. General Accounting Office have documented evidence of poor internal controls 
within the management of the Federal government. 

Brink and Witt (1982:78) stress that the "import,mce of the control function comes from the fact 
that the examination and appraisal of control are nonn.ally a part-directly or indirectly-of every type 
of internal auditing assignment." The AICPA's standards (320.09) agree that internal control comprises 
the plan of organization and all of the coordinate me:thods and measutes adopted within a business to 



safeguard assets, check the accuracy and reliability of its accounting data, promote operational efficiency, 
and encourage adherence to prescribed managerial policies (Brink and Witt, 1982:81). Further, the IIA 
Research Foundation (1991:2-2) defines a system of internal control as " ... a set of processes, functions, 
activities, subsystems, and people who are grouped together or consciously segregated to ensure the 
effective achievement of objectives and goals." Internal control techniques may include documented 
procedures, segregation of duties, supervision, security of property and records, internal audit, and 
competent personnel (Arthur Andersen & Company 1986:14). 

Internal controls generally fall into the financial-accounting or administrative category. According 
to Brink and Witt (1982:81), "Financial or accounting controls comprise the plan of the organization and 
the procedures and records that are concerned with the safeguarding of assets and the reliability of 
financial records . . ." Sawyer (1988:88) agrees that accounting control includes the plan of the 
organization, the procedures and records that safeguard the assets, and the reliability of financial records. 
Administrative controls are broader and may include: 1) organizational controls, cr.itsisting of the table 
of organization, chain-of-command, and reporting responsibilities; 2) planning controls, such as short and 
long-term planning efforts, program proposals, and budget proposals; 3) operating controls that refer to 
policies and procedures, supervision methods, documented supervisory review, and staff training; and 
4) informational controls such as automated and manual reports generated to monitor operations. These 
controls are discussed in greater detail in chapter VIII. 

Public Officials' Responsibility 

The Comptroller General (1988: 1-4) has said that: "Public officials are responsible for establishing 
and maintaining an effective internal control system to ensure that appropriate goals and objectives are 
met; resources are safeguarded; laws and regulations are followed; and reliable data are obtained, 
maintained and fairly disclosed." 

Part of implementing systems of internal control includes developing financial and performance 
aUditing capabilities. Financial auditing is important to accountability, since it provides an independent 
opinion on how accurately an organization's financial statements present its financial operations. It also 
determines whether other financial information is presented in conformity with established or stated 
criteria. Performance auditing is also important to accountability because it provides an independent 
view on the extent to which government officials are "faithfully, efficiently, and effectively carrying out 
their responsibilities" (Comptroller General, 1988: 1-5). 

The IIA Research Foundation (1991 :2-2) notes while management has the ultimate responsibility 
for ensuring the adequacy of internal controls the internal auditor must evaluate whether the appropriate 
controls are in place and functioning as designed. OMB Circular A-123, initially issued October 28,1981 
(and subsequent revisions), mandate the preparation of a five year management control plan for all 
Federal agencies. Its purpose is to plan and direct the process for reviewing risk and identifying and 
correcting material weaknesses in internal control systems. 

According to Arthur Andersen and Company (1986:3-4): 

In an era of inflationary costs, budget cutbacks and reductions in persOImel, management 
must eliminate fraud, waste and abuse, improve debt collections, plan and execute 
programs more effectively, respond to increased oversight by auditors and inspectors 
general, and, at the same time deal with the normal operation and management of large 
and diversified orgai1izations. 

.Public officials are responsible for providing reasonable assurance that objectives and goals of the 
organization are achieved in an efficient, effective, and economical manner. Government operations must 
comply with laws and their intent language as promulgated by legislatures and other governing bodies. 
Proactive managers develop objectives and goals based on these legislatively mandated requirements. 
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Managers within the BOP, IDOC, UDC and NJ DOC operate review and internal audit systems. 
Professional standards have been adopted by these review/audit units for use in conducting fmancial and 
perfonnance audits. The primary scope of these audits is to assess the control environment within the 
organization and to test specific internal controls developed and operated by management. 

Internal controls are implemented to reduce risk. Internal auditors are concerned with potential risks 
and are trained to look for the safeguards that will help prevent losses. However, another purpose of a 
comprehensive internal audit function is to assist management. As a key management tool, the review/ 
audit function should assist in management's duty to govern. The duty to govern is described by DiIulio 
(1987, page 263): 

It is easy to think of alternatives to imprisonment and to pursue magic cures for the. ills of 
America's correctional complex. It is much harder to get down to the nitty-gritty business of 
finding and implementing ways to improve conditions for the hundreds of thousands of people 
who live and work in prisons. The former is an exciting enterprise that is in vogue; the latter 
is a tremendous undertaking that seems hopeless. The first stimulates general ideas and frees 
us to look ahead; the second immerses us in the particulars of prison management and forces 
us to learn from our mistakes. The former enables us to theorize about how well we will 
employ new or additional resources; the latter constrains us to discover and apply practical 
ways of doing better with what is at hand. 

DiIulio (1987:263) expands upon the concept of governing prisons as a public trust: 

The government's responsibility to govern does not end at the prison gates; nor, for that 
matter, does its ability. Whether government can or should run cost-effective railroads, 
engineer economic prosperity, or negotiate us to international bliss may all be open to ques­
tions. But government can and should run safe, humane, productive prisons at a reasonable 
cost to the taxpayers. No self-respecting government would abdicate or excuse itself from so 
central a duty. Prisons are a public trust to be administered in the name of civility and justice. 
Governing prisons is a public management task that we can learn to perform much better. 

Using all resources within the organization, including legal, research, and audit, it is management's 
responsibility to know the law, regulations, and standards applicable to the organization; develop written, 
comprehensive policies and procedures based upon the law, regulations, and standards; implement staff 
training regarding organizational policies and procedures; provide supervision of staff in the context of 
policies and procedures; and document all staff training and supervision. Management is responsible for 
controlling and directing operations and for assuring that compliance with organizational goals, objectives, 
policies, and procedures is maintained. 

Generally Accepted Government Audit Standards 

The BOP Program Review Division, IDOC Fiscal Internal Audit unit, UDC Bureau of Internal 
Audit, and NJ DOC Internal Audit Unit subscribe to Generally Accepted Government Audit Standards 
(GAGAS) as promulgated by the Comptroller General of the United States in a U.S. General Accounting 
Office (GAO) publication entitled Government Audit Standards, 1988 Revision. According to the Comp­
troller General (1988:1-1), federal law mandates that federal insl'ectors generally comply with these 
standards when performing audits. In addition, audit work conducted by nonfederal auditors of federal 
organizations, programs, activities, and functions must also comply with these standards. 

Broader applicability of the standards is recommended by the Comptroller General (1988:1-2), who 
advocates their adoption by state and local government auditors and public accountants. The IIA and the 
American Evaluation Association (AEA) have also issued related standards. The American Institute of 
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Certified Public Accountants (AI CPA) has issued standards that are applicable to and generally accepted 
for financial audits. The AICPA standards for field work and reporting have been incorporated into the 
standards promulgated by the Comptroller General. 

The standards promulgated by the Comptroller General define the types of government audits 
conducted. These include financial: l;)Jld performance audits. According to the Comptroller General (1988), 
financial audits include financial st£tement audits and fmancial related audits. Financial statement audits 
assess whether an entity is operatinB in accordance with generally accepted accounting principles. Finan­
cial related audits determine whether financial reports are fairly presented, if financial information is 
presented in accordance with established or stated criteria, and whether the entity has adhered to specific 
fmancial compliance reqJ1irements. 

Performance audits include economy, efficiency, and program audits. Economy and efficiency audits 
ascertain whether economical and efficient use is made of resources. They identify causes of inefficiencies 
and uneconomical practices and measure the degree of compliance with laws and regulations governing 
economy and efficiency. Program audits include evaluating the extent to which the desired results of 
legislative or legally mandated requirements are achieved, the effectiveness of operations, and whether 
there is compliance with laws and regulations applicable to the program (Comptroller General, 1988). 

The Comptroller General (1988) has established general standards pertaining to auditor qual­
ifications, independence, due professional care, and quality control. Specific standards address financial 
audit field work and reporting, and performance audit field work and reporting. The ITA standards are 
meant to serve the entire profession of internal audit in an types of organizations. They address inde­
pendence, professional proficiency, scope of work, performance of audit work, and management of the 
internal auditing department. These standards are periodically modified by the issuance of Statements on 
Internal Auditing Standards. 

Risk Assessment 

An organization's use of internal controls is one method by which it can identify and minimize risks. 
Sawyer (1988:164) says that often organizational operations are not "mishandled" because of dishonesty 
or malice, but because personnel do not follow the rules, do not understand instructions, or are not 
properly monitored. Internal auditors are trained to look for the safeguards that will help prevent losses, 
whatever their cause. Hyde (Internal Auditor, 1986:36) describes risk as "the probability of significant 
loss of assets or disruption of a program caused by poor performance of a critical activity." It is the ex­
posure remaining after efforts at management control. Risk is defined as follow&: 

RISK = EXPOSURE less CONTROL 

The I1A Statement on Internal Auditing Standards (The Institute of Internal Auditors, 1992b:61) 
defmes risk as the probability that an event or action may adversely affect the organization. The effects 
of risk can involve: 

• An erroneous decision from using incorrect, untimely, incomplete, or otherwise unreliable 
information . 

• Erroneous record keeping, inappropriate accounting, fraudulent financial reporting, financial loss 
and exposure . 

• Failure to adequately safeguard assets. 
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• Customer dissatisfaction, negative publicity, and damage to the organization's reputation. 

• Failure to comply with laws, policies, plans, and procedures. 

• Acquiring resources uneconomically or using them inefficiently or ineffectively. 

• Failure to accomplish established objectives and goals for operations and programs. 

Program reviewers/internal auditors test internal controls to identify .dsk. The extent to which a par­
ticular operational objective can be achieved depends upon the answers to four basic questions: 

It What could go wrong? Would the technique used prevent it from happening? 

• If it happened, would it normally be detected? When? 

• If not detected promptly, how would it impact the entity/program/account balance? 

• If undetected material errors or irregularities could occur, what changes should be made to 
prevent or detect them? (Arthur Andersen and Company, 1986:53). 

Dittenhoffer (1991 :5-5) describes three categories of risk: 

(1) inherent risk describes the basic hazards-for eXliI11ple, fraud, supply interruptions, and 
accounting errota-that auditees face in the normal course of business. 

(2) ControL risk represents the danger that the internal controls designed to protect the auditee 
from inherent risk may not have been installed or will break down. 

(3) Detection risk addresses the possibility that the auditor will fail to detect a breakdown in 
internal controls and express an incorrect opinion. 

The risk control matrix shown in Table 2 illustrates the relationship of the control objective to 
operational risk with reference to an inmate medical screening. Program review units use various methods 
to identify important audit areas. The first step in determining operational risk, vulnerability, or exposure 
is to segment the orga'lization into assessable units. The Utah Bureau of Internal Audit (BIA) staff uses 
a formalized risk assessment tool to establish audit priorities department-wide and specifically within the 
institutions. This tool is based upon a model developed by the Institute of Internal Auditors (llA). All 
institutional functions and processes were first identified based on identified objectives, as shown in Table 
2. Risk factor criteria were established and were used to prioritize all entities and functions within the 
audit universe, using the form shown in Table 3. A similar tool was developed to prioritize all entities 
and functions within the Utah Department of Corrections. A completed risk assessment results in a listing 
of entities and functions from highest to lowest risk. High risk entities are scheduled for comprehensive 
audit, while moderate and low risk entities and functions are addressed with less frequency and intensity. 
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Table 2 

Risk Control Matrix: Inmate Medical Screen 

[ OBJECTNE I CONTROL I RISK I AUDIT TEST 

To ensure 1. Comprehensive 1. Lack of policies 1. Determine if policies and 
new inmates written policies and and procedures procedures have been reviewed 
arriving at procedures provides no standards and approved by the Medical 
Reception and addressing Medical for measuring staff Authority and are in accordance 
Orientation Screening. perfor.mance. with law, regulation, standards, 
undergo a consent decrees, etc. 
Medical 
Screening 2. Forms and 2. Various methods 2. Find out if standardized 
conducted by related of documentation forms based on policies and 
appropriate documentation may occur. Possible procedures have been 
staff within 24 requirements. lack of developed, made available to 
hours of documentation. staff and properly prepared. 
arrival. 

3. Staff training. 3. Without staff 3. Evaluate whether all staff 
training, various providing services to inmates 
unwanted practices have adequate training 
may occur. regarding Medical Screening. 

4. Supervisory 4. Without 4. Review supervisory practices 
review. continuous review, to find out if inadequate 

problems may go Medical Screening practict:s are 
undetected. detected and corrected. 

. 
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Table 3 

Utah Department of Corrections Risk Assessment 

RISK ASSESSMENT 

DMSION: _____ _ LOCATION/FUNCTION: ___________ . 

DATE: _____ ASSESSED BY: _________________ _ 

STAFF INTERVIEWED (Name/Title): __________________ _ 

SEGMENTATION SCHEME REFERENCE: ________________ _ 

RISK GRADING: ____ _ FISCAL YEAR TO AUDIT: ____ _ 

AUDIT BY: ___________ _ 

************************************************************************************ 

SUM OF "V ALUES": ____ _ DIVIDED BY SUM OF "PRIORITIES": ____ _ = 
RISK FACTOR: ____ _ 

[ I I I Priority I Value ] 
1. MANAGEMENT PLANNING: INADEQUATE 4 
The degree of fomlalized planning conducted by MINIMAL 3 
management pertaining to operations. This PARTIAL 2 
includes documented short and long-term plans COMPLETE 1 
that clearly state objectives, include timelines for N/A 0 
completion, affix responsibility for 
accomplishment, and are effectively 
communicated throughout the organization and 
external to the organization, where appropriate. 

2. ORGANIZATIONAL CONTROLS: MINIMAL 4 
Includes organizational charts, chain-of-command, INFORMAL 3 
reporting responsibilities, and adequate AVERAGE 2 
organizational control methods including effective OUTSTANDING 1 
communication lines and the ability to affix N/A 0 
responsibility. 
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3. POLICIES AND PROCEDURES: 
Refers to the adequacy, completeness and 
applicability of policies and procedures that guide 
operations. This includes internal technical 
manuals, post orders, special orders, general 
orders and manual chapters. Of great importance 
is the degree to which these guidelines reflect the 
legal and professional principles in constitutional 
law, statutory law, case law, regulation and 
professional standards. 

4. MANAGEMENT/STAFF TRAINING: 
The adequacy, completeness, and applicability of 
documented preservice and inservice training 
based on the legal and professional requirements 
for the organization. 

5. OPERATIONAL VULNERABILITY: 
An estimation of the exposure to legislative 
scrutiny, public examination, etc. The potential 
for such exposure and also the degree to which 
exposure has already occurred should be 
considered. 

6. OPERATIONAL COMPLEXITY AND 
INTERRELATEDNESS: 
Refers to the degree to which complex operations 
occur and the level of interrelatedness or interface 
existing with other components within the 
facility/division and also outside the organization. 

7. STAFFING/CHANGES IN OPERATIONS: 
Staff scheduling, rostering, chain-of-command, 
span of control and the recency and degree of any 
change within the organization are important 
factors. 

8. SUPERVISION AND DOCUMENTATION: 
The degree to which operations are controlled and 
essential activities documented. The effectiveness 
of staff and volunteer supervision should be 
assessed and a judgment made about whether 
appropriate documentation is maintained. 
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NONE 
INCOMPLETE 
MARGINAL 
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MODEL 

NONE 
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MODEL 

LITIGATION 
VULNERABLE 
AVERAGE 
SECURE 
N/A 

VERY 
COMPLEX 
COMPLEX 
MEDIUM 
NORMAL 
N/A 

PROBLEMS 
CHANGES 
MANAGEABLE 
EXCELLENT 
N/A 

NONE 
POOR 
AVERAGE 
EXCELLENT 
N/A 
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9. COMPLIANCE WITH POLICIES AND 
PROCEDURES: 
An opinion as to the level of staff compliance 
with policies and procedures with emphasis on 
critical operations. 

10. FACILITY RISK MANAGEMENT: 
With respect to facility use and the level of 
security, an assessment should be made of the 
significance and adequacy of risk management 
efforts (Le .• written disaster plan, fire, safety and 
health inspections, and related management 
responsiveness to reported deficiencies). 

11. MANUAL SYSTEMS CONTROL: 
This area includes such internal controls as access 
to, and physical control of assets, key control, 
supervisory review, proper segregation of duties, 
etc. 

12. AUTOMATED SYSTEMS CONTROL: 
Refers to procurement and use of computer 
hardware and software, integrity of data input, 
use and relevance of related reports, system 
security, data backup, etc. 

13. OPERATIONAL REVIEWS: 
Refers to the level of internal and independent 
reviews of operational performance. This may 
include assessments by management, local internal 
audits and department audits, and external audits 
and inspections. 

SUM COLUMN: Transfer these figures to first 
page. 
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NONE 4 
MINIMAL 3 
AVERAGE 2 
FULL 1 
N/A 0 

HIGH RISK 4 
MEDIUM 3 
MODER..I\TE 2 
LOW 1 
N/A 0 

POOR 4 
WEAK 3 
AVERAGE 2 
EXCELLENT 1 
N/A 0 

NONE 4 
WEAK 3 
ADEQUATE 2 
EXCELLENT 1 
N/A 0 

NONE 4 
MINIMAL 3 
ACCEPTABLE 2 
MODEL 1 
N/A 0 

*************** * 
*************** * 



Evaluation 

Purposes and Types of Evaluation 

Evaluation seeks to determine how well a function is being performed. It may also contribute to 
the development of new or revised organizational goals and objectives (Le., new audit criteria). There 
are four categories of evaluation: 

• those that assess the implementation or initiation phase; how effectively the program was 
phased in; 

• those that monitor the actual program operations to see if the program is operating 
correctly; 

• outcome evaluations that determine whether the program has met its goals (Le., was a 
program successful?); 

• cost evaluations that determine just how much a program cost in relation to its benefits, 
or a cost-benefit analysis. Was the program worth the money? 

By definition, evaluation uses "systematic, standardized methods of social science" to assess the 
various interventions for their effectiveness (Smith, 1990:25). A key element of an evaluation is the 
measurement of how successfully a program has met its goals. This measurement is often called outcome 
evaluation. 

According to Lewis and Greene (1978), a program's early phase or implementation period should 
be evaluated. ThisJomzative evaluation can give program officials valuable insight to be used in the initial 
development of a treatment or process. This form of research is also called implementation or process 
evaluation. Lewis and Greene (1978:175) caution, "no matter how well thought out a project may be, 
there are always problems that have not been anticipated but that may influence the success or failure of 
the project." For example, an implementation evaluation conducted after the start-up of a drug treatment 
program might assess whether the original staffing ratios are adequate to cover the actual operational 
needs, whether the participants are receiving the treatment services as planned, and whether the schedule 
of treatment is going to be able to move along at the rate initially planned. The evaluation may also look 
at actual versus planned costs and whether the characteristics of selected participants match the population 
originally targeted. 

Evaluations will indicate whether programs should be continued, altered or terminated. Replication 
of treatment studies is also an important mechanism for justifying the widespread application of initially 
successful treatments (Lempert and Visher, 1988). Because of an evaluation, as with an internal audit, 
programs may be initiated, personnel may be changed, procedures may be revised and other solutions 
to accomplishing a goal may be attempted. 

Today, more competition is found for the limited funding available to criminal justice agencies. 
Evaluation research can indicate where available resources can be best used. Thus, the motivation for 
conducting evaluation research is practical as well as economical. J. Michael Quinlan, former Director 
of the Federal Bureau of Prisons, endorses the evaluation process, noting that it "must become a part of 
every Bureau activity, not just because it improves our efficiency, but because it ensures a wiser use of 
public resources" (Lebowitz, 1991: 15). 

While evaluation research should help in the formulation of policy, it should not be the sole basis 
for it. Some programs may be continued in spite of unfavorable findings. Even when expressed goals are 
not met (Le., recidivism is not reduced), a program may be retain~d for its other values, such as 
providing education and work skills, cost savings, or other organizational goals. The decision to continue 
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a program is not solely a scientific or numerical judgment. However, with good evaluations, it can be 
an informed decision. 

The use of evaluation has been limited and controversial, with little planned effort to evaluate or 
develop the best programming. As a defense mechanism against the charges that "nothing works" in cor­
rectional programming some corrections administrators may have shied away from evaluating their activi­
ties in favor of more "harmless" research efforts. A tendency is found in corrections to hire researchers 
and not allow them to conduct research. Most research departments manage databases and/or provide 
management information, statistical reports, surveys, literature reviews, and surveys of policies and 
procedures. As Lovell and Kalinich (1992:90) argue: 

Top administrators have done little to clarify the role of the research department. Top 
administrators have actually given little forethought to the role for research information or to 
the use and potential use of research information to achieve desired outcomes. 

For example, an Arizona warden wrote of a multifaceted therapeutic community operating within the 
system, concluding that the inmates in the program were calmer, less angry, related better to staff, 
received fewer disciplinary reports, filed fewer grievances, and were more involved in work and school 
programs than other inmates in the same institution. However, there were no formal evaluations done on 
this program nor were there any independent studies showing that the program guaranteed a successful 
adjustment to society. 

One reason for the lack of evaluation is that records were seldom or inaccurately kept. Without 
meaningful and reliable information, it is difficult to gauge the success of programs or to compare prior 
results with current performance. It is only in the last decade that this problem has been remedied, with 
the development of quantitative databases. In part, the current availability of aggregate data files is a 
product of the automated recordkeeping components of most management information systems. Lewis 
and Greene (1978) demonstrate that improved data sources and data collection can yield improved 
evaluation, collation, and analysis, provide useful information for various programs, and improve infor­
mation dissemination. 

Another problem that has hindered the evaluation process is that some programs ran out of funding 
and were closed before evaluations could be done. Some programs eliminated the evaluation components 
to allow the program itself to survive. Ironically, the evaluation was not viewed as essential to the future 
survival of the program. Administrators are only now beginning to realize how essential evaluations of 
prior programming are in qualifying for outside grant funding to continue these programs. 

In other cases, programs ended before enough "treatment" had taken place to make assessment 
meaningful. Because of changes in political administration, programs funded under one party may be 
abandoned by the other. Even where good evaluations have been done, politics may dictate program 
funding decisions. However, the existence of meaningful evaluations offers the opportunity to make policy 
decisions based on empirical evidence. For example, the California Youth Authority developed a program 
to increase the number of female recruits who passed the physical agility test. A one-day, preparatory 
course was held before the test to assist women in developing and practicing the skills necessary to meet 
the basic physical requirements. Special "FIT for CYA" sweatbands were given out with the instruction 
and plenty of encouragement was offered. Unfortunately, there was no followup evaluation of this effort 
to find out if benefits were realized; that is, to see if course participants did better in the exam than a 
control or nonparticipant group. 

There are two major forces presently driving evaluation. One is that initial funding is often tied to 
a program's evaluation component or continued funding is linked to the presentation of periodic eval­
uation reports. The second force driving evaluation is that in many agencies it is required by law. 

A significant amount of correctional program literature is available in the form of reviews or 
reports. Program reviews supply data on the numbers and types of participants, outcomes of treatment, 
and costs associated with various activities. Reviews are statistical and are designed to simply provide 
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facts and figures. They are atheoretical in that they do not test a hypothesis about how and why a 
program might work or what expected outcomes may be. 

Evaluations or evaluation research, on the other hand, may be done by social scientists from inside 
or outside a program. Research is theoretical and involves the prediction of program outcomes. 
Evaluation research is the scientific test of a series of assumptions or hypotheses about a given treatment. 
Evaluation research is best carried out with an experimental group that receives the new program or 
"treatment" and a control group that does not. The ability to replicate or reproduce research findings is 
important in substantiating a study's fmdings. As research findings are replicated in additional studies, 
we gain confidence in the ability of that program to produce the same results with similar populations. 
As Lundman (1984:43) explains: 

The gain in confidence is greatest when replications do not repeat in exact detail all of the 
elements of a previous project. The question to be answered by searching for replicative 
studies is whether a treatment hypothesis implemented under a variety of circumstances is 
effective, not whether a project precisely repeated would have the same results. Diversity 
along dimensions such as location, dates and subjects are important in assessing the general 
effectiveness of a particular approach . . . 

An evaluator may do either a report or a research study, depending on the type of information 
sought and its intended use. If the purpose of the evaluation is simply to see if a program is meeting its 
goals, for example to have clients complete the training or treatment, then a report may suffice. However, 
if the goal is to compare treatments or to measure the effects of a treatment over time, then a research 
study would be proper. 

Inside and Outside Evaluation 

In determining the "best" persons to evaluate a program, administrators distinguish between those 
who are inside or outside the organization. Inside evaluators mlly be agency researchers, board members, 
the director, supervisors or program staff. In some cases, inmates are surveyed or interviewed as part 
of the evaluation. Outside evaluators are experts in the type of program being evaluated. They are often 
administrators from similar programs in the state or from other states, scholars, or consultants in specialty 
areas. When expertise is not essential, community leaders may be selected for this role. 

Several factors affect the decision to use inside or outside evaluators. The first issue is the 
administrator's confidence. It is important that the evaluator is competent and inspires trust. The second 
consideration is objectivity. It may be difficult for insiders to be objective about the material they review, 
to see facts clearly without prejudice. (For a discussion of objectivity, see Roberg, 1981.) A third aspect 
of this decision is the evaluator's understanding of a program or an operation. In many cases insiders 
have the advantage of really knowing what a program is about; they know how goals have been translated 
into projects and relationShips. Outsiders may miss some nuances because they lack the working 
knowledge of a program and its relationship to the agency. However, this can be redressed with some 
extra preparation and access to pertinent details. 

The final consideration in deciding to use inside or outside evaluators is the plan the agency has for 
using the results. Reports that are not going to be widely circulated or published may not require the 
neutral authority often associated with outside evaluations. When little money is available and strong 
pressure exists to conduct a full-scale evaluation, an in-house evaluator may suffice. Some agencies reg­
ularly conduct inside evaluations and undergo outside review every three to five years. One realistic 
compromise in the quest for meaningful evaluation is for studies to be conducted by the research office 
of the state or state department of corrections. Program staff may supply those data that can be analyzed 

. by researchers not directly connected with the project. An even better solution is to consult with the 
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research office in the initial program development and implementation stages so that the appropriate data 
are tracked and available for analysis throughout the project. 

There are several types of evaluations depending on the questions being asked of a program. One 
type is cost evaluation that provides a cost-benefit analysis of a particular program. It may also be able 
to detennine if program alternatives, either more or less costly, can provide similar rates of success at 
meeting program goals. 

Cost Evaluation 

Cost evaluation is important, but it is not a substitute for a program review. Not all cost evaluations 
are inherently meaningful. The value of court-mandated or humanistically necessary programs cannot be 
measured by a cost evaluation. It is possible to assess required programs in terms of manpower and 
resource expenditures to fmd out if they are efficiently managed. Such comparative cost assessments 
between programs are becoming common, perhaps because little theoretical or practical agreement can 
be found on the assessment of "benefits." Also, there is little disagreement that certain types of programs 
such as education and drug treatment should exist. Thus, given similar outcomes, such as recidivism 
rates, programming decisions are more likely to be made along the lines of relative cost. 

An assumed distinction is often found in comparing the cost of certain categories of treatment 
programs. As diagramed below, for example, self-help programs like AA will be much less costly to 
operate than programs using professional counselors. In fact, the number of professional employees, 
equipment, supplies, and support services necessary to operate a program will distinguish it in terms of 
the expenditures necessary for its support. These can be illustrated along a continuum of cost. 

LOW COST HIGH COST 

_ __ I., - - - - - - _ .. -1- - .. _ .. - - - - - -I MIl .......... - _ .. - -1- .. -

SELF 
HELP 

GROUP 
COUNSELING 

INDIVIDUAL 
COUNSELING 

TREATMENT 
CENTER 

It is unrealistic to compare the costs of programs from two different service levels unless goals 
and treatment differences are also considered. 

The Role of Information Systems 

Applications 

Computerized information management systems have revolutionized traditional management review. 
They generate those data used in the review/audit process as well as the new audit trails. This has been 
true in fiscal auditing since the advent of the computer. The lIA's Certified Internal Auditor (CIA) 
program addresses this issue in their certification criteria. Gleim (1991:148) acknowledges the computer 
as a common audit tool, noting that it is used daily for data management and comparisons, statistical 
analysis, and extracting information for audit test purposes. Experience with such systems is viewed as 
fundamental to the work of the auditor. 

The llA has included a module on auditing and information technology in its series on "systems 
auditability and control." The IIA says (1991 :3-2) that "The use of information technology to support the 
internal audit function is no longer optional; it is imperative." Reviewers/auditors must discover and 
understand the audit trails left by automated systems. These systems may eliminate hard copy or "paper 
trails," forcing reviewers to directly access the system. 

In the 1970s, automated systems were used in a few select departments. Use of information systems 
in corrections grew during the eighties, due to innovations "in personal and mainframe computers. 
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Telecommunications and office systems technologies were also part of the new resources for managing 
information (Caudle, 1990). The application of these teclmologies to the performance review process has 
been limited and uneven across correctional agencies. However, these systems now provide new audit 
trails for use in performance review, and in some agencies the information derived is being integrated 
into the program review and planning processes. 

The Hart and Moore study (1980: 15) of information demand shows the following breakdown of 
requests for management information: 

Government Agencies 
Executive 
Legislative 
Judicial 
Federal 
Social Service Agencies 
Correctional Agencies 
Universities 
Institutes and Councils 
Individual Citizens 
Private Firms 
Press 

25% 
8% 
4% 
3% 
4% 
6% 

24% 
12% 
13% 
15% 
7% 
4% 

Before a quality automated management information system is implemented, corrections 
departments must first accomplish their primary objective of automated recordkeeping. According to 
Alleman (1990:8), "America's jails and prisons lag woefully behind most other organizations in the use 
of computers. It is still more true than not that most prisons, despite size, rely primarily on antiquated, 
clerically based record keeping systems." Alleman stresses that good information management systems 
should allow those data to be recorded, reported, monitored, communicated, and analyzed. Systems that 
simply record or communicate information, and do not analyze, will not allow managers to effectively 
solve problems. Interactive systems alert users to important deadlines and possible errors in procedures. 
The most useful systems will handle large amounts of information and make it available in different 
formats. Simulation programs will allow managers to quickly understand the possible effects of proposed 
changes in one area on other related operations. 

The automation revolution has not been painless or even efficient. A recent Government 
Accounting Office (GAO) report discusses problems in computerizing complex government agencies; 
these include introducing technology without proper needs assessment and staff training. The issue of 
secrecy also arises, along with an unWillingness to integrate these data, which means valuable information 
may not be disseminated. As one consultant explained to Newsweek, (DeSilva, 1992:70) there is a 

generational conflict between the Stone Age managers intimidated by scary computer 
jargon and young whizzes who can infiltrate enemy military systems with their laptops 
but aren't experienced enough to understand how government agencies work. The 
managers end up delegating computerization to the "techies" who in turn recommend 
complicated systems that may have little relation to the agency's needs. The government 
tends to let technology direct them and not direct the technology themselves. 

In 1990-1991, the Robert Presley Institute for Corrections Research and Training and California 
State University-San Bernardino sponsored several workshops on managing computer resources. Partici­
pants included top managers (primarily wardens and superintendents) who were uncomfortable with how 
automation could enhance administrative effectiveness. Demonstration and hands-on sessions allowed them 
to directly experience some personal computer techniques, including spreadsheets and electronic mail. 
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Discussion topics included handling large data sets, computerized operations such as identification and 
commissary, and the need for security in access areas. 

As managers have recognized, computers, particularly information management systems, have 
myriad applications. Functions range from managing employee records to scheduling maintenance, 
assigning shifts, controlling overtime, tracking disciplinary cases, classifying inmates and ordering food. 
The obvious benefits of such systems are the increased availability of information that pennits greater 
efficiency in performing daily operations. Other benefits include shifts in resource allocations, as requests 
can be justified with facts and figures. 

A disadvantage of computerized information management is that results are not immediate. 
Initially, a learning curve is found which reflects differing abilities. Also, many areas that profit from 
automation, including clerical and data processing, may not have a high profile or priority in the org­
anization (Northrop et al., 1990). Automation did not result in many staff reductions, according to recent 
surveys of public sector administrators; however, cost savings did occur (Northrop et al.). Although 
computer support staff was hired, no increases were made to existing jobs despite increases in prison 
populations . 

Use of Information 

A management information system (MIS) can encompass the informal reports of staff, the inmate 
"rumor mill," and complex networks of inside and outside databases. However, most people associate 
management information systems with electronic data processing (EDP) systems developed to support 
internal operations. Internal data needs include all those administrative functions that support the structure 
of the system, such as fiscal activities, personnel management, inmate data maintenance, security, and 
physical plant operations. An effective information system not only processes those data, it also allows 
managers to respond to information demands from external entities by generating specifically formatted 
reports. Outside requests may come from governmental agencies, politicians, the press, or private 
citizens. A breakdown of the uses or need for management information may be viewed on a continuwn 
from individual (micro) to organizational and extra-organizational (macro) needs. 

LEVELS OF NEED FOR MIS 

MICRO MACRO 

~------------~---------------------~--
Individual 

Needs 
Office/department 

Needs 
Organizational 

Needs 
External 
Needs 

Management information should not be mistaken for or replace actual research. Although it 
addresses the frequency and trends of events, its use in decisionmaking should be guarded. Only more 
sophisticated research models using multivariate analysis (controlling for the effects of different related 
variables) can give us meaningful information about cause and effect relationships as well as the 
probability of certain predicted outcomes. Williams et al. (1992) outline some dangers of substituting MIS 
raw data for research. 

• Raw data may be misinterpreted by persons without statistical training or without a sense 
of error related to the relative size of differences. If these data in a small sample show 
large differences it is easy to conclude that a real difference exists when the difference 
is, in fact, a fluctuation due to chance. 
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• When attempting to relate raw numbers with different bases, the accompanying 
percentages may be complementary or even the sole fonn of those data. Percentages 
based on small numbers may seem to indicate large differences when the movement (or 
addition} of only a few cases is really involved. Again, the differences may be the result 
of mere chance. 

• Raw numbers and percentages provided to managers are not controlled and may be 
misleading if compared to raw data for another area. Differences in raw data exist for 
various reasons, the most common of which is that the two areas are different entities 
with different functions. Comparisons must be based on similar elements. For example, 
five apples i~:/.'e not necessarily better tasting, more expensive, more nourishing, or harder 
to digest than four pears; the number reveals only that there is one more piece of fruit 
in the apple group than in the pear group. 

SI Raw data are generally out of conteXt. Easy access tempts the manager to bypass the 
research unit that explains differences, controls for important variables, and is based on 
appropriate statistical analysis. Managers must understand how data are interpreted to 
avoid drawing poor and incon-ect conclusions. 

• Finally, it is possible that aggregated data, rather than individually based raw data, may 
be the basis of the management infonnation system. If this is the case, the database would 
appear to contain valuable infonnation, while in reality all of the above problems apply. 
Further, nothing can be done to make aggregate data more useful without an under­
standing of those original raw data. The entry of individually based raw data is pref,..l'able 
to those data aggregated at input. 

This study examined how infonnation systems are used in corrections to support perfonnance 
evaluation. Issues included the degree to which MIS results (reports,etc.) are integrated with perfonnance 
review and the auditing functions. In some cases perfonnance review, management infonnation, and short 
and long-range planning were linked in the same system. Integration of these functions met organizational 
needs far beyond those of managers, auditors, or specific organizational units. 

Infonnation systems in correctional agencies focus on three areas: operations support, direct service, 
and population summary infonnation. For purposes of the study, these categories were used to look at 
infonnation systems in the jurisdictions and the topics in each can be summarized as follows. 

ORGANIZATION OF INFORMATION SYSTEMS 

OPERATIONS DIRECT POPULATION 
SUPPORT SERVICE SUMMARY 
Finances Inmate Accounts Population Trends 
Personnel Canteen/Commissary Racial Balances 

Training Classification Admission 
Scheduling Discipline Assignments 
Staff/Inmate ratios Grievances Housing 
Vacancies Health Work 

Fixed Assets Pharmacy Charge/Sentencing 
Inventory Vistor Control Calendar/Scheduling 
Vehicle Management Property Inventory DetainerlW arrants 
Key Control Discharge 

. Move Orders 
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Shugoll and Dempsey (1983) distinguished between operational data, the case infonnation used in 
daily decisionmaking, and statistical data, the aggregate data compiled for reports and statistical 
summaries. Many corrections departments (New Jersey, Georgia) now publish statistical reports in 
addition to or instead of traditional annual reports (Nevada, North Carolina). 

Operational data have become "friendlier" to management needs, and systems can now measure staff 
and inmate conditions. The Moos Correctional Institution Environment Scale is a 90-item true-false 
instrument that can be administered to personnel or inmates. The social climate scaJ.~ measures three 
dimensions of institutions: people-to-people relationships, institutional programs, and institutional 
function. Specific variables include whether inmates are encouraged to develop autonomy, whether 
programs are oriented toward release and jobs, and whether program rules are clear (Houston, Gibbons 
and Jones, 1988). Such an instrument can track attitudes over time to compare attitudes between 
institutions. 

Another example of operational infonnation designed for managing prison environments is the 
Prison Social Climate Survey, used by the Federal Bureau of Prisons (BOP) since 1988. It surveys 
randomly selected staff and inmates and assesses Hving and working conditions in the BOP. It provides 
valuable information on personal safety, security, quality of life, and personal well-being within the work 
environment. Another project of the Office of Research and Evaluation is the Key Indicators/Strategic 
Support System (KI/SSS) that is discussed in greater detail in chapter VII. The automated system provides 
information on inmates, staff, financial management, and institutional operations and was developed to 
support performance review and planning capability (see Saylor, 1983, 1988a, 1988b, 1989). The 
Program Review Division integrates information from various sources into a system that supports goal 
setting, evaluation, and future planning (Lebowitz, 1991:13). In addition, the Office of Research and 
Evaluation (ORE) was moved to a new Infonnation, Policy, and Public Affairs Division. ORE also 
conducts various studies on BOP programs and services that are part of a strategic planning effort. 

Data Entry and Security 

A controversial aspect of automated data systems is centralized versus decentralized data entry. 
Centralized entry systems offer unifonn methods and specificity in job function, whereas decentralized 
entry allows those most familiar with each type of infonnation to file that infonnation. For example, 
medical services personnel would code and enter medical data. Similarly persons in classification, 
discipline and education would code and enter their data on inmates and operations. The advantage here 
is a level of quality control, presuming that data processors better understand and could therefore adjust 
infonnation variables. This method prevents personnel unfamiliar with a discipline from incorrectly 
categorizing entries. Data processors familiar with an area may be more likely to rectify errors or missing 
infonnation; such accuracy and thoroughness can only enhance quality. 

Information security is an important issue. In 1987 the Federal Government passed the Computer 
Security Act, legislation that established minimum security practices to protect sensitive information in 
Federal computer systems. It also requested that computer systems with sensitive information be identified 
and that agencies submit plans for their security to the National Institute of Standards and Technology, 
the National Security Agency and the Office of Management and Budget (OMB) for review. Areas of 
security concern include personnel screening, risk assessment, audit and variance detection, security 
awareness and training measures, and controls for authorization/access, hardware/software maintenance, 
data integrity/validation, physical environment, confidentiality, and emergency backup and contingency 
planning. 

While Federal agencies continue to implement these controls, a recent Government Accounting 
Office report noted that many Federal agencies have yet to meet the goals and deadlines outlined in the 
1987 legislation (GAO, 1992:1). Some officials had bad experiences in developing a computer security 
plan, learning that data entry and security controls must be in place to ensure that the "data trails" left 
by automated systems are timely, accurate, and useful. 
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The integrity of a management information system depends on the accuracy of those data entered. 
Most data processing software automatically detects wrongly coded entries and flag errors for resolution 
by the entry operator. MIS security refers to protection against intentionally introduced error and 
unauthorized access to sensitive databases (Waldron et aI., 1987). Depending on the particular database, 
the extent of possible damage from unauthorized access will vary. 

Designating information as "sensitive" or "vulnerable" is controversial, and the practice has 
inhibited L'1e widespread use of databases. Evidence shows user resistance to the system, due to the 
possibilities for exploiting sensitive information and cumbersome security systems. For example, the 
California Department of Corrections has a 48-page manual on computer security that is based on the 
Federal Bureau of Prisons' Task Force on Inmate Access to PCs report. Its recommendations include: 

e the prohibition of inmate writing of programs used to conduct the work of the institution; 

• the designation of a full-time computer security specialist at every institution; 

• the establishment of a computer security committee to develop system-wide plans and policies; 

• limiting inmate access to PCs and software, and the controlled release of diskettes to prevent 
tampering with files; 

• consider locking devices on disks or drive units when appropriate; 

• identifying computer-literate inmates and those known for computer fraud/abus~ and excluding 
them from computer-related assignments. 

Other recommendations are regularly scheduled training sessions on virus control, use of passwords, and 
optimal use of backup procedures. 

It is likely that concerns about computer security and potential abuse of automated systems have 
hindered the use of sophisticated management information systems. It is also possible that some managers 
use security as an excuse for not developing such systems. However, the value of aggregate data to 
anyone except managers and researchers is debatable, and the potential for abuse seems minimal. 
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CHAPTER IV 

THE STRUCTURE OF PERFORMANCE REVIEW 

Since an agency's performance review system reflects its organizational structure, it is no wonder 
that little uniformity is found in th~ application of such systems in the United States. A recent analysis 
of organization charts of several U.S. correctional agencies shows how they vary in structure. The 
Federal Bureau of Prisons (BOP) takes a regional approach, which brings management support closer to 
field locations and ep..ables each region to conduct its own audits and management reviews. It is held that 
"regionalization has enabled timely and effective guidance to local institutions through streamlined admin­
istrative procedures" (Quinlan, 1988). BOP's Occupational Safety and Environmental Health Program 
ensure a safe and healthy physical environment by having Safety Managers at each site to inspect food 
service operations, living units, vehicles, and hospital operations. A major concern is proper use of 
equipment, especially in activities carried out by Federal Prison Industries (UNICOR). 

Our examination of organizational charts also revealed the placement of performance review offices. 
Many departments lack a research office, believing their management information systems are sufficient; 
they ~end not to develop more sophisticated research/evaluation capabilities. One state DOC's research 
office is so low on the organizational chart it appears to lack direct access to senior management. 
However, some organizations are modifying their performance review functions, if only with relabeling. 
A recent change in another state has planning and research report directly to the commissioner, rather 
than to an assistant commissioner. 

As noted earlier, significant restructuring took place in the Federal Bureau of Prisons to maximize 
information gathering and use. A new division was created to better promote the use of management 
information and review, and the Office of Research and Evaluation was moved within the Federal Bureau 
of Prisons to a new Information, Policy, and Public Affairs Division. The Office of Research and 
Ev?Juation conducts studies of treatment programs, recidivism, and other areas, and surveys the staff's 
perception of the work climate; this information is used in strategic planning within the Bureau. 

A Framework for Evaluation of Performance Review Systems 

While the development of management- directed performance review systems has varied over the 
years, the basic components include internai and external review on both continuous and intermittent 
schedules, with different systems for ensuring operations and program controls. Most agencies can 
identify their external and internal review units within this framework. Many functions, such as annual 
fiscal audits, can be clearly identified as external, intermittent activities. State or Federal (OSHA) safety 
inspections are similarly external and intermittent, although regularly scheduled. Investigations might 
occur any time, as can court orders requiring oversight. Evaluation of a program can be continuous but 
usually for a specific period of time only. 

Functions such as program review and internal audit are ambiguous. They are not specific to a given 
time frame, and, depending on the location of the activity in the organization, may be viewed as external 
or iuternal in nature. A warden may consider a review initiated by central office as external, while central 
sees it as internal. Many activities, such as fiscal controls and database maintenance, have built-in controls 
that operate continuously. These controls are also reviewed intermittently, especially with respect to their 
application. 

Conduct of the Study 

This study highlights.the Federal Bureau of Prisons and six state program review/audit systems. It 
includes information on the system used by the Correctional Service of Canada. The intent was to identify 
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those aspects of performance review/internal audit that would contribute to a model attainable at some 
level by all correctional jurisdictions. The draft reports were reviewed by directors and representatives 
of several correctional systems for their feasibility. 

Project staff studied the Program Review Division (PRD), the internal audit arm of the Bureau of 
Prisons created in 1988. The division assumes that program review is linked to overall agency per­
formance as well as the planning function, information systems, and research and evaluation needs. We 
involved as many correctional agency personnel as possible during the study. It is hard to "sell" manage­
ment on the idea of adopting "model" programs designed elsewhere which they feel may not apply to 
them. However, it is imperative that field personnel participate in any process that will affect their jobs 
(Reimer & Sechrest, 1979; Sechrest & Reimer, 1982). 

The model internal program review/audit system presented in this report identifies the structural 
components that lead to better management control. No perfect system exists for program review/audit 
of organizational activities. Agencies with the most comprehensive review/audit functions have an admini­
strative commitment to such systems and also to sufficient funding. 

Generally, the automated information systems examined were not linked specifically to the internal 
audit process, although they were a component of the management review process in most jurisdictions. 
The BOP and the Correctional Service of Canada have linked technology to performance review and 
planning, and hence to organizational outcomes. Both syst~ms refer to "strategic plan goals" or "corporate 
objectives." The use of these information systems in internal auditing is now being explored. As with 
other technologies, the proper management of information systems is important to both performance 
review and internal audit. 

Summary of the Field Visit Process 

An open-ended, 21-item questionnaire was used to determine the present condition of the program 
review/internal audit function in our sample group. This format is based on the definition of adminis­
trative controls discussed above. It is reproduced here (as revised) as a reference for agencies that wish 
to assess current program review and internal audit capabilities or plan a program review and internal 
audit function. 

Table 4 

Analysis of Program Review/Internal Audit System 
Onsite Survey Questions 

1. ORGANIZATIONAL ISSUES (Controls): 

A. Legislation: Does enabling legislation/federal regulation exist to guide the program 
review process? Are copies available? 

B. Policies and Procedures: Does your agency have comprehensive, written internal policies 
and procedures for the review/audit process? Are eopies available? 

C. Operational Standards: Is the program review/internal audit function guided by policies 
and procedures? 
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D. Organization: Does your agency have an organizational chart, job descriptions, post 
orders or other documents that show staff involved in the internal review process? 

E. Staff: How are staff assigned? How many staff are involved? Do the reviewers report 
to an individual who is placed at a sufficient level within your agency to insure 
objectivity and independence of the review process? 

II .. PLANNING ISSUES (Controls): 

A. Are written audit plans and schedules prepared? 
If YES, obtain copies and determine who prepares these documents and how they are 
distributed. 

B. Find out if relevant training is provided reviewers. Obtain copies of lesson plans or 
other documentation. Determine if reviewers are associated with professional audit 
associations or organizations and obtain related certifications. 

C. Detennine how your agency identifies facilities and entities to be audited. What is the 
audit universe? Is the audit universe prioritized for reviews based on any process of 
fonnalized risk factoring? Is related documentation available? 

D. Is the time scheduled for onsite visits adequate to address the scope of the review? 
If NOT, detennine disadvantages of short time frames. 

m. OPERATIONAL ISSUES (Controls): 

A. Are facility and agency staff sufficiently familiar with the review process and the 
policies, procedures, and other guidelines that will be used in their review/audit? Are 
they generally well prepared for the review? Is a review announcement prepared? Is an 
entrance conference conducted? 

B. Are written instructions prepared for/by the reviewers for the onsite verification phase 
(Le., an audit/review program)? Are uniform instructions given as to sample size? 
What types of documents are to be reviewed? Is there consistency in review testing 
procedures from facility to facility and unit to unit? 

C. Are the reviewers provided the infonnation needed to conduct appropriate audit/review 
tests (i.e., documents, staff schedules, opportunities to observe practices)? Does the 
review occur in a generally cooperative environment? 

D. Is sufficient audit/review evidence gathered and are appropriate evaluations made (Le., 
are working papers sufficient and are logical assessments and conclusions made by the 
reviewers)? 
Review a sample of working papers (refer to relevant criteria). 

E. Do the reviewers provide management immediate verbal response at the end of the 
onsite phase? If not, should they? Does an exit conference occur? Does management 
provide a response to an audited unit? Are there opportunities for management to seek 
clarification from the reviewers? 
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F. 

G. 

Do the reviewers possess adequate profes!1ional proficiency to conduct the reviews? 
If NOT, what additional training, education, experience, etc., is needed? 

Are the policies and procedures or standards used as review/audit criteria sufficiently 
comprehensive? If not what is missing. What operational areas do wardens and mana­
gers find important or troublesome that are typically not included within the scope of 
the reviews? Are life, safety and health issues adequately addressed for example? 

IV. INFORMATIONAL ISSUES (Controls): 

A. Are written review reports provided regularly? Does policy and procedure require 
report preparation within specified time frames? 

B. Do the audit review reports present an accurate portrayal of existing conditions and 
offer sound recommendations? 
If NOT, is there a workable method in place to address the accuracy of the report and 
seek clarification from the reviewers when necessary? Obtain and review sample 
reports? 

C. Are audit/review reports useful tools in developing action plans to remedy deficien­
cies? For example, has your agency successfully used reports for purposes of capital 
requests, for assigning responsibility for systems development or writing policies and 
procedures? 

D. Are followup reviews conducted? 
If NOT, is there a mechanism to ascertain the degree of resolution of issues identified 
in the review reports? 

E. Are written action plans generally developed in your agency to address deficiencies 
identified by both managers (management review system) and reviewers? 
Please explain or define the current management review system that exists within your 
agency including methods of documentation. (It would be useful to obtain samples of 
written action plans). 

F. What role do external auditors/reviewers play in influencing the management review 
system within your agency? Please be specific as to state, legislative, fiscal or ACA 
auditors, OSHA inspectors, fire marshal, etc. 

Criteria jar Measurement 

Standards for a program review/internal audit system were derived from the Government Audit Stan­
daNis, Comptroller General of the United States (1988), the Codification of Standards for the Profes­
sional Practice of Internal Auditing, (The Institute of Internal Auditors, 1989), A Common Body of 
Knowledge for the Practice of Internal Auditing (The Institute of Internal Auditors, 1992a), and the actual 
practice of internal audit. These criteria should be used by organizations who wish to develop a program 
review/internal audit capability. 
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CHAPTER V 

MODEL PROGRAM REVIEW/ 
INTERNAL AUDIT SYSTEM 

This chapter presents a model that can be the basis for an activity plan to implement program review 
or internal audit procedures in a department of corrections, prison, jail, or other correctional organ­
ization. The steps necessary to developing a model are outlined and examples are given. The model draws 
on the field work presented in detail in chapters VII and VIII for program review/internal audit proce­
dures used by the Federal Bureau of Prisons and departments of corrections in Illinois, New Jersey, Utah, 
Idaho, Oregon, and Washington State. 

The steps or activities presented in this chapter will not apply in the same way to every agency 
considering implementation of program review. However, the developing art of internal review suggests 
that a specific body of techniques are required for its successful implementation. Any model, such as that 
presented here, is a depiction of an issue under study. Whether quantitative (using numbers) or descriptive 
(discussing how a manager might respond to a union demand), a model should lead to better decision­
making. Models reduce one's reliance on intuition. They are based on facts and, therefore, provide 
objective information as well as clues to the consequences of a particular action. They are integral to the 
planning process. 

Model development has three stages: 1) describing the current system or activity in terms of its 
goals, objectives, and strategies for attainment; 2) defining the improvements that would facilitate meeting 
goals; and 3) designing a blueprint based on the first two steps that would allow the achievement of these 
goals. Thus, a model must describe present conditions, desired goals, and a method by which to achieve 
them. The model exists for guidance, to prC'vide a standard; it will not be immediately realized by every 
agency. Its value to each correctional system should be weighed in terms of existing resources and 
potential benefits. 

Our model addresses how program review systems should operate and their future direction. More 
detail is provided in later chapters. This chapter summarizes the basic concepts and steps of program 
review to guide agencies in developing their own review capability. To the extent possible, these elements 
are designed to show how they can be adapted to organizations of different sizes and structures. This 
section includes: 

• a listing of elements essential to good program review/internal audit and evaluation systems; 

• a format for managers to use in analyzing their existing operations; 

• the organizational requirements necessary to establish a program review or internal audit 
capability; 

• an outline of an actual program review, including a risk assessment procedure; 

• a plan for evaluating the program review system used based on a variety of performance 
criteria; 

• a. description of information system requirements and software that can support program 
review/internal audit and evaluation activities; 

e a description of the barriers to effective implementation of program review/internal auditing 
and program evaluation. 
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Organizational Steps for Program Review!Internal Audit 

The way in which the program review is organized and conducted is critical to its usefulness to the 
agency. Our model outlines the general procedure, but each entity (state, county and local correctional 
agency) and department must establish initiatives that reflect its needs. The agency must make commit­
ments in these areas before implementing the review process, details of which follow. Organizational 
steps include: 

• enacting enabling legislation or charter; 

• establishing agency policy or an internal directive; 

• identifying the disciplines or functional areas to be reviewed; 

• identifying areas of greatest risk; 

• establishing measurement criteria and a reporting system for results; 

• a method for making the system relevant to personnel performance; 

• making the system part of the planning and decisionmaking process; 

• establishing the internal audit function; 

• developing information sytem support; 

II developing a strategic management capability; 

• conduct training and marketing. 

Enact Enabling Legislation 

The auditing function should be authorized either through enabling legislation, a charter, or both. 
An example of model internal audit legislation has been drafted by The Institute of Internal Auditors and 
is included as Appendix A. 

Federal agencies-in accordance with 31 U.S.C. 3512 (b)(l), which refers to executive accounting 
systems, and the Office of Management and Budget (OMB) Circular A-123, which addresses internal 
control systems-are required to establish a continuous process for the evaluation and improvement of 
the organization's system of internal controls. Several states studied have already enacted audit legislation. 

The ITA standards establish the importance of an audit charter for an organization operating an 
internal audit function. These standards (Institute of Internal Auditors, 1989: 10) state that the purpose, 
authority, and responsibiJity of the internal auditing department should be defined in a formal written 
charter, and that "the charter should a) establish the department's position within the organization; b) 
authorize access to records, personnel, and physical properties relevant to the performance of audits; and 
c) define the scope of internal auditing activities." 

A charter may require the organization to provide an annual statement assuring compliance with 
applicable laws and adequate systems of internal control. Such a statement should comprise a report of 
material weaknesses and corrective actions taken or planned and should consider internal and external 
reports. The charter and law should grant auditors access to records and information, delineate reporting 
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responsibilities, and specify lines of authority. It may also specify educational, experience, and 
certification requirements for auditors. 

Establish Organization Policy or Internal Directive 

The Chief Executive Officer (CEO) must officially state in an agency directive that managers are 
responsible for the development and application of internal controls. The program review/audit function, 
however, must be established independent of management. Unit administrators will be held accountable 
for the program review/audit fmdings and any corrective action required. The organization policy or 
internal directive is the foundation of the program review process. 

Identify Primary Disciplines for Review 

The organization should identifY the primary disciplines or major program areas that are to be 
measured. These areas should be further grouped into "indicators," specific functions and related 
processes, that are directly linked to the organization's goals and objectives. 

Identify Areas of Greatest Risk 

Audit areas deemed "at risk" should be identified by staff, who should also assess critical factors 
or indicators within these areas. Areas where actual practice significantly deviates from goals, objectives, 
policies, procedures, laws, regulations, and standards may have serious ramifications for the organization. 

Establish Measurement Criteria and a Reporting System 

The organization should establish standardized audit criteria to measure the performance of the areas 
under review. It should also establish a uniform met...ltod for reporting program audit findings. In an audit 
of an agency's compliance with standard'), th~ consistency of audit testing procedures and the 
completeness of evidence are major concerns. 

Make the Review System Relevant to Personnel Performance 

The organization should establish a procedure to incorporate audit findings and recommended 
corrective action(s) into the perfonnance plans for the managers responsible. Executive management must 
demonstrate the significance of the internal control process by using audit results as a management 
indicator in evaluating personnel performance. 

Make the Review System Part of the l'v~isionmaking Process 

Managers ::.t ali levels must be trained to interpret information relevant to their areas and to make 
decisions based on their analyses. The following are specific to this area: 

• The CEO and executive staff will consider budget requests and appropriation transfers 
only if they are accompanied by quantifiable data and supporting information. 

• Modifications in mission, program, or function must be supported by objective data. 
Changes should be monitored over time to see if desired results are achieved. 
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• Proposals for new initiatives, services, or programs should include a cost be9.efit analysis 
supported by objective and quantifiable data. They should include the "hey" or critical 
indicators that will be measured during future audits and program reviews . 

• The organization should incorporate the results of the review/audit process into the annual 
budget cycle. Results should also be used to identify the goals and objectives of the 
organization for the next year. 

Establish the Internal Audit Function 

Generally accepted government and internal audit standards address the impact of the program 
review/internal audit function. This function should be determined by the following controls: 

• Organizational-the organizational status of the program review/audit function as indicated in 
enabling legislation and charter; 

• Planning-identification of important review areas, establishing priorities (risk 
assessment) ; 

• Operational-program review/internal audit policies and procedures, planning and in­
itiating a program review (the preliminary survey), conducting and managing onsite veri­
fication, local operational reviews, follow up reviews, quality assurance; 

• Informational-reporting review results to management and developing action plans to 
correct deficiencies. 

A crucial step in the auditing process includes examining the documentation that accompanies the 
report findings. The quality, validity, relevance and thoroughness of audit tests and evidence directly 
affect how useful the resulting audit report will be. During the evaluation phase of the audit, examiners 
find the degree of compliance with laws, rules, policies, and regulations; the level of. economy and 
efficiency; whether the program results are achieved; and they recommend corrective action whpn actual 
practices and standards differ. 

Integrate Review with Information System 

Modern management practices require an information system that can support many functions, in­
cluding program review. Existing data collection systems, both automated (mainframe, minicomputer or 
PC-based) and manual, should be assessed to determine the availability and accessibility of needed infor­
mation. Findings from the assessment should: 

• luclude a management information system (MIS) model, a user feasibility study, and a 
cost proposal; the model should integrate existing data collection operations in order to 
support the internal control/audit review process; 

• provide executive management feedback on the internal control/audit review capability. 

Develop a Strategic l\1anagement Capability 

An internal control program that monitors and measures institutional performance must be part of 
a comprehensive strategic management plan. Information collected from the internal control process must 
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be fed back to executive staff and policy makers to develop long term plans and establish organizational 
goals. Staff must be trained and oriented to the strategic management cycle and the relationship that the 
internal controls program has in providing responses to management. The following are specific to this 
area: 

• Each organization should identify and publish its goals and objectives. 

• Each organization should determine the existence of long term planning or strategic 
management capability and/or a formal annual planning cycle. 

• If a strategic planning cycle exists, it should include input from each level of management 
and the information needed to monitor workload performance. 

• The strategic planning capability should provide a feedback mechanism for each level of 
management in order to assess the performance of their respective areas of responsibility. 

Conduct Training and Marketing 

Executive management must educate managers about the value of the program review/internal audit 
process to the organization. The orientation should be presented to others who are interested, including 
staff and inmates. 

The Prngram Review/Internal Audit Model 

Implementation of the program review/internal audit process requires that four areas be addressed, 
at a minimum: enabling authority, organizational controls, internal controls, and operational controls. The 
need for enabling legislation and/or a charter has been discussed above. The following procedures are 
likewise fundamental to the attainment of a program review/internal audit process. 

Organizational Controls 

The status of the review program within the organization is addressed in government and internal 
audit standards. Government Audit Standards (Comptroller General of the U.S., 1988:3-8) state that "the 
audit organization should report the results of their audits and be accountable to the head or deputy head 
of the government entity and should be organizationally located outside the staff or line management of 
the unit under audit. " 

Standards of The Institute of Internal Auditors (1989:9) also indicate that "the director of the 
internal auditing department should be responsible to an individual with sufficient authority to promote 
independence and to ensure broad audit coverage, adequate consideration of the audit reports, and 
appropriate action on audit recommendations." 

Internal Controls 

An internal control system includes risk assessment and aUditing, functions that define the audit 
universe and set priorities. Important audit areas are suggested in several ways: by agencies internal and 
external to the department, by surveys, by management concerns including known problem areas, and 
by state or national correctional standards. 

The risk assessment tools presented in this report use quantitative techniques that help determine 
and prioritize high risk areas, an essential preliminary process. Becauseresources required by the review 
process can be hard to find, Sawyer (1988) sees risk assessments as a type of analytical review procedure 
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which is linked directly to the effectiveness and value of the audit unit to the organization. Important or 
high risk areas must be identified in order to better direct resources. Sawyer (1988:447) makes it clear 
that "Risk analysis is perhaps one of the greatest challenges to auditors. It requires skill, experience, 
knowledge of operations, personal contacts, awareness of the operating climate, and an understanding of 
the firm's objectives and operating philosophy." 

Defining the Organization 

The first step in determining operational risk is to assess units according to their vulnerability. No 
one method applies to all agencies. Organizations vary in structure and activities performed. However, 
agencies often define themselves according to their information system needs, and these divisions may 
be suitable for auditing purposes. "The important thing to remember is that the inventory should 
encompass the entire organization, and the individual assessable units should be of an appropriate nature 
and size to facilitate the conduct of a meaningful vulnerability assessment" (Arthur Andersen and 
Company, 1986:9). 

Identifying Areas of Risk 

Program review staff should focus on issues which represent material risk. Sawyer (1988:203) 
indicates, "The professional internal auditor should be able to identify the objectives of an operation, the 
risks that lie in the path leading to the objectives, and the key controls in effect, or needed, to help 
achieve the operation's objectives." The IIA Standards (1989) ruso address establishing the audit universe 
and developing priorities for planning and conducting the audit. 

Of the jurisdictions studied, most had formalized methods based on quantifiable measures for 
hientifying the audit universe and for scheduling activities. The BOP assessment process examines each 
component of a discipline or program to determine: 

1) the vulnerability of the program to fraud, waste, abuse, and mismanagement; 

2) the potential for serious problems if policy and regulations are not followed, or systems 
of internal control are not adequate; 

3) the degree to which resources are being used efficiently; 

4) program review priorities; 

5) management indicators by which program operations are to be evaluated. 

Management meetings offer a structured forum for assessing risk and needed changes. Discussions 
should 1) identify an objective for operational activities, 2) assess the level of risk, 3) articulate 
procedures or control techniques that ensure that operational objectives will be met and problems avoided, 
4) identify the perceived adequacy of these controls and safeguards, 5) anticipate the significance of actual 
risk to the program's mission, 6) distinguish methods of reviewing the activity to ensure controls are 
adequately tested, and 7) index specific program review objectives and steps to carry out testing. The 
central office program administrator is responsible for maintaining documentation about the assessment 
process. 

A risk assessment tool was described earlier in this report. This tool, developed in Utah and based 
on an IIA model, identifies institutional functions and processes outlined for 13 areas of possible risk, 
shows the factor criteria established, and identifies the review/audit priorities established. Management 
control plans should identify the level of risk associated with program areas and present corrective 
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measures for problems that do not require additional review. Any special studies, surveys or task force 
efforts to examine problems in detail should include a firm schedule. 

The review/audit plan or schedule developed in this process should include the number of planned 
audit hours, the risk factor, the institution or unit to be audited, a summary of previous internal and 
external audit findings, the number of repeated findings, and the percent of audit hours versus the percent 
of expenditures for each institution. In establishing audit priorities, key assumptions and judgmental risk 
assessments should be based on prior external and internal audit results. 

Operational Controls 

The demands of maintaining a comprehensive program review/internal audit function require 
operational guidelines for internal audit staff. ITA Standard 530 (1989:48-49) addresses this issue, calling 
for policies and procedures "appropriate to the size and structure of the internal auditing department and 
the complexity of work." Formal procedures and technical manuals may not be necessary in smaller units, 
although they are advisable in larger organizations. Greater detail is provided in chapter VIn. 

Policies and Procedures 

Comprehensive written policies and procedures must guide the review process from its development 
through implementation. Appendix B provides a Summary of General and Specific Standards for the 
Practice of Internal Auditing. Similar guidelines are found in BOP Program Statement 1210.12, found 
in Appendix C. The policy should include: 

1) a declaration regarding the purpose and scope of the review process; 

2) a listing of all affected directives and standards that are rescinded or referenced; 

3) a catalog of terms used; 

4) a description of how the program statement is organized; 

5) background information, including laws and regulations that necessitated the 
development of the program statement; 

6) the overall policy regarding program reviews; 

7) a summary of management responsibilities; 

8) a series of statements concerning executive and administrative staff responsibilities for 
the program review process; 

9) a description of the role and function of each unit and how it relates to the program 
review process. 

The policy must identify vulnerable areas, classify the types of reviews required (routine or special), 
and include the availability of resources (see Haefeli, 1989). It must cover planning, verification and 
evaluation, and reporting results. The examination phase (data collection, interviewing, observing) is 
essential to the audit, and the policy must emphasize its structure and accomplishment. The policy should 
define acceptable audit evidence and include guidelines for obtaining it. Other guidelines include those 
for situations where auditors must redirect or stop the review due to unforeseen problems. In addition, 
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working papers, invaluable assets to the audit process, must be addressed, including forms, general 
sampling methodology, and documenting r~viewer evaluations Gudgments made by reviewers based upon 
the evidence gathered). 

An audit liaison (the facility/organization representative) should be assigned. This person plays a 
vital role in the audit. The liaison insures the timely progress of the audit, according to the planned scope 
and schedule. Duties include overseeing the verification phase, development of a draft report, and 
obtaining an evaluation of the program review team from the chief administrative officer of the facility 
audited. 

Another policy issue, important for closure of the review process, is the presentation of material 
fmdings, which should include the elements of a finding (condition, criteria, effect, cause, and 
recommendation). Also of concern is the fairness, accuracy, clarity, persuasiveness, and timeliness of the 
report. Review/audit report distribution, retention, and release provisions should be incorporated in policy 
as well as procedures for review/audit followup. 

In summary, policies and procedures must guide all aspects of program review/internal audit, in­
cluding 1) department risk assessments to establish review priorities, 2) review/audit schedules, 3) 
review/audit programs, 4) the onsite verification alld evaluation phases, 5) reporting results, 6) review/ 
audit followup, and 7) local program reviews/internal audits. These guidelines should be part of an 
administrative manual issued department-wide, with more detailed information available in technical 
manuals for the review/audit staff. 

Planning and Initiating the Program Review/Internal Audit 

The first stage in conducting a review involves the preliminary survey (see Sawyer, 1988: 129-130), 
which provides information on managing finances and operations and for evaluating and reporting 
perfonnance. It "will also provide information about the size and scope of the entity's activities as well 
as areas in which there may be internal control weaknesses, uneconomical or inefficient operations, lack 
of effective goal achievement, or lack of compliance with laws and regulations. However, tests to 
determine the significance of such matters are generally conducted in the detailed audit work as specified 
in the audit program" (Comptroller General of the U.S., 1988:6-2). 

An audit program must be developed upon completion of the preliminary survey. The elements of 
an audit work program, addressed by the IIA (1989, Standard 410), include: 

• establishing the audit objectives and scope of work; 

• obtaining background information about activities to be audited; 

• determining the I:esources necessary to perform the audit; 

• communicating with those affected by the audit; 

• performing an onsite survey in order to become familiar with the activities and controls 
to be audited, identify areas for audit emphasis, and invite auditee comments and 
suggestions; 

• writing an audit program; 

• determining how, when, and to whom audit results will be communicated; 

• obtaining approval for the audit work plan. 
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Sawyer (1988:193-194) notes that these steps "provide for the gathering of evidence and pennit 
internal auditors to express opinions on the efficiency, economy, and effectiveness of the activities under 
review." The program lists directions for the examination and evaluation of the infonnation needed to 
meet the review/audit objectives, within the scope of the audit work. 

BOP Program Statement 1210.12 requires a written site plan that includes the review site, program 
area (discipline), scope, dates of review, suggested team members, estimated budget in dollars and 
reviewer days, date of last review, status of last rt:view, a summary of indicators (previous review 
findings and other data, potential problems, and any anticipated adjustments to the Program Review 
Objectives). Appropriate approvals are obtained. The reviewer-in-charge then implements the plan, which 
includes arranging for the services of team members and onsite logistics. 

At this point, a review/audit program should be prepared by the reviewer-in-charge, usually after 
the pre-audit survey phase and before the onsite verification phase of the review/audit. The review/audit 
program identifies general areas to be audited and explains what was found during the pre-audit survey. 
A series of audit objectives and required audit tests are developed, followed by standards and criteria that 
will enable reviewers to concentrate on priority areas. These can include areas highly vulnerable to risk, 
those hal'ing the potential for savings, and those where there have been problems. Checklists and other 
fr::mIS are developed as required by the audit program. A list of review steps follows the objective, 
background statement, and policy step!;. These steps describe the work required to meet the program 
review objectives, and they represent the minimum acceptable testing that must occur to obtain the 
evidence necessary to meet the program review objective. Management indicators that may be contained 
in program review steps reflect the expected outcomes of programs. They result in infonnation allowing 
the monitoring of goal attainment. * 

The reviewer-in-charge should become thoroughly familiar with the audit area by reviewing all 
applicable laws, regulations and policies and procedures; obtaining and analyzing organization charts, job 
descriptions, and post orders; examining past audits, reviews, and investigations; conducting an inspection 
of the entity and interviewing staff; and interviewing executive, legal and other staff to identify relevant 
issues. Management is responsible for identifying weaknesses in internal controls and reporting these 
weaknesses to the auditors. 

Conducting the Field Work 

The field work is the heart of the program review/internal audit process. It must be conducted and 
managed in a way that evaluates perfonnance according to accepted standards. It is a systematic process 
of objectively gathering evidence about the organization's operations, evaluating it, and finding out 
whether those operations meet acceptable standards. As Sawyer (1988:227-228) notes, "The tenn 
'systematic process' implies planned audit steps that are designed to meet audit objectives. It also implies 
that the internal auditor will employ professional discipline in the audit, as well as scientific method, 
while gathering, arraying, recording, and evaluating evidence." 

Verification of Assumptions. Field work verifies the assumptions made during the preliminary 
survey. That is, the scope, methodology, tests and procedures used must provide reasonable assurance 
that review/audit objectives are accomplished. This may involve statistical sampling, standardized data 

*The steps outline the work to be done during the review, specific documents to be examined, 
sampling techniques to be used, span of time to be reviewed, processes to be observed, persons to be 
interviewed, and purpose of the program review step. Appropriate references to policy, regulation, 
standards, etc., may be included, which will reduce the amount of time requin·.d by reviewers to become 
familiar with review criteria from these sources. 
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collection, statistical inference, quantitative techniques and other aspects of quantitative analysis 
(Comptroller General of the U.S., 1988:3-11). 

Records. Complete records are essential to the review/audit process, because they substantiate the 
reviewer's conclusions. These are the "working papers," which may include tapes, films, and disks. 

Testing. Review/audit findings are tested to ascertain how well they support an audit opinion. The 
test process examines all or part of the documentation, including transactions, records, activities, 
functions, and opinion. Sawyer (1988:240) has identified the steps to be taken in testing, which are 
included in chapter VIII. 

Evaluation. After taking their measurements, the auditors evaluate their findings to arrive at 
professional judgments. It is also useful for them to evaluate the standards they are applying during the 
audit, since even established performance criteria can be improved upon (Sawyer, 1988:232). 

Sufficient Evidence. The verification and evaluation efforts that result from conducting audit tests, 
assembling working papers, and making judgments must be of high qUality. Findings and conclusions in 
reports must be fully supported by "sufficient, competent, and relevant evidence obtained or developed 
during the audit" (Comptroller General, 1988:3-11). The working papers serve as evidence in the event 
program review conclusions are challenged. Physical evidence is most dependable, followed by docu­
mentary or analytical evidence. Testimonial evidence, or interviews, may be the least reliable. 

Due Professional Care. Program review staff must be proficient and exercise due professional care. 
A growing body of audit knowledge is available, covering types, tests, procedures, and methodology. 
Auditors should be familiar with this information and apply it to the review/audit being undertaken. 

Working Paper Neview. The audit itself, once completed, must be reviewed to ensure that 
procedures were followed and that supporting documentation exists. The audit director may designate 
members of the program review/internal auditing department to do the review. This review should be 
conducted at a level of responsibility higher than that of the preparer of the audit working papers (IIA 
standards, 1989:39). 

BOP Program Statement 1210.12 provides an overview of the program review process. The 
examination phase of the review involves all the data collection, interviewing, and observations conducted 
at the review site. In this phase, the reviewer-in-charge holds a meeting with team members and briefs 
them on the plan, including division of labor, time frames, objectives, and sampling techniques. The 
department head and staff are informed that all comments that might alter findings and recommendations, 
or that provide information concerning the cause of deficiencies, will be fully reviewed and considered, 
and that the reviewers will work with the department head and staff to find causes and solutions. 

Management should be regularly briefed via the review/audit liaison, to clarify preliminary review/ 
audit results. Should urgent issues arise (e.g., security, health, or safety deficiencies), auditors must 
immediately report them verbally and in writing. This should be done through the reviewer-in-charge or 
through the local program review/audit director, and these issues should be included in the final report. 
A briefing on the final day should be conducted with management in which the reviewer-in-charge states 
when the draft report will be provided to management. 

All review/audit tests must be thorQughly documented, whether these tests are done on a computer­
ized spreadsheet or through other means. Working paper summaries must be prepared for each audit work 
program area and objective or series of objectives. The content of these papers is discussed in chapter 
VIII. All working paper summaries and supporting documents, ~uch as records of discussion, checklists, 
and spreadsheets, should be coded to a referencing system developed for the audit program. The work 
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of the reviewers/auditors should be evaluated also and a written report provided the program review/audit 
director. 

Local Followup Operational Reviews/Internal Audits 

There are three types offollowup procedures: followup reviews/audits (by central office staff), local 
reviews/audits, and local followup on recommendations. Followup audits may be done by central office 
auditors or conducted locally. Local followup operational reviews/audits should be performed by 
management within all agencies surveyed. These types of reviews reflect the purpose and importance of 
followup to the fonnal reviews/audits. Many benefits can be derived from this process. Using central 
office program reviews, management may ensure that operations are in order. Management may assign 
content experts to examine operational areas, which may result in training and crns-training of staff. 
Often, ownership for action plans to correct deficiencies is enhanced, and, especially in larger org­
anizations such as the Bureau of Prisons, local or regional program reviews/internal audits are more cost 
effective than central office reviews. 

Operational reviews within the BOP must occur within ten to fourteen months from the week the 
previous program review was conducted. It is the responsibility of the facility CEO to ensure this occurs. 
These reviews include the five phases of Program Review Division review-preparation, verification! 
examination, evaluation, reporting, and followup. 

In Utah, local internal audits are conducted by facility staff who have been trained by the audit unit, 
which oversees these local internal audits. The local internal auditors are generally more familiar with 
the intricacies of operations than central office auditors. However, oversight from central office auditors 
lends a degree of objectivity to the process. 

The responsibility for the conduct of followup reviews is with a facility administrator or may come 
through central office. They should be prioritized based upon the dates agreed upon in the exit conference 
for completion of action plans. Specific audit findings that warrant followup should be identified and 
progress made toward eliminating these findings should be documented. 

Quality Assurance/Peer Reviews 

An organization must establish an ongoing process of quality improvement that is essential in 
maintaining its program review function. Both the Comptroller General (1988:3-17 to 3-18) and the IIA 
(Sawyer, 1988:910-911) have promulgated standards for continued quality improvement. This external 
quality control review of the audit function should ensure that the program review system is in place and 
that audit standards are being followed. Also, the director of internal audits should establish and maintain 
a system within the unit for evaluating the operations of the internal audit department. 

BOP Program Statement 1210.123 requires that the reviewer-in-charge establish and maintain a 
program that assures that program review work conforms with GAO auditing standards and with the 
requirements of the program statement. This includes the requirement that the reviewer-in-charge conduct 
a Quality Assurance Review (QAR) for each review report. The QAR includes 1) assurance that review 
findings are fully supported by sufficient, reliable, and relevant evidence, 2) an indication that the 
program review objectives have been met, 3) statements showing review team members were properly 
supervised and their work was adequately reviewed, 4) verification that review fmdings can be traced to 
working papers and that supporting documentation is accurate, and 5) an indication that interim meetings 
were regularly conducted with institution management. The review authority examines the report to 
ensure compliance with the provisions of the program sta£ement and standards of aUditing. 

Utah DOC accomplishes the objective of quality improvement in several ways. Audit staff request 
comments from division directors whose units have undergone audits. Audit staff establish short and long­
term goals for the coming year, review the progress of the previous year goals, and submit a written 
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report to the department director. External peer reviewers do a comprehensive review of the review/audit 
process using audit peer review standards established by The Institute of Internal Auditors. 

Management Information 

The development, implementation, and maintenance of a sound internal control system is totally 
dependent on accurate, timely and relevant management information or "indicators," which monitor a.nd 
measure performance against clearly defined and quantifiable goals. The use of information technology 
to support the internal audit function is no longer optional. It is imperative. "Not only is much of the data 
that the auditor must obtain in electronic fonnat, but data volume and complexity preclude effective 
review through manual techniques. Furthermore, the overall information systems (IS) environment is 
rapidly changing" (ITA Research Foundation, 1991:3-2). 

Internal auditing departments are integrating internal audit and information skills, obtaining 
assistance from consultants and staff with IS skills, and focusing on training and certification of internal 
audit staff. Program review/internal auditors should also playa key role in IS development. According 
to the llA Research Foundation (1991:1-21): 

Internal auditors should review the systems planning process to ensure the integration of 
organization and IS objectives. In addition, they should address the process and procedures 
used to develop and maintain the organization's systems and data. Auditor involvement in the 
system development process helps to assure that appropriate controls and security requirements 
are incorporated during development; that data integrity is maintained throughout the imple­
mentation process; and that the resulting system meets management's objectives. 

The Bureau of Prisons (BOP) has developed a comprehensive and integrated internal control system, 
which includes the development of a computerized strategic support system. This system, along with the 
system developed by the Correctional Service of Canada and elements of the New Jersey and Illinois 
systems, represent the basis of a model information system for use in both traditional management tasks 
and perfonnance reviews of all types. It is becoming increasingly clear that "paper trails" are becoming 
"computer trails." Program review/internal audit staff must understand these systems, what they generate, 
and their capabilities for internal control. 

The history and mechanics of the BOP Key Indicators System (KI/SSS) are described fully in 
chapter IX. The purpose here is to outline KI/SSS capabilities and to add those elements of the New 
Jersey, Illinois, and Canadian systems that are most useful in developing a MIS capability that supports 
performance review. It is important to understand that the BOP is a very large and geographically dis­
persed system and, as such, the use of information is even more critical in understanding and integrating 
system operations. While size was not as great a concern for the Correctional Service of Canada, the 
geographic dispersion of its units also made its Executive Information System a necessity. 

Federal Bureau of Prisons 

The Program Review Division (PRD) is responsible for the ongoing and systematic review and 
evaluation of all programs and operations in the BOP (U.S. Department of Justice, 1992). There are 93 
employees in the Program Review Division; approximately 68 are Program Review Examiners who 
complete onsite reviews at the institutions. Other than the central office division review staff, institutional 
field staff from within a specific discipline assist in the program review process at institutions other than 
their own. The PRD, with input from the executive staff, regional directors, central and regional office 
administrators, and institutional staff, has established formal criteria and guidelines for reviewing each 
of the Bureau's 15 major programs or disciplines at the institut.ional, regional and central office levels. 
These disciplines are divided into the Operations Branch and the Program Branch. The Operations Branch 
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has 1) Correctional Programs, 2) Correctional Services, 3) Community Corrections, 4) Human Resources, 
5) Medical Services, 6) Religious Services, 7) Financial, and 8) Computer Services. The Program Branch 
has 1) UNICOR, 2) Psychological Services, 3) Educational Services, 4) Food Service, 5) Inmate Systems 
Management, 6) Safety, and 7) Facilities. 

Onsite program review,s of each discipline are completed at each institution once every two years, 
and each discipline is rated according to a Bureau-wide rating system of superior, good, acceptable, 
deficient, at risk. The PRD works with the executive staff and the director to prepare the annual assur­
ance statement and management control plan that identifies the goals of the Bureau for the upcoming year. 
To this end, the group has developed a strategic management cycle that incorporates the continuous 
monitoring, review, and feedback of each institution, region, and division into the planning process. 
There are 10 elements to this process: 

• strategic plan goals, 
II operational review, 
• social climate survey, 
• other information sources, 
• policy development, 
• management assessment, 
• program review, 
I» institution character profile, 
• information synthesis, 
• key indicators. 

The development of the strategic management cycle in the BOP was the result of the director's 
interest in an objective review or process and the creation of the PRD. In turn, the PRD established a 
comprehensive ir.ternal control process that has been integrated into daily management and the annual 
planning process. Also, the director's interest in an information-based management approach convinced 
all levels of BOP management to rely on sound data. 

This new approach required an information support system that would provide Bureau management 
with meaningful information with which to run daily operations and also to monitor performance and 
measure it against generally established criteria. The combination of these factors in the BOP, coupled 
with advances in computer technology, led to the development of the KI/SSS. 

Development of the Key Indicators System 

The Key Indicators/Strategic Support System was developed to support virtually every component 
of the Strategic Management Cycle. KI/SSS is a PC-based management information tool developed by 
the Bureau's Office of Research and Evaluation, in concert with Bureau administrators. It provides access 
to a range of BOP information on inmates, staff and financial operations (Saylor, 1988a, 1988b). It was 
developed to extract data from several direct service systems and provide a vehicle for aggregating, 
formatting and disseminating meaningful information to Bureau managers. The mainframe applications 
are still the primary support. 

KI/SSS provides comprehensive, historical and current data vital to decision-making at institutional, 
regional and executive levels. This information is used for managing institutional operations, for 
comparative analysis and resource allocation at the regional level, and for monitoring performance and 
internal control purposes at the national level. The director and executive staff use the Executive Staff 
Module of KI/SSS for periodic reviews of institutional and divisional performance and for pla.nni~g, 
management, and policy development PUrpOS('"I;. The Bureau's long term goal is to incorporate KI/SSS 
and the Executive Staff Module into the annual budget cycle. 
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Like any management information system, KI/SSS provides current information on a specific area 
or 'discipline, However, a strategic support system also provides longitudinal or trend statistics for 
comparative analysis, Strategic Support Systems can integrate a wide array of data elements and allow 
for a systematic assessment among them at a single point in time or through continuous time. Moreover? 
strategic systems are designed to provide support on demand (Saylor, 1988). Key Indicators is accessible 
directly from a personal computer whereby managers can select the information for the time period they 
want, format it, and extract it. 

KI/SSS contains extensive information on each BOP institution, region, security level and the Bureau 
nationally, in such areas as rated capacities, admissions and discharges, average daily population, inmate 
demographics, security designation, custody classification, urine surveillance, assaults, escapes, 
disciplinary hearings, and the like (Saylor, 1989). Up to 95% of the information in the system comes 
from mainframe databases maintained by the Department of Justice or the BOP. Local databases provide 
input in various areas of institutional performance (e.g., assaults, use of force, urinalyses). Other Bureau 
units, such as UNICOR, provide information for the system, and there is a self-reporting data capacity 
in which semiannual summaries of information are placed in the system. Due to the large amount of 
information available, an "executive staff module" is produced as part of the system. 

Several other special data collection efforts are included in KI/SSS. These include the social climate 
surveys (staff perception of personal safety and security, work environment, quality of life and personal 
well-being). 

Data Flow/Data Production 

Each month data from mainframe computer systems are combined with data from the Bureau's local 
PC-based and institutional self-reporting applications. The results are formatted on a compact disk (CD­
ROM, read-only memory) and distributed to 120 institutional wardens, regional directors, members of 
the Bureau's executive staff, and selected branch chiefs as an update of the previous month's data. The 
CD updates are self-contained; they include all current and historical data and also the report generator 
software and menu devices used to interface, produce reports, and respond to requests for information. 
The software is proprietary and, as a result, each KI/SSS CD site must procure a one-time license for 
its use. The entire data flow and data production process is described in chapter IX. 

System Benefits 

KI/SSS was designed to support strategic information delivery, assist Bureau managers in their 
ongoing operations, and to monitor performance. Some of its benefits are the immediate access to infor­
mation; user friendly (nontechnical) interface; flexibility in data use; timeliness (I.e., data less than two 
months old); operational data entry; and wide use of the system (e.g., at all levels of management, in 
strategic planning, public affairs, monitoring and comparing institutional performance by regions). The 
system also captures offender characteristics trends, provides institutional profiles, and allows wardens 
to monitor institutional performance. 

KI/SSS data are used by staff in its annual risk assessment process. Each BOP discipline annually 
conducts a management/risk assessment, in which it assigns risk levels to components of its programs 
based on an assessment of the previous year's program reviews and other relevant infonnation (Rausch, 
1991). This risk assessment process indicates whether sufficient control techniques exist in the discipline 
and whether they should be implemented. 

Future KI/SSS applications are discussed in chapter IX. A major concern is the increasing costs of 
onsite visits by PRD staff as the number of Bureau institutions grows. It is anticipated that in the future 
the KI/SSS database will help support "long distance reviews" of operations and reduce the need for 
onsite activity. The scope of the review process can also be narrowed. Another enhancement to KI/SSS 
is the development of additional modules with which Bureau managers·may monitor performance on an 
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institutional or department level. The Executive Management Module, begun in 1991, is an example of 
this. The Warden's Quick Menu Module, which groups together those items identified by wardens as 
important factors to monitor on one menu, is another example of a group-specific enhancement. Modules 
for institutional staff at the departmental level and by program discipline are now being considered. 

Other Systems 

Correctional Service of Canada 

Correctional Service of Canada (CSC) representatives demonstrated the various parts of their 
"management of infonnation" services to project staff. The CSC has taken initiatives similar to those of 
the Bureau of Prisons in the development of its strategic information network. This three-system network 
consists of the Executive Infonnation System (EIS), the Offender Management System (OMS), anti the 
Offender Population Profile System (OPPS). 

The EIS, the core of the system, was "developed to respond to the needs of management in order 
to assess performance, monitor progress on priority projects, raise awareness of the political. .. agenda and 
advise of newsworthy items inside and outside CSC" (Correctional Service of Canada, c. 1992a). The 
system contains financial data as well as information on security incidents, corporate projects, briefing 
notes, and legal decisions. Standard reports can be derived, as can various types of follow-through 
activities. Redi-Mail offers communication between system users. 

A major system goal is to measure the status of various "corporate objectives" established by senior 
management staff. In this sense, the CSC system is similar to the BOP's, upon which it was modeled. 
Both take a "business systems approach," linking technology to planning and organizational outcomes. 
While the BOP refers to "strategic plan goals" based on "key indicators," the Canadian system refers to 
"corporate objectives" based on "corporate performance indicators," which have a somewhat different 
meaning. As with the BOP system, accountability was the main concern. Accountability is measured 
against published goals/corporate objectives. The system is operationally based and designed principally 
for use by managers. 

CSC senior management created their mission statement and statement of eight "corporate 
objectives," upon which the system is based. During this period, "key indicators" were identified. These 
indicators are not to be confused with the BOP's key indicators, which refer to categories of variables. 
esc key indicators denote performance and are statements of specific goals, or targets, to be obtained. 
These performance indicators must specifically relate to the corporate objectives that appear in the 
agency's mission statement. There are 52 performance indicators, which represent 52 types of questions. 
Perfonnance targets might be to keep institutional population growth at a constant rate of no more than 
2.5% per year, or that inmates be released on their stated release dates. Using output from the Executive 
Information System, it is easy to see if these targets have been met. In this sense, the system supports 
both management and audit functions. 

An example is provided in a paper done by the Research and Statistics Branch (Porporino & 
Robinson~ 1991). Corporate objective #1 is: 

ENHANCE THE SERVICE'S CONTRIBUTION TO THE PROTECTION OF SOCIETY BY 
SAFELY REINTEGRATING A SIGNIFICANTLY LARGE NUMBER OF OFFENDERS AS 
LAW-ABIDING CITIZENS WHILE REDUCING THE RELATNE USE OF INCAR­
CERATION AS A MAJOR CORRECTIONAL INTERVENTION. 

Various methods for achieving this objective are given, such as changing the distribution of offender 
populations with respect to prison or community supervision. However, the authors point out the 
problems of measurement that can le~\d to a false impression of real performance changes over time. This 
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concern supports the conclusions of this report that raw data must be subjected to careful analysis by 
trained staff. 

Almost all information in the EIS comes from existing databases. The source agency is responsible 
for supplying the relevant information, which it may not do for any number of reasons. Also, not all 
information suggested for the system is put in it. An "overseer" screens the various data sources in 
relation to stated corporate objectives and the esc mission statement. In this way system managers 
control the information coming into th~ system. The system is centralized, which is seen as critical to its 
success. It does not "stand-alone" like KI/SSS. Everything is "online" (Le., institutional personnel can 
download daily at will, and the information is very current). Measurement against objectives is done quite 
regularly. There are mechanisms to perform internal measurements. 

The Offender Management System is used by the esc and by the National Parole Board. The 
system automates information on penitentiary placement, case management, sentence administration, 
security, programs, and medical records (Correctional Service of Canada and the National Parole Board, 
c. 1992b:l). User input during the first application phase resulted in several improvements and 
enhancements to subsequent editions. It is presently unclear how this system will be used by review/audit 
staff. The availability of this information has expedited the processing of offenders. 

The Offender Population Profile System (OPPS) provides statistical profiles of offender populations. 
It is designed "to 1) standardize, 2) strerunline and 3) enhance the r'eporting of monthly institutional and 
community offender population information" [and meets the] esc . . . requirement for the 
standardization of offender data and statistics (Motiuk and Boe, c. 1992c). The system includes "key 
indicator reports," population summaries, and "time plots." These reports, tables, and graphs represent 
the current inmate population total, by region (province), and particular population group. 

Special data files are extracted (downloaded) each month from CSC's automated Offender 
Information System and Parole Supervision System. These data are entered from the field and formatted 
for the OPPS system. The OPPS system operates inSAS software (Le., BASE, STAT, GRAPH, AF, 
FSP), version 7.06 in a VMS or OS/2 environment. 

In summary, the Correctional Service of Canada and the National Parole Board have a system in 
place that supports the measurement of compliance with specified objectives, or internal controls. 
Although the system is still being developed, it does provide for future improvements in the measurement 
of organizational performance. 

Illinois, New Jersey, and Utah 

The State of Illinois' Fiscal Control and Internal Auditing Act requires internal auditors to conduct 
pre-implementation reviews of new or extensively revisrd electronic data processing (EDP) systems. 
Reviews must tind out if the systems provide for adequate audit trails and accountability. Illinois 
Department of Corrections (IDOC) Fiscal Internal Audit (FIA) staff perform these reviews. 

The Illinois DOC management information system uses 15 components to track operations. These 
MIS operations are not specifically linked to audit functions at this time. Discussions with fiscal audit 
personnel did not reveal an intensive linkage to the EDP system, although audit personnel did have input 
into the design phase of their Budgetary Accounting Reporting System (BARS). Also, audit staff have 
the same access to the system as others in the department and have begun to develop an audit point 
tracking system. EDP personnel indicate that audit staff are always invited to give input into system 
development as it occurs. The EDP system was designed to supply information for management purposes. 
While most of the system is based on the use of a mainframe computer operated by Central Management 
Services (CMS), some aspects of it are restricted to personal computers. 

Within the New Jersey Department of Corrections (NJ DOC), EDP audits are conducted by staff 
of the Division of Policy and Planning, MIS Bureau. These audit efforts address NJ DOC training, inmate 
classification, and management information systems. The MIS Bureau conducts audits of the S/36 CMIS 
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system at each institution to insure that the system is being used efficiently and that the proper security 
precautions meet DOC guidelines. 

Staff of the Utah Department of Corrections (UDC) Bureau of Internal Audit (BfA) have been 
involved in several infonnation system (IS) audits. These have included audits of system installations and 
audits of the IS function department-wide. These audits have included: 1) short and long-term planning, 
2) data processing product purchasing, 3) BDP training, 4) mainframe security, 5) operating logs, 6) tape 
libraries, 7) disaster recovery planning, 8) software documentation standards, 9) hardware and software 
inventory procedures, and 10) surplus practices. 

Infonnation system review involving internal control issues can be aided by using audit criteria 
available in the llA Research Foundation's Systems Auditability and Control publication. The review 
program code requires the use of a consultant or an Illinois DOC data processing employee not associated 
with the system. While the latt~r option would not guarantee total objectivity it may be the only econ­
omical option. The FIA Chief Internal Auditor felt that all financial and compliance auditors need to 
develop an understanding of systems auditability and control concepts. No auditor can function effectively 
in an automated environment without a basic understanding of how internal controls are implemented in 
a I''C, LAN, or mainframe application. 

Costs of Implementation 

Program Review/Audit Costs 

The most detailed infonnation on audit costs was available from the Utah Department of 
Corrections. It is as fl)llows: 

(a) Staff of 7: director, 5 auditors, 1 secretary 

(b) Available audit days -
Work days in year (52 x 5) 
Less average: off duty days 

vacation 
sick days 
holidays 
emergency days 
training 

Net Audit Days Available 

10 
3 

11 
2 
7 

(c) 227 x 7 staff = 1589 actual work days per year 

260 

-33 
227 

(d) Average of 25 full audits, follow-up audits, and special projects annually, 
and oversight of local internal audits. 

(e) Total budget for bureau: $335,000 (includes salary, benefits, and current expenses) 

(f) Average working days per activity annually: 
1,589 working days per year = 64 days average per year per activity (25 audits, etc.) 

(g) Audit cost per day: 
$335,000 (budget) = $211 per audit day (1,589 working days) 

(h) Total average cost per audit/activity: 
64 days per audit/activity x $211 per day = $13,504 per audit/activity 
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The Bureau of Prisons has not broken out its audit costs to the same degree as Utah; however, 
efforts are being made to better track audit costs. These costs vary widely and depend on the number of 
examiners that are required to complete a program review. Since the Bureau is widely spread geo­
graphically, the distance to review sites is a significant cost factor. On the average, for fiscal year 1991-
92, it cost about $800 to $1,000 to fund one reviewer per review site per day. 

The number of reviewers required per site is determined by the number of guidelines to be reviewed 
and the complexity of the review site. Different "disciplines" require different size teams. For example, 
the chaplain or psychology review teams may need only two examiners, while UNICOR or correctional 
services may require up to 12 reviewers. Some disciplines, such as human resources or financial 
management, will have the same number of guidelines at each site. UNICOR teams vary depending on 
the number of factories at a given review location. 

Thus, it appears that a team of five reviewers, working at a site for five days at an average cost of 
$921 per examiner per audit, could cost $4,605 for a total of 25 auditor days. The $921 per audit is not 
inconsistent with $1,055 per auditor per week found in Utah, based on $211 per day for five days, 
although Utah audits lasted much longer, on average. However, neither the BOP nor Utah factored in 
all organizational overhead costs, which could be as much as 20% more than the costs shown. If this 
were the case, an average audit/program review could cost from about $1,100 to $1,250 per auditor per 
week. 

Management Information Support System 

Bureau of Prisons 

Intensive design and development efforts for KI/SSS began in late 1986, with the first prototype 
distributed to a limited number of users at eight locations during 1988. Four staff members were involved 
in the initial phases of the project on a half-to-three-quarter time basis. Currently, four personnel work 
on the project on a nearly full time basis, with five others assigned to it about 20% of the time. KI/SSS 
is currently available at all BOP locations. 

mM-compatible personal computers (PC's) are used to develop and maintain KI/SSS and are also 
needed by the end users, who had to purchase them and CD-ROM readers for use with KI/SSS ap­
plications; however, the equipment is used for other applications. A local area network (LAN) application 
produces maximum results at the institutional level. 

Two costs specifically attributable to the development ofKI/SSS are the CD-ROM Publisher, which 
cost $30,000 in 1990 and is used to master (create) the image of KI/SSS that is transferred to compact 
disk, and the actual production of CD's. The latter is contracted out to a compact disk pressing plant; the 
cost in 1992 was $14,000. BOP staff note that these expenditures resulted from the decision to distribute 
this application in the CD-ROM format. A strategic support system could be distributed on other types 
of media. 

One of the responsibilities of the ORE is to respond to information requests. Before the development 
of KI/SSS, responding to these requests required a large portion of ORE staff time and considerable 
mainframe computer resources. In assessing the development costs for a strategic support system, one 
must offset the expenditures listed above by the subsequent reduction in the resources required to provide 
information on an ad hoc basis. Since the implementation of KI/SSS, the ORE has experienced a decrease 
of about 80 % in the number of ad hoc requests received. As a consequence, staff now devote their time 
to continued KI/SSS development and to the central mission of the office, which is basic research and 
program evaluation. 
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Illinois Department of Corrections 

The Illinois management information system was implemented over a 6-year period at a cost of $7 
to $8 million. MIS applications exist in the three major areas of concern: operations support, direct 
service, and population summaries. There were no data on the cost of the development of the audit 
capability . 

New Jersey Department of Corrections 

New Jersey's original plan called for the installation of minicomputers at each institution, a goal that 
has been achieved. The goal was to establish an Inmate Trust Fund Accounting system (basically for 
commissary purchases and business remits). The OBSCIS is part of the system, but is serviced 
independently. The long-term goal of the department, as indicated in the 1989-1994 Data Processing 
Master Plan, was to integrate these two systems. 

The cost of the original 5-year plan was estimated to be almost $8 million for hardware, software, 
maintenance, training, staff, and consumables (New Jersey Department of Corrections, 1984: 1-4). Actual 
costs were much less, about $5.6 million (detailed in chapter IX). Staffing requirements included two staff 
positions at each institution to carry out additional applications. These were to be a computer operator 
and a senior data entry operator. Nine of 20 sites (45 %) have a full time, trained computer operator. 
These positions became available through the reassignment of work resulting from the automation effort. 
Data entry operators were not provided. 

Seven positions were recommended for central office, which appears to have been exceeded based 
on information presented below. The pre-CMIS system consisted of six separate, nonintegrated systems 
for classification/sentencing tracking, trust fund accounting, food service, preventive maintenance, health! 
pharmacy, corrections officer scheduling, and central office microcomputer applications. 

New Jersey DOC contracted with an outside firm to design the 5-year plan. The contractor spent 
over six months soliciting information on system needs from prison and central office staff, visiting 
institutions, and interviewing key staff and "interfacing agency" personnel. DOC staff also researched 
available software packages and visited vendors who would provide system software and hardware. 
Automation guidelines and system goals were formulated. The principal monitoring function was to be 
able to "monitor, on a year-by-year basis, costs associated with each identified task" (New Jersey, 
1984:1-9), such as inmate information, inmate banking, etc. Information was to be used to "operate and 
manage the institutions and provide greater coordination at the c,epartmentallevel" (New Jersey, 1984:1-
9). The use of the system to monitor or audit performance beyond fiscal applications was not stated as 
a goal, and, as noted elsewhere, is not a current goal or function of the system. 

Program ReviewlInternal Audit Training 

The BOP's Program Review and Strategic Management Course, part of the Institutional Cross 
Development Series, is offered to all PRO and institutional staff involved in operational reviews. The 
course covers 1) management assessments and how to use these data; 2) performance monitoring, which 
discusses operational reviews (an annual review conducted under the jurisdiction of the installation CEO), 
and program review (comprehensive reviews conducted at the direction of the Review Authority), which 
includes preparing for and conducting a program review, and gathering other data; 3) strategic planning 
that discusses the planning process and implementation; and 4) the KI/SSS. Some of the BOP training 
(e.g., interview techniques) for program reviewers is done onsite during the audit. One program review 
team member at the site visited had received no training specific to audit techniques before the review. 

In Illinois, inservice audit training was provided to new OPA hires and local internal auditors by 
the OPA Audit Manager. Specialized audit training for FIA staff is obtained through the Springfield 
Chapter of The Institute of Internal Auditors; this allows the' audit staff to participate in professional 
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development seminars. Also, new auditors participate in on-the-job training for six to 12 months to 
develop professional internal auditing skills. 

In Utah, auditors receive up to 40 hours a year of specialized audit training from local and national 
sources; this is funded by the UDC. The BIA Bureau Director provides initial training to all new staff; 
its audit training package has been used by the National Institute of Corrections and other agencies 
(Haefeli, 1992). This training manual contains ten sections, including examples, which define and detail 
all areas of the internal auditing function. 

In New Jersey, new auditors assigned to the Internal Audit Unit receive on-the-job training with 
supplemental training available from an interagency audit forum in New Jersey. Since there is no 
centralized division or organizational unit within the NJ DOC responsible for the internal audit process 
department-wide, all audits and programmatic reviews are local efforts. Also, the Deputy Director of the 
Division of Policy and Planning provides training on various aspects of the 20 IBM S/36 that make up 
the CMIS system. 

Program reviewers require more than onsite instructions. Program review training should be a 
continuing process, best given in special training sessions lasting at least two days (16 hours). Training 
for staff of the information system units should be required also, especially for the EDP audit staff. 
Highly specialized training is required for electronic data processing auditors, and outside specialists may 
be required for this function. In any case, these data entered by staff must be accurate and reliable if they 
are to be used in the audit process. Thus, both the operating systems themselves and the data entry 
function must be reviewed. 

Reviews become a problem when training funds are reduced during budget crises, which was 
occurring at some project sites. Training at one site had not occurred on a major scale for MIS personnel 
for almost five years. Most training was done internally, much of it "on the job." With such limitations 
on training, it is difficult to envision either operational staff or reviewer/auditor receiving adequate 
training in basic review techniques, much less quality assurance or total quality management concepts in 
the future, although training in these areas is recommended. 

Advancements in audit technology and management techniques that should be reviewed and 
considered in training are covered in chapter VI. These include quality assurance and total quality man­
agement techniques, or continued quality improvement, construction auditir!:i, and fraud aUditing. 

Conducting Program Evaluations 

Choosing Evaluation Criteria 

A few traditional rules apply to choosing evaluation criteria. In the long run, it is better to choose 
multiple criteria rather than single variables to test the success of a program. In fact, it may be preferable 
to choose as many outcome criteria as possible. In better evaluation scenarios, variables related to the 
study were determined early in the planning stages of a program. Data not already available in manage­
ment information systems were designated and tracked right from the start by program operators. In some 
cases, existing agency data in the computer system were not in a format conducive to the intended 
research. Plans were made as soon as possible to obtain all necessary data in the correct format to allow 
proper analysis to be conducted. This meant that evaluators were able to obtain a clear understanding of 
how variables were to be defined, how secondary data were collected, and for comparison purposes, how 
to adopt variable categories and classifications used in previous research. 

Although it may be easier and more convenient to monitor just one outcome, such a method does 
not allow for the possibility that there are many clifferent success indicators. Staff and clients may see 
many different goals as central to the program. For example, in evaluating a drug treatment program the 
criteria measured may include: 

• number of arrests during and following treatment, 
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e number of positive drug tests following treatment, 

• participation in drug treatment sessions, 

• participant's self-esteem or changes in attitudes towards drugs, 

• number of days without further criminal justice system contact, 

• length of time employed and income earned. 

Accurate measurements require quantifiable criteria (Le., cdteria that can be assigned a numerical 
value or judged upon a numerical scale). For example, it is easier to measure how many months a person 
maintained continuous employment rather than how they now feel about themselves. Feelings, attitudes 
and impressions are difficult to quantify and it is difficult to obtain consensus on their meaning even 
between two or three persons. For this reason evaluators should select measurement variables for which 
considerable agreement is found as to their meaning or value. For example, arrest is a concrete event the 
occurrence of which is indisputable. It is also assumed by a large segment of society that arrests are 
important followup measures in studies of correctional treatment. This does not mean that self-assessment 
and attitude changes cannot be measured. There are several standardized psychological tests that reliably 
measure these concepts. Thus it is possible to quantify feelings and attitudes by saying a person went 
from a pre-treatment life outlook satisfaction score of 12 to a post-treatment score of 26, and to determine 
the statistical significance of such an improvement. 

Assessing the Reliability of Measurement Instruments 

One of the most common tasks for research and evaluation studies is to determine the reliability of 
the tests or instruments used in daily corrections programming. Instruments may be scales or surveys used 
in needs assessment, classification, and data gathering. These may also be used in program research to 
profile the typ\\!S of offenders being serviced or to create comparable groups for an experimental study. 

A test is reliable if it will produce similar results over time, regardless of subtle changes such as 
who administers or scores it. For example, a program director may interview each inmate-client with an 
alcohol dependency questionnaire. The answers may then be interpreted differently by each counselor 
depending on their own personal orientation toward drinking. Each counselor might also lead clients 
toward certain types of answers. 

Reliability is an essential feature of classification instruments or risk assessment surveys. Reliability 
of a classification instrument is measured as the frequency with which the same classification occurs when 
several different officers score the same offender. The reliability of a testing device is greatly reduced 
when administrators do not trust the instrument. Then, individuals may change the score of one or more 
variables to raise or lower the total. 

Measures of test instrument reliability are usually conducted in controlled settings. For example, 
several test administrators come into a room and listen to a taped interview. Based upon what they hear. 
each scores the offender on the instrument provided. The researcher then determines how frequently the 
scores match. Studies of this type have produced reliability measures better than 85% (Baird, 1979). This 
means that 85 % of the scores were close enough to be considered "the same. " 

In reality, however, we know that the everyday scoring of classification instruments or psychological 
tests does not take place in a controlled environment. Further, the process for reviewing an employee's 
scoring may be minimal. It is possible that the manipulation of scores occurs more frequently than anyone 
would care to admit. In one California study, over one hundred classifications were re-scored by a 
committee after it reviewed all the materials available to the officer who originally classified the cases. 
The committee came up with the same score on only 16% of the cases. Researchers estimated that at least 
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25 % of the cases were being assigned to all inappropriate level of supervision. While exact scoring is not 
necessary to assure that offenders are placed into the correct supervisory level, broad discrepancies may 
have serious consequences. 

With diminishing resources, departments can provide high levels of service to only a small portion 
of the clientele. If reliability in classification is a problem, it may be the case that some offenders 
receiving a high level of service may not need it. In addition, many who do need it may be kept out by 
lack of space in the program. 

Common Problems in Program Evaluation 

A program's design may cause problems during an evaluation, particularly if it has not been planned 
so that one can empirically measure its effects. Evaluation is often only an "afterthought" and rarely an 
influence on the original design of a program. 

When evaluation strategies are tagged on after a program is already underway, it is difficult to 
initiate a good evaluation methodology. This means that conditions surrounding the delivery of services 
have not been controlled enough to allow program operators to say that it is the treatment itself that has 
led to a client's success or failure. Instead, other "intervening" factors in the participants' environment 
may have altered their performance. Some of the problems of program design and operation are now 
discussed. 

Random Assignment 

Even if it were possible to accurately measure a program's accomplishments, the problem remains 
of determining whether the program itself made any difference. If a plOgram group is evaluated without 
being compared to a similar group, reviewers cannot discover whether those treated would have achieved 
the same results without the program. If a program to decrease drug use among female inmates succeeds, 
how can we be sure that those same individuals would not have stopped using drugs even without the 
program. In fact, while not likely, it is possible that they may have reduced their uses even more without 
the program. That is, the program may have actually increased their drug use beyond the level they 
would be taking had they been left alone. These types of problems make interpretation of results very 
difficult. The valid interpretation of a program's results is assured by use of a control group at the onset 
of the program. The best way to create identical treatment and control groups is to randomly assign 
individuals to the two groups. However, random assignment does not work with small groups; enough 
people are needed to produce the balance of characteristics such as age, race and sex. One cannot assign 
participants to each group, even if various demographic characteristics such as age, race, sex, and inc:ome 
are known in advance and people with each of those characteristics are assigned equally between the two 
groups. Other characteristics might affect t~e results. Even if the two groups were identical at first, 
changes in the control group over time might still confound the comparison. 

Finally, individuals cannot be partially assigned in a random process; they must all be assigned that 
way. It is not uncommon for programs to make erroneous claims of randomized assignment when, in 
fact, they purposefully assigned some individuals to either the control or treatment group (for various 
reasons they thought were good at the time). In these cases, an evaluator does not know if the different 
assignment process created differences in the two groups or, perhaps, kept the program from working. 
To remedy this problem, evaluators have begun taking over random assignment procedures from the 
program workers. The researchers can simply flip a coin and assign each potential client into either the 
control or treatment group right from the start. By doing so, they car: make sure that group assignments 
are truly random. 

Although random assignment assures the validity of an evaluation outcome and the process has court 
approval, many corrections administrators oppose its use. This results because they do not understand 
the significance of randomization in assuring meaningful research, but there are other reasons for their 
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resistance. Program administrators do not like to relinquish their authority to assign clients to treatment 
groups. Further, many feel the need to control intake to the program believing that releasing control may 
jeopardize the program or deny an eligible client needed services. Ironically, randomization is the fairest 
way of assuring that eligible clients receive the services of an experimental program. 

A meaningful experimental evaluation cannot be conducted unless more eligible clients can be found 
than the program can accommodate. Program participants must be compared to similar individuals who 
have completed other forms of programming or no programming at all. If enough room is available in 
a program to accommodate all who need the service, then there will be no one to attend alternative 
programs and, therefore, no comparison results. In addition, random assignment assures that all eligible 
persons will have an equal opportunity for selection without the biases that may be introduced by an 
intake person or committee. If the program administrator has carefully identified the personal 
characteristics and criminal history of the program participants, these criteria may be applied to an initial 
screening before random selection. This assures that all participants who enter the program are right for 
it. Random as~jgnment will not introduce a population that would be disruptive to program goals. In this 
way the administrator is assured both fairness in selection of participants and the appropriateness of the 
participants. 

Once administrators understand and accept randomization, the next obstacle to overcome is the 
courts. In many jurisdictions, the courts have authority to order defendants into specific programs. As 
with the program administrator, the courts are reluctant to give up this authority to random assignment. 
In these cases, judges are hesitant to allow researchers to put some offenders in a "control" group when 
the judge believes that the treatment would be most helpful. Again, the appellate courts have held that 
the random assignment procedure does not deprive a person of his rights or of due process. Nevertheless, 
convincing judges and criminal justice administrators to accept the methodology of a good experiment 
is sometimes the most difficult obstacle to overcome. 

When Random Assignment is Not Possible 

The institutional researcher or reviewer has less flexibility in evaluation design than do those in 
community treatment programs. However, there are also more natural environmental controls in this 
setting. Within the prison, the possibility of external influences contaminating treatment effects is greatly 
reduced. 

There are many instances in institutional programming when random assignment will be neither 
practical nor possible. In these situations, quasi-experimental designs are applied. According to Cook and 
Campbell (1979), quasi-experiments have treatments, outcome measures, and experimental units, but: 

. . . do not use random assignment to create the comparisons from which treatment-caused 
change is inferred. Instead, the comparisons depend on nonequivalent groups that differ from 
each other in many ways other than the presence of a treatment whose effects are being tested. 
The task confronting persons who try to interpret the results from quasi-experiments is basic­
ally one of separating the effects of a treatment from those due tJ) the initial non-comparability 
. . . the researcher has to explicate the specific threats to valid causal inference that random 
assignment rules out and then in some way deal with these threats. 

For example, some states require all sex offenders to enter treatment; this reduces the possibility for a 
non-treated control group. In such instances, comparisons may be made between two different types of 
treatment or in varying lengths of treatment. Laws may also require that treatment occur at a certain time 
in the incarceration period (Le., not until two years or one-half of the sentence is served). This may 
reduce the possibility of measuring the amenability to treatment at different points in time and create 
treatment groups that are more alike (in p1'ison experience) than under other circumstances. 
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Multiple Treatments 

One of the problems surrounding evaluation is the ability to distinguish between the effects of 
simultaneous or overlapping treatments. For research purposes, it is preferable for clients to receive only 
one treatment. With this, comparisons between the different treatments and persons getting no treatment 
could be made. In reality, however, programs exist to provide the maximum amount cf ben.efits 
affordable and not for the ease of research. Therefore, in many cases, clients are often involved in 
multiple programs, such as drug treatment, counseling, education programs and vocational training. It 
is difficult under these conditions to determine which component is responsible for the client's success. 
Neither could it be determined whether all elements would be necessary in order for someone to be 
successful, 

Selection Bias 

The concept of selection bias generally refers to choosing participants with the highest likelihood 
of success. While a high success rate is important to a program's continued funding, deceptive selection 
procedures make it difficult to compare the results of similar programs. Working with offenders means 
servicing relatively high risk proups of people compared to the general population. In any program a level 
of failure will be found that is expected and accepted particularly as the group becomes younger and more 
seriously involved in crime. Because the serious young offender group is very large and in need of 
programming, it should not be overlooked simply to make programs appear more successful. Care should 
also be taken not to compare the results of programs that target clients of different risk groups, 

As critics have noted, most research on the outcome of corrections does not control for the different 
criminal potentia~s of offenders when sentenced. That is, most persons sent to prison are a relatively high 
risk group compared to probationers or those given community service sentences. Therefore, studies that 
track probationers over time and compare their perfonnance to parolees or those under intensive 
supervision may contain biased samples. 

The Problem of Participant Drop-Outs 

The frequency of participant drop-out from corrections programs is another evaluation problem. In 
any given program, a large number of clients will be rearrested or revoked or will abscond. This was the 
case in the early boot ca..-np studies where approximately 50 % of participants never completed the 
program (Sechrest, 1989: 16). As a result, those who remain are statistically "more likely to succeed" 
simply because they remain. The higher probability for success from those who "stick-it-out" may 
artificially elevate program outcomes. The best resolution of this situation is to account for lost 
participants by explaining the ratio of participants who began to those who completed the program. It 
would also be helpful to profile the type of participant who leaves a program. 

Organization Resistance to Research 

There are many reasons that staff may resist efforts to conduct program research. A lack of 
understanding of the research goals may lead some workers to fear or suspect the investigation. Some 
employees may believe that negative findings would jeopardize their jobs or reflect poorly on their 
abilities. In these instances, workers may get defensive or even try to manipulate the data gathering. 

Another potential problem is that the evaluation process may appear to present additional work for 
employees. Unless they understand the value of the research being conducted, they will likely resist and 
resent the extra burden of reports and data collection. In one study, researchers were met with objections 
from the union representing the organization workers. It was alleged that "the list and forms requested 
by Program Services was an appreciable additional task for already overworked probation officers, and 
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the union contract stipulated that no substantial work increases were to be made without union approval" 
(Watts & Glaser, 1990:14). 

There are several preliminary steps that can be taken within an agency before conducting evaluation 
research that will help decrease resistance. First, evaluators should meet with program staff before the 
conduct of an evaluation. The goals of the research should be carefullY explained. It is also important for 
personnel to see that the top program administrators are supportive and cooperative in the research effort. 
Efforts should be made to eliminate fears and rumors about the use of the evaluation results. Researchers 
should solicit input from employees in areas that concern their functions and time. Evalua.tion results 
should be shared with employees and explained to them. The evaluation process can then be a meaningful 
and "painless" experience for all. 

Recidivism as an Outcome Variable 

By far the most common measure of a program's success is the participants' rate of recidivism. 
However, recidivism is a concept with many connotations. The most general is the act of committing a 
new crime by a person already processed through the criminal justice system. It may also mean that an 
ex-offender has been arrested or charged with a new offense, or that a person on parole has committed 
a technical violation and has been revoked. 

Recidivism is often viewed as a product of law enforcement or supervision effort. The fact of no 
new arrests for a defendant doesn't necessarily mean that no new crimes have been committed, it simply 
indicates that no new crimes have been detected. Recidivism rates then will vary by the quality of law 
enforcement impacting the group of persons being studied. Two individuals living in different 
communities may commit the same type and number of offenses, but they will be subject to different 
probabilities of arrest. The chance of detection will vary by the level of law enforcement in each 
community. 

For example, research suggests that offenders on intensive parole receive more technical violations 
than offenders on regular supervision (Turner et al., 1992). In addition, even if the level of detection of 
new offenses or technical violations is the same, the subsequent handling of cases may be different in 
each area. One jurisdiction may pursue each new offense with a complaint filed in the prosecutor's office 
while another may pursue only felony offenses or serious misdemeanors. If recidivism is defined as a new 
conviction, the person living in a jurisdiction that does not pursue prosecution would be deemed a 
"success." At the same time, the person living in a more prosecution-oriented community would be 
deemed a "failure." 

Selecting a Time Period Recidivism Measurement 

One particularly confusing aspect of recidivism is the question, "When does a person put enough 
time between a prior offense and a new offense to avoid being considered a recidivist?" Ever? Take, for 
example, the 14-year-old boy who steals a car with a group of older, rowdy friends. As a first-time 
offender, he is put on probation. After 25 years of crime-free life, this man is now convicted of tax 
evasion. Is he a reCIdivist? 

Recidivism is a more confusing concept than other terms like chronic offender or habitual offender. 
The labels of chronic or habitual most often represent a legal status where specific offense and time-frame 
criteria are established. For example, one state may define a habitual offender as someone who is 
convicted of three similarly patterned offenses over a period of 10 years. Furthennore, it is difficult to 
compare recidivism rates of different study groups. One reason is that recidivism has been defined many 
different ways. Another is that recidivism rates in one report may be incorrectly compared to revocation 
figures in another. A person may have been revoked on technical grounds such as failure to make 
payments or meetings with the probation officer, but this should not be compared to committing a new 
crime. In most cases, revocation rates will be much higher than recidivism rates. This is because not 
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everyone who is revoked has committed a new crime, but most of those who have committed a new crime 
have been revoked. 

There may also be confusion in interpreting program success results when studies use different time 
frames for measuring recidivism. For example, one department of corrections boasted that its boot camp 
graduates had lower recidivism rates than regular parolees. However, the followup period on those who 
had completed boot camp was only six to eight months while parolees were tracked for up to two years 
(pearlman, 1990). 

Degrees of Recidivism 

Glaser (1964) explained that recidivism may come in different degrees and that success may mean 
different things. To demonstrate this, four different categories were used to describe the possible results 
of community supervision. The first is clear reformation, defmed as being on parole for one year with 
steady work, committing no new crimes and not spending time around other criminals. This contrasts 
with marginal reformation, which is the status of a group that is less successful in the community. These 
clients have not returned to prison, but they have failed to keep a job and to stop associating with bad 
influences. The third category is the marginal failure, those who have returned to prison with violations 
of parole or probation or some petty offense. Although this is a failure group, it is distinguished from 
the clear recidivist, an individual who has. committed a new major crime for which he or she is sent to 
prison. 

Although one must be careful in using the concept of recidivism in evaluation research, it is an 
important part of a program evaluation. The public has realistic concerns that programs designed to 
"correct" offenders still provide for a safe community. Citizens and their elected representatives are 
constantly expressing the need to know if programs really do what they set out to do. Research results 
that provide meaningful and clear information about recidivism are a valuable public service. 

Another advantage of reporting recidivism rates is that they can be applied as a relatively concrete 
measure. When using arrests, it is easy to determine whether someone was arrested or not. When clearly 
defined and consistently applied, recidivism rates are clear. You were either charged with a crime or not, 
convicted or not, revoked or not; there is little confusion in these types of data. 

Employment as a Measure of Success 

Using employment as a measure of a program's success presents many theoretical problems. One 
problem is that studies often fail to differentiate between the various levels of employment-full time, part 
time, and intermittent. Some studies do not include those who are working part time in their employed 
category while others include this group without distinguishing their status. Both procedures misrepresent 
the true employment picture. In fact, some may argue that employment status is relative to each client's 
history. For those who have no significant work history, steady part time work may be a great improve­
ment and a sign of treatment success. On the other hand, those who have held permanent, high-paying 
jobs who engage in part time or low-paying positions may not have benefitted from treatment at all. 

Another problem found in work statistics is the inability of these data to discriminate between 
finding a job and keeping a job. Often reports simply indicate that a certain number or percentage of 
participants had found work upon completion of the program. However, the length of employment or job 
stability is an important aspect that may provide more useful information about a program's effect than 
simply employment alone. Some data on clients is only gathered at one point in time, for example on a 
certain date each year. When this occurs, the intermittent employee may be misrepresented. These data 
show that this person is actually employed on that date. However, they do not reflect that he or she has 
been unemployed the six months before or for six months after that date. 

While job changes are often treated as an indicator of instability, one should carefully examine the 
changes for meaning. If each change brings higher pay and more responsibility, then these may be very 
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positive steps. It is also a positive step if one changes jobs in the direction of a desired career or position. 
Also one would want to examine the reasons for termination. Being fired is qualitatively different from 
being laid off during a recession. A thorough evaluation of employment would certainly want to address 
the quality of employment of each participant. 

Studies that go into detail about employment may consider the wages earned and the status of the 
position held. Menial labor jobs may be considered as "underemployment" if the person is skilled in some 
particular trade or profession. Changes in the availability of work and the wages earned may be a result 
of the local economy and beyond the control of the client. It would be inappropriate to compare the 
results of programs from different economic areas. It is wllikely that simply not having a job would be 
the cause of revocation of community supervision. However, unemployment may be linked to other 
revocation-producing behaviors such as drinking, fighting, and committing property offenses. 

One of the most misleading aspects of employment statistics in evaluation research is the projection 
of employment rates over time. Some reports may say that anyone who ever held a job for any length 
of time has been employed while others may set an arbitrary length of time as adequate for success in 
employment. In cases like this, six months or a year may be used as an indicator of stable employment; 
the reader must then determine whether this is adequate. One way to combat this is to look for the 
number of program participants employed at a certain point in the program or study or on some particular 
date. Another way is to determine the average number of those employed at any given time during the 
study period. 

Other Measures of Program Success 

While traditional outcome variables for program success generally include recidivism and job­
holding, there are others to be considered. For those incarcerated, success may be measured by 
completion of therapy, consistent attendance or participation in treatment, reduction in disciplinary action, 
positive staff evaluations, promotions in classification, and involvement in other self-enhancement 
programs. For those released from prison, measures may include school enrollment, degree completion, 
reduction in drinking or drug taking. reduced reports of truancy (for juveniles), control of anger, positive 
involvements in the community, ability to get along with family members, self-reported changes in 
attitudes and perceptions, ability to make payments on fines and restitution orders. 

Collecting Data for Evaluations 

There are many different sources of information to be tapped during an evaluation. Once the 
program goals have been matched to measures of success, it will be time to learn how to best collect 
those measurements. Data sources include interviews, questionnaires, observations, program records, and 
files as well as clinical examinations, official documents, and tests. 

Interviews 

The conduct of interviews will give the most accurate descriptions of how programs are operating 
according to the people involved. While descriptions can be detailed in interviews, it is often difficult to 
conduct statistical analyses because interview sample sizes are usually small. Also, it is difficult to 
compile the results and make sense out of the aggregate data, since not all participants will describe things 
in the same way. In addition, if clients are allowed to discuss issues in a rambling, conversational way, 
it will be difficult to compare the content of .one interview to another. 

One solution to the problem of different answers is to use structured interviews with "forced choice" 
questions. The advantage of interviews over questionnaires is that they allow the interviewer to have 
personal contact with the subjects, explain questions, and ensure that he or she understands specifically 
what the respondents mean by their answers. Any unclear point may be elaborated upon to improve the 

61 



integrity of the answers. However, interviews may subject respondents to more stress and a tendency to 
"perfonn" for the interviewer. Also, potential bias exists for interviewers who may hear things they 
would "like to hear" from the interview. 

Questionnaires 

An advantage of using questionnaires is that they provide anonymity. Respondents tend to answer 
questions truthfully when they believe. they will not be identified by name. One way to control the 
answers to questionnaires, especially when building a large computerized data set, is to give the 
participant closed-ended questions. This type of question makes it easy to tabulate and analyze those data. 
However, this method does not always allow the respondent to give additional valuable infonnation that 
may fall outside the given choices. Also, it does not allow for qualification or elaboration of the 
information given that may change the nature of the answer. Thus, some important descriptive 
information may be unacknowledged. 

Observations 

When evaluators come in to observe programs, an artificial atmosphere often takes over the pro­
gram. People are nervous and on their "best" behavior or often behave in non-ordinary ways that might 
confuse those gathering information. One solution is to make the observers less obvious and obtrusive. 
Another way to lessen the effects of evaluator interference is to extend the evaluation period or number 
of visits. By doing so the evaluators become a "known" and a "common" occurrence around the data 
gathering site. To increase the reliability of observational data, Weiss (1972) suggests that observations 
be recorded as they are made. 

Program Records 

Logbooks, charts, intake records, and progress notes are a valuable part of the daily operation of 
any treatment or supervision program. However, these records may not always be in a fonn that is 
meaningful for research or which transforms into aggregate data files. For example, the type of family 
history data needed for a study may only be found in a rambling narrative case file. Thus, it would be 
very time consuming to read each complete case history in order to extract the necessary information 
(Weiss, 1972). The initial design or a redesign of existing organization records could ease research and 
evaluation efforts. 

Another serious challenge to the use of program records is their accuracy, Record accuracy is 
affected by any number of changes that may occur over time in a program. This is especially true when 
the designated staff member tracking the infonnation is sick or leaves the job. Record accuracy may also 
be threatened by changes in measurement methods. For example, if a halfway house changes its drug test 
the result may be better detection. If researchers were not aware of the test change, they might erron­
eously conclude that drug use among residents had increased. Additionally, there may be changes in the 
value of certain criteria for the program such as minor violations or levels of employment. 

Clinical Examinations 

Clinical examinations are often conducted or reviewed to determine the medical or psychological 
gains that may have been realized by program participants. Important considerations for the use of clinical 
examination') are who conducts these investigations and under what circumstances. Also the type of 
medical or psychological characteristics noted should be clearly defined using professionally accepted 
standards and measurements. The credentials of those providing treatment results should be included, 
particularly when drug and alcohol treatment programs use paraprofessional facilitators. Evaluators should 
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be careful to explain the limitations of such examinations or any other circumstances that may have 
colored the findings. 

Tests 

A variety of tests may be given to measure client perfonnance following some treatment. 
Psychological tests may characterize personality patterns or look for emotional or thinking disturbances. 
Vocational tests will look for career interests, aptitudes or measurements of specific skills. Academic 
achievement tests will assess the grade level at which a person is functioning. It is important to know and 
explain the validity and reliability factors of any test used. 

When a test is valid, it measures those values that you proposed to measure. When a test is reliable, 
it provides the same results over time and with different groups of similar test takers. However, it is 
important to look for any elements in the environment that may be influencing those taking the test. This 
might be noise, stress or perceptions about the purpose of the test. The results of tests are more 
significant when pre- and post-treatment tests are given and then compared. This means that the same test 
is given before and then after the treatment period. By doing so, improvements or changes in scores will 
be relative to a predetermined or base score. 

Government Documents 

These include official criminal records and police records. They can include revocation paperwork, 
which is an important source of evaluation data for recidivism studies. However, such records only 
measure behaviors reported to authorities. Evaluators most often use government documents as a 
secondary data source, meaning that they do not actually gather this information themselves. There is, 
therefore, a higher degree of error assumed in data that are gathered by someone else. This is especially 
true when it is someone who does not have a vested interest in the accuracy or "integrity" of these data. 

Interpreting Program Results 

There are a number of problems involved in interpreting program results. Many events that occur 
during a program's operation are beyond the control of the treatment provider. Since treatment does not 
take place in a controlled laboratory or a vacuum, it may be difficult to credit the program alone fur a 
client's behavioral changes. 

Another problem affecting interpretation is the impact of socio-historical events. This refers to the 
current events in a country, community, or family that may have a profound impact up<Jn the offender. 
Researchers and evaluators must recognize, measure and control for these events as they may affect 
program results. Wars, economic recessions and changes in laws or probation criteria may not affect 
program participants equaUy. 

It is also necessary to consider the effect of maturation when evaluating program results. That is, 
the client may no longer be interested in criminal activity, a common tendency in juveniles more so than 
in adults. It may be difficult to determine whether a program contributed to the youth's "outgrowing" of 
delinquent behavior or whether this change would have occurred without intervention. 

Evaluating Program Evaluations 

Program outcomes refer to the results of a completed goal or treatment term and may be expressed 
numerically, as the number of graduates from a program or parolees who don't get arrested. Impact, on 
the other hand, is the significance of an outcome, perhaps over time. Whereas outcomes are fairly 
concrete in observation, impacts may be more difficult to assess. Counseling may improve an offender's 
self-concept, but if he or she lacks the skills to get a job, then lifestyle may not be improved at all. 
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Impact is probably the most important but least measured aspect of program evaluation. It tells us if those 
who have completed parole or some institutional treatment program will be successfui over a continued 
period. There are many who believe that this is the truest measure of rehabilitation (Cowen, 1978). 

A major problem in comparing evaluation reports is that programs differ in scope. Some are 
national, some are state (system-wide) and others run at individual units. The larger a program's support 
base, the more resources the developers may have at their ,disposal. It is unfair to compare programs that 
come from significantly different levels of operation. Likewise, the size and type of the population served 
in each program may vary. Programs with a large applicant pool available may be able to more carefully 
"select" candidates, those viewed as more likely to succeed. Differences in the inmate profiles between 
institutions also make program outcome comparisons difficult. Inmates at Federal prisons, for example, 
differ significantly (in terms of age, race, education, and income) from those at most state prisons, and 
one could not expect similar results from similar programs operated in each. The duration of the program 
may also be an important variable affecting client behaviors. The longer and more intensive some 
treatments are, the more likely they may be to produce success. 

Programs also vary in their approach to treatment. When reviewing a program, one should identify 
its strategy as traditional or innovative. When programs are built on traditional concepts, the designers 
and evaluators should be aware of the previous findings of similar programs. These findings should be 
an important part of the evaluation of each subsequent program built on the same philosophy. The 
outcomes of each new effort will be gauged against previous results, and similar [mdings or improve­
ments would be expected. 

Another factor to consider when comparing programs is their different goals. Short-term and 
remedial goals may be more easily addressed than those that cover long-range improvements. For 
example, it is easier to find jobs for offenders than to engage them in meaningful and economically 
rewarding careers. One would have a greater likelihood of success in graduating a person from an alcohol 
treatment program than insuring that the person remains alcohol-free for two or three years. The way 
goals are worded and measured may make it difficult to compare programs and to determine if they have 
met their goals. 

When initial differences in program constructs are present, it will be difficult to compare even 
similar treatment methods. This is especially true when examining differing offender definitions or 
eligibility criteria. For example, two institutions run programs for violent offenders or sex offenders or 
even dmg offenders. Depending on how each category of offender is defined, the two programs may 
draw different population participants and thus maintain differing potentials for success. 
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CHAPTER VI 

ISSUES IN PROGRAM REVIEW/INTERNAL AUDIT 

Some areas arc of special concern to both the units being audited and the internal audit teams. 
Foremost is the issue of the credibility of the findings of the program review/internal audit. As noted 
elsewhere, comprehensive working papers must be developed and maintained for each review. The 
reviewer-in-charge must ensure the proper development of working papers; this review-related evidence 
must be accurate and complete, understandable, legible, neat, and relevant. Working papers (including 
appropriate attachments) must be organized so that an independent reader will draw the same conclusions 
as the reviewers. The working papers serve as evidence in the event that program review conclusions are 
challenged. Physical evidence is most dependable, followed by documentary or analytical evidence. 
Testimonial evidence, or interviews, may be the least reliable. 

A successful internal audit depends on accurate and convincing documentation. The use of faulty 
evidence in presenting a finding could affect the credibility of the entire internal audit. For this reason, 
evidence discrepancies should be resolved each day of the audit or at the final debriefing session. 
Auditing is an open process in which findings are communicated; it is not an investigation in which 
findings are kept from the subject(s). Continuous involvement with staff of the audited unit ensures 
openness and can prevent problems of faulty findings. 

A related issue is the method by which findings are presented. Administrators and staff often prefer 
overall compliance scores (like those for accreditation) that can be compared with other facilities, and 
some review/audit units provide them. This may be appropriate in specific areas where compliance tallies 
are required, but is not the preferred approach for program review/internal audit activities. Total 
compliance scores may ma~<~ material (i.e., significant) deficiencies. Internal reviews/audits should focus 
on deficiencies and their potential correction rather than providing a total compliance "score." In this 
approach the seriousness of specific deficiencies is weighed against the risk of not correcting them. 

An issue related to the presentation of audit findings how personnel of the audited agencies receive 
audit findings. In some of the agencies contacted during the study, it was clear that past audit findings 
had been used to punish or discipline staff who had responsibility for areas with deficiencies. This is not 
a recommended approach. Deficiencies exist for many reasons, and many have been documented in the 
past. A more constructive approach is to view the program review as an effort to maintain high levels 
of performance in the system and its processes. This does not preclude normal management concerns over 
staff performance. Problems of staff performance should be addressed within that context and not within 
the context of the review/audit effort. 

Another credibility issue concerns the "professional" nature of the audit team: the reviewers' 
qualificatiOns, how they present themselves to the unit being audited, and how they interact with staff 
under review conditions. It is important throughout the review that the team maintain a professional 
demeanor and practice "due professional care," as discussed in chapter VIII. The review is a scheduled 
activity and not necessarily an invited activity. Attempts to lighten the situation with humor, for example, 
may be misunderstood. 

Reviewers must be aware of and sensitive to the impact of their findings, especially deficiencies, 
which are of two general types: cost-related and those requiring changes in policy and/or procedures. The 
review team is not responsible for developing plans for correcting deficiencies; however, they may 
respond to inquiries regarding T')':;-olution of these areas. 

Wardens and superintendents should not feel threatened by the review or audit. The result of this 
concern is sometimes an effort to control audit activities. It is understandable that administrators and other 
staff want to personally "show off" the facility, and they usually offer pertinent information during the 
process. However, the audit team should anticipate this behavi9r and intervene at some point in order to 
maintain the review schedule. 
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Most reviewers meet with line supervisors of the units in question at the onset of the review process. 
Similar defensive behavior may occur at these meetings, but with the opposite attitude. Some staff may 
suggest (by word or demeanor) that there are deficiencies in their area that are not being addressed. 
Auditors should be attuned to obviously disaffected staff and plan to talk with them to identify the nature 
of the problem. 

Another issue is how the audited unit presents documentation to the audit team. When accreditation 
methods were developed in the 1980s, corrections departments often complained about the preparatory 
paperwork required for the audit and the degree of personnel and other resources required, often over 
periods of months. This problem became especially acute when there were staff shortages. The question 
of efficiency is raised. Should various units being audited prepare separate docwnents for review by the 
auditors at a central location, or should auditors go to the units and find documentation where it is 
available to and accessible by personnel operating the unit? 

The issue of personnel and resource usage was discussed with project staff by the review/audit team 
at one site. The review team had heard complaints regarding the use of supervisors' time to compile 
documents. (Sometimes, document compilation is required for analysis, as when records such as work 
orders are being sampled and analyzed.) Organization policies and procedures, administrative directives, 
and the like should be available to auditors with limited help from facility staff. Local policies, proce­
dures, guidelines, documentation of activities, and minutes of meetings can also be compiled in advance, 
although it may be more appropriate for auditors to go to the units and have staff locate these documents 
there. Documents such as shift logs and inmate files should be viewed on the unit. Being on the unit is 
advantageous because it allows a visual inspection, and this practice may promote interaction with 
personnel on that unit. In any case, it creates less work for staff and probably yields comparable results. 
It is preferred that the members of the review team initiate requests for records and review them 
personally at their location in the unit. 

A related issue is the relationsnip between internal audit and accreditation. As noted, a 1992 issue 
of Corrections Today was devoted to "Accreditation-Three Decades of Evolution." This issue did not 
explore the linkages between accreditation methods and the developing science of internal controls. It is 
time to formally explore such linkages for several reasons. One is to ensure greater efficiency in 
evaluating operations by reducing duplication of effort. Internal audit provides more depth than accred­
itation, because it probes more deeply into substantive areas. Accreditation provides a yardstick against 
which to measure overall performance against national norms. Both are necessary and complementary 
goals. It appears that such a marriage is being explored by the ACA. 

A more comprehensive issue arises regarding the overall value of the review/audit process. The 
question can be asked, what value is an internal audit if the reviewers are in the same organization? 
Won't the team members tend to "understand" the problems they find in their ov'n organization? Might 
there be a reluctance to check on a problem when facility staff reported that it was resolved after the last 
audit? Questions may be raised about the politics of individuals temporarily assigned to an audit team (for 
the week) who know they might be later assigned to the unit they have audited. What are the concerns 
of individuals who are assigned to the review/audit unit who may later be reassigned to an operational 
unit? 

A related concern is that organizations will accept the least difficult set of criteria in assessing their 
pelformance. Constitutional minimums stated by the courts are hardly the best guidelines for ensuring 
professional operations. National standards may rise above legal minimums, but by virtue of their national 
application they simply cannot and do not define every area of correctional practice. Such standards rely 
on local policy and procedures for compliance. Program review looks at the details of compliance with 
local or jurisdictional criteria-laws, rules, regulations, and policies. Strong program reviews should yield 
compliance levels quite consistent with both legal norms and national standards. Many correctional organ­
izations have integrated the most important national standards into their review systems. 

Standards for internal audit, as promulgated by the Institute ofInternal Auditors and the Comptroller 
General of the United States, are designed to ensure the independence and objectivity of the process, and 
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especially the independence of the auditors in carrying out their duties. Support from the top levels of 
the organization-based on legislation and/or other type of authorization, policies and procedures, and 
local guidelines-is critical. However, individual auditors are part of organizations and may not view 
these protections as sufficient to ensure freedom from outside influences. Support for the process from 
the top levels of the organization is the only way to defeat this problem. 

The Future of Program ReviewlInternal Audit in Corrections 

The future of program review in corrections is as good as the administrators who embrace it. 
Corrections cannot operate on intuition or experience alone, which became apparent in the era of court 
intervention. The national standards and accreditation program requires an agency to complete a self­
evaluation before the external audit, which has caused many departments of correction to initiate sys­
tematic internal reviews. Accreditation was and still is an excellent starting point for internal review; 
however, better techniques are becoming available. 

Program review/internal audit is a technique that developed in business and industry and is relevant 
to all organizations concerned with quality assurance. It has already proven effective in the correcHons 
profession and warrants further evaluation. The Bureau of Prisons has the best potential for evaluating 
the usefulness of its program review process. The key indicators system (KI/SSS) provides management 
with access to a great deal of information on organizational operations; it is an outstanding tool for 
strategic planning and the application of quality control principles. These data "serve as 'indicators' in 
tIJ.e sense that they let the user observe and analyze system changes such as levels of crowding, the 
distribution of inmates with regard to security and custody requirements ... " (Saylor, 1989:40). 

Can performance review predict future events related to performance measures and correction of 
deficiencies? Does the review adequately identify the types of prevention techniques required to improve 
operations? Could the system prevent a disturbance or a riot? It is understood that this would be difficult 
to know because the disturbance might not occur, which is desirable, but could a relationship between 
past problems and future reductions based on the performance review function be established? Perhaps 
this type of information will be determined from an analysis of existing institution profile data. When a 
problem such as a disturbance does occur, it is investigated to the extent possible in terms of prior efforts 
at identification. 

Bureau staff state that concern always exists about the cause and effect of a problem, and that the 
program review information is useful in evaluating the programs, components, and activities that may 
lead to risk. They can clearly see the strengths and weaknesses of all BOP programs, and that is not in 
doubt. However, no hard data support these observations. Such data would be most useful in convincing 
other jurisdictions of the value of the process in controlling possible problems. It is hoped that the Bureau 
will support or even undertake a study of this process to see how effective it is in actually preventing 
potential problems in the organization. 
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CHAPTER VII 

FIELD VISITS 

This chapter contains the analysis of program review/internal audit systems for the Federal Bureau 
of Prisons and several state departments of corrections across the country. Included are: 1) a detailed ex­
planation of the organization of existing performance review systems in the jurisdiction studied, 2) the 
types of resources needed and the methods and tools used to conduct management performance review 
in each jurisdiction, 3) an analysis of the strengths and wea1rnesses of each system, including the findings 
of the researchers and the concerns of the staff using these procedures every day, and 4) a comparison 
of the six states and the Federal Bureau of Prisons on the methods and procedures used in management 
review. These include economy, efficiency of personnel, efficiency of time, meeting legally mandated 
or other designated standards, communication of management needs, and availability and utility of the 
information used. An overview of evaluation procedures, which are used to monitor the success of the 
review process by jurisdiction, is given. Potential users of this information should find it useful in de­
signing a program review or internal audit system. 

Conduct of the Study 

The study examined six different program review/audit systems to compare their strengths and 
wea1rnesses. The intent was to identify and document aspects of program review/internal audit that would 
contribute to a model attainable at some level by all correctional jurisdictions. Directors and represen­
tatives of several correctional systems reviewed draft reports for their feasibility. 

Six states and the Federal Bureau of Prisons Program Review Division were evaluated. At the 
founding of the PRD in 1988, staff recognized that program review is linked to total agency performance 
and to the planning function, information systems, and research and evaluation needs. The process in­
volved as many correctional agency personnel as possible. It is often difficult to "sell" administrators and 
managers on adopting "model" programs designed elsewhere that they may feel do not apply to them. 
Involving the field in the developmental process for any innovative approach to improving corrections 
has proven beneficial (Reimer & Sechrest, 1979; Sechrest & Reimer, 1982). 

A key element of the model audit system(s) developed was the identification of the structural 
components that lead to better management control. There is no perfect system for program review and 
auditing of organizational activities. Correctional systems with the most comprehensive program review 
and auditing functions have an administrative commitment and funding sufficient to allow them to work 
at full capacity. 

Automated information systems were not generally linked specifically to the internal audit 
process, although they are a component of the management review process in most jurisdictions. The 
U.S. Federal Bureau of Prisons and the Correctional Service of Canada have managed to link technology 
to performance review, planning, and organizational outcomes. Both systems refer to "strategic plan 
goals," or "corporate objectives" in the Canadian system, which are based on "key indicators" or 
"corporate performance indicators." The use of these information systems in internal auditing is just 
beginning to be explored. Again, use of technology is important to performance review/internal audit only 
if it is properly managed. 

Summary of the Field Visit Process 

To establish the present state of the program review/internal auditing function in the six states 
and the Federal Bureau of Prisons, an open-ended questionnaire format was used. This format is based 
on the definition of administrative controls discussed earlier. It provides agencies a tool with which to 
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assess current program review/internal audit capabilities. 

Criteria for Measurement 

The primary sources of criteria used in comparing the actual practices of program review/internal 
audit were the Government Audit Standards of the Comptroller General of the United States (1988), the 
Codification of Standards for the Professional Practice of Internal Auditing, prepared by the Institute of 
Internal Auditors (1989), and the practice of internal audit. These criteria should be used by organizations 
that wish to develop a program review/internal audit capability. Examples of audit policies and pro­
cedures are provided in Appendix C, including Federal Bureau of Prisons Program Statement 1210.12 
and policies for the Utah and Illinois Departments of Corrections, respectively. Appendix A provides 
examples of statutes governing internal audit. Standards for the audit of governmental organizations, 
programs, and activities are found in Appendix B. Examples of audit programs and audit objectives are 
shown in Appendix D. 

Developing Operational Definitions 

Within the Federal Bureau of Prisons (BOP), the Program Review Division (PRO) has 
responsibility for all centralized BOP program reviews. The Illinois Department of Corrections (IDOC) 
Fiscal Internal Audit Unit (FIA) is charged with conducting financial audits; an Operations and Program 
Audit Unit (OPA) was responsible for performance audits until it was dissolved in 1992 (after 10 years) 
and its duties assumed by the FlA. The Bureau of Internal Audit of the Utah Department of Corrections 
(UDC) completes performance and financial audits of all department operations. The multi-state audit 
(MSA) system operating between Washington, Oregon, and Idaho results in audits of institutions to assess 
compliance with mutually agreed-upon standards. These standards have been adapted from American 
Correctional Association (ACA) standards. The New Jersey Department of Corrections (NJ DOC) has 
various audit units, with no centralized office performing this function. 

A method of examining and analyzing the review/audit systems for these organizations was 
developed based upon Generally Accepted Government Audit Standards (or "GAGAS") and the practice 
of internal audit. Definitions were developed for each review/audit operational category. These defin­
itions, which are given below, were prepared to explain the informational matrices for each organization 
included in this chapter. 

1. Organization: the general structure of the agency based on the most current organizational 
chart or table available. 

2. Number of Employees: the number of persons employed within the organization, including 
institutional, support and field staff. 

3. Number of Institutions: the number of institutions under the authority of the organization by 
security level and/or type. 

4. Number of Inmates: the total number of inmates under the jurisdiction of the organization. 

5. Legislation: whether enabling legislation authorizes and guides the review or audit function 
within the organization, including a description of key elements of the legislation. 

6. Chaner: a published document within the organization that authorizes and guides the review 
or audit function, including reporting relationships, scope of work, etc. 
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7. Audit Committee: whether an audit committee has been established to provide oversight of 
organizational internal control, reviews or auditing, and financial reporting, and whether the 
committee is made up of individuals irom outside the organization. 

8. Organizational Status: the position within the organization of the review or audit function and 
the related degree of independence. 

9. Categories: the types of reviews or audits conducted as described by the organization. 

10. Policies and Procedures: whether the organization has written, comprehensive policies and 
procedures regarding the review or audit function, including a summary of the general content 
of these policies and procedures. 

11. Review/Audit Staff: the personnel assigned to the review/audit function and staff qualifications 
as described within applicable job specifications. 

12. Certification: the emphasis the organization places upon professional certification of review 
or audit staff. 

13. Training: the types and sources of any specialized training provided the reviewers or auditors. 

14. Affiliation: any review or audit-related professional affiliations maintained by the organi­
zation's reviewers or auditors. 

15. Standards: whether the organization's review or audit group has adopted professional audit 
standards as promulgated by the Comptroller General of the United States, the American 
Institute of Certified Public Accountants, the Institute of Internal Auditors, American 
Evaluation Association, etc. 

16. Automation: the level of electronic data processing employed as it relates to the review/audit 
process, including planning, testing procedures, working paper preparation, evaluation 
methods, communication etc. 

17. Universe: all organizational entities and functions reviewed or audited. 

18. Priorities: methods used by the organization to develop priorities for the review/audit process, 
e.g., risk assessment and management assessment methodologies. 

19. Cycle: the recurrence of reviews or audits as required by enabling legislation, policies and 
procedures, executive mandate, etc. 

20. Schedules: the process by which audit schedules are developed and implemented. 

21. Scope: those areas generally examined during reviews or audits, including performance and 
financial related issues. 

22. Survey: the degree and extent of formalized planning for each review or audit and the level 
of related documentation. 
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23. Work Program: how preliminary assumptions are made by the reviewers or auditors before 
conducting the review/audil, and how review/audit objectives and anticipated testing 
procedures are summarized. 

24. Notification: how and when tJ.,ose being reviewed or audited are informed and prepared; may 
include written notification, an entrance conference, ongoing liaison efforts, etc. 

25. Onsite Verification: the nature of the review or audit phase where tests are conducted, 
evidence gathered, and evaluations made to support reported results. This includes supervision 
of review/audit staff, oversight of working paper preparation, liaison with reviewed or audited 
staff, interim reporting of re~~lts, and closure. 

26. Working Papers: methods used by review or audit staff to document the verification and 
evaluation process or evidence supporting judgments and conclusions. 

27. Reporting Results: the manner in which draft and final review or audit reports are prepared, 
including timeframes, style, content, response from those reviewed or audited, action plan 
development, and whether an exit conference is conducted. 

28. Local Reviews or Audits: review or audit by operations staff that supplements the efforts of 
the reviewers or auditors. 

29. Safekeeping and Accessibility: how working papers and review or audit reports are stored and 
the right of access to these documents. 

30. Follow Up: how the organization ensures that action occurs subsequent to review or audit 
issues or findings. 

31. Continuing Quality Improvement and Peer Review: the degree and nature of internal and 
external scrutiny of the organization's review or audit process by individuals familiar with the 
organization. 

32. External Review or Audit: reviews conducted by agencies outside the organization. 

Reviewl Audit Procedures by Organization 

A master matrix of review/audit operational categories appears at the end of this chapter. It is de­
signed to guide the reader to review/audit operational categories by organization. There are also several 
appendices containing sample policies, job descriptions, risk assessment forms, audit programs, audit 
working papers, and other information. 

Federal Bureau of Prisons Program Review Division (PRD) 

1. ORGANIZATION: The PRD is one of the nine divisions of the BOP. The assistant director reports 
to the Director of the BOP. The nine assistant directors and the six regional directors constitute the 
Director's executive staff. 

2. NUMBER OF EMPLOYEES: Approximately 24,000 employees are employed by the BOP. However, 
1995 projections rea.ch almost 40,000 employees. 
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3. NUMBER OF INSTITUTIONS: Nationally, there are 70 institutions in six geographic regions. There 
are 47 additional facilities planned and 16 existing facilities will be expanded by 1995. The six geographic 
regions include Northeast (Regional Office in Philadelphia, PA), Mid-Atlantic (Regional Office in 
Annapolis Junction, MD), Southeast (Regional Office in Atlanta, GA), North Central (Regional Office 
in Kansas City, MO), South Central (Regional Office in Dallas, TX), and the Western (Regional Office 
in Dublin, CA). The regional offices have responsibility over institutional and community activities. 
Bureau coordination and program development are the responsibility of the Washington, DC Central 
Office. 

According to a pubHcation entitled Bureau of Prisons Goals for 1992, an objective of the BOP is 
to adequately manage the inmate population and to meet projected space requirements. Strategies include 
obtaining sufficient resources to reduce crowding to 104% of rated capacity by fiscal year 1995, 
increasing the use of alternate methods such as home confinement, exploring options for development of 
new alternatives such as restitution centers and clay prisons, adding a total of approximately 8,500 beds 
at existing institutions, construction of new institutions, and contracting for beds. Maximum security 
institutions are designed to house persons serving long sentences, except Atlanta, an Ad..ministrative 
institution with several levels of security. Satellite camps are minimum security. 

4. NUMBER OF INMATES: More than 90,000 inmates are in the custody of the BOP. 

5. LEGISLATION: Following 31 U.S.C. 3512 (b)(I), which refers to executive accounting systems, 
and the Office of Management and Budget (OMB) Circular A-123, which addresses internal control 
systems, each Federal Government agency is required to establish a continuous process for the evaluation 
and improvement of the agency's system of internal controls. 

The PRD Assistant Director has responsibility for coordinating the afency-wide effort to comply 
with the Integrity Act (p.L. 97-255). The act also requires ~,:.c (lfficial to ensu!'\\: that the agency's methods 
of assessing the adequacy of internal controls comply ~,;ith th~s act. The BOP has published Program 
Statement 1210.12 that addresses Management Control anc Prop tam Review. This document cites various 
Directives, Department of Justice (DOJ) Orders, OMB Materials, General Accounting Office (GAO) 
Standards and American Correctional Association (ACA) Standards. 

6. CHARTER: The BOP PrograT;»J Statement 1210.12 includes a detailed description of the authority of 
the PRD. Program reviews of all program areas are conducted by reviewers under the authority of the 
Assistant Director, PRO. Also included in Program Statement 1210.12 are the following: 1) imple­
mentation of the Management Control and Program Review systems in compliance with generally 
accepted government audit standards and policy, 2) development of annual review schedules and related 
budgets, 3) selection criteria for program reviewers, 4) a statement that the review process is to be 
independent, 5) appropriate training for review staff, 6) program reviews to be conducted in a timely, 
economical, and professional manner, 7) review reports to be timely and prepared in a professional 
manner, 8) reports are to be reviewed to ensure review objectives were met, 9) exemplary program 
fmdings are to be validated, 10) an evaluation is to be made of the adequacy of response to review 
findings, 11) followup reviews are to be conducted to ensure all required corrective actions are taken, 
and 12) program reviews do not come to closure until corrective actions have been taken and internal 
controls are k'l place to prevent recurrence. 

The responsibilities of the Wardens/Superintendents directly affect program reviews. Concerns 
include providing full support and cooperation to the reviewers, providing prompt consideration to find­
ings, ensuring freedom of access to all property, records, employees and inmates, and providing timely 
initiation and completion of appropriate corrective action to enable closure of the program review within 
specified time frames. The BOP Program Statement 1210.12 systematically defines the responsibility of 
all key managers and executives in assisting the director, who is required to submit an assurance state­
ment to the Attorney General at the end of each fiscal year certifying that BOP programs are operating 
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effectively and in accordance with applicable law, and that the systems of internal control are adequate 
to protect resources. Material weaknesses and significant concerns in the Bureau's systems of controls 
are to be identified and a plan for correcting them included. The PRD Assistant Director is the designated 
BOP Internal Control Officer. 

In addition to oversight of the program review process, the PRD Assistant Director: 1) serves as 
Program Review Authority for all centralized BOP program reviews, 2) issues an annual review schedule 
and has ultimate responsibility for ensuring timeliness in carrying out the review schedule, 3) develops 
and updates review policies and procedures, 4) provides training to program reviewers, 5) monitors all 
reviews and related materials to ensure reviews are conducted in accordance with policies and procedures, 
6) reviews program review objectives and guidelines for completeness and adherence to accepted formats, 
7) provides analysis and response to all levels of the agency concerning program reviews, 8) assesses 
effectiveness of the review program, and 9) makes recommendations to the Director for improvements 
in management control and program review. Regional directors have responsibility for: 1) ensuring that 
Wardens and Superintendents in their regions are fully responsive to program review findings and that 
program reviews are closed by the institution in a timely manner, 2) determining the need for special 
reviews or studies and ensuring they are conducted, 3) analyzing the results of program reviews, 
management assessments and other studies to determine if there is a pattern of noncompliance or lack of 
controls in regional programs, and 4) annually preparing a certification letter to the Director attesting to 
the adequacy of internal controls in regional programs, summarizing major findings and identifying major 
concerns requiring corrective action. CentrallRegional Office administrators complete Management 
Control Plans and Year-End Assurance Statements for their respective disciplines. 

7. REVIEW OR AUDIT COMMITTEE: Reviews are planned, scheduled and conducted within the 
context of the BOP Strategic Management Cycle. This cycle embodies information from 1) strategic 
plans and goals, 2) management assessments, 3) program reviews, 4) operational reviews, 5) prison social 
climate surveys, 6) institution character profiles, 7) management indicators, 8) policy development, and 
9) other information sources (external agency reviews, etc.) All of these areas are interdependent and 
collectively form what is known as a "strategic management cycle." 

8. ORGANIZATIONAL STATUS: An assistant director is responsible for the functional units or 
branches of the PRD. These include the Program Review Branch (PRB), Strategic Management Branch, 
and Program Analysis Branch. A deputy assistant director administers the PRB. 

9. CATEGORIES: The PRB is divided into two parts: 1) Operations and 2) Programs. Staff of PRB 
conduct financial and program reviews as specified in Program Statement 1210.12. Financial reviews are 
conducted to assess compliance with laws, regulations, policies, and generally accepted accounting 
principles, and to determine whether financial statements of the reviewed entity fairly present the financial 
position (also referred to as financial and compliance reviews), Program reviews determine compliance 
with applicable regulations and policies, adequacy of internal controls or safeguards, and the 
effectiveness, efficiency, and quality of the programs and operations (also referred to as management, 
centralized, operational, or expanded scope reviews). 

10. POLICmS AND PROCEDURES: Comprehensive, written policies and procedures guide the PRD. 
The components of the BOP program review process are addressed in Program Statement 1210.12. The 
statement includes 1) a declaration regarding the purpose and scope, 2) a listing of all affected directives 
and standards that are rescinded or referenced, 3) a catalog of terms used, 4) an account as to how the 
statement is organized. 5) backgrovnd information, including laws and regulations that necessitated the 
development of the statement, 6} the overall policy regarding program reviews, 7) a summary of 
management's responsibilities, 8) a series of statements about executive and administrative staff's 
responsibilities for the program review process, and 9) a catalog of the role and function of the various 
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branches of the PRD as they relate to the program review process. The BOP Program Statement 1210.12 
addresses 1) developing a program review program, or plan, and 2) conducting a program review 
program. Included in appendices are 1) standards for audit that consist of a summary of Standards for 
Audit of Government Organizations, Programs, Activities and Function, 1988 Revision, GAO, and 2) 
program review process examples. 

Developing a Review Program. These programs, or plans for program review, are based upon an 
identification of vulnerable areas, the classification of the types of reviews required (routine program 
reviews or special reviews), the availability of resources, and the sites to be included. The details of the 
management assessment process and followup activities that are the responsibility of the central office 
program administrator are documented. Policy addresses the necessity for updating program review 
guidelines, the development of review objectives, and the specific components of a review. Emphasis is 
placed upon organization and supervision of the verification or examination phase. These topics include 
planning, verification and evaluation, and reporting results (data collection, interviewing and observing). 
Types of review or audit evidence are enumerated along with the standards associated with obtaining 
evidence (sufficiency, competence/reliability, and relevance). 

Procedures are listed when reviewers encounter serious or unusual problems that may dictate halting 
or redirecting the review work. Development of working papers is discussed in detail, including de­
velopment and use of forms, general sampling methodology, and documenting reviewer evaluations (Le., 
judgments that are made by reviewers based upon the evidence gathered). Development of material 
program review fmdings is discussed, including the elements of a finding, i.e., condition, criteria, effect, 
cause, and overall rating. Reporting results of the program review is dealt with in detail, including the 
characteristics of the report (fairness and accuracy, clarity, persuasiveness, and timeliness). Review report 
distribution, retention, and release provisions are discussed. The statement specifies that reporting on 
results of a program review is governed by the principle of I'reviewing by exception." This principle is 
used throughout the auditing profession and means that if an area, component, or issue is not mentioned 
in the report, the reader may assume that no serious or significant deficiencies or need for improvement 
were identified. The program review report fonnat is specified, which includes general comments (areas 
for further study, observations not directly related to the scope of the review, etc.); repeat significant 
findings (a finding reported in the current review that was also listed during a previous formal PRD 
review); and significant findings (material findings of deficiencies found during the review). Closure of 
the program review process is discussed, outlining the reviewer's responsibility and the responsibility of 
the institution. When the review authority has obtained reasonable assurance that deficiencies have been 
corrected, the review authority notifies the CEO that the program review is considered closed. Opera­
tional Reviews are conducted under the authority of the Chief Executive Officer and must be conducted 
within 10 to 14 months from the week the previous PRD review occurred. Operational revi'!ws are 
conducted using the same process as PRD reviews. 

11. REVIEW/AUDIT STAFF: There are 68 Program Review Examiners who are responsible for 
reviews at institutions. These reviewers are assisted by up to 12 institutional field personnel, depending 
upon the discipline being reviewed. To ensure independence and objectivity, institutional field personnel 
do not review operations within their own facility. 

12. CERTIFICATION: The BOP does not provide funds for professional cert~fication of review staff. 

13. TRAINING: Specialized training is provided all program review staff. The 1dOP has developed a 
Program Review and Strategic Management Course as part of the Institutional CrOSH Development Series. 
This training is provided all PRD and institutional staff involved in operational reviews. The course 
includes 1) a section concerning management assessments, which addresses the process and how to use 
the d.ata; 2) a chapter addressing performance monitoring, which discusses operational reviews (an annual 
review conducted under the jurisdiction of the installation CEO) and program reviews (comprehensive 
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reviews conducted at the direction of the review authority that include preparing for and conducting a 
program review with supporting data); and 3) a segment devoted to Strategic Planning, which discusses 
the planning process and implementation. The course material also contains information regarding the Key 
Indicator Strategic Support System (see item 16 below). 

14. AFFILIATION: Review staff are not reimbursed for the costs of professional affiliation by the BOP. 

15. STANDARDS: As indicated in Program Statement 1210.12, PRD program reviews are conducted 
in accordance with Standardsfor Audit of Government Organizations, Programs, Activities and Functions, . 
1988 Revision, General Accounting Office (GAO). The statement further indicates program review 
procedures shall comply with these standards for purposes of program and financial program reviews. 
The American Institute of Certified Public Accountants (AICPA) has issued standards that are applicable 
to and generally ac~epted for financial audits. The AICPA standards for field work and reporting have 
been incorporated into GAO standards. 

General Standards. These refer to qualifications of audit staff, organizational and individual 
independence of the auditors, the importance of auditors exercising due professional care, and the need 
for internal and external quality control of the audit function. 

Field Workfor Financial Audits. These standards describe the necessary planning, audit evidence 
gathering procedures and understanding of the internal control structure, which is necessary for 
completing financial audit field work. 

Reporting Standards for Financial Audits. The unique needs of government financial audits are 
addressed by these standards. A statement is required in the report that the audit was conducted in 
accordance with generally accepted government auditing standards. Where these standards are not 
followed, an explanation is required. The auditors should report on their tests of compliance, citing 
applicable laws and regulations indicating where there is material noncompliance. The auditors should 
also provide positive assurance on those items that were tested for compliance and negative assurance on 
those items not tested. The auditors are to report in writing to appropriate officials within the organization 
and outside the organization, unless law prohibits such reporting, on the entity's internal control structure. 
This report regarding the internal control structure should 1) indicate the scope of the auditor's work in 
obtaining an u~derstanding of the structure and control risk, 2) comment on the entity's internal controls, 
including those established in compliance with laws and regulations having an impact on the financial 
statements and results of the financial related audit, and 3) include reportable conditions, incorporating 
potential weaknesses such as fraud, abuse, and illegal acts. 

Field Work Standards for Performance Audits. These standards relate to audit planning, supervision 
of auditors during the onsite phase, the requirement that the auditors assess compliance with the ap­
plicable requirements of law and regulation, auditors providing reasonable assurance that fraud, abuse 
or illegal acts related to the audit objectives are detected, a statement that an assessment be made of 
applicable internal controls, and assurance that the auditors gather sufficient, competent, and relevant 
audit evidence. 

Reporting Standards for Performance Audits. These standards require written reports to 
communicate results on a timely basis to officials at all levels of government. The reports should be 
complete, accurate, objective, and convincing, and be clear and concise. These reports are to be 
distributed to the appropriate officials of the organization audited, and to the appropriate officials of the 
organization arranging for the audits. Copies of reports are to be sent to officials responsible for taking 
action on audit findings. Unless restricted by law or regulation, reports may be limited in distribution. 

16. AUTOMATION: The Program Analysis Branch (PAB) coordinates analyses of reviews to determine 
trends and patterns that are both discipline-specific and cross-disciplinary in nature. The PAB also has 
responsibility for assisting program administrators and managers at all levels with the use of management 
indicators from systems such as the Key Indicator Strategic Support System (KI/SSS), which is a PC-
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based management infonnation tool providing users access to ~ range of BOP infomlation on inmates, 
staff and fiscal operations. Management indicators include budget reports, past program reviews, special 
studies, routine operating/analytical reports, and program reviews and other tools. Much of the infor­
mation used in management assessment is provided by the PAB, which in tum results in the revision of 
program review guidelines. These guidelines are the general instructions to the PRD program reviewers 
for a particular program or group of programs. KI/SSS is described fully in chapter IX. 

17. AUDIT UNIVERSE: The BOP has defined 15 operational disciplines, also referred to as programs. 
The PRD has assigned responsibility to the Program Review Branch (PRB) Operations Section for review 
of the following disciplines: 1) Correctional Programs, 2) Correctional Services, 3) Community Cor­
rections, 4) Human Resources, 5) Medical Services, 6) Religious Services, 7) Financial, and 8)Computer 
Services. The PRB Program Section has been assigned responsibility to review: 1) Facilities, 2) Safety, 
3) Inmate Sentence Management, 4) Educational Services, 5) Food Services, 6) Psychological Services 
and 7) UNICOR (industries). Thirteen of these disciplines have regional and central office counterparts, 
which are reviewed annually. UNICOR has a central office counterpart only. 

18. PRIORITIES: The purpose of the BOP Management Assessment process is to examine each 
component of a discipline or program to determine 1) the vulnerability of the program to fraud, waste, 
abuse, and mismanagement, 2) the potential for serious problems if policy and regulations are not 
followed, or systems of intem(;~ control are not adequate, 3) the degree to which resources are being used 
efficiently, 4) program review priorities, and 5) management indicators by which program operations are 
to be evaluated. The one-week process addresses all three BOP management levels: the Central Office, 
regional offices, and institutions. The Strategic Management Branch (SMB) has responsibility for 
coordinating annual management assessments of each discipline. The management assessment consists of 
1) a review of past and current perfonnance, examining various management indicator data, and 2) an 
assessment of the program's level of risk and need for improvement by means of a structured review 
methodology (risk assessment). 

Each 5MB evaluator has responsibility for several disciplines and coordinates the identification of 
legal and professional requirements pertaining to the discipline. Since 5MB evaluators are process experts 
rather than content experts, they facilitate the Management Assessment by meeting with the Regional 
Administrator, Wardens and managers from various levels and the BOP Discipline Director. The purpose 
of these meetings is to 1) identify an objective for operational activities, 2) assess the level of risk, 3) 
arliLtalate procedures or control techniques that provide reasonable assurance operational objectives will 
be met and problems avoided, 4) identify the perceived adequacy of these controls and safeguards, 5) 
anticipate the significance of actual risk to the program's mission, 6) distinguish methods of reviewing 
the activity to ensure controls are adequately tested, and 7) index specific program review objectives and 
steps to carry out testing. 

Central office administrators are fully involved in the management assessment process. It is the 
responsibility of the Central Office Program Administrator to ensure that necessary documentation is 
maintained regarding the management assessment process. This documentation is subject to audit by the 
Department of Justice, General Accounting Office and review by the PRO. It must be maintained for two 
years and must be reasonably sufficient to lead a person who is not an expert ill the field to the same 
conclusion. 

A Management Assessment fonn has been developed, which 1) identifies the program-usually 
defmed as the discipline-see 17: Audit Universe, 2) articulates an objective statement (Le., to ensure 
institutions are operated in a manner that provides a safe environment for staff and inmates and prevents 
inmate escape, 3) includes an identification of the process (i.e., tool, weapon and hazardous material 
control), and 4) provides a listing of the steps necessary in the process from start to finish. An inherent 
risk factor is applied to each step in the process, and the adequacy of internal controls is assessed for each 
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step. Overall risk is seen as high, medium or low. An attempt is made to balance the inherent risk against 
the level of internal controls to detennine the overall risk. 

Key responsibilities of the assistant directors include ensuring that management assessments of all 
division programs are conducted and related results are incorporated into the long-tenn Management 
Control Plan (a brief written plan sununarizing the results of the Management Assessment and planned 
related action). Management Assessments are used to detennine the degree of risk for each important 
process or activity. Assistant directors also must 1) detennine the need for special reviews or studies and 
ensure they are conducted, 2) analyze the results of program reviews, management assessments, and other 
reviews and studies to detennine if a pattern of noncompliance or weaknesses in internal controls is 
found, 3) update Management Control Plans and monitor progress in correcting deficiencies, and 4) 
annually review and update Program Review Guidelines, which are the measures by which program 
reviews are conducted. 

19. CYCLE: Following Program Statement 1210.12, each program or operational area at each Bureau 
installation is comprehensively reviewed, in accordance with published Program Review Guidelines, by 
reviewers at least once every two years. Newly established facilities should be reviewed within 12 to 16 
months of activation. 

20. SCHEDULES: Management Control Plans are developed for five year periods by Central Office and 
Regional Program Administrators. These plans are based on Management Assessments and include 
planned actions. In addition to outlining the frequency of routine PRD program reviews, Management 
Control Plans identify the level of risk associated with program areas, plans to correct problems th~t do 
not require additional review, plans for special studies, surveys or task force efforts to examine problems 
in detail along with dates for completion, and a certification that all high risk areas have been included 
in the Program Review Guidelines or will be addressed in a special review. The PRD Assistant Director 
issues a compiled Annual Program Review Schedule for all programs and is responsible for ensuring the 
timeliness of program review schedules. BOP Program Statement 1210.12 specifies reviews are 1) 
scheduled via the Annual Program Review Schedule, 2) included in a special sampling of sites to test the 
adequacy of specific controls, or 3) conducted in response to a specific event or request. 

21. SCOPE: The nature of the discipline in which a review occurs dictates the scope. Program Review 
Guidelines are developed subsequent to the Management Assessment process. The BOP Program 
Statemen.t 1210.12 indicates the scope of a review may include 1) a complete examination of one 
program, 2) an examination of one or more components of a program, or 3) a special review affecting 
several programs. 

22. SURVEY: A reviewer-in-charge is assigned responsibility to prepare for each review scheduled. The 
BOP Program Statement 1210.12 indicates that, as part of preparation for a review, data collection should 
occur (to include the use of the Key Indicator/Strategic Support System) and an (lSsessment before arrival 
at the review site in order to help focus program review objectives. A written site plan is prepared which 
includes the review site, program area (discipline), scope, dates of review, suggested team members, 
estimated budget in dollars and reviewer days, date of last review, status of last review, a summary of 
indicators (previous review findings and other data, potential problems and any anticipated adjustments 
to the Program Review Objectives). Upon obtaining input from the respective Regional and Central Office 
Administrators, the reviewer-in-charge submits the plan to the PRD Assistant Director or designate for 
approval. The reviewer-in-charge then implements the plan that includes arranging for the services of and 
notifying the team members, and arranging onsite logistics. 

23. WORK PROGRAM: Program Review Guidelines that are developed as part of the Management 
Assessment process contain general instructions for reviewers of a program or group of programs. 
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Development of these guidelines afford Program Administrators (discipline experts) the opportunity to 
outline review instructions unique to the program. The guidelines also contain instructions as to the 
frequency of reviews, the number of reviewer days required, general sampling techniques, the period of 
examination, composition of the review teams, types of checklists, and other review tools needed. All 
guidelines are reviewed by the Strategic Management Branch before being used. 

Program Review Objectives. Based on the results of the Management Assessment, Central Office 
staff and Regional Program Administrators, with input from the Warden advisory groups and institutional 
managers, establish a series of objectives that will enable reviewers to focus on areas where attention is 
most needed in the subsequent 12 to 24 months. These objectives relate to areas that are highly vulnerable 
to risk, ar~as having the potential for savings, and areas where there have been problems. Central Office 
Administrators have responsibility to ensure the objectives encompass all criteria necessary to measure 
whether the objectives of the program are being accomplished. Minimally, objectives address ali 
significant policy requirements necessary for achievement of the objectives. A background statement 
provides additional information as to why the objective has been included in the Program Review 
Guidelines. If the objective involves a policy requirement, government regulation and/or mandatory ACA 
standards, they are listed in the background statement. 

Program Review Steps. After each program review objective, background statement, and policy 
citation is a listing of program review steps. These steps describe the work that is required to meet the 
program review objectives. The steps outline the work to be done during the review, the specific docu­
ments to be examined, sampling techniques to be used, span of time to be reviewed, processes to be 
observed, persons to be interviewed, and purpose of the program review step. These steps represent the 
minimum acceptable testing that must occur to obtain the evidence necessary to meet the program review 
objective. Where applicable, the program review step cites an appropriate reference to policy, regulation, 
standards, etc., which will reduce the amount of time required by reviewers to become familiar with 
review criteria from these sources. These cites are an aid to other audit agencies and allow the guidelines 
to be used as a training tool. Management indicators that may be contained in program review steps 
reflect the expected results or outcomes of programs. They result in information allowing the monitoring 
of goal attainment. 

Mandatory Program Review Objectives. These are a separate component of the Program Review 
Guidelines for each discipline that are applied at the regional level. They are reviewed by a department 
head or staff of greater rank for inclusion in the program review report. 

24. NOTIFICATION: The review authority notifies the CEO in writing of an upcoming review 30 days 
before the review. According to Program Statement 1210.12, the notificatio;i contains 1) dates of the 
review, 2) names, titles, and duty stations of the reviewer-in-charge and reviewers, 3) scope of the 
review, 4) program area(s) to be examined and type of review, 5) special focus areas if any, 7) program 
review objectives if different from those published in the Program Review Guidelines, 8) requests for any 
specific information from officials at the review site (requests for such information are limited to those 
pieces of information not available from any central data base or central information location), and 9) a 
request that the CEO respond if there are any additional special concerns or areas that the CEO would 
like examined. The review authority reserves the right to conduct reviews without prior notification if 
deemed necessary to achieve reasonable assurance that a site/program is operating in accordance with 
applicable law and policy, and property and resources are efficiently used and adequately safeguarded. 

25. ONSITE VERIFICATION AND EVALUATION: An entrance interview is conducted upon the 
review team's arrival at the review site. At this meeting the reviewer-in-charge defines the scope of the 
review., describes how the review w.ill be organized so as to cause as little disruption as possible, informs 
the Warden/Superintendent and staff that consideration will be given all related fmdings, establishes lines 
of communication, and establishes a date and time for closeout. BOP Program Statement 1210.12 indi­
cates the examination phase of the review involves all the data collection, interviewing, and observations 
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conducted at the review site. The steps, procedures, principles, and tools required for the examination 
phase include 1) a meeting by the reviewer-in-charge with the program review team members to brief 
them on the plan, including division of labor, time frames, objectives, and sampling techniques; 2) 
infonning the department head and staff that all comments that might alter fmdings and recommendations 
or that provide information concerning the cause of deficiencies will be fully reviewed and given con­
sideration and that the reviewers will work with them to find causes and solutions; 3) the reviewer-in­
charge keeping the department headlor Associate Warden informed concerning all preliminary findings, 
including providing sufficient detail to allow a full understanding of the issues; and 4) the reviewer-in­
charge providing adequate supervision of the review team. 

The reviewer-in-charge conducts daily closeout meetings with institution staff, associate warden, 
and warden when deemed appropriate to discuss deviations from the review scope, recommendations, 
misunderstandings and resolution of issues, and evaluate areas where immediate correctable action may 
occur. The reviewer-in-charge is also responsible for debriefing the review team on a daily basis. This 
includes a discussion of information gathered and any needed adjustments to work distribution. There may 
be situations where problems are so pervasive or serious that reviewers will find it necessary to halt the 
review or drastically redirect the program review work. The reviewer-in-charge discusses the matter with 
the review authority who has final authority to halt or redirect the review. Before a review can be halted, 
the reviewer-in-charge ensures that sufficient evidence has been gathered to prepare a report of major 
findings. Ending or redirecting a review before completion of the planned review scope does not relieve 
the reviewer-in-charge from preparing a Program Review Report in accordance with policy. The next 
course of action is discussed with the review authority. Action may include providing technical assistance 
for the remainder of the review period, scheduling a later return to the review site to provide the 
necessary assistance, or naming a special staff assistance team comprised of program (discipline) experts. 

Reviewers are to be alert to situations or transactions that would indicate fraud, abuse or illegal acts. 
Any evidence of this activity is reported immediately to the CEO and the review authority and may be 
referred to Internal Affairs for investigation. The evaluation phase is where reviewers begin making 
judgments about every document examined, every interview conducted, and every observation to ascertain 
the interrelatedness of evidence. As reviewers organize evidence into findings, they ensure it is sufficient, 
reliable, and relevant. They analyze the evidence for indications of patterns, trends, interrelationships, 
common causes and effects of the problems, and for innovative methods of improving operations. A 
Program Review Draft Report is prepared and the reviewer-in-charge holds an exit interview with 
institution staff and the CEO. As indicated in the Program Review and Strategic Management Course, 
Institutional Cross Development Series (December, 1990 Edition), a positive attitude and manner are 
important for setting the tone for improved performance of the program. The draft of the report on the 
findings is discllssed in order to provide information, clarify any misunderstandings that may have arisen 
during daily briefings, resolve any differences of interpretation on factual assessment where possible, and 
explain the next steps in the review process and set timetables. Any confidential matters are discussed 
in a private meeting with the CEO. An effort is made throughout the review process to ensure open 
communication. 

26. WORKING PAPERS: Comprehensive working papers are developed and maintained for each 
review. The reviewer-in-charge has responsibility for oversight of working paper development, ensuring 
that this review-related evidence is accurate and complete, understandable, legible, neat, and relevant. 
The types of evidence gathered by reviewers may be categorized as follows: 

• physical evidence that comists of direct observation and is considered the most dependable in 
determining the adequacy of internal controls; 

• documentary evidence consisting of files, records, etc.; 
e analytical evidence, which is developed by making judgments; and 
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• testimonial evidence, including interviews, which are considered the least dependable type of 
evidence. 

Any review-related evidence of a serious problem is organized into a finding or series of findings. 
According to Program Statement 1210.12, working papers are a record of the reviewer's work, written 
and organized in such a manner that an independent reader can come to the same conclusions as the 
reviewers, based upon the evidence. Working papers provide a systematic record of the work done and 
supporting documentation for findings. Tney serve as evidence in tli:e event program review conclusions 
are challenged. Working papers consist of 1) the management indicators reviewed in preparation for the 
program review, 2) notes taken during interviews, 3) a record of observations, 4) reviews of documents, 
including computer printouts, logs, and files, 5) analyses or computations that support findings, and 6) 
all pre-printed program review checklists and interview sheets. A file is established for each program 
review, and the original working papers are placed in the file. 

BOP Program Statement 1210.12 specifies that if maintaining the original working papers is not 
practical, the documents must be at least referenced by name, date, title, result, etc., to enable another 
person not involved in the review to follow or recreate the program review paper trail if this becomes 
necessary. The file's contents are to be clearly identified as official program review material and include 
the review site, program area, and dates. The working paper format is specified and forms are provided 
the reviewers on which to prepare working paper documentation. The Program Statement indicates 
working papers should be 1) complete and accurate to provide proper support for program review 
conclusions; 2) clear, concise, and understandable; 3) legible and neat; and 4) restricted to matters that 
are materially important and relevant to the program review objectives. 

27. REPORTING RESULTS: Review findings are developed to address weaknesses in internal con­
trols. According to Program Statement 1210.12 the materiality of deficiencies and whether or not they 
need to be placed in the official report is a matter of professional judgment on the part of the reviewer 
with concurrence of the reviewer-in-charge. This is based on the evidence, extent of the problem, the risk 
to efficient and effective management of the program, and the program review objectives. Criteria for 
assessing materiality include 1) importance to the accomplishment of the mission of the program, 
institution, or the Bureau, 2) pervasiveness of Li.e condition, 3) whether indications of fraud, waste, abuse 
or illegal acts are found, 4) the extent of the deficiency, 5) the importance of maintaining internal 
controls, 6) the dollar amount involved compared to allocation for the program, and 7) the relationship 
to the Mandatory Program Review Objectives. 

The elements of review findings include criteria, condition, effect, cause, overall rating, and recom­
mendation(s). The BOP Executive Staff determined that it is essential to have an efficient method of 
gathering information from Program Review Reports. The rating system reflects the overall judgment of 
the reviewer-in-charge as to how weI! the mission and objectives of the program are accomplished. Rating 
factors include 1) Superior, which means the program is operated in an exceptional manner and 
deficiencies are limited; 2) Good, indicating vital functions are being performed, there are few de­
ficiencies, and internal controls are functioning so that program performance is above an acceptable level; 
3) Acceptable, meaning the vital functions of the discipline are being performed and, although numerous 
deficiencies exist, they do not detract from the acceptable accomplishment of the program area; 4) 
Deficient, reflecting that one or more vital functions are not being performed at an acceptable level and 
internal controls are weak, thus allowing serious deficiencies in one or more program areas; and 5) At 
Risk, meaning program operation is impaired to the point it is not presently accomplishing the overall 
mission and internal controls are not sufficient to reasonably assure acceptable performance in the future. 

According to Program Statement 1210.12, the written report of findings is submitted to the review 
authority within twenty business days after the end of the review. Exceptions to this deadline must be 
approved by the review authority. Within ten working days after receipt by the review authority, tAle 
review report is forwarded to the CEO of the review site, under cover of a memorandum from the review 
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authority. The memorandum includes 1) an indication of the overall rating, 2) a statement of the scope 
of the review, 3) a summary of significant findings, 4) a listing of repeat findings, and 5) a directive that 
a written response to the report is required within twenty business days. The response includes 1) planned 
corrective action and time frames for each significant finding, 2) a statement as to the action taken to 
correct repeat findings noted in the last review with certification that internal controls have been 
implemented to ensure the deficiencies remain corrected, 3) a brief response to any issue needing 
attention, and 4) a certification statement that all deficiencies have been corrected (which is a blanket 
statement with exceptions noted). Copies of the report and cover memorandum are sent to the respective 
administrators (assist3nt director, regional director and regional and central office administrators of the 
discipline). If a separate report containing confidential information is being issued, this is stated in the 
report/or cover memorandum. 

28. LOCAL REVIEWS OR AUDITS: Operational reviews are to be conducted within ten to fourteen 
months from the week the previous program review was conducted. It is the responsibility of the CEO 
to ensure this occurs and these reviews are conducted, including the five phases of PRD reviews 
(preparation, verificationlexarnination, evaluation, reporting, and followup). Operational reviews for 
newly activated facilities should be conducted six to eight months after activation. The CEO determines 
Operational review team composition. Unlike followup reviews (see 30, Followup) these full-scale 
reviews are considered !o be a function and responsibility of each department. According to Program 
Statement 1210.12, the entire review team can be comprised of staff of the department being reviewed. 

29. SAFEKEEPING AND ACCESSIBILITY: Program Review Reports are retained by the review 
authority for eight years, in accordance with the provisions of the National Archives and Records 
Administration, General Records Schedules (Number 22). If an outside party requests a report or related 
working papers, a written request must be made to the Director. Generally, information that could impact 
security of an institution or negatively affect the functioning of a discipline if released is confidential. 

30. FOLLOWUP: The CEO ensures a followup review is conducted locally to ascertain if adequate 
internal controls are in place to prevent problems, from recurring. The appropriate Associate Warden 
(A W) or Assistant Superintendent is responsible for the followup being conducted. The A W may 
personally conduct the review or head a review team. Local options include appointing other institution 
department heads or members of the review team to provide cross-discipline training or including the 
department head and/or staff in question on the review team. Since a program review should be closed 
within 120 business days of receipt of the review report and closure cannot be made before the followup 
review, the local review should be conducted in advance to allow closure on time. Each deficiency men­
tioned in the review report is examined by means of an adequate sampling of documents, observations, 
etc. The intent is to determine not only whether the deficiency has been corrected, but whether adequate, 
cost-effective controls have been instituted, where appropriate, to lessen the likelihood of a recurrence 
of the deficiency. 

It is the responsibility of the Regional Program Administrator of each discipline to monitor the 
implementation of corrective actions and the placement of internal controls as outlined by the CEO in 
response to program review findings. The reviewer-in-charge informs the review authority as to the 
adequacy of the response and corrective actions taken by the institution. It is also the reviewer's 
responsibility to ensure that review closure is warranted and that a local monitoring system is in place 
to followup on "post-closure" long term actions. 

31. CONTINUING QUALITY IMPROVEMENT AND PEER REVIEW: Various levels of continuing 
quality improvements efforts occur with respect the PRD function. For example, Program Statement 
1210.12 requires that the reviewer-in-charge establish and maintain a quality assurance program for the 
purpose of providing reasonable assurance that program review work conforms with GAO auditing 
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standards and with the requirements of the program statement. This includes the requirement that the 
reviewer-in-charge conducts a Quality Assurance Review (QAR) for each review report. The QAR in­
cludes: assurance that review findings are fully supported by sufficient, reliable, and relevant evidence; 
an indication that the program review objectives have been met; statements indicating review team 
members were properly supervised and their work was adequately reviewed; verification that review 
findings can be traced to working papers and that supporting documentation is accurate; and an indication 
that interim meetings were regularly conducted with institution management. The review authority ex­
amines the report to ensure compliance with the provisions of the program statement and standards of 
auditing. 

In March 1992 the U.S. Department of Justice, Justice Management Division pubHshed. an Imernal 
Control Report: Bureau of Prisons-Management Control Quality Assurance Review, The report ad­
dressed BOP operations with regard to the Federal Manager's Financial Integrity Act (FMFIA) of 1982 
that was enacted to help reduce waste, loss, unauthorized use, and misappropriation of resources. The 
Act and its implementjng guidelines and circulars are also concerned with the efficiency and effectiveness 
of agency programs. The involvement of individual managers in risk assessments, corrective actions, 
reporting, and the provision of reasonabl~ assurance that the requirements of the FMFIA are being met 
is essential to the process, according to the report. 

The BOP control report analyzed 1) the BOP implementation strategy regarding FMFIA and OMB 
Circular A-123; 2) the organizational segmentation of the BOP; 3) the staffing and support given to 
operational evaluation and reporting in the BOP; 4) the level of inter.nal control elements in managers' 
performance of work plans; 5) the training provided managers pertaining to FMFIAIA-123; 6) the risk 
assessment process (management assessment) and related benefits; 7) field office involvement or the 
manner in which the organization is segmented into assessable units and reasonable assurance of adequate 
internal control is communicated up the chain of command; 8) automated systems of tracking the organi­
zation's internal control process, which includes management/risk assessments and risk rating, program 
review and operation review issues, and the management review plan; 9) the reporting process of 
assurance of internal controls within the organization; 10) the level of management reporting, partici­
pation by the management review officials, and internal reviews and audits as a means of achieving 
quality assurance; 11) the ability of the organization to identify operational weaknesses, determine ap­
propriate corrective action, and provide reasonable assurance up the chain of command that internal 
controls are effective (including reporting assurance through the Director to the U.S. Attorney General); 
and 12) the certificaHon process of "reasonable assurance" within the BOP that is used by the U.S. 
Attorney General ar.d contributes to the aggregate of assurances for the Department of Justice; it is given 
to the President and Congress by December 31 of each year. The Justice Management Division's quality 
assurance review of the BOP did not reveal any serious shortcomings. The report reflects that the 
program is both well conceived and well managed, and provides a sound basis for the year-end reasonable 
assurance provided by the Director to the U.S. Attorney General. 

32. EXTERNAL REVIEWS AND AUDITS: External reviews are regularly conducted of BOP 
operations. For example, the GAO reviews the quality of medical care within the institutions. The Office 
of the Inspector General conducts reviews of trust funds and OSHA conducts regular inspections. 

Illinois Department of Corrections Internal Audit Functions 

Units visited were the Illinois Department of Corrections (IDOC) Operations and Program Audit 
Unit (OPA) aJad the Fiscal Internal Audit Unit (FIA). 

1. ORGANIZATION: The Director of the IDOC has a Chief Deputy Director responsible for eight areas 
some of which include Correctional Industries and Personnel. In addition there are deputy directors over 
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each of six divisions: Adult Institutions, Community Services, Juvenile, Employee and Inmate Services, 
Administration and Planning, and Inspections and Audits. 

2. NUMBER OF EMPLOYEES: The IDOC employs 11,500 individuals with 9,700 assigned to the 
Adult Institutions Division. 

3. NUMBER OF INSTITUTIONS: The Adult Institutions Division is responsible for 23 institutions with 
one currently under construction. There are six juvenile institutions under the authority of the IDOC. 

4. NUMBER OF INMATES: The adult inmate population exceeds 30,000. There are 21,000 parolees. 
Four hundred juvenile offenders are incarcerated and 1,200 are on parole. 

5. LEGISLATION: State law requires establishment of a full-time program of internal auditing to 
maintain an effective system of internal control. Appointment of a chief internal auditor is required who 
is a certified internal auditor or a certified public accountant with four years of auditing experience, or 
is an auditor with five years auditing experience. The chief internal auditor is required to report directly 
to the chief executive officer. Internal audit staff is to be free of all operational duties. A two-year audit 
plan is specified to include major systems of internal accounting and administrative control. 

6. CHARTER: IDOC administrative directives have been published for both OPA and FlA. Although 
these directives are dissimilar they 1) include the purpose of the respective audit function, 2) state the 
applicability of the directive, 3) list a definition of audit terms, 4) provide general information about the 
audit function and indicate audit requirements, which include reporting responsibilities, 5) indicate that 
the (FIA) auditing program will follow standards promulgated by the Im;titute of Internal Auditors, and 
6) detail auditing procedures. 

7. REVIEW OR AUDIT COMMITTEE: Both OPA and PIA develop audit schedules for review and 
approval by executive staff. The OPA Audit Manager reports directly to Deputy Director of Inspections 
and Audits who in tum reports to the Director of the IDOC. The Chief Internal Auditor of FIA, in 
accordance with state law, develops a two-year plan for review and approval by the Director of the 
IDOe. No organizationally independent review or audit committee provides oversight of the audit 
process. The scope of audits and related audit work of FIA is reviewed, however, by the Illinois Office 
of the Auditor General. 

8. ORGANIZATIONAL STATUS: According to the most current IDOe table of organization, the Audit 
Manager of OPA reports to the Deputy Director of Inspections and Audits. The Chief Internal Auditor 
of FIA reports to the Director. 

9. CATEGORIES: As indicated in an IDOC administrative directive, staff of OPA conduct expanded 
scope audits, which include compliance with federal law , state law and department policies; economy and 
efficiency; and, program results, 

Staff of PIA have responsibility, according to an IDoe administrative directive, for 1) audits of 
major systems of internal accounting and administrative control, which include testing of the obligation, 
expenditure, receipt, and use of public funds and grants; 2) reviews of the design of major new electronic 
data processing systems and major modifications; and 3) special audits of operations, procedures, 
programs, electronic data processing systems, and activities. The Deputy Director of Inspections and 
Audits has used the combined professional expertise of OPA and FIA on specialized audits. 

10. POLICIES AND PROCEDURES: The administrative directive guiding audits includes written 
procedures for audit planning that require written notification of the scheduled audit; the conduct of a pre-
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audit survey, which includes input from executive staff; the review of previous audits; coordination with 
the facility audit liaison; planning meetings; obtaining special expertise to assist in the audit, if needed; 
and audit scope development. The directive also addresses the verification phase, including presentation 
of the audit scope to the chief administrative officer of the facility and immediate reporting of any 
security-related problems found. Also, any impairments encountered by auditors are reported to the chief 
administrative officer of the facility and the Audit Manager of OPA. The verification phase also includes 
audit testing procedures, the audit liaison's role as the facility's representative in assuring the audit 
progresses according to the planned ~r.ope and schedule, development of working papers, evaluation of 
audit evidence obtained, omission of confidential information, development of a draft report and obtaining 
the chief administrative officer's evaluation of the audit team. 

The administrative directive for the FIA requires submission to the director of 1) an audit plan, and 
2) an annual report stating how the plan was carried out, to include significant findings and the extent 
to which recommended changes were made. The chief internal auditor's responsibility to coordinate 
external audits is also addressed. The administrative directive also states the auditor'S right of access and 
the responsibility of managers in providing the auditors information. A reference to generally accepted 
audit standards is also made. 

11. REVIEW/AUDIT STAFF: There are 10 personnel assigned to OPA and include the audit manager, 
an executive secretary and eight management operations analysts. Duties and responsibilities are detailed 
in position descriptions that include how audits are to be planned and conducted. 

Ten personnel are assigned to FIA, to include a chief internal auditor, a secretary, a supervisor, 
three senior auditors, three internal auditors, and electronic data support staff. The duties and respon­
sibilities of FIA staff are specified in Illinois State class series statements. 

12. CERTIFICATION: OPA personnel do not possess audit-related certification. Within FIA the Chief 
Internal Auditor is a Certified Internal Auditor. 

13. TRAINING: Specialized in-service audit training is provided to newly hired OPA staff and local 
internal auditors in the facilities by the OPA Audit Manager. Specialized audit training for FIA staff is 
obtained through the Springfield Chapter of the Institute of Internal Auditors. This provides audit staff 
the opportunity to participate in professional development seminars. Also, new auditors participate in on­
the-job training for 6 to 12 months to develop professional internal auditing skills. 

14. AFFILIATION: FIA personnel are provided membership in the Institute ofInternal Auditors by the 
IDOC. 

15. STMl])ARDS: The administrative directive for OPA indicates the unit" ... shall follow the guidelines 
established by the current Standards for Audit of Governmental Organizations, Programs, Activities, and 
Functions published by the United States General Accounting Office. The audit process shall include five 
phases: planning, verification, evaluation, reporting, and followup." 

The administrative directive for FIA indicates the ". . . internal auditing program will follow the 
Standards for the Professional Practice of Internal Auditing promulgated by the Institute of Internal 
Auditors and adopted by the State of Illinois Internal Audit Advisory Board." These standards address 
auditor independence, proficiency and due professional care, the scope of internal audits, a statement as 
to what audit work includes, and management of the auditing department. 

16. AUTOMATION: OPA support personnel prepare audit checklists and other materials using data 
processing equipment. Staff of FIA are complemented by an electronic data support staff person. By 
administrative directive FIA staff review the design of major new electronic data processing systems. The 
information system used by the IDOC is described fully in chapter IX. 
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17. AUDIT UNIVERSE: Staff of OPA conduct audits of all adult and juvenile facilities and programs. 
FIA personnel audit major systems of internal accounting control and administrative control, including 
revenues and cash receipts, expenditures and cash disbursements, property and equipment, personnel and 
payroll, purchasing, accounting and financial reporting, planning and budgeting, inventories, electronic 
data processing, locally held funds, grant administration and federal financial reports. 

18. PRIORITIES: The Audit Manager of OPA in conjunction with the Deputy Director of Inspections 
and Audits establishes audit priorities based upon direct input from Executive staff and prior audit 
histories of various facilities and programs. The FIA Chief Internal auditor, in preparing an annual audit 
plan, calculates the number of staff hours required by the audit plan and the actual staff hours available. 
Assumptions and judgmental risk assessments are made based primarily on prior external and internal 
audit results. In establishing audit priorities, key assumptions are made that 1) the quality of fiscal 
operations tend to remain the same if staffing remains the same, 2) the department has developed adequate 
systems of internal control, 3) the size of an institution's budget is an inherent risk, 4) the overall audit 
risk grade of high, medium or low is a judgment grade based on both the audit risk and inherent risk, 
5) the interests of the department are better served by conducting comprehensive audits at institutions 
where higher risk is assessed than by attempting limited scope audits at all institutions. 

19. CYCLE: Audits are conducted by OPA of all institutions and offices as required by administrative 
directive. Staff of FIA develop a two-year audit plan as required by state statute. 

20. SCHEDULES: The audit manager of OPA develops audit schedules for each quarter of the fiscal 
year indicating the dates of the onsite, the facility or program to be audited, the audit staff assigned and 
the lead auditor. The proposed schedule is reviewed and approved by the deputy director and distributed. 
The Chief Internal Auditor of FIA develops an audit plan or schedule for each fiscal year, which includes 
the number of planned audit hours, the audit risk grade, the institution, a summary of previous internal 
and external audit findings, the number of repeated findings, and the percent of audit hours versus the 
percent of expenditures for each institution. 

21. SCOPE: Staff of OPA audit for compliance to the administrative directives of the IDOC. The audit 
manager oversees the updating Df an appendix for each division under audit. These appendices contain 
a listing of administrative directives by category, the related number and title, and an indication as to 
which are administrative directives that must be audited (mandatory). Also included in the appendices are 
listings of special issues and medical issues. The Chief Internal Auditor of FIA identifies major systems 
of internal accounting and administrative control to be audited as required by statute. The class series for 
internal auditors published by the State of Illinois indicates the auditor reviews and evaluates 1) agency 
operation in regard to the adequacy and efficiency in achieving agency goals, 2) the soundness, adequacy 
and use of operational (including financial) controls toward the goal of effective control at reasonable 
cost, 3) the reliability and integrity of reporting systems, 4) agency operations deemed inappropriate 
reSUlting from actions by employees that are believed to be fraudulent, and 5) the agency's compliance 
with local, State and Federal statutes and regulations, agency policies, plans and procedures, and good 
business practice. 

22. SURVEY: Much of the preparation for audits by OPA is done through the review of administrative 
directives, updating appendices used to catalog administrative directives and special issues, and the prep­
aration of audit questionnaires. When written notification is given to a facility or progrilII1 to be audited 
a pre-audit survey form is provided. According to the administrative directive guiding OPA operations, 
the pre-audit survey lists specific Department policies and requires the facility to provide information 
relative to what can be observed at the facility to indicate compliance, what documentation can be 
provided which will indicate compliance, and who specifically can be interviewed to provide information 
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or clarification with regard to the specific policies. Similarly, FIA personnel under the supervision of the 
Chief Internal Auditor develop familiarity with the facilities to be audited and participate in the 
development of audit questionnaires in such areas as commissary funds; employee benefit fund; inmate 
trust fund; and personnel, payroll, and timekeeping. 

23. WORK PROGRAM: OPA personnel develop comprehensive questionnaires or checklists and 
detailed instructions for their completion for aU administrative directives. These forms include 1) the 
number and title of the administrative directive, 2) an indication of the facility where compliance with 
the administrative directive is to be assessed, 3) the names of the audit staff, 4) the date and time audit 
tests were conducted, 5) an indication of the facility staff interviewed, 6) notations of whether there is 
a finding and whether it is a repeated finding, 7) a notation indicating if the results have been dictated 
by the auditor, 8) a series of questions based upon the requirements of the administrative directive, 9) 
a column to indicate whether the requirements of the administrative directive have been met or whether 
they are not applicable, 10) an indication of the methods of observation or verification and the 
documentation obtained to establish the level of compliance with the administrative directive, and 11) a 
section for notations. Specialized matrices are also developed and used for functions such as counseling 
services to assess the amount of time spent on noncounseling and caseload activities. Audit questionnaires 
are prepared by FIA personnel that include 1) an indication of the institution audited, 2) the title of the 
major systems of internal accounting and administrative control to be addressed, 3) a statemrnt of the 
audit objective(s), and 4) the audit steps to be followed, including development of conclusions. 

24. NOTIFICATION: The administrative directive guiding OPA operations indicates that written notice 
shall be provided eight weeks in advance to the facility where an audit has been scheduled. The Chief 
Internal Auditor of FIA develops a two-year audit plan that is reviewed and approved by the Director. and 
distributed to the deputy directors. 

25. ONSlTE VERIFICATION AND EVALUATION: Both the Audit Manager for OPA and the Chief 
Internal Auditor for FIA have developed comprehensive methods for managing the audit onsite 
verification phase. For each audit conducted by OPA an audit recap spreadsheet is maintained which 
includes rows for each administrative directive being audited. These spreadsheets have 1) the audit name, 
2) the function (Le., subject) of the administrative directive, 3) an indication as to whether an audit 
finding was developed, 4) the date the administrative directive was audited, 5) the time spent, 6) whether 
the finding is a repeated finding, and 7) a statement as to the cause of noncompliance with the adminis­
trative directive. The audit onsite verification phase conducted by FIA is documented along with other 
aspects of the audit, which includes the development of draft reports, preparation of a progress sheet, and 
an auditor assignment appraisal. These documents address, among other activities, the time budgeted, the 
entrance meeting, and when field work ended. 

26. WORKING PAPERS: Both OPA and FIA staff maintain working papers to document each audit. 
OPA personnel develop files containing all pre-audit survey material, audit questionnaires and notations 
of auditors testing procedures and conclusions. Audit recap spreadsheets and all other pertinent docu­
ments are maintained, including draft findings. OPA personnel use an audit actuarial form to assess the 
materiality of.a finding using criteria such as whether 1) it is a system problem, 2) an isolated incident, 
3) whether the problem was found during an internal audit by facility staff, 4) resolved at the facility after 
the facility internal audit, or 5) whether it recurred after resolution. FIA personnel maintain extensive 
working papers containing pre-audit survey infonnation, audit questionnaires and checklists, and related 
evaluations and conclusions. Draft findings are referenced to the supporting working papers. For purposes 
of audit oversight or supervision tracking forms, point sheets, and process flow spreadsheets that docu­
ment audit activity are maintained as part of the working papers. 
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27. REPORTING RESULTS: OPA personnel are required by administrative directive to conduct an exit 
conference to be attended by the Director or hislher designee, appropriate executive staff, the manager 
of the facility or program site under audit and his/her assistants. An oral presentation is made of the audit 
findings and recommendations, and the manager of the facility or program site under audit responds by 
1) accepting the findings and recommendations, 2) clarifying the information presented, or 3) rejecting 
the findings and recommendations with a verbal explanation for nonacceptance. The manager of the 
facility or program site under audit discloses to the Director how the recommendations or appropriate 
alternatives will be implemented, who will be responsible for resolving audit findings, and when those 
fmdings can be expected to be eliminated. This information is recorded by the audit team and is reflected 
in the fmal report that is submitted to the Director within 15 working days of the exit conference. The 
final report includes 1) a description of the audit scope and objectives, 2) a statement that the audit was 
conducted in accordance with generally accepted government auditing standards, 3) a description of 
material weaknesses found in the internal control system (administrative controls), 4) a statement of 
positive assurance on those items of compliance tested and negative assurance on those items not tested, 
5) recommendations for action to improve problem areas identified in the report and to improve 
operations, 6) pertinent views of responsible officials of the organization, program, activity or function 
audited concerning the auditor's findings, conclusions, and recommendations, 7) a description of note­
worthy accomplishments, particularly when management improvements in one area may be applicable 
elsewhere, 8) a listing of any issues and questions needing further study and consideration, and 9) a 
statement as to whether any pertinent information has been omitted because it is deemed privileged or 
confidential. 

The administrative directive which guides FIA requires that by September 30 of each year the chief 
internal auditor submits to the Director a written report detailing how the audit plan for that year was 
carried out, the significant findings, and the extent to which recommended changes were implemented. 
Audit reports are issued after each onsite audit. Staff of FIA report audit results to the Director and the 
chief administrative officer of the facility or program. The reports typically include 1) an introduction 
that indicates the reasons the audit was ordered, 2) the purpose and audit scope, 3) conclusions, and 4) 
findings, which include recommendations. The Chief Internal Auditor of FIA arranges an exit conference 
with the chief administrative officer and staff to review and finalize the report. 

28. LOCAL REVIEWS OR AUDITS: IDOC administrative directive requires all correctional facilities 
and program sites (including parole offices) to establish a procedural system for conducting internal audits 
that ensure compliance with rules, regulations, directives, operation and program standards, and policies 
and procedures. Internal audits are to be conducted at least annually, including those set out in fiscal 
directives identified by FIA in its audit schedule. The directive also addresses development of an audit 
schedule and the need for facility and program site staff to describe in writing the process used to conduct 
internal audits. This description should include working paper development, methods for reporting results, 
and a description of the followup process to be implemented. 

29. SAFEKEEPING AND ACCESSmILITY: Both OPA and FIA staff maintain working papers in a 
secure fashion in their respective offices. The OPA audit manager and the FIA chief internal auditor 
maintain control and oversee working paper access. 

30. FOLLOWUP: The administrative directive guiding OPA requires that specific audit findings be 
identified that warrant followup. Followup audits are conducted to assess progress toward the elimination 
of findings. The facility or program site audited must compile all documentation indicating resolution of 
items noted in the final audit reports that have been corrected by the date specified in the report. 
Followup audits may be scheduled or unscheduled and documentation is collected and returned to the 
Central Office. Forms have been developed for followup audits that, when completed, are submitted to 
the director. 
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31. CONTINUING QUALITY IMPROVEMENT AND PEER REVIEW: Internal assessment for 
improvement is conducted by the OPA Audit Manager. Audits conducted by FIA are examined by 
Auditor General of the State of Illinois. 

32. EXTERNAL REVIEWS AND AUDITS: The chief internal auditor of FlA, by administrative 
directive, coordinates the external compliance audit process with the Office of the Auditor General and 
assists the Director in the annual evaluation and certification to the Auditor General regarding the 
adequacy and effectiveness of the Department's system of internal control. This process is mandated by 
state statute. 

Utah Department of Corrections (UDC) Bureau of Internal Audit (BIA) 

1. ORGANIZATION: The UDC is one of 15 departments in Utah State government. The Executive 
Director is appointed by the Governor. The deputy director oversees five division directors who 
administer each of the five divisions: institutional operations, field operations, administrative services, 
correctional industries, and the division of personnel, training and records. An assistant director has 
responsibility for public affairs. 

2. NUMBER OF EMPLOYEES: There are 1,697 employees and 400 volunteers within the UDC. 

3. NUMBER OF INSTITUTIONS: Nine institutions are located statewide with seven centrally located 
near Salt Lake City. Some inmates are also housed by contract in county jails and those nearing release 
may be placed in community correctional centers operated by Field Operations. 

4. NUMBER OF INMATES: In the custody of the UDC are approximately 2,800 inmates with over 
10,000 offenders on parole, probation or undergoing evaluation for the courts. 

5. LEGISLATION: Utah Code requires the UDC to audit all programs every three years. An overview 
of the UDC Bureau of Internal Audit is found at the end of this chapter. 

6. CHARTER: UDC policy and procedure guide the internal audit function, h,cluding audit authority, 
reporting relationships, access to information and management's responsibility. 

7. REVIEW OR AUDIT COMMITTEE: No audit committee independent of the Department provides 
oversight of the audit process. The BIA Bureau Director submits proposed audit plans based on a 
Department-wide risk assessment to the Executive Director for approval. The plan is then presented to 
executive staff for review and comment. 

8. ORGANIZATIONAL STATUS: The BIA Bureau Director reports to the Deputy Director of the UDC 
who also supervises all division directors. The Bureau Director is of equivalent rank to a warden and 
auditors are equivalent to correctional institution captains. A career path for upgrading auditors has been 
approved and is being developed. 

9. CATEGORIES: The BIA conducts performance and financial audits of all Divisions. The scope of 
past audits has included, for example, compliance w~th policy and procedure, security issues, offender 
program results, the adequacy of medical services, inmate accounts, probation and parole supervision 
issues, and restitution. 
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10. POLICIES AND PROCEDURES: UDC policies and procedures guide all aspects of internal audit, 
which include department risk assessments to establish audit priorities, audit schedules, audit programs, 
the onsite verification and evaluation phases, reporting results, audit followup, and local internal audits. 

11. REVIEW/AUDIT STAFF: The BIA Bureau Director supervises five internal auditors and one 
support person. State job descriptions require a college degree in a job-related field and allow hiring 
preference for graduate work and audit experience. 

12. CERTIFICATION: One BIA employee is a Certified Internal Auditor (CIA), Certified Fraud 
Examiner (CFE) and Certified Social Worker. Four other auditors have a CFE and one is also a 
professional in human resources. The UDC provides reimbursement for one certification per auditor 
annually. 

13. TRAINING: Specialized audit training of up to 40 hours annually for each auditor is funded by UDC 
and obtained from local and national sources. The BIA Bureau Director provides initial training to all new 
p~rsonnel and has developed an audit training package used by the National Institute of Corrections and 
other agencies. 

14. AFFILIATION: BIA personnel are affiliated with the Institute of Internal Auditors, the Utah 
Government Auditor's Association and the National Association of Certified Fraud Examiners. The UDC 
reimburses personnel for two professional memberships. 

15. STANDARDS: UDC policies and procedures require all audits be completed in compliance with 
generally accepted government and internal audit standards as promulgated by the Comptroller General 
of the United States and the Institute of Internal Auditors. 

16. AUTOMATION: BIA personnel have personal computers, some of which are portable units. The 
portable units are often used in the field during audits. A plan is being developed to maximize the use 
of personal computers and reduce paperwork. All UDC policies and procedures, the criminal code and 
the administrative code have been placed on an automatlld electronic data processing system. All audit 
personnel are on a local area network that provides the ability to communicate with and schedule staff. 
The BIA Bureau Director schedules audits using an automated database that systematically calculates due 
dates based upon BIA policy and procedure. The system is activated when the notification date is entered. 
It advises when pre-audit survey information is due from the auditee along with the date of the entrance 
conference, the end of onsite visit, when working papers are due to the auditor-in-charge, and when draft 
and final reports are due. 

17. AUDIT UNIVERSE: The audit universe consists of all entities and functions within the UDC. For 
example, entities are defined as individual facilities and community centers, probation and parole regions, 
and support service bureaus such as medical, food services, management information systems, and 
planning and research. Major functions are also the object of audit and include, for example, inmate 
accounts, restitution, personnel deployment, and inmate disciplinary. When conducting entity audits, 
efforts are made to audit all major entity functions; however, some functions represent such a high degree 
of potential risk if not adequately controlled that an audit of the function alone is warranted. The UDC 
Executive Director frequently calls upon BIA staff to perform training and technical assistance assign­
ments and provide assistance to other state agencies. 

18. PRIORITIES: A formalized risk assessment tool is used by BIA staff to establish audit priorities. 
This tool is based upon a model developed by the Institute of Internal Auditors, for use primarily in the 
private sector. Twenty criteria are rated and ranked which are used to prioritize all entities and functions 
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within the UDC audit universe. Some of the criteria include completeness of policies and procedures, the 
degree offormalized planning that occurs,the time since the last audit, the level of supervision occurring 
and the completeness of related documentation, f'l.cility environmental issues and staff training. 

19. CYCLE: By Utah State statute and UDC policy, every program included in the audit universe must 
be audited every three years. 

20. SCHEDULES: Based upon a three-year audit plan, the BIA Bureau Director develops a long-term 
plan indicating the audit resources available. BIA staff meet quarterly and audit schedules are prepared 
for each three-month period and submitted to the UDC Executive Director for review and approval. This 
is done at least eight weeks before the commencement of the three-month audit plan. 

21. SCOPE: Typically, the scope of an entity audit will include assessing compliance with UDC policies 
and procedures, including the staff performance appraisal process, staff familiarity with policies and 
procedures, key control, inmate discipline, emergency procedures and inspections; the completeness and 
adequacy of UDC policies and procedures; economy and effir.!iency of operations; and program 
effectiveness. 

22. SURVEY: The BIA Bureau Director assigns anauditor-in-charge for each scheduled audit. This staff 
member is responsible for planning the audit by initiating a comprehensive pre-audit survey. The auditor­
in-charge becomes thoroughly familiar with the entity or function to be audited through methods such as 
reviewing all applicable laws, regulations and policies and procedures; obtaining and analyzing organ­
izational charts, job descriptions, and post orders; examining past audits, investigations and reviews of 
the entity or function, conducting an inspection of the entity and interviewing staff; and interviewing 
executive and legal personnel as well as individuals outside the UDC to identify relevant issues. Manage­
ment is responsible for identifying weaknesses in internal controls and reporting these weaknesses to the 
auditors. 

23. WORK PROGRAM: An audit program is prepared by the auditor-in-charge after the pre-audit 
survey phase and before the onsite verification phase of the audit (see Appendix D). The audit program 
identifies general areas to be audited, including a narrative explaining what was found during the pre­
audit survey. A series of audit objectives is developed for each area with the specific audit test indicated 
to accomplish each audit objective. Checklists and other forms are developed as required by the audit 
program. The audit program is submitted to the BIA Bureau Director for review and approval before 
implementation. 

24. NOTIFICATION: Customarily, written notice is provided of each audit eight weeks in advance of 
the onsite verification phase. The audit announcement includes the planned dates for the onsite visit, the 
preliminary scope and objectives, the audit team composition, a request for pre-audit survey information, 
and the name of the audit liaison person who represents management and coordinates auditor activity. 

25. ONSITE VERIFICATION AND EVALUATION: The onsite verification phase of each audit 
customarily begins with an entrance conference attended by the BIA Bureau Director, all auditors, the 
audit liaison and management of the entity or function being audited. The onsite usually lasts four weeks. 
Each auditor-in-charge is responsible for ensuring that all audit tests outlined in the audit program are 
conducted by auditors and appropriate working papers are prepared, including draft audit findings. If a 
portion of the planned audit tests are not conducted due to a modification of the audit scope or other 
factors, the auditor-in-charge is required to document what was not completed and the reason(s). During 
the onsite visit, facility management receives briefings to clarify preliminary audit results, which is 
coordinated through the audit liaison. If issues are identified" by the auditors that require immediate 
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attention, such as security, health or life safety deficiencies, the ~mditors will report these matters immed­
iately both verbally and in writing. The BIA Bureau Director does this, and these issues are ultimately 
included in the audit report. A final briefing is conducted with management on the last day of onsite 
phase with the auditor-in-charge providing preliminary results of the audit and an indication of when the 
draft report will be provided management. 

26. WORKING PAPERS: Pursuant to UDC policy and procedure all audit tests are thoroughly docu­
mented whether these tests are done on a computerized spreadsheet or through oilier means. The auditor­
in-charge has responsibility to ensure the adequacy of working papers. The auditor's work is evaluated 
and a written report provided the BIA Bureau Director. Working paper summaries are prepared for each 
audit work program area and objective o~ series of objectives. Working paper summaries include 1) a 
purpose statement, Le., why the summary was prepared with a reference to the audit program objective; 
2) a definition of the scope of the inquiry, including the nature of the testing, verification and evaluation 
efforts that occurred; and 3) sources of information, including personnel interviewed, practices observed, 
and documents reviewed. All working paper summaries and supporting documents such as records of 
discussion, checklists, computer spreadsheets, etc., are coded to a referencing system developed for the 
audit work program. 

27. REPORTING RESULTS: By UDC policy and procedure audit reports are distributed in draft form 
in preparation for an exit conference 30 calendar days after the last day of the onsite verification phase. 
The report contains written audit findings that state criteria, condition, cause, effect, and recommendation. 
An exit conference is conducted with management, the BIA Bureau Director and the UDC Executive 
Director or designee. The purpose of this conference is to review the report for accuracy, obtain a 
response from management and finalize action plans for resolution of audit findings. A final report of 
findings and recommendations is distributed within 10 working days of the exit conference. Both draft 
and final audit reports are distributed only on order of the Executive Director. BIA controls all distrib­
ution, and reports are labeled confidential. 

28. LOCAL REVIEWS OR AUDITS: Local internal audits are conducted by staff within the facilities 
and the other UDC divisions who have been trained by the BIA Bureau Director. BIA oversees these 
local internal audits. The local internal auditors are generally more familiar with operations than BIA 
auditors and are content experts. Oversight from BIA provides a degree of objectivity to the process. 

29. SAFEKEEPING AND ACCESSIBILITY: Each auditor-in-charge is responsible for safekeeping 
audit working papers for audits they oversee. Files are stamped as confidential and kept in locking file 
cabinets in the auditors' offices. Like audit reports, working papers are confidential documents as 
indicated in statute and by policy. By Utah statute and UDC policy, audit reports are confidential and 
available only when authorized by the Executive Director, governor or court order. 

30. FOLLOWUP: Followup audits are scheduled and conducted by BIA as authorized by the Executive 
or Deputy Director. They are prioritized based upon the dates agreed upon in the exit conference for 
completion of action plans. Also considered is the risk the entity or functions represent to the Department 
based upon the UDC risk assessment and other factors identified by management. The follow up audit 
report reflects the degree of resolution with the original audit report based upon the judgment of the 
auditors. The report reflects whether full, partial or nonresolution was achieved. The auditors may also 
ascertain that resolution has become nonapplicable. Judgments made by the auditors are supported by a 
general discusr.ion in the report. 

31. CONTINUING QUALITY IMPROVEMENT AND PEER REVIEW: Annual planning retreats are 
conducted by BIA where time is spent reviewing staff performance. Typically, input comes from each 
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division director whose entities and related functions undergo regular audit. BIA staff establishes short­
and long-term goals, reviews the progress of the previous yeru- goals, and submits a written report to the 
Executive Director. In addition to these internal efforts for continued quality improvement, external peer 
reviewers were hired in 1990. Bureau personnel received a comprehensive review over a one week period 
based on peer review standards established by the Institute of Internal Auditors. It was concluded that 
Bureau perlonnance was in compliance with audit standards. 

, 32. EXTERNAL REVIEWS AND AUDITS: External audits and reviews are conducted of the UDC. 
Generally, the BIA Bureau Director functions as the liaison with the external auditors. Organizations that 
conduct external audits and reviews of the UDC include the Utah Legislative Auditor General (perform­
ance audits), the Utah State Auditor (fmancial compliance audits), various consultants in specialized areas 
such as inmate medical services, prison warehouse inventory, etc., the Federal Bureau of Prisons 
(inspections pertaining to housing federal inmates), state and county health departments, Occupational 
Safety and Health Administration (OSHA), the Utah State Fire Marshall, and local fire departments. 

New Jersey Department of Corrections Internal Audit Functions 

Units include the Internal Audit Unit (lAU), Office of Human Resources (OHR), Custody Overtime, 
Bureau of Management Information Systems (MIS), Correctional Information Systems, Classification 
Services (CICS), Bureau of Training, and the Office of Institutional Support Services. 

1. ORGANIZATION: The New Jersey Department of Corrections is headed by a Commissioner, which 
is a cabinet level post appointed by the Governor, requiring confirmation by the Senate. There is one 
Deputy Commissioner who reports to the Commissioner and is supported by four Assistant Commis­
sioners. Structurally, the Department is composed of four separate divisions, each headed by an Assistant 
Commissioner. In addition, there are several other smaller administrative units that report directly to the 
Office of the Commissioner or the Office of the Deputy Commissioner. The four divisions are: Adult and 
Juvenile Institutions, Juvenile Services, Policy and Planning, and Administration. 

2. NUMBER OF EMPLOYEES: The number of employees that the Department maintains to provide 
its services i§ directly related to the number of offenders supervised. As of January 1, 1992, the De­
partment employed approximately 10,000 individuals of which about 58 % are uniformed or custody 
personnel. The remaining 42 % are civilian employees and are classified as administrative/professional 
(30%), clerical (8%) and technical (4%). 

3. NUMBER OF INSTITUTIONS: The Department is responsible for 12 major adult institutions and 
their satellite units: three major juvenile facilities, 50 adult and juvenile residential and nonresidential 
community-based facilitie:i and 13 district parole offices throughout the state. 

4. NUMBER OF INMATES: As of January 1, 1992, the Department was responsible for a jurisdictional 
inmate population of24,337 (compared to 6,490 in 1980). The parolee population for the same date stood 
at 27,400 (compared to 8,470 for 1980). By the end of fiscal year 1993, these figures are projected to 
increase by about 2,200 inmates and by approximately 2,500 parolees. 

5. LEGISLATION: The Internal Audit Unit (lAU) within the Division of Administration conducts 
internal financial audits of the Department's institutions, Adult and Juvenile Residential Programs, District 
Parole Offices and the Central Office Revenue Unit. In accordance with the Single Audit Act of 1984 and 
applicable federal and state circulars, the IAU also completes desk reviews of Single Audit Reports 
submitted by state grant recipients. "Recipients" are defmed as any local government, including school 
boards, and any not-for-profit organization that receive from a state agency any federal grants, state 
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grants or state aid funds. Each audit is conducted by a CPA finn that is independent of the entity to be 
audited. Desk reviews are conducted by the IAU to assure that each audit report complies with applicable 
federal and state circulars. 

6. CHARTER: An lAU staff member has drafted an audit charter that addresses the responsibility and 
scope of the IAU and includes the right of auditor access to information and records and reporting 
responsibilities. 

7. REVIEW OR AUDIT COMMITTEE: lAU audit plans are reviewed and approved by the Assistant 
Commissioner of the Division of Administration. Coordination of audit results is the responsibility of the 
Director of the Division of Administration in conjunction with the other division directors. 

8. ORGANIZATIONAL STATUS: There is no one centralized division or unit within the department 
that is responsible for the total internal financial audit and/or programmatic review process. Audits and 
internal reviews are curr~ntly conducted by the individual unit or bureau that has the functional respom;­
ibility for its respective discipline or program. For example, internal financial audits of the institutions, 
residential programs, and parole district offices are conducted by the central office IAU, which is within 
the Division of Administration. Similarly, programmatic reviews of health, dental and food services in 
the institutions are undertaken by the Office of Institutional Support Services (OISS), the agency of the 
Department responsible for the coordination of these services. OISS is within the Office of the Deputy 
Commissioner but reviews programs within the Division of Adult and Juvenile Institutions, another entity 
within the Department. Presently, the internal control and audit function within the department is not 
iLtegrated or coordinated between the units who perform financial audits and programmatic reviews. 

9 . CATEGORIES: IA U internal financial audits generally include reviews and- evaluations of the finan­
cial aspects of an entity's nonappropriated funds, reviews of petty cash, procurement procedures, fixed 
assets and certain personnel procedures. The Division of Administration, through its Office of Human 
Resources (OHR) is responsible for all personnel activities, which include employment, payroll records, 
timekeeping, etc. OHR conducts audits of timekeeping activities. In addition, the OHR provides direction 
and training sessions to the institutional, residential and District Parole Office timekeeping units to ensure 
standardization and uniformity of timekeeping operations and to comply with DOC timekeeping 
procedures. 

The Division of Adult and Juvenile Institutions is responsible for the administration of 15 major 
adult and juvenile institutions that supervise and provide security for approximately 24,500 offenders. One 
of the primary review and audit responsibilities of this unit is to monitor and control the use of custody 
overtime within the Department. During the past year, more than $45 million was spent for c!!3tody 
overtime, including both uncontrollable (contractual) and controllable expenditures. On a weekly basis, 
custody overtime reports are submitted to central office by each institution providing data and information 
on the overtime hours expended for the previous week. These data are compiled by division staff to 
produce Department-wide totals and are then compared with overtime expenditures for previous pay 
periods to determine increasing or decreasing trends. Overtime data is shared with the Division of 
Administration and is used for determining the projected costs for the fiscal year and possible shortages 
or overages in the salaries accounts. 

The Division of Policy an{! i'~anning is responsible for planning, program analysis, information 
systems, classification services, training and standards development in the Department. Several internal 
review functions are conducted by division staff, including auditing processes in the management 
information systems, classification services, and training areas. The Bureau of Management Information 
Systems is responsible for the operation, coordination, maintenance and security of the department's 20 
IBM S/36 minicomputers, which make up the CMIS system. This system provides direct service to the 
15 major adult and juvenile institutions for the five direct service applications, which are trust fund 
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accounting, canteen services, health, pharmacy, and irunate infoffiiation (classification). In addition, seven 
other administrative applications such as financial management, personnel, correction officer scheduling, 
time and attendance, fixed assets, inventory control and training also operate on the S/36 CMIS system. 
The CICS Bureau audits both the use of the S/36 CMIS inmate infonnation application and the manual 
classification procedures which backup or support the computerized classification operation. The audit 
includes a systematic review of each major rJnction within the application sU(;h as posting of additional 
sentences, detainer, agenda schedules, etc. In addition, manual folders and files are researched to verify 
entries in the system. 

10. POLICIES AND PROCEDURES: The IAU Unit has been in the process of developing a DOC 
auditing manual, which would encompass all of the documents used by the IAU; however, due to budget 
cutbacks and reduced personnel levels, this consolidated report has not been finalized. 

11. REVIEW/AUDIT STAFF: The Bureau of Audits' Internal Audit Unit, which consists of seven pro­
fessionals (two supervisors, two auditors and, at present, three vacant positions), serves a total of 79 
institutions, District Parole Offices and Central Office Business units spread throughout the state. There 
are 15 major adult and juvenile facilities, 13 Regional Parole Offices, 1 Central Office Revenue Unit 
(CORU) and 50 adult and juvenile residential and community treatment centers. 

12. CERTIFICATION: One IAU employee is a Certified Public Accountant. Two employees have 
recently took the Certified Internal Auditor examination offered by the Institute of Internal Auditors. 

13. TRAINING: New auditors assigned to IAU receive on-the-job training with supplemental training 
available from an inter-agency audit forum in New Jersey. Also, the Deputy Director of the Division of 
Policy and Planning provides training regarding various aspects of the 20 mM S/36 that make up the 
CMIS system. 

14. AFFILIATION: IAU employees affiliate with the local chapter of the IIA and a local accounting org­
anization. The NJ DOC does not provide funding for these memberships. 

15. STANDARDS: IAU internal audits are conducted in accordance with generally accepted government 
and internal audit standards, as established by the United States General Accounting Office (GAO) and 
the Institute of Internal Auditors (IIA). 

16. AUTOMATION: The Department of Corrections has two primary computer systems for processing 
critical inmate and administrative computerized functions. These are the Offender Based State Correc­
tional Infonnation System (OBSCIS) and the S/36 Corrections Management lnfonnation System (CMIS; 
see chapter IX). 

17. AUDIT UNIVERSE: IAU internal audits entail financial audits of 1) Inmate Trust Funds, 2) Irunate 
Organization Funds, 3) Irunate Enterprises, and 4) Canteen Operations; evaluations of the internal control 
structures of the various operating units within the Department; examinations of the various institutions 
and other programs with the Department of Corrections to determine if operations are in compliance with 
applicable statutes, state regulations and state and departmental policies and procedures. The ORR 
conducts regular timekeeping audits of the four operating divisions and other Central Office timekeeping 
units on a regular basis. The Division of Adult and Juvenile Institutions conducts reviews and audits of 
custody overtime to monitor and control overtime expenditures within the Division. 

Electronic Data Processing (EDP) audits are conducted by employees of the Division of Policy and 
Planning, MIS Bureau. These audit efforts address NJ DOC training and inmate classification, as well 
as management infonnation systems. The MIS Bureau conducts audits of the S/36 CMIS system at each 
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institution to ensure that the system is being used efficiently and that the proper security precautions are 
in compliance with DOC guidelines. Various OISS personnel conduct audits in the area of Health 
Services, for example. Based upon the content expertise of Health Services staff, Medic;al and Dental 
audits are conducted. 

18. PRIORITIES: Management determines audit priorities, usually placing emphasis upon institutions 
or functions that have not been recently audited or those areas presenting problems. 

19. CYCLE: The overall goal of the IAU is to audit each facility or organizational unit once every three 
years. The Bureau of Management Infonnation Systems attempts to audit each institution once every three 
years. 

20. SCHEDULES: Audit schedules and internal review dates are established by managers within each 
individual organizational unit based upon predetermined work schedules. Emergency reviews and audits 
are undertaken in response to situations or conditions that warrant immediate action. Although the IAU 
follows an audit schedule, the schedule is frequently modified to accommodate special audit requests 
prioritized by management and generally responds to emergent conditions. 

The Bureau of Management Infonnation Systems attempts to audit each institution once every three 
years. Due to personnel cJJtbacks and budget limitations, audits of the S/36 CMIS institutional applications 
has been suspended with the exception of the inmate infonnation application that is conducted by the 
CICS, The CICS audit schedule for the inmate infonnation application is to review each of the 15 major 
institutions once every three years. Firing range audits are completed every three years. OISS internal 
audits, generally, are completed on an annual basis or upon request if there is an emergent condition. 
External audits are completed on a contractual basis with other Departments of State Government and 
generally are scheduled as annual inspections. 

21. SCOPE: IAU staff define the scope of each audit in an entrance conference at the commencement 
of each audit. An effort is made to define an audit scope based upon the resources allocated for each 
audit. The scope of progl'anunatic reviews or audits conducted within the NJ DOC is based on assessing 
compliance with State of New Jersey Administrative Code sections pertaining to Medical and Health 
Services, in the case of OISS Health Services for example. BDP audits assess computer operations, 
system security, and hardware controls. 

22. SURVEY: Pre-audit surveys are conducted by IAU staff through developing and administering 
internal control questionnaires to preliminarily assess operations in such areas as personnel, inventories, 
fixed assets, debt and liabilities, petty cash, and procedures manuals. MIS personnel, for example, 
develop audit questionnaires and also generate computer reports in preparation for an audit. 

Recently several of the NJ DOC operational units have expressed an interest in using the 
Department's S/36 CMIS system to do preliminary analyses of institutional disciplines or programs prior 
to their audit or review onsite visits. According to these internal auditors, this would facilitate the identi­
fication of potential problem areas or material weaknesses that couid bc thoroughly analyzed during the 
onsite visit. Efforts to pursue this model have been undertaken and are awaiting security clearance from 
the Commissioner's office. 

23. WORK PROGRAM: Comprehensive audit programs are prepared by IAU staff and amended as 
appropriate based upon the results of individual pre-audit surveys. Audit programs typically are divided 
into general areas (e.g., personnel), contain audit objective statements and related audit steps (e.g., review 
payroll records of all employees to determine if any employees have negative time balances in any 
category), and provide a reference to applicable law. regulation or policy. The majority of NJ DOC 
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divisional units responsible for audits and reviews ensure preparation of written audit programs developed 
by staff members possessing the appropriate expertise, or who are content experts. 

24. NOTIFICATION: The IAU provides written notification to employees of the entity scheduled for 
audit two weeks before an upcoming audit. Customarily, prior notification is provided when program­
matic reviews or audits are scheduled. 

25. ONSITE VERIFICATION AND EVALUATION: IAU personnel commence the audit onsite 
verification phase with an entrance interview where staff of the entity being audited are informed of the 
audit scope and schedule. The logistical aspects of the audit are addressed, including auditor access to 
records, availability of staff for interviews, and other accommodations necessary to ensure a successful 
audit. IAU staff also answer questions at this point to minimize apprehension on the part of staff. 

IAU personnel remain onsite for six to eight weeks interviewing individual employees, observing 
practices and examining records. Most audit testing procedures are detailed in the audit program with 
emphasis placed upon internal control weaknesses identified during the pre-audit survey phase. If auditors 
encounter an audit impairment it is immediately reported to the Bureau Director of Administration. If 
fraud, abuse, or illegal acts are suspected by the auditors a referral is made to the NJ DOC internal 
affairs unit. 

When conducting audits MIS Bureau personnel conduct site visits to observe operations. Interviews 
are conducted, and appropriate material (for example, documentation and backups) are examined. Most 
audit functions are conducted using the computer system by accessing the audit site through network 
communications facilities from a Central Office location. On-line examination occurs and includes a 
review of the system service log, which is a record of system service calls and unusual events such as 
overrides of initial program loads. Also examined are 1) the system history, which is a log of all systems 
jobs and job control language, 2) the system configuration, which includes operating system definition 
of devices and program support, 3) volume table of contents which lists all disk objects, 4) the PTF log, 
which keeps a history of operating system program temporary fixes, 5) the update control file, which 
identifies application program updates, 6) and description files, which are table!> for application programs. 
Manual console logs, physical sight layouts, system and application documentation, and training 
procedures are also reviewed. The review of system security includes an examination of phyGical security, 
communications, and resource security. Hardware controls are reviewed (e.g., inventory, maintenance 
procedures, and related documentation). 

26. WORKING PAPERS: Comprehensive working papers are developed and maintained by the IAU. 
These documents contain all audit-related correspondence, internal control reviews, audit program 
objectives and questions, results of audit tests conducted (including spreadsheets, interview results, com­
puter printouts, analyses, etc.), and audit reports. All working papers are bound, labeled, and numbered. 

27. REPORTING RESULTS: An exit debriefing is conducted by IAU staff with management in order 
to provide feedback on preliminary audit results. This informal reporting process is followed by a written 
report. IAU staff prepare audit reports that include criteria, condition, cause, effect, and recommendation. 
Pursuant to NJ DOC Accounting Bulletin 88-3, formal responses to IAU reports are required fmm each 
institution within 15 days subsequent to the audit exit conference. Included in the response are statements 
about concurrence or disagreement with the findings and recommendations, actions taken or planned to 
resolve each finding, including the time frame required and indicating reasonable assurance the finding 
will not recur. Firing range audits are sent to the appropriate institutional warden, deputy director and 
assistant commissioner. 
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28. LOCAL REVIEWS OR AUDITS: Since there is no centralized division or organizational unit within 
the NJ DOC that is responsible for the internal audit process department-wide, all audits and program­
matic reviews are local efforts. 

29. SAFEKEEPING AND ACCESSIBILITY: All working papers are maintained by the individual units 
conducting the audit. Control and release of these documents are determined by each unit and division. 

30. FOLLOWUP: IAU staff report that a Resolution Report is to be prepared pertaining to each audit. 
Due to the limited number of IAU staff, reliance is placed upon management's report with little inde­
pendent corroboration by IAU staff. 

31. CONTINUING QUALITY IMPROVEMENT AND PEER REVIEW: Legislative Services has 
informally reviewed IAU and an independent CPA has conducted a formal review. 

32. EXTERNAL REVIEWS AND AUDITS: Other than the internal reviews conducted by the NJ DOC 
organizational units, additional audits and progranunatic reviews are conducted on a regular basis by state 
and federal agencies external to NJ DOC. The NJ Department of Health, the NJ Department of Labor, 
the NJ Office of Legislative Services and the U.S. Department of Justice (Federal Bureau ofinvestigation) 
are just a few of the external organizations who audit NJ DOC operations and programs. 

In addition, the NJ DOC has participated in the American Correctional Association's Commission 
on Accreditation in Corrections (CAC) process which also requires an extensive self-analysis and external 
audit by Corrections professionals from the ACA. The NJ DOC has had seven of its correctional 
institutions and the Bureau of Parole accredited during the past 10 years. Generally, the appropriate 
organizational unit within the Department that is l:esponsible for the program or discipline works with the 
external auditing organization in arranging logistical and operational support to assist the external review 
team. For example, Management Information Systems staff of the Division of Policy and Planning may 
provide access codes to the S/36 CMIS system and hard copy reports of the S/36 CMIS system for the 
external review by the independent auditors. NJ DOC is required by statute to provide support to the 
external review team. 

There are two outside agencies that perform the majority of financial and administrative audits 
within the DOC, the Office of Legislative Services (OLS), Office of the State Auditor and the Depart­
ment of the Treasury, Office of Management and Budget (OMB). These two agencies focus primarily on 
appropriated funds. Also, internal control reviews and certain tests of the internal control structure are 
performed at the various facilities and locations throughout the DOC as directed by OMB. 

The Office of the State Auditor, Office of Legislative Services, conducts audits pursuant to the State 
Auditor's audit responsibilities as set forth in Article VII, Section 1.6 of the State constitution, and 
N.J.S.A. 52:24-4. State statute requires the officers and employees of each accounting agency to assist 
the state auditor, when required, for the purposes of carrying out the provisions of this chapter. The 
Department of Treasury, Office of Management and Budget, Internal Audit Unit conducts audits of 
specific locations or functions within the DOC at the discretion of the Director and State Comptroller. 
There are no written administrative directives regarding this audit. However, OMB Circular 85-31 sets 
forth the authority, responsibility and guidelines for preparing the annual internal control statements of 
each agency within State Government that helps to determine risk assessment throughout the State. In 
addition to the State Auditor and OMB, other agencies within the State of New Jersey conduct financial 
audits to ensure compliance with grants made to the Department of Corrections, such as the Department 
of Education, Department of Human Services, etc. These audits are conducted administratively at the 
discretion of the funding agencies, such as the National Institute of Justice (NIJ), the National Institute 
of Corrections (NIC), etc., and, generally, occur as a result of grant conditions. There are no written 
directives regarding these audits. 
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Multi-State Audit (MSA) Approach 

The multi-state audit (MSA) group consisted of Washington State Department of Corrections 
(WDC), the Oregon Department of Corrections (ODC), and the Idaho Department of Corrections (IDC). 
These states have developed a procedure for doing audits at sites in member states other than their own, 
using a common set of standards as audit criteria. 

1. ORGANIZATION: The Washington Department of Corrections (WDC) is organized into six divisions 
each administered by a director. These include prisons, community corrections, human resources, 
offender programs, budget and correctional industries. The Oregon Department of Corrections (ODC) 
is divided into branches each administered by an assistant director. These include administration and 
planning, institutions, community services and inspections. The Idaho Department of Corrections (IDC) 
is organized into four divisions each headed by an administrator. These are institutions, field and 
community services, management services, and correctional industries. All administrators report to the 
Director. 

2. NUMBER OF EMPLOYEES: The WDC has 5,596 employees with 4,139 in the Division of Prisons. 
The ODC has 2,332 positions allocated in the current budget with 1,880 employees assigned to the 
Institutions Branch. The IDC employs 1,031 individuals with 663 assigned to the Division of Institutions. 

3. NUMBER OF INSTITUTIONS: In Washington there are 14 institutions classified as either major 
or minor. In Oregon there is one maximum security institution, four medium security institutions, seven 
minimum security institutions and one intake center. In Idaho there is one maximum security institution, 
two medium security institutions with an additional medium security women's institution under con­
struction, three minimum security institutions, and three community work centers. 

4. NUMBER OF INMATES: In Washington there are approximately 8,700 inmates and 37,900 
offenders on probation and parole. In Oregon there is an average daily inmate count of 6,677. In Idaho 
there are 2,300 inmates. 

5. LEGISLATION: Although no individual state statutes guide the MSA process, an interstate agreement 
has been developed that includes the standards by which various institutional operations will be measured 
when audited, the audit planning which will occur, audit team composition, methods for facilitating the 
onsite verification phase of the audit, and the advisory nature of the reports. 

6. CR.~TER: The interstate agreement establishes the audit process, including reporting responsibilities, 
auditor acces,s to information, and the appeal process when institution staff disagree with the auditors. 

7. REVIEW OR AUDIT COMMI~E: Each state oversees development of an audit schedule and 
resolution of audit findings. 

8. ORGANIZATIONAL STATUS: The auditors involved in each audit are from the other two states 
that make up the multi-state group. Auditors are usually management level personnel and include assistant 
wardens~ associate superintendents, legal counsel and captains. 

9. CA TEC-rORIES: The audit team addresses facility compliance with the standards adopted by the multi­
state participants. 

10. POLICIES AND PROCEDURES: No comprehensive policies and procedures have been published 
by the multi-state participants to guide the audit process. 
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11. REVIEW/AUDIT STAFF: Typically two auditors are assigned to audit a facility. The auditors are 
not employed by the state being reviewed, but are assisted onsite by a multi-state audit coordinator (or 
liaison), who is also an auditor for the host state in doing audits for other states in the group. It is the 
responsibility of the host state liaison to prepare for the auditors' visit and facilitate the onsite verification 
phase. 

12. CERTIFICATION: Not Applicable. 

13. TRAINING: Staff of the WDC have prepared a video training program for the multi-state audit 
process. This training includes: 1) the advisory nature of the audit process; 2) an emphasis upon the 
auditors working with management when a problem is found, and the role of the auditor as a "teacher"; 
3) a review of the audit grading system; 4) a discussion of the re-audit process; 5) the pre-audit survey 
process and the importance of the auditors being familiar with facility terminology; 6) facility tours; 7) 
taking notes to document the auditors' work; 8) exit interviews and audit score !lheets; 9) audit file 
construction; 10) primary documentation; 11) report distribution; 12) secondary dr llI1entation; 13) file 
construction; and 14) audit documentation requirements. 

14. AFFILIATION: Not Applicable. 

15. STANDARDS: Not Applicable. 

16. AUTOMATION: Audit questionnaires and other documents are prepared by support staff using 
computers. Audit testing processes are conducted and documented using paper and pencil methods. 

17. AUDIT UNIVERSE: Each participating State identifies which facilities will be included within the 
audit process. The standards used as audit criteria are adapted from those promulgated by the American 
Correctional Association and include, for example, security, custody, staff training, inmate funds, HV AC 
systems, deadly force policies and procedures, emergency communication and inmate classification. 

18. PRIORITIES: Within each state, managers and staffs establish audit priorities bru:ed upon the needs 
of the organization. No formalized risk assessment process is used by the MSA participants to identify 
audi.t priorities. 

19. CYCLE: A three year audit cycle has been established by practice. The first round of audits began 
in 1990 and a second was completed in 1993. 

20. SCHEDULES: Each member state establishes schedules based upon the needs of the organization. 

21. SCOPE: Auditors determine compliance with standards. 

22. SURVEY: Multi-state audit coordinators conduct extensive pre-audit surveys in preparation for the 
visiting auditors. File folders are prepared for each standard, which include work sheets, primary docu­
mentation (local policy or field instructions), and a section for secondary documentation (verifying the 
level of compliance with local policy or field instructions). 

23. WORK PROGRAM: Through the pre-audit survey process the MSA coordinators also provide the 
visiting auditors an indication of sources for purposes of verification. 

24. NOTIFICATION: Based upon the MSA contract date, facility staff may have from several months 
to one year notice of an upcoming aucHt. 

99 



25. ONSITE VERIFICATION AND EVALUATION: The onsite verification phase commences with 
introductions of the visiting auditors and facility staff. The auditors are given a facility tour. Two to three 
days are spent onsite. Various methods are used by the auditors to assess compliance with standards, 
including interviews with personnel, observing practices, and reviewing documents. TheMSA coordinator 
plays a central role in providing the auditors with general infonnation, arranging for supplies and a work 
area, answering questions, (,)taining documents, scheduling interview::;, coordinating the observation of 
practices and generally ensuring a positive audit engagement. Auditors indicate the level of compliance 
with standards on checklists and make notations explaining the reasons for their judgment. On the last 
day of the visit auditors provide the superintendent or warden and the MSA coordinator a briefing 
indicating the preliminary results of the audit. 

26. WORKING PAPERS: Working papers are generally maintained at the facility and include all the 
pre-audit survey infonnation originally prepared by the MSA coordinator. This consists of the standard, 
the related departmental policy or order, and an indication of sources for purposes of verification. Also 
included are some notations made by the auditors in support of the judgments made regarding the level 
of compliance to each standard. Representatives of the MSA participating States met after the first round 
of audits and agreed that auditors, when finding noncompliance with standards, should prepare more 
supporting documentation. 

27. REPORTING RESULTS: Audit reports are generally prepared and submitted within 30 days as 
required by the MSA agreement. The reports indicate the overall degree of facility compliance with 
standards as expressed in a percentage. Upon receipt of the report, each State prepares an action plan to 
address material weaknesses in operations identified in the report. If management disagrees with the 
auditor's fmdings, an appeal process is provided. 

28. LOCAL REVIEWS OR AUDITS: WDC staff pre-audit their own facilities in preparation for the 
MSA auditors' visit. Responsibility for compliance with internal policies and procedures is normally 
designated by Facility Field instruction. Facility Field instructions refer to the MSA standards in their 
reference sections. Often the wording of the audit standard is incorporated into the field instruction. The 
staff member(s) designated are responsible for meeting/com:uying with the audit standards. Security audits 
of practices and procedures are conducted annually by insti(;ltionlfacility personnel and by personnel from 
other facilities pursuant to division directive. 

A;,;;cording to staff of the ODC, audits are conducted of security and custody standards six months 
before a scheduled MSA visit. Several wardens are selected to audit a facility other than their own and 
are required to report to the Director. Also, an internal auditor within the Inspections Branch audits 
various operations, including capital equipment, the inmate canteen, and inmate mail. Most of the internal 
auditors' time is spent on institutions and trusts. The ODe Manager of Business Support Services, based 
upon Oregon's emphasis to strengthen internal controls, has assessed the cost of the current level of inter­
nal control relative to fixed assets inventory tracking. It was detennined that the costs of control exceeded 
the benefit derived when considering the value of the assets to the organization. As a result, internal con­
trol training will be developed by the Department with reliance on the American Institute of Certified 
Public Accountants Statements on Audit Standards (SAS). 

29. SAFEKEEPING AND ACCESSIBILITY: Working papers are maintained at each facility under the 
control of the warden or superintendent. 

30. FOLLOWUP: Followup audits are not conducted. The second cycle of MSA is currently being 
planned. 
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31. CONTINUING QUALITY Il\1PROVEMENT AND PEER P.EVIEW: Representatives from each 
State meet periodically to assess the MSA process and make recommendations for improvement. 

32. EXTERNAL REVIEWS AND AUDITS: WDC facilities are inspected by the Federal Bureau of 
Prisons annually. Examples of other external audits conducted are Department of Health auditsl 
inspections, fire department inspections, labor and industries audits and inspections, Department of 
Human Services inspections, Division of Human Resources safety audits and inspections, and State 
Auditor's Whistleblower audits. Fiscal audits are also conducted by the State Auditor's Office. These 
external audits are conducted to assure that facilities are meeting the requirements of DMB/OFM and to 
ensure accounting accuracy. Financial operations for the IDC are audited by the State Auditor and the 
Legislative Auditor. 

For purposes of comparisons, Table 5 provides page references to operational categories for all 
organizations studied. 
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Agency 

OPERATIONAL 
CATEGORY 

1·0rganization 

2·Numberof 
Employees 

3·Numberof 
Institutions 

4·Numberof 
Inmates 

5·Legislation 

6·Charter I 

7·Reviewor 
Audit Committee 

8-0rganizational 
Status 

9-Categoiies 

10·Policies and 
Procedures 

11·Review/Audit 
Staff 

12·Certification 

13·Training 

14·Affiliation 

15·Standards 

16·Automation 

17·Audit 
Universe 

18·Priorities 

19-Cycle 

20·Schedules 

Table 5 

Program ReviewlInternal Audit Process Summary 
(Page References) 

Bureau of Illinois Utah New Jersey 
Prisons 

Program Re· Operation and Bureau of Various Internal 
view Division Program Audit, Inlemal Audit Audit Functions 

Fiscal Intemal 
Audit Units 

71 82 88 92 

71 83 88 92 

72 83 88 92 

72 83 88 92 

72 83 88 92 

72 83 88 93 

73 83 88 93 

73 83 88 93 

73 83 88 93 

73 83 89 94 

74 84 89 94 

74 84 89 94 

74 84 89 94 

75 84 89 94 

75 84 89 94 

75, chapter IX 84, chapter IX 89, chapter IX 94, chapter IX 

76 85 89 94 

76 85 89 95 

77 85 90 95 

77 85 90 95 
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Agency Bureau of Illinois Utah New Jersey Multi-State 

I Prisons 

OPERATIONAL Program Re- Operation and Bureau of Various Internal MSA: Washing-
CATEGORY view Division Program Audit, Internal Audit Audit Functions ton, Oregon, 

Fiscal Intemal and Idaho 
Audit Units I 

21-Scope 77 85 90 95 99 

I 22-Survey 77 85 90 95 99 

23-Work 77 86 90 95 99 
Program 

24-Notification 78 86 90 96 99 I 
25-0nsite Verifi-
cation and 78 86 90 96 100 
Evaluation I 
26-Working 79 86 91 96 100 
Papars 

27 -Reporting 80 87 91 96 100 
I 

Results 

28-Local Re- 81 87 91 97 100 
views or Audits I 
29-Safekeeping 81 88 91 97 100 
and Accessibility I 
30-Followup 81 87 91 97 100 

31-Continuing 
Quality Improve- 81 88 91 97 101 I 
ment and Peer 

I 
Review 

32-External 
Reviews and 82 88 92 97 101 
Audits 

I 
I 
I 
I 
I 
I 
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CHAPTER VIII 

ANALYSIS OF AUDIT/REVIEW SYSTEMS 

Administrative Controls 

This chapter provides an analysis of the program review/internal audit systems described in chapter 
vn through an examination of the components of administrative controls that relate to any activity or 
function and to the various program review/audit steps. The methods used by each organization are 
systematically compared within the framework of administrative controls, procedures for planning and 
initiating the program review/internal audit, conduct of the audit, local reviews, followup procedures, and 
techniques for quality assurance. 

Administrative controls were introduced in chapter IV. They represent one category of internal 
control, which may be used to analyze an organization or a component of an organization. Typically, 
program review/internal audit staff analyze operations in the context of the administrative and financial 
or accounting controls developed by management. Administrative controls may include: 

• organizational controls, consisting of the table of organization, chain-of-command, and re­
porting responsibilities; 

• planning controls, such as short- and long-term planning efforts, program proposals, and bud­
get proposals; 

.. operating controls, which refer to policies and procedures, supervision, supervisory review, 
and personnel training; 

• informational controls, such as automated and manual reports generated to monitor operations. 

Organizational Controls 

Organizational Status 

Organizational status refers to the independence of the program review unit in terms of the lines of 
authority established in an organization. Both generally accepted government and internal audit standards 
address the importance of the location of the program review/audit unit in the organization. The IIA 
standards (1989:9) address the importance of the independence of the program review/audit director in 
the organization. They say that this person "should be responsible to an individual with sufficient auth­
ority to promote independence and to ensure broad audit coverage, adequate consideration of the audit 
reports, and appropriate action on audit recommendations." 

Government auditing standards (Comptroller General, 1988:3-8) are more specific as to lines of 
authority: 

To help achieve organizational independence, the program review/audit unit should report the 
results of their audits and be accountable to the head or deputy head of the government entity. 
Organizationally, it should be located outside the staff or line management of the unit under 
audit. 

The program review/audit unit should be located in the organization in a way that will maximize 
its independence in reporting results to top management. 
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Reporting Practices 

The Federal Bureau of Prisons (BOP) Program Review Division (pRD) is administered by an 
Assistant Director who reports to the Director of the BOP. The Illinois Department of Corrections 
(IDOC) Director of Operations and Program Audit (OPA) reports to a Deputy Director of Inspections 
and Audits. As indicated in law and practice, the Chief Internal Auditor responsible for the Fiscal Internal 
Audit (FIA) unit reports to the Director. However, in practice this person reports to the Deputy Director 
of Inspections and Audits. 

The Director of the Bureau of Internal Audit (BIA) for the Utah Department of Corrections (UDC) 
reports to the Deputy Director of the department. The multi-state audit (MSA) system developed between 
the departments in Washington, Oregon, and Idaho uses auditors from outside the state facility under 
audit. The New Jersey Department of Corrections (NJ DOC) Internal Audit Unit (lAU) conducts audits 
under the direction of the Assistant Commissioner, Division of Administration. 

The Bureau of Prisons Program Review Division, the Illinois Fiscal Internal Audit Unit, and the 
Utah Bureau of Internal Audits exemplify an organizationally independent audit function. Program re­
view/audit managers in each organization have sufficient authority to provide reasonable assurance that 
their reports and recommendations receive adequate consideration. MSA audit reports are advisory in 
nature and, since the auditors are not affiliated with the department under audit, their position within the 
organization is not critical. External auditors may provide a degree of independence to the process, thus 
enhancing the objectivity of the audit process. 

Enabling Legislation and Charter 

Federal agencies are required to establish a continuous process for the evaluation and improvement 
of the agency's system of internal controls. This is done in accordance with 31 U.S.C. 3512 (b)(1), which 
refers to executive accounting systems, and the Office of Management and Budget (OMB) Circular A-
123, which addresses internal control systems. Audit legislation has been enacted in several of the states 
studied. Sample enabling legislation is found in Appendix A. 

Audit charters are essential tools developed within an organization to facilitate a program review 
or internal audit function. They establish the department's position within the organization, authorizing 
access to records, personnel, and physical properties used for the performance of audits. They also define 
the scope of internal auditing activities. 

The IIA standards (1989: 10) establish the importance of an audit charter for an organization 
operating an internal audit function: 

The purpose, authority, and responsibility of the internal auditing department should be 
defined in a formal written document [charter] ... The charter should (a) establish the 
department's position within the organization, (b) authorize access to records, personnel and 
physical properties relevant to the performance of audits, and (c) define the scope of internal 
auditing activities. 

Requirements of Enabling Legislation 

The BOP Program Review Division Assistant Director is responsible for coordinating the agency­
wide effort to comply with the Integrity Act (P.L. 97-255), which also requires that the agency's methods 
of assessing the adequacy of internal controls comply with this act. Illinois State law requires establish­
ment of a full time program of internal auditing to maintain ~m effective system of internal control. This 
requires the appointment of a Chief Internal Auditor who is a certified internal auditor or a certified 
public accountant with four years of auditing experience, or is an auditor with five years auditing exper­
ience. This person reports directly to the chief executive officer, and audit staff are free of all operational 
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duties. A two-year audit plan is specified to include major systems of internal accounting and adminis­
trative control. The Utah Code requires the UDC to audit all progranlS every three years. The Code 
requires that all working papers and reports are classified as confidential, available only upon 
authorization of the director, governor, or by court order. 

Although no individual state statutes guide the multi-state audit (MSA) process, the interstate audit 
agreement defines the process by which institutional operations are measured through the application of 
accepted standards. The agreement also addresses standards for audit planning, audit team composition, 
facilitating the onsite verification phase of the audit, and the advisory nature of the reports. 

In accordance with the Single Audit Act of 1984 and applicable Federal and state circulars, the New 
Jersey Internal Audit Unit (lAU) completes desk reviews of single audit reports submitted by state grant 
recipients. "Recipients" are any local government, including school boards, and any not-for-profit organ­
ization that receives any federal grants from a state agency, state grants, or state aid funds. Each audit 
is conducted by a CPA firm that is independent of the entity being audited. Desk reviews are conducted 
by the IAU to assure that each audit report complies with applicable federal and state circulars. 

The New Jersey State Comptroller is responsible by law (N.J.S.A. 52:27B-45) for preparing reports 
on the condition of state appropriations. As a result, the state established an internal control program, 
which requires an annual statement about how internal control systems comply with standards prescribed 
by the Comptroller. The annual statement is accompanied by a report on all identified material (Le., 
significant) weaknesses and corrective actions taken or planned; internal and external reports are 
considered when formulating statements of assurance. 

Requirements of the Charter 

The BOP has a program statement, or policy, that includes a detailed des,cription of the authority 
of the Program Review Division. Wardens/superintendents must fully support and cooperate with the 
PRD. They must ensure freedom of access to all property, records, employees and inmates, and give 
prompt consideration of findings. Duties include timely initiation and completion of appropriate corrective 
action to enable closure of the program review within specified time frames. 

BOP Program Statement 1210.12, shown in Appendix C, systematically defines the responsibility 
of all key managers and executives in assisting the Director. The Director is required to submit an assur­
ance statement to the Attorney General at the end of each fiscal year. This statement certifies that BOP 
programs are operating effectively, in accordance with applicable law, and that the systems of internal 
control are adequate to protect resources. Material weaknesses and significant concerns in the Bureau's 
systems of controls are identified and a plan for correcting them is included. The PRD Assistant Director 
is the designated BOP Internal Control Officer. 

Illinois Department of Corrections Administrative Directives have been published for both 
Operations and Program Audit and FIA. Although there are many differences between these two sets of 
directives, they 1) include the purpose of the respective audit function, 2) state the applicability of the 
directive, 3) list a definition of audit terms, 4) provide general information a,bout the audit function and 
indicate audit requirements including reporting responsibilities, 5) indicate that the (FIA) auditing program 
will follow standards promulgated by the Institute of Internal Auditors, and 6) detail auditing procedures. 

Utah Department of Corrections policy and procedure guides the internal audit function, including 
audit authority, reporting relationships, auditor access to information and management's responsibility. 
The MSA interstate agreement establishes the audit process, including reporting responsibilities, auditor 
access to information, and the appeal process when institution staff disagree with the auditors. An audit 
charter has been drafted for consideration by the IDoe administration that addresses the responsibility 
and scope of the IAU, including the right of auditor access to information and records, and reporting 
responsibilities. 

Enabling legislation supports and guides operations of the PRD, FlA, BIA, and IAU. Management 
for the BOP, IDOC, and the NJ DOC, respectively, is obligated by law to develop internal control 
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systems. Program review/internal audit systems playa major role in helping directors with their annual 
assurance statements. Audit charters are essential tools developed within an organization to facilitate a 
program review or intemal audit function. They do so by establishing the department's position within 
the organization; authorizing access to records, personnel, and physical properties used for the reviews/ 
audits; and defining the scope of internal auditing activities. 

Planning Controls 

Identifying the ReviewlInternal Audit Universe 

Various methods are used within audit organizations to identify important audit areas. As discussed 
in chapter II, there is a growing literature on performance review in corrections. Such measures are found 
in a study undertaken by Logan (1993:2). Specific "empirical indicators" are detailed in eight major 
areas, or "dimensions." Review of these types of measures ag~jnst organizational criteria is necessary 
to identify the review universe and to develop review criteria. 'these measures include security, safety, 
order, care, activity (programs), justice (fairness), (living) conditions, and (efficient) management, with 
a variety of "subindicators." Similar perfonnance criteria have been developed in a study sponsored by 
the Office of Juvenile Justice and Delinquency Prevention (parent et al., 1993). 

Program review/internal audit procedures use formalized risk assessment tools, which incorporate 
quantitative techniques into decisionmaking processes. According to Sawyer (1988:446-447), risk as­
essments are a type of analytical review procedure (ARP) in which: 

There is a direct correlation between solid risk analysis and an internal audit department's 
effectiveness and value to the organization. If important audit areas are not identified, auditors 
will not have an opportunity to address them. Instead, valuable audit resources may be spent 
on items of less importance and value with less positive impact on the organization . . . Risk 
analysis is perhaps one of the greatest challenges to auditors. It requires skill, experience, 
knowledge of operations, personal contacts, awareness of the operating climate, and 
understanding of the finn's objectives and operating philosophy. 

The first step in detennining opemtional ril'k, vulnerability, or exposure is to segment the organ­
ization into assessable units. As explained by Arthur Andersen and Company (1986:9): 

There is no single method to divide an agency into assessable units (Le., organizational 
components, programs, administrative functions, etc.) for which vulnerability assessments will 
be perfonned, particularly since agencies vary widely in organizational structure and the 
nature of activities and functions conducted. The important thing to remember is that the 
inventory should encompass the entire agency, and the individual assessable units should be 
of an appropriate nature and size to facilitate the conduct of a meaningful vulnerability 
assessment. 

Program review/internal audit staff should focus on issues that present material risk to the organ­
ization. As indicated by Sawyer (1988:203), "The professional internal auditor should be able to identify 
the objectives of an operation, the risks that lie in the path leading to the objectives, and the key controls 
in effect, or needed, to help achieve the operation's objectives." 

IIA standards (1989:47-48) address the tasks of establishing the audit universe and developing 
priorities for planning and conducting the audit: 

107 



520 Planning 
The director of internal auditing should establish plans to carry out the responsibilities of the 
internal auditing department. 

.04 Audit work schedules should include (a) what activities are to be audited; 
(b) when they will be audited; (c) the estimated time required, taking into 
account the scope of the audit work planned and the nature and extent of 
audit work performed by others. Matters to be considered in establishing 
audit work schedule priorities should include (a) the date and the results 
of the last audit; (b) fInancial exposure; (c) potential loss and risk; (d) 
requests by management; (e) major changes in operations, programs, 
systems, and controls; (f) opportunities Ito achieve operating benefits; (g) 
changes to and capabilities of the audit staff. The work schedules should 
be sufficiently flexible to cover unanticipated demands on the internal 
auditing department. 

Establishing Priorities: the Utah Risk Assessment Scale 

The Utah BIA uses a formalized risk assessment tool in all departments and at the local level to 
establish audit priorities. This scale is based on a model developed by the IIA. An example of a local 
level risk assessment includes all institutional functions and processes identified, as shown in Exhibit 1. 
Risk factor criteria were established and were used to set priorities for all entities and functions within 
the audit universe, using the risk asses::.ment form shown in Table 3, chapter III. The results of the 
application of this form are displayed in Exhibit 2. 

The central office auditors validate each local risk assessment, which often changes the priorities 
shown in Exhibit 2. A similar tool has been developed to set priorities for all entities and functions within 
the UDC. A complete risk assessment results in a listing of entities and functions from highest to lowest 
risk. High risk entities or functions are scheduled for comprehensive audit, while moderate and low risk 
entities and functions are addressed with less frequency and intensity. 

Based upon a department-wide risk assessment and in accordance with the requirement to develop 
a three-year audit plan mandated by statute, the BIA bureau director develops short and long term audit 
plans with consideration given the audit resources available. BlA staff meet quarterly, and audit schedules 
are prepared for each three-month period and submitted to the UDC Executive Director for review and 
approval. This is done at least eight weeks before the commencement of each quarterly plan. 

The Bureau of Prisons (PRD), Illinois (FIA), Utah (BIA), and New Jersey (IAU) have developed 
various formalized methods for identifying the review/internal audit universe and scheduling activities 
based upon quantifiable measures. The purpose of the BOP Management Assessment process is to exam­
ine each component of a discipline or program to determine the vulnerability of the program to fraud, 
waste, abuse, and mismanagement; the potential for serious problems if policy and regulations are not 
followed, or systems of internal control are not adequate; the degree to which resources are being used 
efficiently; program review priorities; and management indicators by which program operations are to 
be monitored. 
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Exhibit 1 

Central Utah Correctional 
Facility Audit Universe 

Outside Programming 

I-A Outside ProgrammingNolunteers 
I-B Outside Programmingffours 
I-C Outside ProgramminglReligious Services 

Insirle Programming 

2-A Inside Programming/Contract Staff 
2-B Inside ProgramminglLibrary 
2-C Inside ProgramminglEducation 
2-D Inside Programming/Recreation 
2-E Inside Programming/Habilitative Tracks 
2-F Inside ProgramminglFull Productivity 

Perimeter 

3-A Perimeter/K-9 
3-B Perimeter/Special Weapons and Tactics 
3-C Perimeterffowers 
3-D PerimeterNehicJe Direction Station 
3-E Perimeter/Fences 
3-F Perimeter/Communication 
3-G Perimeter/Armory 
3-H Perimeterffransportation 
3-1 PerimeterlEmergency Access 

Housing Security 

4-A Housing Security/Housing Units 
4-B Housing Security/Counts 
4-C Housing SecuritylMovement Control 
4-D Housing Security/Key Control 
4-E Housing Security/Inmate Property 
4-F Housing SecuritylUrinalysis 
4-G Housing Security/Incident Reports 
4-H Housing SecuritylFuII Productivity 
4-1 Housing SecuritylUnit Management Teams 
4-J Housing SecurityIWork Crews 

Support Services 

5-A Support ServiccslFixed Assets 
5-C Support ServiceslWarehouse 
5-D Support ServiceslInmate Accounting 
5-E Support ServiceslMaintenance 
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5-F Support ServiceslFood Service 
5-G Support ServiceslMaii 
5-H Support ServiceslProperty 
5-J Support ServiceslRecords 
5-J Support ServiceslManagement Information 

Systems 

Administration 

6-A AdministrationlDisciplinary 
6-B Administration/Classification 
6-C Administration/Grievances 
6-D Administration/Officer In Charge 
6-E AdministrationlPolicy & Procedure 
6-F Administration/Command Post 
6-G AdministrationlInmaw Housing Assignments 
6-H AdministrationlPersonnfJi 
6-1 AdministrationlBudget 
6-J AdministrationlPurchasing 

BuildinglPhysical Plant 

7-A Building & Physical PlantlExternal Inspections 
7-B Building & Physical PlantlEmergency Safety 
7-C Building & Physical Plant/Space Utilization 
7-D Building & Physical PlantIDisaster Planning 
7-E Building & Physical PlantIModification 

Medical 

A.I 
8-A.2 
8-A.3 
8-AA 
8-A.5 
8-A.6 
8-A.7 
8-B 
8-C 
8-D.1 
8-D.2 
8-D.3 
8-DA 

MedicallMedical Services/Clinic 
MedicallMedical ServiceslNursing Services 
MedicallMcdical ServiceslInfirmary 
MedicallMedical Services/Optometry 
MedicallMedical Services/Audiology 
MedicallMedical Services/Contract Services 
MedicallMedical Services/Specialist Serv. 
MedicallDental Services 
MedicallPharmacy 
MedicallMental HealthlPsychiatric Services 
MedicallMental Health/Crisis Intervention 
MedicallMental HealthlMental Health 
MedicallMental Health/Sexual Offenders 



I , 

Exhibit 2 
I 

Central Utah Correctional Facility I 
RISK ASSESSMENT RESULTS 

I Note: The!le ratings were decided by staff at the institution and validated by central 
office audiltors in a department-wide risk assessment. 

Sorted by 'Risk Assessment I 
2-A Inside Programming/Contract Staff 3.43055 
8-A.3 MtedicallMedical ServiceslInfirmary 3.06452 I 2-E Inside ProgramminglHabilitative Tracks 2.96444 
5-H Support Services/Property 2.87097 
6-E AClministrationlPolic:y & Procedure 2.83333 

I 6-H AdministrationlPersonnel 2.80555 
2-C Inside ProgramminglEducation 2.77778 
8-D.4 MetdicallMental Health/Sex Offender 2.77143 
8-A.7 Me:dicallMedical Services/Specialist Serv. 2.75758 

I 5-F SUIPport ServicesfFood Service 2.75000 
6-1 AdtministrationlBudget 2.72222 
4-H Housing SecurityfFull Productivity 2.69444 
5-E Support ServiceslMaintenance 2.69444 I I-C Outside ProgramminglReIigious Services 2.65714 
6-J Ad:ministrationiPurchasing 2.63889 
1-B Outside Programming/Tours 2.46667 
5-J Su/pport ServiceslMIS 2.44444 I 5-1 Support ServiceslRecords 2.44444 
2-F Inside ProgramminglFull Productivity 2.43333 
6-G Administration/Classification Committee 2.40000 

I 8-A.6 MedicallMedical Services/Contract Services 2.39394 
5-D Support Se;rviceslInmate Accounting 2.36111 
5-G Support ServiceslMail 2.33333 
6-F Administration/Command Post 2.30556 

I 8-A.I Me:dicallMedical Services/Clinic 2.27778 
3-E PerimeterlFences 2.26667 
8-A.2 MedicallMedical Services/Nursing Services 2.25000 
4-1 Housing SecuritylUnit Management Teams 2.22222 I 4-E Housing SecuritylInmate Property 2.20589 
5-A Support Services/Fixed Assets 2.16667 
7-C Building & Physical Plant/Space Utilization 2.13889 
8-D.2 MedicallMental Health/Crisis Intervention 2.13889 I 4-G HOlUsing SecuritylIR-l's 2.13889 
2-B Inside ProgramminglLibrary 2.07407 
3-1 PerimeterlEmergency Access 2.05556 

I 7-D Building & Physical PlantlDisaster Planning 2.00000 
3-H Per:imeterlTransportation 1.91667 
4-B Housing Security/Counts 1.91666 
3-B Perimeter/SWAT 1.88889 

I 8-C MedicallPharmacy 1.88889 
8-A.5 MedicallMedical Services/Audiology 1.87879 
6-D Administration/OIC 1.85714 
4-C Housing SecuritylMovement Control 1.83333 I 3-A PerimeterlK-9 1.83333 
4-J Housing Security/Work Crews 1.83333 
8-B MedicallDental Services 1.83333 
I-A Outside ProgrammingN olunteers 1.82609 I 
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3-F 
6-A 
5-C 
6-C 
4-A 
6-B 
8-A.4 
8-D.1 
3-D 
7-A 
8-D.3 
7-E 
4-D 
7-B 
3-C 
4-F 
3-G 

Perimeter/Communication 
AdministrationlDisciplinary 
SUPi?0rt ServicesIW arehouse 
Administration/Grievances 
Housing SecuritylHousing Units 
Administration/Classification 
MedicallMedical Services/Optometry 
MedicallMental HealthlPsychiatric Services 
PerimeterNDS 
Building & Physical PlantlExternal Inspections 
MedicallMental HealthlMental Health 
Building & Physical PlantIModification 
Housing SecurityIKey Control 
Building & Physical PlantlEmergency Safety 
PerimeterITowers 
Housing SecuritylUrinalysis 
Perimeter/Armory 

1.78788 
1.76190 
1.72222 
1.61111 
1.58333 
1.57143 
1.52941 
1.44444 
1.44444 
1.44444 
1.44444 
1.41667 
1.36111 
1.19444 
1.19444 
1.13889 
1.00000 

The Federal BOP management assessment reviews past and current performance, examines various 
management indicator data, and assesses the program's levcl of risk and need for improvement by means 
of a structured review methodology (risk assessment). Management assessment meetings are conducted 
with the Regional Administrator, Wardens, and managers from various levels and the BOP discipline 
director. The purpose of these meetings is to 1) identify an objective for operational activities, 2) assess 
the level of risk, 3) articulate procedures or control techniques that provide reasonable assurance that 
operational objectives will be met and problems avoided, 4) identify the perceived adequacy of these 
controls and safeguards, 5) anticipate the significance of actual risk to the program's mission, 6) 
distinguish methods of reviewing the activity to ensure controls are adequately tested, and 7) index spe­
cific program review objectives and steps to carry out testing. 

Central office administrators are fully involved in the management assessment process. It is the 
responsibility of the central office program administrator to ensure that necessary documentation is 
maintained regarding the management assessment process. 

A management assessment form has been developed that 1) identifies the program, 2) articulates 
an objective statement (e.g., to ensure institutions are operated in a way that provides a safe environment 
for staff and inmates and prevents inmate escape), 3) includes an identification of the process (e.g., tool, 
weapon and hazardous material control), and 4) provides a lhting of the steps necessary in each operation 
or process from start to finish. An inherent risk factor is applied to each step in the process and the 
adequacy of internal controls is assessed for each step. An overall risk rating is listed, which is the result 
of the inherent risk minus the level of intern.lll control. 

The BOP develops management control plans for 5-year periods. These plans are based on manage­
ment assessments and include planned actions. In addition to outlining the frequency of routine PRD 
program reviews, management control plans identify the level of risk associated with program areas. 
Plans to correct problems that do not require additional review are included, as are arrangements for 
special studies, surveys or task force efforts to examine problems in detail, with dates for completion. 
The management control plan also includes a certification that gIl high risk areas have been included in 
the Program Review Guidelines or that they will be addressed in a special review. The PRD Assistant 
Director issues a compiled Annual Program Review Schedule for all programs and is responsible for 
ensuring the timeliness of program review schedules. 

The Chief Internal Auditor of Illinois FIA develops an audit plan or schedule for each fiscal year. 
It includes the number of planned audit hours, the audit risk grade, the institution, a summary of previous 
internal and external audit findings, the number of repeated findings, and the percent of audit hours 
versus the percent of expenditures for each institution. In preparing an annual plan, the number of staff 
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hours required by the audit plan and the actual hours available are calculated. Assumptions and judg­
mental risk assessments are made based primarily on prior external and internal audit results. 

Establishing audit priorities requires several assumptions: 1) the quality of fiscal operations tends 
to remain the same if staffing remains the same; 2) the department has developed adequate systems of 
internal control and the effectiveness of these systems in a specific institution is an audit risk; 3) the size 
of an institution's budget is an inherent risk; 4) the audit risk grade of high, medium or low is a 
judgmental grade based on both the audit risk and inherent risk; and 5) the interests of the department 
are better served by conducting comprehensive audits at illiltitutions where b.igher risk is assessed than 
by attempting limited scope audits at all institutions. 

The Bureau of Prisons (PRD), Illinois (FIA), and Utah (BIA) have developed quantifiable methods 
of identifying assessable units and assigning relative risk to each. BOP and UDC management are directly 
involved in this process in their respective agencies. The management assessment process within the BOP 
includes annual meetings with various levels of management to establish program review guidelines. The 
FIA Chief Internal Auditor establishes audit priorities based upon risk, audit resources, characteristics 
of the institution, a summary of previous internal and external audit findings, the number of repeated 
findings, and the percent of audit hours versus the percent of expenditures for each institution. Within 
the UDC, formalized risk assessments are prepared and updated annually both at the department level and 
within individual divisions. Management has direct input into this process. 

Operational Controls 

Program Review/Internal Audit Policies and Procedures 

The demands of maintaining a comprehensive program review/internal audit function require the 
development of operational guidelines. IIA standards (1989:48-49) address this issue: 

530 P~iicies and Procedures 
The director of internal auditing should provide written policies and procedures to guide the audit 
staff . 

. 01 The form and content of written policies and procedures should be appropriate 
to the size and structure of the internal aUditing department and the complexity 
of work. Formal administrative and technical manuals may not be needed by 
all internal auditing departments. A small internal auditing department may be 
managed informally. Its audit staff may be directed and controlled through 
daily, close supervision and written memoranda. In a large internal auditing 
department, more formal and comprehensive policies and procedures are 
essential to guide the audit staff in the consistent compliance with the depart­
ment's standards of performance. 

Summary 

The Federal Bureau of Prisons (PRO), Illinois (OPA and FIA), and Utah (BIA) have developed 
comprehensive, written policies and procedures to guide the program reviewlinternal audit function. 
Comprehensive, written policy and procedures guide the PRD review process, as detailed in BOP Pro­
gram Statement 1210.12. Included in appendices are standards for audit that include a summary of Stan­
dards for Audit of Government Organizations, Programs, Activities and Function, 1988 Revision, GAO, 
and program review process examples (see Appendix B). The conduct of a program review begins with 
the development of a program, or plan, for program review, which is based on an identification of 
vulnerable areas, the classification of the types of reviews required (routine program reviews or special 
reviews), the availability of resources, and the sites to be included. Types of review or audit evidence 
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are enumerated along with the standards associated with obtaining evidence (sufficiency, competence/ 
reliability, and relevance). Procedures are listed to cover serious or unusual problems that may dictate 
halting or redirecting the review work. Development of working papers is discussed in detail (see Ap­
pendix E). A discussion on closure of the program review process outlines the responsibilities of 
reviewers and the institution. Operational reviews are conducted using the same process as PRD reviews. 

The Illinois Department of Corrections (IDOC) administrative directive guiding OPA includes writ­
ten procedures for audit planning, which require written notification of the scheduled audit. A pre-audit 
survey is also required; this includes input from executive staff, a review of previous audits, coordination 
with the facility audit liaison, planning meetings, obtaining special expertise to assist in the audit if 
needed, and audit scope development. The directive also addresses the verification phase, refers to 
generally accepted audit standards, and requires that an audit plan and annual report be submitted to the 
director to say how the plan was carried out. The directive also states the auditor's right of access to, and 
the responsibility of managers in providing, information. 

Utah Department of Corrections (UDC) policies and procedures guide all aspects of internal audit, 
including 1) department risk assessments to establish audit priorities, 2) audit schedules, 3) audit 
programs, 4) the onsite verification and evaluation phases, 5) reporting results, 6) audit follow up, and 
7) local internal audits. These guidelines are in an administrative manual series issued department-wide, 
with more detailed information in a technical manual issued to BIA staff and local internal auditors. 

Planning and Initiating a Program Review /Internal Audit 

An essential first step in preparing to conduct an audit involves the preliminary survey. As Sawyer 
(1988:129-130) explains, the preliminary survey determines who participates in the review, what they 
do, and why, when, and how they do it. Other factors include audit cost and an examination of risk 
factors and controls that are in place to minimize risk. 

in: 
The Comptroller General of the United States (1988:6-2) suggests that the value of the survey is 

providing information about the key systems and procedures used . . . the size and scope of 
the entity'S activities [including areas ot] internal control weaknesses, uneconomical or 
inefficient operations, lack of effective goal achievement, or lack of compliance with laws and 
regulations. However, tests to determine the significance of such matters are generally con­
ducted in the detailed audit work as specified in the audit program. 

An audit program is developed after completion of the preliminary survey. The elements of an audit 
program are outlined by Sawyer (1988:193-194): 

A management-oriented program provideg a series of analytical procedures or steps for 
internal auditors to follow. These steps will provide for the gathering of evidence and allow 
internal auditors to express opinions on the efficiency, economy, and effectiveness of the 
activities under review. The program lists directions for the examination and evaluation of the 
information needed to meet the audit objectives, within the scope of the audit work. 

The ITA standards interpret individual audit planning efforts: 

410 Planning the Audit 
Internal auditors should plan each audit. 
.01 Planning should be documented and should include: 

.1 Establishing audit objectives and scope of work . 

. 2 Obtaining background information about the activities to be audited. 

.3 Determining the resources necessary to perform the audit. 
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Summary 

· .4 Communicating with all who need to know about the audit. 
.5 Perfonning, as appropriate, an onsite survey to become familiar with the activities and 

controls to be audited, to identify areas for audit emphasis, and to invite auditee com­
ments and suggestions. 

.6 Writing an audit program . 

. 7 Detennining how, when, and to whom audit results will he communicated . 

. 8 Obtaining approval for the audit work plan. 

A reviewer-in-charge is assigned the responsibility to prepare for each scheduled Federal BOP 
review. BOP Program Statement 1210.12 requires that preparation for a review will include data 
collection, including data from the Key Indicators system, and an assessment before arrival at the review 
site. This helps focus program review objectives. A written site plan summarizes all elements of the 
review (see chapter VII), including input from the respective regional and central office administrators. 
The PRD Assistant Director or designate approves the pla.'1 submitted by the reviewer-in-charge, who then 
implements it. Program review guidelines developed as part of the management assessment process 
contain general instructions for reviewers of a program or group of programs. 

Central office staff and regional program administrators, based on the input from warden advisory 
groups and institutional managers, establish a series of program review objectives that will enable review­
ers to focus on areas where attention is most needed in the subsequent 12 to 24 months, particularly in 
areas of high risk, where there is potential for savings, and where there have been problems. Central 
office administrators have responsibility to ensure the objectives encompass all criteria necessary to 
measure whether the objectives of the program are being accomplished. Minimally, objectives address 
all significant policy requirements necessary for achievement of the objectives. Background information 
is provided as to why the objective has been included, noting where it is part of a policy requirement, 
government regulation, and/or mandatory national standards. 

Each program review objective, background statement, and policy citation is followed by a listing 
of program review steps, which represent the minimum acceptable testing that must occur to obtain the 
evidence necessary to meet the program review objective (see chapter vn, Bureau of Prisons, topic 23). 
Where applicable, the appropriate references to policy, regulation, standards, etc. are made. A separate 
component of the program review guidelines for each discipline are mandatory program review objectives 
applied at the regional level. These are specific areas that require special review, such as suicide preven­
tion controls. A department head or administrator of greater rank reviews them for inclusion in the 
program review report. 

Much of the Illinois OPA's preparation for audits is done by reviewing administrative directives, 
updating appendices used to catalog administrative directives and special issues, and preparing audit 
questionnaires. When a facility or program is notified of an impending audit, a pre-audit survey form is 
provided. According to the OPA guidelines, the pre-audit survey lists specific Department policies and 
requires the facility to document observations regarding compliance and identify information sources. 
Similarly, Illinois FIA staff, under the supervision of the Chief Internal Auditor, develop familiarity with 
the facilities to be audited and participate in the development of audit questionnaires. The areas they 
commonly audit are commissary funds, employee benefit fund, inmate trust fund, personnel, payroll, and 
timekeeping. Illinois OPA staff develop comprehensive questionnaires, checklists, and detailed 
instructions for completing all administrative directives and various audit questionnaires, as discussed in 
chapter VII, IDOC topic 23. 

For each scheduled audit the Utah BIA Bureau Director assigns an auditor-in-charge who is respon­
sible for planning the audit by initiating a comprehensive pre~audit survey. The auditor-in-charge becomes 
thoroughly familiar with the entity or function to be audited, as detailed in chapter Vll, UDOC, topic 
22. Management is responsible for identifying weaknesses in internal controls and reporting these 
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weaknesses to the auditors. An audit program is prepared by the auditor-in-charge after the pre-audit 
survey phase and before the onsite verification phase of the audit (see Appendix D). The audit program 
identifies general areas to be audited, and audit objectives are developed for each area with specific tests 
indicated to accomplish each audit objective. Appropriate forms are developed. The audit program is 
submitted to the BIA Bureau Director for review and approval before implementation. 

Utah BIA internal auditors conduct extensive preliminary surveys in preparation for each audit. A 
critical aspect of the preliminary survey process is establishing criteria for measuring performance. 
Sources used in establishing criteria include the National Institute of Corrections Information Center; state 
law and administrative rules; and UDC policies and procedures, which are available to BIA staff on a 
software system; current correctional case law, which is ac~essible through subscription to a corrections 
case law catalog and a correctional law reporter; American Correctional Association standards; and the 
opinion of various UDC legal and content experts, to include individuals outside the department. BIA 
staff prepare written audit programs that provide guidelines to auditors in conducting audit tests and 
obtaining audit evidence. 

Analysis shows that PRD, OPA, FlA, and BIA conduct and document preliminary surveys and 
develop written programs to guide the reviewers/internal auditors. For example. the BOP develops a writ­
en site plan. Content experts in each discipline prepare review guidelines as a result of a management 
assessment process, which provide direction to program reviewers. 

Conducting and Managing the Onsite Verification and Evaluation Phases 

For each state studied, field work reflected the basic requirements of the program review/internal 
audit program. This is consistent with the literature, which discusses field work as a systematic process 
of objectively gathering evidence about an organization's operations, evaluating it, and finding out 
whether those operations meet acceptable standards. The term "systematic process" implies planned audit 
steps that are designed to meet audit objectives, and that the internal auditor will employ professional 
discipline while gathering, arraying, recording, and evaluating evidence in the audit (Sawyer, 1988:227-
228). 

Once in the field, verification of assumptions made during the preliminary survey is integral to the 
program review. According to the Comptroller General (1988:3-11), the quality of audit work and the 
reSUlting reports is determined by the degree to which " ... the audit scope, methodology, and the tests 
and procedures used in the audit are adequate to provide reasonable assurance that the audit objectives 
are accomplished," suggesting that it may be appropriate to use statistical sampling, statistical inference, 
and other aspects of quantitative analysis, as necessary. Concerning the standards for performance 
auditing, the Comptroller General (1988:6-16) states the following: 

Sufficient, competent, and relevant evidence is to be obtained to afford a reasonable basis for 
the auditor's judgments and conclusions regarding the organization, program, activity, or 
function under audit. A record of the auditor's work is retained as working papers. Working 
papers may include tapes, films, and disks. 

Audit objectives are achieved through a process of testing. According to Sawyer (1988:240): 

The audit test usually implies evaluation of transactions, records, activities, functions, and 
assertions by examining all or part of them. But testing-when viewed as putting something 
to proof-does not necessarily exclude a complete examination. Testing is any activity that 
supplies the auditor with sufficient proof to support an audit opinion. 

Sawyer (1988:240) identifies the steps to be taken in testing as: 
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• determining the standard, 
e defining the population, 
s selecting a sample transaction or process, 
• examining the selected transactions or processes. 

Comparing practices with standards or criteria identified in the preliminary survey and included in 
the program is only the first of two review phases. After measurements are taken, reviewers/auditors 
must evaluate fmdings and arrive at conclusions. In doing so they can and should evaluate the criteria/ 
standards used, all of which are subject to ongoing review (see Sawyer, 1988:232). 

The verification and evaluation efforts that result from conducting audit tests, assembling working 
papers, and making judgments must be of high quality. According to the Comptroller General (1988:3-
11), "Findings and conclusions in reports are [to be] fully supported by sufficient, competent, and rele­
vant evidence obtained or developed during the audit." Sample working papers are in Appendix E. 

Program review/internal audit personnel must possess professional proficiency and exercise due pro­
fessional care. The Comptroller General (1988:3-12) again states: 

A body of knowledge on types of audits, tests, procedures, and methodology exists. Some are 
generalized and some are specific to certain industries, types of audits, or special circum­
stances. Auditors should have sufficient awareness of this body of knowledge to apply it to 
the audit being undertaken. This awareness is necessary to ensure that the selected method­
ology, tests, and procedures are appropriate. 

IIA standards (1989:39) address examining and evaluating information: 

All audit working papers should be reviewed to ensure that they properly support the audit 
report and that all necessary auditing procedures have been performed. Evidence of 
supervisory review should be documented in the audit working papers. The director of internal 
auditing has overall responsibility for review but may designate members of the internal 
auditing department to perform the review. Review should be conducted at a level of 
responsibility higher than that of the preparer of the audit working papers. 

Summary 

The onsite verification phase. of program reviews and internal audits conducted by staff of the BOP, 
IDOC, UDC, NJ DOC, and the multi-state (MSA) group (Washington, Oregon, and Idaho) is generally 
based upon well prepared program review guidelines and audit programs. The specifics of policy and 
procedures are found in chapter VII. Field work generally commences with an entrance conference with 
management of the entity under audit and a presentation of the general scope and procedures to be 
followed during the review. A predominant theme is to maintain open communication with management 
and ensure a positive experience for all involved. Specific audit testing procedures are conducted under 
the supervision of a reviewer or auditor-in-charge. Program review/internal audit evidence generally 
consists of physical evidence gained through direct observation, which is considered the most dependable 
in determining the adequacy of internal controls. This is followed by testimonial evidence, including 
interviews, which are considered the least dependable type of evidence; documentary evidence consisting 
of files, records, etc.; and analytical evidence, which is developed by making judgments. 

Working papers are prepared to document all program review/audit tests conducted and their results. 
Also included under the definition of working papers are all preliminary survey materials, corres­
pondence, program review guidelines or audit programs, and any other material relevant to the audit. The 
review/audit team meets frequently to assess progress during the field work. Also, they frequently meet 
with management to provide feedback. Documented supervision of the field work is important in 
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assessing the audit team's perfonnance. When UDe auditors encounter audit impairments or problematic 
areas, they verbally inform management and followup in writing to the BIA Bureau Director. 

An exit conference is conducted shortly after the field work is completed, at which time the draft 
report is presented. On the last day of field work, each unit reviewed provides feedback that includes 
follow up with an exit conference and a written report. Finally, the reviewers/auditors themselves are 
evaluated by the agency and by the reviewer-in-charge. Examples of auditor evaluation forms are found 
in Appendix G. Specific procedures for each jurisdiction are given in chapter VII. 

Local Operational Reviews/Internal Audits 

Within the BOP (PRD) , IDOe, UDe, MSA, and NJ DOC, various forms of local operational 
reviewp/internal audits are generally done by various management staff. These operational reviews yield 
many benefits. First, management may ensure that operations are in order between central office program 
reviews/audits. Also, management may assign content experts to examine operational areas with resulting 
training and cross-training of staff. In addition, ownership for action plans to correct deficiencies is 
enhanced; and, in larger organizations such as the Federal Bureau of Prisons, local program reviews/ 
internal audits are more cost-effective than central office program reviews/internal audits. 

Details of local operational reviews are provided for each jurisdiction in chapter VII. Operational 
reviews for the Bureau of Prisons are outlined in Program Statement 1210.12. The Illinois DOC ad­
ministrative directive requires all correctional facilities and program sites (including parole offices) to 
establish a procedural system for conducting annual intemaI audits. The purpose is to ensure compliance 
with rules, regulations, directives, operational and program standards, policies, procedures, and FIA­
determined fiscal directives. In Utah local internal audits are conducted by facility staff and the other 
UDC divisions who have been trained by the BIA Bureau Director. BIA oversees these local internal 
audits. The local internal auditors are generally more familiar with the operational intricacies than BIA 
auditors. Oversight from BIA provides a degree of objectivity to the process. 

Washington State Department of Corrections staff members pre-audit their own facilities in 
preparation for the MSA auditors' visit. Designated units are responsible for compliance with audit 
standards. The Oregon Department of Corrections conducts audits of security and custody standards six 
months before a scheduled MSA visit. Several wardens are selected to audit a facility other than their own 
and are required to report to the Director. Also, an internal auditor within the Inspections Branch audits 
various operations including capital equipment, the inmate canteen, and inmate mail. Most of the auditors' 
time is spent on institutions and trusts. Because of Oregon's focus on strengthening internal controls, the 
ODC Manager of Business Support Services assessed the cost of the current level of internal control 
relative to fixed assets inventory tracking. It was learned that the costs of control exceeded the benefit 
derived when considering the value of the assets to the organization. As a result, the Department will 
develop and provide to management and staff internal control training based on the American Institute 
of Certified Public Accountants Statements on Audit Standards (SAS). Since there is no centralized unit 
within the NJ DOC responsible for the internal audit process, all audits and programmatic reviews are 
local efforts. In this case, they should be more concerned with gaining outside input in both perfonning 
and reviewing the audit process. 

Followup Program Reviews/Internal Audits 

Professional internal audit standards reflect the purpose and importance of program review/internal 
audit followup. The IIA standards (1989:46) state: 

440 Following Up 
Internal auditors should follow up to ascertain that appropriate action is taken on reported audit 
findings. 
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.01 Internal auditors should determine that corrective action was taken and is achieving 
the desired results, or that senior management or the board has assumed the risk of 
not taking corrective action on reported fmdings. 

According to IIA standards (annotations), foUowup activity is part of au.diting and when management 
accepts the risk associated with not taking action recommended by the auditors, ". . . the internal 
auditor's responsibility is normally discharged and no further audit action is required" (Sawyer, 
1988: 1205). However, the IIA Code of Ethics states that "a member shall not knowingly be party to any 
illegal or inlproper activity" (Sawyer, 1988:1206). 

According to Sawyer (1988:314): 

Hence, internal auditing is responsible for appraisal of operating management's performance 
in carrying out its responsibilities. It is, thus, an extension of top management ... It would 
be inconsistent for the auditor to be charged with detecting a systems defect, and then be 
excused or prevented from looking for defects in the correction of that defect, or from 
pointing out the failure to achieve correction. 

Summary 

The Chief Executive Officer for the Bureau of Prisons facility ensures that a followup review is 
conducted locally to determine whether adequate internal controls are in place to prevent problems from 
recurring. The appropriate associate warden or assistant superintendent is responsible for conducting the 
followup, as discussed in chapter VII, BOP topic 30. The Regional Program Administrator of each 
discipline oversees the accomplishment of corrective actions and the internal controls as outlined by the 
CEO in response to program review findings. The Illinois OPA requires the identification of audit 
findings that warrant followup audits. These audits would check progress made toward corrective actions. 
The facility audited must present documentation supporting the resolution of problematic areas by the 
deadlines indicated in the fmal report. Fonus have been developed for followup audits, which when 
completed are submitted to the director with documentation. 

The Utah BIA schedules and conducts followup audits as authorized by the Executive or Deputy 
Director. They are prioritized ill two ways: 1) according to the dates agreed upon in the exit conference 
for completion of action plans, and 2) by the risk represented to the Department based on the UDC risk 
assessment and outside (external) scrutiny. The followup audit report shows whether full, partial or 
nonresolution was achieved and may also determine that resolution is nonapplicable. Auditor's judgments 
are supported by a general discussion in the report. New Jersey IAU staff prepare a Resolution Report 
for each audit. lAU staff limitations place heavy reliance on management's report; there is little inde­
pendent corroboration by IAU staff. MSA member states do not yet conduct followup audits, although 
they are currently being planned. 

Sawyer (1988) reports varying opinion as to auditors' responsibilities for follow up. However, if 
internal auditing is to be an independent appraisal function, they have responsibility ". . . to identify and 
report on both actual and potential risks to the enterprise" (Sawyer, 1988:314). Within the BOP, IDOC, 
UDC, and NJ DOC, followup efforts occur, although the type of followup varies by organization. 
Ideally, these agencies should have outside participation in followup reviews, although this is often not 
the case. 
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Quality AssurancelPeer Review-Auditing the Auditors 

An organization must have an ongoing quality improvement procedure concurrent with its program 
review/internal audit. Both the Comptroller General and the IIA have promulgated standards for continued 
quality improvement. The Comptroller General (1988:3-17 to 3-18) states: 

Audit organizations conducting government audits should have an appropriate internal quality 
control system in place and participate in an external quality control review program. 

45. The internal quality control system established by the organization should 
provide reasonable assurance that it: (1) has established, and is following, 
adequate audit policies and procedures and (2) has adopted, and is following, 
applicable auditing standards. The nature and extent of the organization's 
internal quality control system depends on many factors, such as its ~ize. the 
degree of operating autonomy allowed its personnel and its audit offices, the 
nature of its work, its organizational structure, and appropriate cost-benefit 
considerations. Thus, the system established by individual organizations will 
vary, as well as the extent of their documentation. 

46. Organizations conducting government audits should have an external quality control 
review at least once every 3 years by an organization not affiliated with the organ­
ization being reviewed. The external quality control review program should determine 
that: (1) the organization's internal quality control system is in place and operating 
effectively and (2) auditing standards are being followed in its audit work, including 
its government audits. However, external quality control review procedures should be 
tailored to the size and nature of the organization's audit work ... 

The IIA standards define quality assurance and specify the elements of such a program (Sawyer, 
1988:910-911): 

560 Quality Assurance 

The director of internal auditing should establish and maintain a quality assurance program to 
evaluate the operations of the internal auditing department. 

.01 The purpose of this program is to provide reasonable assurance that audit work 
conforms with these Standards, the internal auditing department's charter, and 
other applicable standards. A quality assurance program should include the 
following elements: 

.1 Supervision 

.2 Internal reviews 

.3 External reviews 

.02 Supervision of the work of the internal auditors should be carried out continually to 
assure confonnance with internal auditing standards, departmental policies, and audit 
programs. 

.03 Internal reviews should be performed periodically by members of the internal auditing 
staff to appraise the quality of the audit work performed. These reviews should be 
performed in the same manner as any other internal audit. 
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.04 Extemal reviews of the internal auditing department should be perfonned to appraise 
the quality of the department's operations. These reviews should be perfonned by 
qualified persons who are independent of the organization and who do not have either 
a real or apparent conflict of interest. Such reviews should be conducted at least once 
every three years. On completion of the review, a fonnal, written report should be 
issued. This report should express an opinion as to the department's compliance with 
the Standards for the Professional Practice of Intemal Auditing and, as appropriate, 
should include recommendations for improvement. 

Summary 

Analysis of these agencies shows various efforts to improve the quality of the review/audit function 
for the BOP, IDOC, UDC, NJ DOC, and the MSA. Internal and external methods of quality assurance 
were found in all the organizations examined. Quality assurance and total quality management (TQM) 
are discussed in greater detail in chapter X, to include the applicability of TQM to government aUditing. 

The Federal Bureal~ cfPrisons Program Review Division (PRO) makes continuing efforts to address 
quality improvements. For example, Program Statement 1210.12 requires that the reviewer-in-charge 
establish and maintain a quality assurance program to ensure that program review work conforms with 
GAO auditing standards and with the requirements of the program statement. The reviewer-in-charge is 
required to conduct a Quality Assurance Review (QAR) for each review report, and this report is ex­
amined by the review authority. This procedure is discussed in chapter VII, BOP topic 31. Reference is 
made to the Federal Manager's Financial Integrity Act (FMFIA) of 1982, which was enacted to help 
reduce waste, loss, unauthorized use, and misappropriation of resources. The Act and its implementing 
guidelines and circulars are also concerned with the efficiency and effectiveness of agency programs. 

In the Illinois DOC, the OPA audit manager conducts internal assessment for improvement. Audits 
conducted by FIA are examined by the Auditor General of the State of Illinois. The Utah BIA holds 
annual planning retreats at which attendees review Bureau perfonnance. Short- and long-tenn goals for 
the coming year are established based on a review of the progress of the previous year's goals, and a 
written report is submitted to the Executive Director. The New Jersey IAU has been reviewed infonnally 
by legislative services and fonnally by an independent CPA. Representatives of the multi-state group meet 
periodically to assess their audit process and make recommendations for improvement. 

Reporting Results of the Program Review/Internal Audit 

The organization should establish a unifonn method for reporting program review/audit results to 
management and developing action plans to correct deficiencies. According to Sawyer (1988:685), written 
reports: 

. are the auditor's opportunity to get the attention of management. Auditors have an 
admirable story to tell: they should not miss that opportunity through inept or unprofessional 
reporting. Reports should meet the standards of accuracy, clarity, conciseness, timeliness, and 
tone. 

The need for continual written and oral feedback to management is expressed in IIA standard 430 
Communicating Results (IIA, 1989:40), which provides guidance as to how auditors should report the 
results of their audit work. Section .01 states: 

A signed, written report should be issued after the audit examination is completed. Interim 
reports may be written or oral and may be transmitted formally or infonnally. 
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.1 Interim reports may be used to communicate information which requires immediate 
attention, to communicate a change in audit scope for the activity under review, or 
to keep management informed of audit progress when audits extend over a long 
period. The use of interim reports does not diminish or eliminate the need for a final 
report. 

.2 Summary reports highlighting audit results may be appropriate for levels of manage­
ment above the auditee. They may be issued separately from or in conjunction with 
the final report. 

Reports based on audit findings identify material (significant) weaknesses in operations. The IIA 
standards (IlA, 1989, pages 43-44) discuss report structure. In section .07 they indicate that "Audit 
findings emerge by a process of comparing what should be with what is. Whether or not there is a 
difference, the internal auditor has a foundation on which to build the report. When conditions meet 
criteria, acknowledgment in the audit report of satisfactory performance may be appropriate. " 

Findings should be based on attributes that address deficiency findings using the following format: 

Title: a statement of the area in which the deficiency was found. This is customarily based upon the 
program review guidelines or audit program (Le., key control). 

Criteria: a statement of the policy, law, regulation, or accepted professional practice that reflects 
the accepted level of performance (Le., all security key rings are to be checked in at the control 
desk at the end of each shift and documented in the shift log). 

Condition: a statement or series of statements indicating the actual practices occurring at the time 
of the program review/internal audit (Le., key control logs for the period of October 1, 1992 to 
December 1, 1992 reflected not all security key rings were documented as having been checked in 
at the end of shift). For example, Facility A, Shift 1, shift logs indicated only 45 % of the required 
log entries were made. 

Effect: a statement of the actual or potential effect of the disparity between criteria and condition. 
If there is significant risk to the facility or organization because of this disparity, there is a material 
deficiency finding. 

Cause: the program review/internal audit team must determine the cause of the disparity between 
criteria and condition to make a recommendation that is logical and will result, if followed, in 
providing reasonable assurance the problem will be resolved. 

Recommendation: the program review/internal audit staff suggestions for resolution. 

The purpose of a review is to identify operational deficiencies and facilitate correct!ons. Manage­
ment's concurrence with the auditor's recommendations is essential to developing a workable action plan. 
According to IIA standards (1989:45): 

.06 The auditee's views about audit conclusions or recommendations may be included in the 
audit report. 

.1 As part of the internal auditor's discussions with the auditee, the internal auditor 
should try to obtain agreement on the results of the audit and on a plan of action 
to improve operations, as needed. If the internal auditor and auditee disagree 
about the audit results, the audit report may state both positions and the reasons 
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for the disagreement. The auditee's written comments may be included as an 
appendix to the audit report. Alternatively, the auditee's views may be presented 
in the body of the report or in a cover letter. 

The Comptroller General standards (1988:7-1) stress the importance of written reports for purposes 
of communicating audit results to officials at all levels of government: "Written audit reports are to be 
prepared communicating the results of each government audit." The report makes the results less 
susceptible to misunderstanding, facilitates follow up to determine whether appropriate corrective actions 
have been taken, and makes the results available for public inspection. While availability of reports to 
the general public is encouraged by the Comptroller General (1988:1-5), legal restrictions or ethical 
considerations may justify limited release of reports. 

Summary 

Review findings are developed and reported in order to address weaknesses in internal controls. The 
Federal PRD, Illinois OPA and FIA, Utah B1A, and New Jersey IAU provide written reports of all audit 
results and generally address deficiency findings. Generally, an exit conference is held to review the audit 
results with management and develop an action plan. This is in addition to the requirement that 
review/audit staff keep management informed of progress and preliminary results during the OllSite or 
field work phase. Action plan results indicating who will do what by when are documented as part of the 
report. 

According to BOP Program Statement 1210.12 the materiality of deficiencies and their inclusion 
in the official report is determined by the professional judgment of the reviewer with concurrence of the 
reviewer-in-charge. These procedures are detailed in chapter VII, BOP topic 27. The elements of review 
findings noted above are ·used. The rating system reflects the judgment of the reviewer-in-charge about 
how well the mission and objectives of the program are met, ranging from superior to "at risk." Within 
20 business days following the review, the report of findings is submitted to the review authority, who 
must respond within 10 working days of receipt. The review authority must retain the program review 
reports for eight years by law. Outside party requests for a report or related working papers must be in 
writing to the Director. Sensitive information that might impact an institution's security or negatively 
affect a unit's functioning if released remains confidential. 

Staff of the Illinois OPA must (by administrative directive) conduct an exit conference that includes 
the Director or a designee, appropriate executive staff, the manager of the audit site and his/her assistants. 
Audit findings and recommendations are orally presented, to which the audit site manager responds. The 
manager tells the Director how the recommendations or appropriate alternatives will be implemented, the 
person responsible for resolving audit findings, and when negative findings will be rectified. This 
information is recorded by the audit team and appears in the final report submitted to the Director within 
15 working days of the exit conference. The form of the final report is detailed in chapter VII, IDOC 
topic 27, to include submission deadlines and plans for correcting deficiencies. The OPA audit manager 
and the FIA chief internal auditor maintain control and oversee working paper access. 

Utah Department of Corrections policy and procedure require the distribution of audit reports in 
draft form preliminary to the exit conference, held 30 calendar days after the last day of the onsite 
verification phase. The report has audit findings that specify criteria, condition, cause, effect and 
recommendation. The conference is attended by management, the BIA Bureau Director and the UDC 
Executive Director or designate, who review the report for accuracy, obtain management response, and 
finalize corrective action plans. A final report of findings and recommendations is distributed within 10 
working days of the exit conference. Both Utah statute and UDC policy deem audit reports, both draft 
and final versions, as confidential. 

122 

I 
I 
I 
I 
I 
I 
I 
I 

I 
I 
I 
I 
I 
I 
I 
I 
I 



I 
I 
I 
I 
I 
I 
I 
I 
I 

I 
I 
I 
I 
I 
I 
I 
I 

For the MSA states, audit reports are generally prepared and submitted within 30 days, as required 
by their agreement. The reports indicate the overall degree of facility compliance with standards, express­
ed as a percentage. Upon receipt of the report, each state prepares an action plan to address identified 
material weaknesses in operations. Managers who disagree with audit findings may appeal. Working 
papers are maintained at each facility under the control of the warden or superintendent. 

New Jersey IAU staff conduct an exit briefing with management to provide feedback on preliminary 
audit results. This informal reporting process is followed by a written report. IAU staff prepare audit 
reports that include criteria, condition, cause, effect, and recommendation. Pursuant to NJ DOC Account­
ing Bulletin 88~3, formal responses to lAU reports are required from each institution within 15 days 
following the audit exit conference. The response contains statements of concurrence or disagreement with 
the findings and ~:ecommendations. It states actions taken or planned to resolve each finding, including 
the time required, and indicates reasonable assurance the finding will not recur. Firing range audits are 
sent to the appropriate institutional warden, deputy director, and assistant commissioner. All working 
papers are maintained by the individual units conducting the audit. Control and release of these documents 
are decided by each unit and division. 
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CHAPTER IX 

MANAGEMENT INFORMATION SYSTEMS 
IN PERFORMANCE REVIEW 

The development, implementation, and maintenance of a sound internal control system depends on 
accurate, timely and relevant management infonnation, which provides the "indicators" needed to monitor 
and measure performance against clearly defined and quantifiable goals. The Bureau of Prisons, within 
the past seven years has created a comprehensive and integrated intemal control system, including a 
computerized strategic support system to monitor its internal control process. This chapter describes the 
BOP's Key Indicators/Strategic Support System (KI/SSS) and its relationship to the intemal control 
process, strategic management and planning, and the day-to-day management operations of the Bureau. 
Information systems in Illinois, New Jersey, and Utah are described with respect to their support of 
internal controls and audit systems. 

Federal Bureau of Prisons Key Indicators System 

Organizational Structure of the Bureau of Prisons 

To fully understand the capability and functionality of Key Indicators, it is important to understand 
the organizational structure of the Federal Bureau of Prisons and its strong commitment to planning, 
performance monitoring and managing by information. The Bureau's Chief Executive Officer is the 
Director, assisted by an executive staff of nine Assistant Directors and six Regional Directors. 

Each Assistant Director is responsible for an operating division covering: 1) Administration; 2) 
Health Services; 3) Industries, Education, and Vocational Training; 4) Program Review:~ 5) Information, 
Policy, and Public Affairs; 6) Correctional Programs; 7) Human Resource Management; 8) Community 
Corrections and Detention; and 9) the Office of the General Counsel and Review. Each of the six Region­
al Directors is responsible for approximately 8,000 to 10,000 inmates, 12 to 16 institutions, and a staff 
of regional administrators who coordinate and oversee services and programs within the region. The 
regions are North Central, Northeast, Southeast, Western, South Central, and Mid-Atlantic. The 
organization of the Bureau is shown on the following page. 

The Bureau encompasses 70 institutions and plans to construct 32 additional facilities. Each in­
stitution is organized along programmatic (discipline) lines (e.g., correctional services, education, food 
services, etc.). Similar organizational structures exist at both the regional and central office levels 
(Internal Controls Reports, March 1992). 

Each institution is headed by a warden or superintendent, who is considered the chief executive 
officer. The CEO is supported by several Associate Wardens who are responsible for specific programs 
or "disciplines" of operation within the institution. The wardens report to the Regional Directors, who 
report to the Director. 

Strategic Management and the Internal Control Process 

In 1988 under the direction of fonner Director Quinlan, the Bureau embarked on a formal Strategic 
Planning strategy. Director Quinlan expressed his belief, "that our success, as corrections professionals, 
would be enhanced if we, as a team, addressed issues and problems in a more systematic fashion" (U.S. 
Department of Justice, 1992). "The purpose of the introduction of a strategic planning capability was ... 
to seek continuous improvement and efficiency in accomplishing our mission and, by fully involving the 
entire work force, we seek to empower staff at aU levels" (U.S. Department of Justice, 1992). 
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Since 1980, the number of BOP institutions (including camps) has grown from 51 to 70. The 
offender population is rapidly increasing: from 24,000 in 1981 to over 49,900 in 1988, with 68,000 
offenders presently and a projected population of over 100,000 inmates by the year 2000. In 1988, 
projected increases required planning for the construction of up to 32 new institutions. These demands 
led to the need to plan for growth and in doing so to contain costs, improve productivity and efficiency, 
and control budget increases. 

Information is crucial to effective decisionmaking. To develop an effective strategic planning 
capabiiity, the Director placed a top priority on the use of information in the decisionmaking process. 
"The phenomenal growth of the Bureau of Prisons in terms of staff, inmates and facilities requires man­
agement by information to complement management by walking around" (U.S. Department of Justice, 
1992). The development of a strategic management capability coupled with the high priority of an 
information-oriented management approach provided direction to Bureau staff. As a result, the Program 
Review Division (pRD) was established in 1.989 in order to develop the tools and methods to assist 
Bureau managers in this process. Prior to the creation of the PRD, the Bureau's Management Control 
Review process, as directed by OMB Circular 123, was under the regional offices. When the Department 
of Justice Office of Inspector General (OIG) was established in 1989, the BOP recast its entire manage­
ment system in terms of management control process and created the Program Review Division (U.S. 
Department of Justice, 1992). 

The Program Review Division, administered by an Assistant Director, is responsible for the on­
going, systematic review and evaluation of all programs and operations in the BOP (U.S. Department of 
Justice, 1992). A Deputy Assistant Director oversees the program review section, which incorporates the 
Operations and Programs branches. Recent restructuring has redefined the Strategic Management Branch, 
which now includes the former internal control branch. Program Analysis makes up another branch. The 
Program Review Division has 91 employees with 68 Program Review Exruniners who complete onsite 
reviews at the institutions. In addition to the central office division review staff, institutional field staff 
from within a specific discipline assist in the program review process at outside institutions. 

The PRD, with input from the executive staff, regional directors, central and regional office ad­
ministrators, and institutional staff, has established formal criteria and guidelines for reviewing each of 
the Bureau's 15 major programs or disciplines at the institutional, regional and central office levels. The 
15 disciplines are located in the Operations Branch and the ProgrruTIS Branch. The Operations Section 
encompasses 1) Correctional Programs, 2) Correctional Services, 3) Community Corrections, 4) Human 
Resources,S) Health Services, 6) Religious Services, 7) Financial, and 8) Computer Services. The 
Program Section encompasses 1) Facilities, 2) Safety, 3) Inmate Systems Management, 4) Educational 
Services,S) Food Service, 6) Psychological Services, and 7) UNICOR (industries). Thirteen of these 
disciplines have regional and central office counterparts, which are reviewed annually. UNICOR has a 
central office counterpart only. 

Each discipline within an institution completes an onsite program review once every two years, and 
each discipline is rated according to a Bureau-wide rating system of superior, good, acceptable, deficient, 
and at risk. The appropriate administrator at the institutional, regional and divisional level is informed 
of the results and initiates necessary corrective action. In addition, the Bureau considers innovative or 
positive features identified in the review process for further system-wide application. Program review 
results are also used by the Director and executive staff to monitor institutional performance and to collect 
information for Strategic Management and Long Range Planning purposes. 

The PRD works with the Director and executive staff to prepare the annual management/risk assess­
ment and review guidelines and to formulate the strategic management plan, which identifies the Bureau's 
goals for the upcoming year. This process is facilitated by a strategic management cycle which in­
corporates the continuous monitoring, review, and feedback of each institution, region and division into 
the planning process. The elements of this process include 1) strategic plan goals, 2) management 
assessment, 3) operational review, 4) program review,S) social climate survey, 6) institution character 
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profile, 7) other information sources (e.g., special reports,IG and GAO audits), 8) information syn­
thesis, 9) policy development, and 10) Key Indicators. 

The cyclical nature of the planning process affects the regional and institutional levels as well as 
central or divisional offices. Planning is based on the annual risk assessment and the program review 
process as defined in the internal control guidelines. Different methods are used within each discipline 
to identify the issues that will need attention in order to meet overall goals for the next year. Information 
derived from the program reviews, environmental scans and the comments of the wardens and regional 
directors relative to the program reviews are included in the strategic management cycle. Similarly, the 
social climate surveys conducted by the Office of Research and Evaluation and the Institution Character 
Profiles completed by the regional offices provide subjective information on the quality of institutional 
life (for staff and inmates) and other perceived concerns of institutional operations. These factors, and 
the hard quantifiable data for the various BOP and Department of Justice computer systems, provide data 
for the Stmtegic Management Process. 

Until 1993 the Strategic Management Cycle revolved around an annual plan involving a fixed 
(calendar) schedule of issue submission, management assessment, conferences, planning retreats, goal 
announcement, central office and institutional goal-setting and strategic planning, budget consideration 
and selection of areas of concentration. This process is now ongoing. 

The strategic management cycle in the BOP developed as a result of several events. The Director's 
interest in an objective audit or review process led to the creation of the Program Review Division. The 
PRD provided a comprehensive internal control process that was integrated into daily management and 
annual planning processes. The Director emphasized an informational approach that encouraged all levels 
of BOP management to make information-based decisions. This innovative approach required a manage­
ment information support system to provide Bureau management with meaningful data with which to run 
their daily operations. The system also gave them the capability to monitor operational performance and 
to measure it against generally established criteria. The combination of these factors in the BOP, coupled 
with advances in computer technology, led to the development of the Key Indicators/ Strategic Support 
System. The remaining sections of this report further describe this management tool. 

The Key Indicators System 

The core of the Strategic Management Cycle is the availability and access to the information. The 
Key Indicators/Strategic Support System (KI/SSS) was developed to support virtually every component 
of the strategic management cycle. 

KI/SSS is a PC-based tool developed by the Bureau's Office of Research and Evaluation (ORE), 
in concert with Bureau administrators, which yields a range of BOP information on inmates, staff and 
financial operations (Saylor, 1988a, 1988b). The Key Indicators concept was first proposed by Saylor in 
1983, and intensive design and development was initiated in 1986. The first prototype was distributed to 
a limited number of users in 1988-89 on a pilot basis (Gilman, 1991). KI/SSS does not replace or sup­
plant the Bureau's SENTRY system or other Department of Justice mainframe systems, such as those for 
human resources and fiscal information. Rather, Key Indicators was developed to extract data from these 
direct service systems and provide a vehicle for aggregating, formatting, and disseminating meaningful 
information to Bureau managers. The mainframe applications remain the primary providers of individual 
support and direct service to the inmate population and to the institutions. 

Kl/SSS offers a range of information or "critical indicators" for key disciplines which are used to 
monitor Bureau performance. As a strategic support system its data are comprehensive, historical, 
relatively current, and vital to decisionmaking at each level of Bureau management. Information derived 
from KI/SSS is used for managing institutional operations, for comparative analysis and resource allo­
cation at the regional level, and for monitoring performance and internal control purposes at the national 
level. The Director and the executive staff use the Executive Staff Module of KIISSS for semi-annual 
reviews of institutional and divisional performance and for plalllung, management, and policy develop-
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ment purposes. The Bureau's long-term goal is to incorporate KI/SSS and the Executive Staff Module 
into the annual budget cycle. 

Key Indicators is a database of2,OOO data elements and offender/institutional characteristics, readily 
accessible by the CEO, Regional Director, or executive staff with a need to access it. To stay current 
with changing management needs, KI/SSS is continually monitored and updated to capture new in­
formation. KI/SSS differs from a management information system (MIS) because it provides current 
information on a specific area or discipline, as any MIS system does, but it also provides the longitudinal 
or trend data needed for comparative analysis. Strategic support systems integrate a wide array of data 
and allow a systematic assessment among these elements at a given time or on a continuous basis. 
Moreover, strategic systems provide support on demand (Saylor, 1988). A management information 
system requires a specific request at a point in time. 

Before KI/SSS, management made decisions on information generated from routine reports or from 
ad hoc requests. Data needed for the latter were not readily available and often required extensive staff 
time to generate. This information was descriptive in nature and was used primarily for administrative 
purposes to meet a specific request. The KI/SSS model system is the vehicle for disseminating strategic 
information throughout the Bureau. It is a flexible system that allows Bureau managers to work from their 
own personal computers to select specific information for use. Access is immediate. The system is menu 
driven and the user may select key information by institution, region, security level and Bureau level. 
Format options include tables, graphs, and historical and trend comparisons, when applicable. 

KI/SSS was designed for end-users at the institutional, regional and central office levels and for 
statisticians and researchers. It is user friendly and encourages the use of data and statistics by managers 
in the field. It presents key indicator information in a usable manner so that Bureau managers can spend 
more time analyzing, interpreting and applying the information in managing (Rausch, 1991). 

KI/SSS contains extensive information on each BOP institution, region, security level and the 
Bureau nationally, including information about rated capacities, admissions and discharges, average daily 
population, inmate demographics, security designation, custody classification, urine surveillance, assaults, 
escapes, disciplinary hearings, inmate grievances, education program enrollments and completions, staff 
demographics, staff perceptions of institutional social climate and financial management (Saylor, 1989). 

At the institutional level, Key Indicators allow the manager to review and analyze changes in the 
institution or areas of responsibility and to observe changes which may occur over time. Corrective action 
to address potential problems can be initiated in order to avoid serious incidents which might occur at 
a later time. 

Current Status of the Key Indicators System 

The majority of information in the system comes from existing mainframe databases originally 
developed to satisfy day-to-day operational needs (Saylor, 1989). Approximately 90 to 95% of all non­
survey KI/SSS information is generated from large mainframe applications which are maintained by the 
BOP or the Department of Justice, including: 

System Name Database Application A&encv Maintaining 

1. SENTRY Inmate Information Bureau of Prisons 

2. FMIS Financial Information Department of Justice 

3. HRMIS Human Resource Department of Justice 

4. PERSPAY Personnel Payroll Department of Justice 

5. JUNIPER Justice Uniform Personnel Department of Justice 
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Mainframe data have been collected to support daily operational systems, therefore, Key Indicators 
does not create additional burdens on existing institutional or administrative staff. Because Key Indicators 
integrates information from many sources, managers have easy access to prepared data (Saylor, 1989). 

Other than the mainframe applications which feed KI/SSS, several local PC-based applications (e.g., 
dBase) are used to collect and input data on operations and significant incidents, including use of force, 
assaults, urinanalysis, etc. Data are collected from each institution through a standard electronic form and 
transmitted to the appropriate division via the SENTRY electronic mail system. BOP staff compile and 
edit the data from all 70 institutions through dBase applications and transfer them to a disk for updating 
KI/SSS. 

The Bureau of Prisons has also instituted a self-reporting capability to collect information which 
currently cannot be extracted from mainframe databases or local dBase applications. Local database 
applications from Bureau organizational units, such as the Program Review Division and UNICOR, 
provide information for the executive staff module, which is produced in conjunction with the KI/SSS 
system. The semi-annual update of the Executive Staff Module provides information on program reviews, 
vacant/total authorized positions, executive (institution) staffing patterns, union grievances, bilingual staff, 
UNICOR, health services, etc. 

Institution staff respond to a series of questions on a semi-annual basis, which is then compiled by 
Program Analysis staff, edited and entered into the KI/SSS database. Institution self-reports provide 
current information on management staffing patterns, union grievances, volunteer activities, etc. These 
data are then included in the Executive Staff Module of the KI/SSS system. 

Special Data Collection Surveys 

In addition to downloading data from mainframe applications and local PC-based and institution 
self-reporting systems, the Key Indicators database is also updated by special data collection procedures 
conducted by the Office of Research and Evaluation in the Bureau. The Social Climate Survey (Saylor, 
1983), conducted by the ORE, and the Institutional Character Profile, conducted by the Program Review' 
Division (Rausch, 1991), are two of these programs. 

Social Climate Survey 

The Prison Social Climate Survey (PSCS), administered annually to staff since 1988, is a 
comprehensive questionnaire containing over 275 items that assess staff's views of safety and security in 
the prisons, inmate quality of life, their work environment and personal well-being. These data are 
collected, edited, and entered into the Key Indicators for use in comparative analysis and review by man­
agement staff in conjunction with other indicators. Questionnaire items deal with operational issues (e.g., 
was equipment issued when necessary and did it work properly) and some with attitudes and feelings 
(such as staff's sense of personal efficacy in working with inmates, or satisfaction with their institution). 

The Office of Research and Evaluation (ORE) analyzed the data from the four administrations to 
assess the ongoing reliability and validity of the PSCS. Its reliability was established by examining the 
consistency of staff's responses across the four years for which data were available (1992 data have just 
become available). However, validating the instrument is more complex, due in large part to the 
comprehensive nature of the instrument. The ORE is continuing its validation studies. The first is an 
assessment of the work environment scales that represent eight dimensions, or aspects, of organizational 
processes; these have traditionally been used to assess the social climate of an organization. The 
dimensions are: 

• quality of institutional/organizational operations; 
• quality of supervision; 
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• quality of training; 
• sense of personal efficacy in working with inmates; 
• job-related stress; 
• satisfaction and commitment to one's job; 
• satisfaction and commitment to the institution where currently employed; 
• satisfaction and commitment to the Bureau of Prisons. 

The original work to detennine which of the 49 questionnaire items represented the eight psycho­
logical dimensions listed above was accomplished through statistical analyses, using the 1988 question­
naire data. Exploratory factor analyses of the items on one-half of the sample were consistent with the 
theoretical structure employed during the development of the questionnaire. The reliability of this 
structural pattern was assessed by perfonning the same analyses on the second half of the sample. 
Although the size of the coefficients varied slightly, the same pattern of factor loadings was observed, 
such that the items on the second half loaded highest on the same factors as for the first half of the 
sample. The variance explained was similar in the two sets of analyses. Similar analyses of 1989, 1990 
and 1991 data provide for an initial assessment of the internal reliability and consistency of the scale 
structure that was developed with the 1988 data. While the size of the coefficients, by factor, varied 
slightly across the four years, the same pattern of factor loadings was observed for all years. The PSCS 
results from the 1992 administration are currently being prepared. Once available, confirmatory 
(constrained) factor analyses will be performed to provide a more rigorous assessment of the internal 
reliability of the scales' structure. 

Analyses of the available data from all the administrations support the construct validity of the scales 
and show strong relationships along theoretically relevant measures of the work environment section. 
Current analyses are designed to assess the correspondence of the PSCS subjective measures with 
objective measures of the same phenomena (e.g., perceptions of the likelihood of assault and the actual 
number of assaults) to establish the external validity of the instnunent. Preliminary analyses performed 
on items from the work environment, personal safety, and security sections reveal a high level of as­
sociation among the subjective and objective measures. 

Institutional Character Profile 

Similarly, an institutional character profile provides information on the institutional environment 
and staff perceptions. Regional Directors and their staff interview institutional staff with open-ended 
questions, review institution records and observe specific institution operations. The institution character 
profile is less quantifiable than the social climate survey, because of the open-ended question format. 

The summary results of program information obtained from these profiles are also entercl into the 
Key Indicators for use in the Executive Staff Module for monitoring performance and planning purposes. 
ORE staff, in conjunction with the Office of Program Analysis, monitor the data needs of the Executive 
Staff Module and adjust or modify it at Executive Management staff request. They work closely with 
many divisions and branches in monitoring the data collection needs of the Bureau and modifying Key 
Indicators to include additional data indicators when required. The close working relationship of the ORE 
to the BOP divisions and branches, :ncluding the Program Analysis Branch, ensures data integrity and 
that the information and "indicators" collected are relevant to Bureau management needs. 

Data Flow/Data Production 

Each month data from the various mainframe computer systems are combined with data from the 
Bureau's loca! PC-based and institutional self-reporting applications and are downloaded to a compact disk 
(CD-ROM, i.e., non-tamperable). The CDs are distributed to each institutional warden, regional director, 
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executive staff and to selected branch chiefs, updating last month's CD. There are currently more than 
120 PC locations througb~ut the Bureau on the monthly CD distribution list. 

The updated CDs include all current and historical data as well as the report generator software and 
instructions for producing rep0l1s and responding to information requests. As a result, the current CD 
is self-contained and includes both the data and the software to retrieve the data and produce the reports 
on request. The KI/SSS CD uses proprietary software, and, as a result, each KI/SSS CD site must 
procure a one-time license for the use of the software. The following describes the KI/SSS data flow and 
data production process. 

Data Archive and Extract of KIISSS 

At the end of each month, the KI/SSS mainframe applications are archived, and a data extract is 
produced which updates the KI/SSS relational database. Similarly, all KI/SSS data received from local 
PC and self-reporting databases are edited, finalized, and submitted to the Office of Research and 
Evaluation by operations staff. Generally, it takes three weeks to produce and process mainframe extracts 
and to edit and perform quality control checks on the extracts and the local data base disks. The new CD, 
which contains information for the previous month, is distributed at the end of the third week. Each 
i!1stitution receives identical data for its Key Indicators personal computer. 

Data Archive and Extract of Executive Staff Module 

The Executive Staff Module is updated twice a year, with information from both KI/SSS, local 
dBase, and institutional self-reporting systems; 50% of these data comes from Key Indicators. Every six 
months data from the local databases and the institutional self-reporting systems are combined with the 
KI/SSS generated data from the mainframe extracts. Each month thereafter the Executive Staff Module 
retains its unique information for five consecutive months until it is updated on t.he next semi-annual 
cycle. 

Data Coordination and Quality Control 

The Office of Research and Evaluation is responsible for the coordination and quality control of the 
monthly KI/SSS CDs. It ensures that all these data are edited, aggregated and processed according to the 
CD production schedule. The ORE works very closely with the Office of Information Systems to resolve 
any KI/SSS data discrepancies that arise. In addition, if new indicators are added to the KI/SSS system, 
the ORE makes sure that the appropriate processing modifications to update the KI/SSS database have 
been coordinated witll the division or branch which requested the change. 

There is an extensive amount of coordination, communication, and quality control between the ORE 
and the Program Analysis Branch to update and produce the Executive Staff Module, which is done in 
March and October. The process involves resolving data discrepancies and delivering local database disks; 
it requires a close, detailed working relationship between the two organizational units. The Data Analysis 
Branch has a screening function that is central to data integrity and correcting data discrepancies and 
inaccuracies in the Executive Staff Module updates. 

Data Synthesis 

Historically, Bureau managers faced the formidable challenge of obtaining relevant decisionmaking 
information (Gilman, 1991). Prior to developing KI/SSS, the Bureau, like many large organizations, used 
extensive amounts of data from several different computer systems, which often necessitated the creation 
of data retrieval programs. 
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In 1984 the Bureau began archiving data from several mainframes (SENTRY and JUNIPER) and 
categorized these data according to its newly proposed performance indicators, which then could be 
related to the Bureau on the national, regional, institutional and security levels. The aggregated format 
was downloaded from the mainframe to a local area network of personal computers, where it updated the 
relational database used by the Key Indicators system (Saylor, 1989). The aggregated data stored in PCs 
were easily accessible and retrievable in many formats, enabling system users to quickly respond to 
information requests. The KI/SSS system was further enhanced by the knowledge and experience of both 
ORE staff and Bureau management. Bureau regional and central office staff played a major role in 
defining the KI/SSS output reports. Furthermore, the ORE staff manipulated the various aggregated 
indicators into meaningful reports for management use, responding to, and even anticipating, management 
information requests. Reports for all levels of Bureau management were developed, including insti­
tutional, regional and executive staff. Security reports are also readily available from KI/SSS. 

The ORE staff developed a user friendly report generator that allows the user to select the specific 
indicators or characteristics and presentation formats; that is, KI/SSS will generate a customized report 
based on the user's criteria. Key Indicators presents infonnation as tables, with counts and percentages, 
and as graphs that help to depict trends in particular areas (e,g., inmate completion of education courses, 
inmate assaults and disciplinary rates) (Gilman, 1991). The reports appear directly on the screen and in 
print, should the user want a hard copy for duplication and distribution purposes. 

KI/SSS is a valuable management tool used in daily Bureau operations. This easy integration into 
their operation results from ORE staff handling of germane data. 

Data Distribution 

The Office of Research and Evaluation produces and distributes the monthly CD updates to more 
than 120 offices, which include the director, assistant directors, regional directors, institutional wardens 
and selected branch offices. Aggregate KI/SSS data are available to every user; however, only wardens 
receive the Executive Staff Module and the social climate information for their respective institutions. 

The Executive Staff Module is restricted to users with a password. All executive staff officers have 
passwords which access the entire Executive Staff Module. Any data from the Office of Internal Affairs 
requires an access password. 

System Benefits 

The KI/SSS system was designed to support strategic information delivery, assist Bureau managers 
in ongoing operations, and to monitor performance. The benefits of the system reflect the original design 
of the system, which was to make meaningful information readily available to Bureau Managers. Some 
of the benefits of the system include: 

Immediate Access to Information 

The PC-based system allows virtually instantaneous access to current information. No delays occur 
in waiting for a requested report to be processed, and current information is provided. 

User Friendly Inteiface 

The user friendly interface in the KI/SSS system allows non-technical staff to access data and 
information through a view/selection process. It requires no computer expertise or reliance on an 
intermediary (Saylor, 1989). 
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Flexibility 

The relational database used in the Key Indicators f1le structure, combined with the way the data 
are organized (according to the Bureau's critical performance factors), allows the users to select data and 
groups of data in several ways. Users can organize information on a Bureau-wide, regional, institutional, 
or security level. Key Indicators provides aggregate information for a specific time or a longer span of 
time, for descriptive and comparative analytic purposes (Saylor, 1989). 

Timeliness 

Characteristic, programmatic and review data that appear in annual or special reports may be up 
to 12 months old before publication and distribution. Key Indicators, on the other hand, provide both 
historical and current information which is no more than two months old. Data are updated monthly, and 
each new CD includes all current and historical information for the prior month. It should be noted that 
despite a relatively quick turnaround on programmatic and characteristic data, line staff occasionally 
experience difficulties with data which does not match current counts. The Bureau's SENTRY system and 
the DOJ mainframe provide online information for individual records and limited aggregate data which, 
at times, will result in disparate counts with KIISSS generated data. Efforts to orient line and field staff 
to the different types of data needs and data systems have been undertaken by Bureau analysts to 
minimize these difficulties. 

Meeting Operational Needs 

Data entered into mainframe databases, initially loaded and stored for the purpose of meeting the 
agency's operational needs ... is the source of data for KIISSS (Saylor, 1989). By using exiting data, 
the Bureau reduces data entry workload and costs associated with redundant data entry and editing. In 
addition, the integrity and quality of the data are enhanced because of their operational use. 

Extensive Use of the System 

The Key Indicators System is used by every level of Bureau management from the Director and 
executive staff to the regional director and institutional wardens and associate wardens. As the KIISSS 
system has become assimilated into Bureau operations, its use has increased. The following identifies 
some of the more immediate uses of KIISSS's data by the various levels of management in the BOP. 

Director and Executive Officers 

KI/SSS is used to measure, track and monitor institutional performance based on selected man­
agement indicators. This is done with the Executive Staff Management Indicators Module, which was 
introduced in the KI/SSS system and the Bureau in 1991. The Executive Staff Module contains 
infoI111:'\tion that was identified by the Bureau's executive staff as necessary for examining its institutions, 
and the layout of this information was determined by the Director and Assistant Director (Rausch, 1991). 
Much of the information in the Executive Staff Module was generated from KI/SSS mainframe systems 
or local databases within the Bureau's 15 major program disciplines. 

The periodic Executive Staff Module update provides information in a standardized and uniform 
format for many of the Key Indicators which BOP management feels are critical to measuring institutional 
performance. It includes infonnation on the status of the most recent program review results, and ORE's 
social climate survey results combined with quantitative information on personnel, offender and operations 
data. It also provides summary financial information, to include per capita costs, overtime obligations and 
line item funding, among the fiscal transactions. Its staff profile reports staff experience levels, perfor-
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mance evaluations, separations and turnover, and sick leave percentages for each institution. Additionally, 
the Executive Staff Module provides comparative data for like security level institutions Bureau-wide. 

As a result of the updated Executive Staff Module, executive staff can monitor institutional 
performance in a uniform and systematic manner across the Bureau and Regional Directors can review 
institutional performance within their own domain. Information generated from this system is also used 
by executive staff within each division during the semi-annual reviews in March and October to monitor 
the program areas or disciplines for which they are responsible. During these executive staff retreats, 
institutional assignments, reassignments and/or promotional opportunities for Wardens and Associate 
Wardens are considered for the upcoming year. 

In addition to KI/SSS, numerous reports for the Director, executive staff, and other Bureau per­
sonnel are used to monitor programs. The program summary report, generated monthly from the Program 
Analysis Branch local database, provides information on major trends and findings in all program areas 
for the past quarter. The report is distributed to'managers at all institutions and offices. The overall rating 
report reflects the status of each discipline for each of the Bureau's 70 institutions and is used exclusively 
by executive staff. This mUlti-page matrix report identifies the 15 disciplines, the date, and overall rating 
of the most recent program review for each BOP institution. Through this summary report, which is 
distributed separately from KI/SSS, the Director and executive staff can easily monitor the performance 
of each institution, identify potential problems, and determine corrective action. 

Another report which is widely used throughout the Bureau is the institutional fact sheet, a 
comprehensive overview of the characteristics of the offender population. This inmate profile, one of the 
most useful KI/SSS reports, presents information on capacities, custody designation, mean sentence 
length, racial breakdowns, disciplinary rates, use of force rates, unusual incidents, etc. A copy of the 
institutional fact sheet is shown in Appendix H. 

Program Review Division 

The Program Review Division, which is responsible for the Internal Controls Process and the 
development of the annual Strategic Management Plan, makes significant use of the KI/SSS system. Staff 
of the two program review branches access information from KI/SSS to prepare for upcoming program 
reviews. In addition to those data returned from KI/SSS, information on previous program reviews, status 
reports on current operations of the institution, and operational rates of activities with~n each discipline 
are analyzed to identify potential review issues before the on-site visit. Other than the KI/SSS data. 
Division staff also research prior program review reports and corrective action reports. These data are 
compared with other institutions of a like security level and Bureau rates to identify possible anomalies 
and potential areas of review. 

Aside from the program review function, KI/SSS data are used by PRD staff in its annual risk 
assessment process. Each discipline in the Bureau of Prisons conducts a yearly management/risk 
assessment in which it assigns risk levels to components of its programs based on an assessment of the 
previous year's program reviews and other relevant information (Rausch, 1991). This needs assessment 
process helps determine whether sufficient control techniques exist and if new controls are needed. This 
process allows for refinements or modifications to the program review guidelines for the appropriate 
discipline. 

Information derived from formal program reviews and the needs assessment process provide input 
to Bureau management for policy development and its strategic management planning process. Through 
its audit oversight functions, the PRD is charged with integrating program review infonnation with other 
data sources (objective and subjective), and with showing managers how it can be used to monitor, 
evaluate, and plan. These information sources allow managers to identify problems and why they are 
occurring. Thus managers are able to make informed decisions regarding problems and remedies or 
program tennination. This level of feedback also enables managers to more accurately plan future 
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activities and resource needs. The system supports a program's credibility at a time of limited publi'c 
resources and increased demands for accountability (Rausch, 1991). 

Informational Policy and Public Affairs Division, Office of Research and Evaluation 

The Office of Research and Evaluation (ORE) of the Information Policy and Public Affairs Division 
conducts research studies, develops and maintains PC-based information systems, produces and distributes 
reports and responds to information requests (Gilman, 1991). ORE also prepares reports for the Director; 
the executive staff; management staff of the Bureau; and the Congress, other executive departments, 
academia, private foundations, and the public. 

ORE analysts use KI/SSS in virtually every information request received by the unit, because the 
wealth of current information in the database permits them to quickly access data and perform statistical 
functions to respond to information requests. Because KI/SSS is decentralized and easily retrievable, ORE 
staff have a greater capability for responding rapidly to requests. This allows them to better manage their 
time. As a result, ORE spends less time generating data in response to ad-hoc requests (data which are 
rarely ever useful for any other purpose), and concentrates on more complex long-term projects to which 
the office is committed (Saylor, 1988a). The use ofKI/SSS is not limited to executive and central office 
staff, but is available to managers in the field offices and institutions as well. 

Regional Directors 

Regional directors use KI/SSS and its Executive Staff Module to monitor and manage the per­
formance of institutions in their regions and to compare them to similar institutions throughout the 
Bureau. Some of the primary uses of the KI/SSS system on the regional level include monitoring 
institutional performance and making regional and Bureau-wide comparisons. 

Monitoring Institutional Performance 

Regional administrators use KI/SSS to monitor institutional performance within a specific discipline. 
Through it and other internal Program Review Division reports, regional administrators can determine 
the overall rating of a specific discipline, the number of repeat significant findings, and the number of 
repeat deficiencies from previous program reviews. Through Key Indicators, regional administrators and 
the regional directors to whom they report have immediate access to recent performance indicators on 
each of the 10 to 12 institutions in their respective region. 

Performance Comparisons within the RegionlBureau 

KI/SSS allows users to compare data, both current and historical, on different characteristics and 
programmatic variables, including disciplinary actions, use-of-force incidents, staff experience, and staff­
to-inmate ratios. In addition, it provides fiscal year per capita cost data, overtime obligations and other 
financial expenditures. Through this readily available information, regional directors and their admin­
istrators can analyze institutional operations and current expenditures within their region, identify potential 
resource problems, and recommend appropriate action. 

For example, a regional director can review the number of correctional officer separations within 
the region and compare it to institutions within the same security level in other regions or Bureau-wide. 
KI/SSS makes it possible to generate graphs that depict the number of correctional officer separations in 
a given facility and compare it to other regions and all institutions, and with all other facilities in the 
Bureau at that security level. Thus, it is possible to determine separations at one facility relative to the 
total separations for the region, the Bureau, and like security level facilities for that particular month. 
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Such comparative data on institutions within a region point out differences between the institutions. 
Similarly, comparisons of institutions of the same security lev~J (minimum to high) are also available 
Bureau-wide, enabling regional administrators to compare their jurisdictional performance with similar 
organizational units in the Bureau. 

Comparisons of inmate-to-staff ratios is another financial indicator that impacts an institution's 
budget. KI/SSS can generate inmate-to-staff counts at a specific facility on a given date as well as the 
ratio for both total staff complement and custody staff complement. A regional director or administrator 
can easily compare a facility'S inmate-to-staff ratio relative to other organizational units in the Bureau. 

Offender Characteristics Trends 

Changes in sentencing laws affect the composition of the offender population. Specifically, the 
Federal priority on drug interdiction, drug trafficking and drug kingpins means the BOP offender 
population has shifted to drug-related offenders. 

The KI/SSS system contains information on how offender population composition shifts in the 
institution and the region from one time period to another. Graphs can produce this information on the 
increase in drug-related offenders between given dates. Similar information can be produced to show 
change in security designations, disciplinary infractions, inmate demographics, assaults, and other 
variables. Regional managers and Bureau executive staff can analyze institutional trends over a period 
and make adjustments to resource allocations, funding requests, or Bureau policy, as required. 

Institutional Character Profiles 

Institutional character profiles are conducted for each institution at least once every three years. 
They supplement the hard, quantifiable data and provide wardens and associate wardens the opportunity 
to meet with the regional directors and their staff to discuss performance and other areas of concern. The 
survey team includes the relevant regional director or assistant director and three or more staff (Rausch. 
1991). Preparations include review and analysis of information from KI/SSS relative to institutional 
performance, operations, and other critical factors, including the most recent Social Climate Survey. 
From these the team develops questions for the institutional character profile. 

Using institutional profile data with Key Indicators, regional directors can monitor institutional 
performance, analyze inmate population trends, and review the impact of policy changes. This 
information is then used by Bureau executive staff for policy development or resource allocation purposes 
and by institutional wardens for performance monitoring and corrective action. 

Institutional Administrators 

The wardens and associate wardens use KI/SSS to monitor performance on the institutional and 
discipline levels within their program area. Current disciplinary adjudications, assaults, and use-of-force 
incidents can be compared with historic data to determine if institutional violence has increased or 
decreased. These data can then be compared with social climate survey results for the same time periods 
to determine if staff perceptions of safety are changing, and, if so, management can initiate training 
programs, policy changes, or other appropriate action to ameliorate the concerns. 

Drug use and contraband are major concerns of wardens and associate wardens, bee2:.::::e of the 
potential impact on security and control. They may access KI/SSS for data on substance use for a specific 
time period, and from these determine increases in drug activity. Wardens and staff can monitor substance 
abuse and take corrective actions. 

Many wardens and associate wardens are beginning to assimilate Key Indicators into their operations 
and decisionmaking. Key Indicators allows administrators to monitor institutional expenditures-such as 
overtime obligations, staff turnover, and sick leave use-which, in turn, allows them to control costs, 
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increase productivity and identify potential trends that may affect institutional operations. An example is 
the comparison of several years of sick leave and staff turnover data. Negative trends in these two 
mdicators may signify employee dissatisfaction or poor morale',' which may result from changes in the 
composition of the offender population, an increase in assaults, or other operational issues. By monitoring 
these Key Indicator trends and spotting patterns, wardens and associate wardens can take corrective action 
to neutralize potential problems before they develop. 

In addition to monitoring institutional performance, wardens and associate wardens use KI/SSS to 
monitor performance within each of the 15 disciplines. Data derived from KI/SSS identify strengths and 
weaknesses within a discipline and can be used by the appropriate associate warden to monitor progress 
toward corrective action recommended in a previous program review. Key Indicators is a management 
tool for quality control, to ensure that performance meets stated guidelines and that progress is measured 
when corrective action is undertaken to bring a program up to minimum standards. 

Wardens and associate wardens increasingly incorporate Key Indicators into their daily operations 
and performance monitoring as they recognize its value. Although Key Indicators is now being used 
institutionally and regionally, the Bureau's long-term goal is for all wardens and associate wardens to be 
familiar with its capabilities and its integral relationship to the Internal Control process. 

Future KIISSS Applications and Developments 

In an article on the future of Federal corrections, former BOP Director Quinlan (1989) underscored 
the need of the Bureau: 

... for monitoring our own performance. Public accountability in the information age means 
more than answering our mail. It means developing sophisticated feedback mechanisms to 
measure how well our programs work, allow for midcourse corrections and provide a solid 
database so that we can manage better. 

The development of a centralized internal control process combined with the Key Indicators System. 
which provides the feedback to Bureau managers, has provided the Bureau with the tools [0 monJlor 
performance in a comprehensive and systematic maImer. 

Since 1988, when Key Indicators was piloted, the Bureau has expanded the system to each of Its 
institutions, the regional offices, the central offices and the executive staff. Today, all institutions receJ\'t~ 
the Key Indicators disk on a monthly basis and, in varying degrees, are incorporating its use into the 
management of their daily operations and in monitoring institutional performance levels. With the 
assimilation of the Internal Control Process and the Key Indicators System into Bureau operations. Bureau 
staff are now looking at additional uses for KI/SSS. 

Review by Need 

A long-term goal of the Program Review Division is to implement what were originally intended 
as "long-distance reviews." Currently, program reviews are conducted every two years for each of the 
15 disciplines at the Bureau's 70 institutions. Each review requires an onsite visit by several PRD staff, 
and costs include travel and per diem, in addition to salaries. The Bureau projects an increase in offender 
population and several new institutions to accommodate this growth. Despite growth, the PRD does not 
expect to add new staff or resources to monitor institutional performance. 

As the Program Review process has become part of institutional and regional operations, the review 
function has evolved from the concept of the "long-distance review," supported by Key Indicators, into 
a "review by need" strategy. Fewer onsite visits with reduced staffing levels has resulted. Program 
reviews may be moved back an additional year (to three years) if a facility retains good or superior 
ratings and has no major problems. Existing internal controls combined with the ongoing development 
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of Key Indicators are intended to provide a basic model for monitoring institutional performance in the 
Bureau well into the next century. 

Module Enhancements 

Several modules have been added to KI/SSS to further enhance its usefulness to Bureau managers. 
The Executive Staff Module is an example. The Warden's Quick Menu Module, which groups together 
those items identified by wardens as important factors to monitor, is an example of a group-specific 
enhancement. Modules for departmental level staff and by program discipline are now being considered. 
To complement the model enhancements, Bureau staff regularly hold training seminars and Key Indicator 
orientation sessions for Bureau management. ORE and Program Analysis staff continually work to 
develop meaningful reports and displays to enpourage staff participation. With central office analysts 
acting as consult;mts, Bureau mailagers not only identify which too~s they need, but they also help design 
their format, what they should measure, how they should perform, and what they should produce 
(Rausch, 1991). By joining into a partnership with field managers and executive staff, Bureau analysts 
have developed a process that will help integrate Key Indicators into the regular operations of the Bureau. 

Implications for a Proposed Internal Control Review Model 

Over the past four years, the BOP has implemented a comprehensive and integrated internal control 
review process. It is based on a well-defined needs assessment, a structured and defined program review 
capability of key program indicators and a sophisticated computerized feedback system which provides 
information used to monitor institutional and program performances. The development of this system 
would have been impossible without several critical factors which, taken in their totality, have led to this 
sophisticated performance monitoring process. 

The BOP is a unique correctional system, notable for the wide geographical area for which it has 
responsibility and the number of institutions it has under its jurisdiction. Because of this, there has been 
a long tradition of strong central control and direction to the field units. This is particularly true in the 
development of the Bureau's internal control process. Although many state and local correctional systems 
lack the BOP's strong centralization, there are several factors which have contributed to their success in 
the development and implementation of a model internal control process. 

Illinois Department of Corrections 

The Illinois DOC management information system has 15 components that are used to track 
operations. These MIS operations are not specifically linked to audit functions at this time. Discussions 
with fiscal audit personnel did not reveal an intensive linkage to the electronic data processing (EDP) 
system, although audit personnel did have input into the design phase of their Budgetary Accounting 
Reporting System (BARS). Also, audit staff have the same access to the system as others in the 
department and have begun to develop an audit point tracking system. As with most such systems, the 
EDP system was designed to supply information for management purposes. While most of the system 
relies on a mainframe computer operated by Central Management Services (CMS), some aspects of it are 
restricted to personal computers. 

Priorities in system development have been established, which are similar to those for other systems. 
Development of this system followed a familiar historical order, beginning with the Offender Tracking 
System (OTS), Automated Inmate Trust Fund System (or "TFS"), and the Budgetary Accounting Re­
porting System. Other components have developed as resources permitted. There is a plan for expanding 
and improving MIS services when the necessary resources become available. 
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The Illinois system was implemented over a five to six year period at a cost of $7 to $8 million. 
It was developed after a needs analysis. MIS applications exist in the three major areas of concern: 
operations support, direct service, and population summaries. ., 

Operations Support 

Fiscal 

The fiscal system is critical to operations support. Foremost in their financial systems is the Budget­
ary Accounting Reporting System, an automated system (CICS COBOL) that tracks expenditures from 
requisition to payment. It allows on-line inquiries from correctional centers and the central office. It is 
table-driven. The Payroll System and a related sub-system is operated by the Department of Mental 
Health and Developmental Disabilities. 

A Budget Development and Tracking System is used by business administrators and budget services 
staff in filling out various fonns necessary to the budget process. It is PC-based, using an IBM PC XT 
or compatible. COBOL and Lotus 1-2-3 software function together to provide file security and 
simplification of use. In addition to the Automated Inventory Management System (AIMS) there is a Keys 
and Locks Control System (KALC). This PC-based security system allows key control officers at each 
facility to detennine who has access to the facility by users' access levels. 

Personnel 

The Automated Roster Management System (ARMS) maintains security posts and produces reports 
for each institution. It provides a daily roster, master roster, seniority lists, and training reports. 
Additions, changes, and deletions for post and employee data can be done on-line. Computer files include 
two IMS-related databases each containing 7,500 records. Systems have been established for affinnative 
action reporting, auditing, and monitoring the hiring process (Automated Freeze Processing System). 
Systems are in place within the Illinois Central Management Services (CMS) computer system as part of 
the payroll system that are designed to monitor the hiring process and to track affinnative action hiring. 
The CMS is described below under the offender tracking system. 

Direct Services 

The automated Trust Fund System, which tracks inmate accounts at the commissary, has accelerated 
the commissary (canteen) process and made inmate accounting more accurate. It provides on-line com­
missary balances. Other functions include general ledger , accounts payable, accounts receivable, transfer! 
release of inmates, and reports used in reconciliation of offender and general ledger accounts. An audit 
trail is provided for all general ledger and inmate master lists; there are approximately 100,000 on-line 
transactions per month. The computer environment consists of approximately 200 CICS command-level 
COBOL programs, 100 CICS maps, and 50 batch application programs in addition to the standard CICS 
software. Approximately one million transactions occur per year; 13 system files are key sequenced 
VSAM files. 

An automated Property Control System (PCS) was developed to track equipment, weapons, etc. This 
system maintains a "hardgoods" inventory at all IDC locations, providing on-line entry, maintenance, and 
inquiry capabilities. An audit trail is provided for all transactions with a seven year history. VSAM files 
are accessible on-line; a master file of 100,000 records contains infonnation on all property worth more 
than $100. 
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Population Summaries 

As noted. the top priority in system development includes the comprehensive Offender Tracking 
System (OTS). which keeps track of adult inmates. The control, tracking, and reporting system is 
operated through the state's Central Computer Facility located in Springfield, Illinois (Peters, 1991) and 
is controlled by Central Management Services (eMS). It was installed in October of 1988 after a three 
year development period. 

Host hardware is an IBM 3090, model 600J. The system is a sophisticated data network with over 
850 terminals accessing the centrally stored information and over 70 line printers located at 23 adult 
institutions. Additional terminals and printers can be added as needed. It uses Computer Associates 
database management system IDMS/R software in both on-line and batch environments. ADS/On-Line, 
COBOL II, and Easytrieve Plus are used for program development and maintenance of the database 
(Peters, 1991). 

OTS is used regularly by some 1,500 staff throughout the state. It is supported by a staff of 10 data 
processing professionals and a help desk of computer information consultants who train end users in the 
system. All OTS staff are located in the central office (Springfield). Each institution has an OTS 
coordinator who assists institutional staff and acts as a liaison to central office. The OTS system admits 
inmates into the system and is used to determine their security classification and reclassification levels. 
It oversees transfers of records; housing placement; program/assignments changes; tracking of scheduled 
institutional movements; and writs, bonds, detainers, warrants, and furlough documents. Population 
counts are maintained by tracking cellhouse changes and movements. Health and dental information is 
kept in this system. Parole preparation information is kept in the system, which also tracks discharge 
dates (sentence calculation). The OTS was recently updated to include tracking of gang affiliations and 
visitor information. 

The system provides 350 screens for new data entry, general inquiry, deletion and for changing 
existing data (updating). Color coding is used to identify data fields that are unprotected or protected; 
enterable or not; and errors, messages, and other information necessary to use the system. There are 
current user manuals explaining screen use and report generation. 

There are more than 130 automated and "requestable" reports available to end users, depending on 
their access level. Automated reports are predefined and produced according to a controlled schedule; 
daily, weekly, and monthly reports can be generated depending on institution needs. Requestable reports 
are generally produced overnight, depending on the nature of the request. Specific criteria (e.g., a data 
range) can be stated in order to control the amount of infonnation generated. Distribution and control 
involves questions of who receives the report, when it is produced, where it is printed, and the cycle of 
production. 

Access security applies to screens and reports. A departmental User Design Committee develops 
user profiles that control access to security, and determines which screens and reports will be available 
to the OTS user. Every user may access at least four screen types: add, change, delete, or inquiry. Inmate 
data can be accessed by users at parent institutions, inmate locations (parole offices, community facilities, 
etc.), and central office. Major system enhancements for the future include tracking disciplinary actions, 
institution shakedowns, escape information, and personal property. 

Summary 

The OTS is designed to benefit institution and central office personnel in many ways. Most 
importantly, it assists in classification and reclassification by providing on-line access to an inmate's dis­
ciplinary history, movement, and "keep separate" status. Automated scheduling assists in seeing that 
medical and dental examinations and reclassifications are not missed due to personnel or inmate transfers. 
Assignments, transfers, and reclassification activities can be validated in the system. Assistance is 
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provided for incident investigations by having movement histories, which are also helpful in summarizing 
inmate activities, such as the numbers of inmates who have entered the hospital or used the law library. 

Central office staff can account for inmates from entry to discharge, including community cor­
rectional center and parole populations. Also, projections of inmate population are enhanced through the 
use of available 'length of stay' data. The reporting system reduces the amount of time required to 
summarize offender data in evaluating classification and reclassification systems, recidivism rates, and 
proposed legislative or procedural changes. The system provides a "compliance report" for the internal 
audit group to assist in their audits of institutions. 

Disciplinary tracking and incident reporting systems planned for the future will enhance the ability 
to identify trends in attacks on staff, contraband seizures, and property damage in order to take corrective 
action. These types of information are also useful in defending against inmate lawsuits. 

Computerized Investigation Systems 

Illinois has two computerized investigation systems for incident and crime reporting. These are the 
Composite Listing of Incidents and Crimes (CUC) and the Institution Listing of Incidents and Crimes 
(IUC). They provide departmental investigators with a current updated file of all investigations at IDC 
since 1982. Inquiries can be made into either system. Security regarding access is set by each institution. 
Both systems have on-line editing, updating, and inquiry capabilities, and sev\:iral weekly batch reports 
are available. These are IDMS/R database systems that run on IBM 3090 MVS and IBM 9377 VM 
computers. 

A safety, maintenance, and sanitation system runs on individual PCs, as does an internal com­
munication system using microcomputer technology that assists in communicating information between 
departments. Systems designed to review the auditing system, referred to as an "audit analyzer" and an 
"audit tracking system, n have fallen into disuse. 

The Audit Function 

In Illinois, performance auditors and fiscal auditors performed separate functions and were in 
different units at the time of the study. They are now combined into one unit with expanded 
responsibilities. American Correctional Association accreditation audits are conducted in Illinois. one of 
the first states to be involved in correctional accreditation. Performance auditors, however, are not always 
directly linked to the accreditation process, which is carried out by institutions with accreditation 
managers. More cooperation in this area might have strengthened the organizational position of the 
performance audit unit (OPA), which was eventually absorbed into the FIA unit. 

The attitude of top administration toward performance audits is critical. In Illinois, as in other states. 
it has shifted over time, moving from a more disciplinary view to a team approach. The disciplinary 
approach tends to punish managers who fail internal or external audits. The more constructive approach 
is seen as one that does not seek to discipline managers who fail to comply with audit (or accreditation) 
standards. Instead, the purpose is to design methods of corrective action. Problems are viewed as 
organizational problems to be resolved through a team approach. To make the process a constructive one, 
however, a commitment from the highest level is needed, preferably the director. In some cases, the 
director or deputy attends audit exit conferences, which enhances the commitment to corrective action. 

Automated Systems 

The system has an "EDP auditor, " but no one on staff is fully qualified in this area, and it was felt 
that this functi.on should be improved. Computer personnel recommended that auditors should better 
understand EDP functions. They also saw the split between performance and fiscal auditing as 
appropriate. In general, automated systems must be designed according to user needs, whether designed 
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for managers, auditors, or other personnel. A totally integrated system, one that allows on-line access 
to all sub-systems, may not be necessary. Transferability of information is the goal. Systems must be 
compatible to allow aggregation where necessary. ., 

New Jersey Department of Corrections 

The New Jersey Department of Corrections (NJ DOC) has two primary computer systems for 
processing critical inmate and administrative computerized functions: the Offender Based State Correc­
tional Information System (OBSCIS) and the S/36 Corrections Management Information System (CMIS). 
These systems were designed to serve management functions and provide sufficient data for use in other 
types of pelformance rmiew systems. The following is an overview of each system. 

Offender Based Correctional Information System 

In 1976, the NJ State Systems and Communications Data Center designed, developed and imple­
mented OBSCIS for the then-Division of Corrections and Parole. This system tracks offenders from 
admission date through the date of discharge from parole supervision in the community. It provides 
information on the identification, location, and status of 50,000 inmates and parolees. The data is used 
primarily for planning and budgeting. The Office of Telecommunications and Information Systems, NJ 
Department of the Treasury, runs OBSCIS on its mainframe system and provides all the support. 
maintenance and network services for its operations. Presently, there are more than 100 terminals and 
printers linked to the OBSCIS network, and more than 200 DOC employees regularly use the system. 
During the 1991 fiscal year, the system completed over one million "look-ups" for identification, 
location, and status of offenders. 

OBSCIS was designed to collect sentencing and characteristic information at the time of admission 
only and was unable to provide direct support for daily operations of the institution. While admissions 
and current status data provide sufficient support for long-term planning and budgeting functions, they 
do not meet staff needs in such critical areas as. classification, banking, commissary, and health and phar­
macy functions. As a result of these deficiencies, the NJ DOC developed a new Corrections Management 
Information System (CMIS) in the mid-1980s in order to support institutional operations. 

Corrections Management Information System (CMIS) 

In February 1985 the NJ DOC implemented a distributive CMIS system. The new system was 
developed after a six-month planning effort in 1984 which culminated in the NJ DOC's first five-year data 
processing master plan. CMIS incorporates the use of 20 IBM S/36 minicomputers: one at each of the 
Department's 15 major correctional facilities, four at central office headquarters, and one at the prison 
industries office. The primary purpose of the S/36 CMIS system is to provide day-to-day operational 
support to the institutions in order to increase their productivity and efficiency and to contain costs. 
Currently, more than 800 NJ DOC employees use the 695 terminals and printers linked to the CMIS 
network. Presently, 13 applications are being run at each of the Department's 15 institutional sites. They 
include: 

Inmate Injormation-Tracks data required by correctional staff for terminal display, regular reports, 
and ad hoc reports. These reports include release date, conviction data, demographic data, work pro­
grams, educational programs, aliases and disciplinary information. The system interfaces with the Inmate 
Banking, Health Care and Pharmacy applications. 

Inmate Banking-Records inmate's monetary transactions, separating personal monies from earnings 
resulting from work-release assignment. It produces monthly statements for each inmate and reports for 
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internal affairs identifying potential patterns for contraband transactions. This application interfaces 
closely with the canteen application. 

.' 

CanteenlCommissary-Tracks inmate requests for canteen purchases. Automatically rejects items 
that exceed quantity restrictions, location restrictions and items that cause a negative balance in the 
inmate's account. Maintains a canteen inventory and automatically debits the inmate's account. Provides 
a list of items purchased by an inmate that are restricted due to dietary assignments. 

Custody Officer Scheduling-Provides a complete working roster of all custody officers, including 
their shift, division, days off, job assignment and leave schedules. Tracks seven overtL1Jle lists to ensure 
fairness of overtime call-ins according to union contract agreements. This application interfaces with the 
personnel and time and attendance applications. 

Personnel Information-Tracks all data that the Department requires to produce personnel reports, 
such as leave balance reports, late record listings, absence listings and service award listings. Auto­
matically updates employee records for annual leave accruals and percentage cost-of-living adjustments. 

Time and Attendance-Integrates data and infonnation from the custody officer scheduling system 
and the personnel infonnation application to produce time and attendance reports and exception reports 
for payroll purposes. On a biweekly basis, provides all time worked and leave statistics to institutional 
timekeepers for payroll processing. 

Fixed Assets-Tracks Departmental assets over $300 and meets the requirements of the NJ Treasury 
Department's directives for each state agency to maintain records of such assets. 

Pharmacy-Tracks inmate prescription orders, provides prescription labels, provides drug 
contraindication data, and maintains inventory control. 

Health-Tracks inmate visits with doctors or nurses, symptoms, diagnosis, prescribed treatment, 
and appointment control. 

Financial Management-Provides accounting control over appropriated accounts, purchase orders 
and accounts payable. 

Materials Management-Maintains inventory controls for all institutional goods, products and 
supplies. 

Training History-Provides fireanns training records, qualification and requalification statuses and 
an automated reschedule notification function. This module is integrated with the Officer Scheduling 
Module. 

Networking-As inmates and/or employees are transferred or reassigned from one facility to 
another, automatically transfers their computerized record through the HUB S/36 at central office. In 
addition, S/36 tenninals provide access to the state's mainframe applications, including the New Jersey 
Financial Management System (NJFIS), the Personnel Management Infonnation System (PMIS), and the 
Management Acquisition and Control System (MACS). 
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Integration of OBSCIS and CMIS Systems 

The Department of Corrections' current 1989-1994 tiata Processing Business System Plan 
recommends an electronic interface from CMIS to OBSCIS and from CMIS to the three state mainframe 
systems: PMIS, NJFIS, and MACS. Through FY1992, the Department has been unable to secure 
sufficient funding to provide the electronic linkage and integration of these two critical computer systems. 
The Department's long-term goal is to integrate these two systems in order to reduce redundant data 
entry, cut operating costs and eliminate database discrepancies resulting from the maintenance of two 
distinct databases. 

ll1IS Audit/Program Review Support 

The S/36 CMIS system provides data processing support to the 15 major correctional institutions, 
the prison industries unit and the central office headquarters for 13 applications. The system has 
standardized institutional operations, improved productivity and reduced administrative costs. However, 
the CMIS system was not designed to monitor institutional performance or program workload. The lack 
of uniform performance indicators combined with a decentralized audit/review capability seriously inhibits 
its use in facilitatipg the integrated review process. In addition, its inability to generate department-wide 
reports (planned but not done due to budget cutbacks) also makes the S/36 CMIS unsuit-table for auditing 
purposes. 

Summary of Current System 

The NJ Department of Corrections has a decentralized audit/programmatic review capability which 
spans many different bureaus and organizational units cutting across several different divisions. Generally, 
the organizational unit responsible for a specific function is the primary agency responsible for auditing 
that function throughout the entire Department. Financial audits and program reviews are conducted by 
the Division of Administration, the Division of Policy and Planning, the Division of Adult and Juvenile 
Institutions, and the Office of Institutional Support Services. In addition to the internal review function 
within the DOC, financial audits are regularly conducted by agencies outside of the Department, including 
the Office of Legislative Services (State Auditors Office) and the Office of Management and Budget 
(OMB) of the State Treasurer's Office. Additional external audits are completed by grant award agencies, 
including the Department of Education and the Department of Community Affairs. 

Federal agencies, including the National Institute of Corrections, National Institute of Justice and 
the Federal Bureau of Investigation, also complete program reviews. The lack of a centralized internal 
program review capability within the DOC hinders the deveJopment of uniform audit guidelines and 
policies throughout the Department. The internal control process is also affected by the lack of staff and 
the relatively low priority accorded it and other service functions, such as training and MIS. These have 
been supplanted by security and control, housing, health services, and transportation services, functions 
that address severe crowding problems. 

The NJ DOC has two management information systems which facilitate the administration and 
coordination of services to the offender and parolee populations. The first, OBSCIS, was designed 
primarily to track offender characteristic information to be used for planning, management and budgeting 
purposes. OBSCIS is also used to identify, track, and locate the 50,000 offenders and parolees. However, 
it does not provide direct institutional support for the day-to-day management of correctional facilities. 

The S/36 CMIS system became operational in 1985 after a six-month planning effort. It was de­
signed primarily to support direct service functions, such as inmate banking, canteen/commissary, health, 
pharmacy and inmate classification. There are currently more than 13 applications, and all institutions 
are networked so that when an inmare or employee is transferred so is the computerized record. Neither 
system was designed to monitor work performance or management "indicators" that support the audit or 
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internal review function. The implementation of S/36 CMIS has forced standardization and uniformity 
of many applications throughout the NJ DOC. However, the existing internal review process in the NJ 
DOC 1S too decentralized and underfunded to support a comprehensive and integrated program and 
financial audit capability. The Department's long-term strategic data processing plan is to integrate 
OBSCIS and S/36 CMIS in order to reduce costs and increase efficiency. This integration project could 
be enhanced by adding management performance indicators, which would be the first step in the 
introduction of the management-by-information philosophy. 

Implementation of Original Five Year Plan 

As indicated, New Jersey had a five-year plan for the implementation of an information processing 
system (New Jersey, 1984). The plan called fo~ minicomputers to be installed at each institution, a goal 
which has been achieved. The original goal of the system was to establish an Inmate Trust Fund Ac­
counting system (basically for commissary purchases and business remits). The long term goal, as 
indicated in the 1989-1994 Data Processing Master Plan, was to integrate the independently serviced 
OBSCIS into the system. 

The costs of implementing the original five-year plan were estimated to be $8 million for hardware, 
software, maintenance, training, staff, and consumables (New Jersey, 1984). Actual costs were consider­
ably less at $5.6 million. Staffing requirements included a computer operator and a senior data entry 
operator at each institution to implement additional specifications. However, of 20 sites, 9 (45 %) have 
a full-time, trained computer operator, who became available through the reassignment of work resulting 
from the automation effort. Data entry operators were not provided. Seven positions were recommended 
for central office, which appears to have been exceeded based on the information presented below. The 
pre-CMIS system consisted of six nonintegrated systems for classification/sentencing tracking, trust fund 
accounting, food service, preventive maintenance, health/pharmacy, corrections officer scheduling, and 
central office microcomputer applications. 

New Jersey DOC hired an outside firm to design the five-year plan. The contractor spent over six 
months analyzing prison and central office staff needs, visiting institutions, and interviewing key staff and 
"interfacing agency" personnel. The firm researched available software packages and visited vendors who 
would provide system software and hardware. Automation guidelines were designated. The desired 
outcome was to be able to monitor yearly costs associated with each identified task, including inmate 
information and inmate banking (New Jersey, 1984). Information was to be used to "operate and manage 
the institutions and provide greater coordination at the departmental level" (New Jersey, 1984:1-9). The 
use of the system to monitor or audit performance beyond fiscal applications was not stated as a goal, 
and, as noted elsewhere, is not yet a current goal. 

The Current System 

According to the Division Deputy Director, "the greatest benefits of the [CMIS] system are being 
derived from Trust Fund Accounting, Commissary, and Inmate Information (classification): 'These three 
applications give us the best value in the system. '" (Wilson, 1991). The greatest benefits are seen as 
reducing the entry (posting) of information to one entry, tracking funds, inventory, sentence credits, and 
even writing checks for inmate purchases. Clearly these activities provide an audit trail for management 
review. 

Some parts of the system are becoming antiquated due to lack of funding. A second five-year plan 
that might have improved the system was not done (New Jersey, 1988). On the field visit it was found 
that the Department's fiscal management system would not run on the state computer system. The correc­
tions system was originally intended to supplement the State treasury system, not replace it. However, 
the State Treasury system was found more efficient for managing accounts. The Departmental personnel 
system may also be improved upon by the state system. Management systems that are not allowed to 
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develop cannot serve either management or auditing functions. This was true in Utah also, which has 
plans for a state takeover of many DOC information functions. The advisability of this practice is subject 
to debate. .. 

System Costs 

The original five-year plan established the role of funding support in the success of automation. Cost 
containment was improved by implementing equipment and hardware applications sequentially, so that 
experience gained could be applied in the next institution. A pilot phase was completed before imple­
mentation, and volume purchases were used to achieve discounts, which proved an advantage in a five­
year plan. Staff commitment, management, and training support were essential to the success of the plan. 

It is difficult to specify implementation costs for management review and audit systerrls because 
many systems have used existing personnel and incurred few additional system costs. Estimates for 
implementation and staffing requirements in July 1992 are shown in Table 6. 

The number Df staff users at each location varies from 19 (the Juvenile Medium Security Facility) 
to 153 (Garden State Reception Center). The total number of end users is about 1,600 persons. The most 
elusive cost item in the 1992 estimate is training. There has been no major training for MIS personnel 
for almost five years; most training is done internally. Computer coordinators in each institution and a 
"hot line" advisor in central office provide technical support for the system. 

System Security/Audit Functions 

Program authorization codes are used to access the system. A security officer in each institution 
works with the superintendent to determine who should have master security code access or access to 
specific applications only (Wilson, 1991). Audit trails identify occurrences of unauthorized access to files. 
Another type of audit trail is produced by the Canteen! Commissary module, which monitors inmates on 
restrictive medical or religious diets. Inmates choose items from a computer list coded by item number, 
cost, and restrictions. Illegal purchases, such as candy by a diabetic are reported to authorities, who can 
document the incident to protect against a lawsuit. Also, the system will restrict purchases to the amount 
of money each inmate has available. 

One of the most important functions of the system is keeping track of officer overtime with the 
Custody Officer Scheduling Module. New Jersey was over budget by $40 million in 1991 for overtime. 
Timekeeping is also done using the Time and Attendance Module, which has increased the accuracy of 
this function. 

Two basic types of audits of the management information system occur. One is of the system itself, 
and the second is an audit of data entry for the inmate information module. 

System Audit 

The system audit looks at computer operations, system security, and hardware controls. About 45 % 
of the audit can be done from central office by accessing records and logs at the various computer 
installations. Site visits are done in which operations are observed. A major concern is whether the local 
microcomputer is properly connected to the System 36 central processor in Trenton. The auditor reviews 
the system service log, which is a record of system service calls and unusual events (such as overrides 
of initial program loads). The system history is evaluated (log of all system jobs, including job control 
language) as is the system configuration (operating system definition of devices and programming sup­
port). Several additional areas are examined, including various types of system logs, physical site layouts, 
system and application documentation, and training procedures. 
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Table 6 

New Jersey MIS Costs: First Five'-Year Plan 

Initial Costs 

Hardware 
Software 
Training 
Networking 
Connnissary ITrust Fund 

SUBTOTAL 

Software Enhancements 

$1,557,783 
1,313,471 

133,525 
415,664 
105,480 

3,525,869 

506,894 

SUBTOTAL 4,032,763 

Bureau of Management Information Systems Staff 1,640,000 

TOTAL COST $5,672,763 

Optimum Staff Requirements 

Application Specialists 
Technical Research Development 
Programmers 
Microcomputers 
Computer Operations 
Auditors 
Secretary 
Manager and Assistant 

TOTAL 

6 
3 
2 
3 
2 
1 
1 

.J. 

20 

-- ----------~------

The review of system security examines physical, communication'), and resource security. Every 
user is identified, and violations of the system (or invalid sign-on attempts) are evaluated. Systems de­
signed to detect misuse are reviewed. Particular attention is given to privileged users and to the consistent 
assignment of limitations to application-level users. Hardware controls are reviewed through a physical 
inspection and inventory computer equipment. Hardware maintenance logs are also examined for 
conformance with contractual obligations and to ensure that service procedures are not used to circumvent 
security. These audits are ideally conducted once per year, depending on the degree to which each 
institution is observing proper procedures; however, budget and personnel constraints may preclude 
annual audits. If central office checks raise inconsistencies in the above operations, it will be subject to 
a site audit. 
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Inmate Information System Audits 

The second major area of information system auditing is tlie inmate information system application. 
The CMIS Inmate Information system is not intended to replace OBSCIS, but was designed to supplement 
it through the use of day-to-day operational applications. The Department's 1989-1994 data processing 
master plan (1988) recommended the integration of these two systems. 

Problems with the System 

Unfortunately, the existing system is almost obsolete and the second five-year plan was not funded. 
The system is now near capacity and is unable to accommodate data needed for future prison population 
increases. Because of storage and memory limitations, information cannot be brought into a central 
computer (mainframe) at one time. To aggregate information at the central office, each of the 15 
institutions would have to be downloaded and then analyzed. This is not routinely done. 

Budgeting is not currently on the system. Budgeting is done through a "wide area network" (WAN) 
operating system" at each institution and controlled by the DOC accounting office. The microcomputer­
based WAN will assist budgeting and fiscal plcuming staff in the preparation of their quarterly spending 
plans, which is an OMB requirement. However, thanks to personal computers and the WAN, fiscal anal­
ysts will have a standardized and uniform format for the preparation of the quarterly spending plan for 
each account and obligation. No system financial information is available on the System 36 at the central 
office location. Each institutional microcomputer uses the financial management package for monitoring 
institutional accounts, purchase orders, receipt of orders, late payment notices, and obligations. 

The question of centralization of the information function is also routinely raised. The New Jersey 
DOC is decentralized and the superintendents may wish to keep it that way in order to retain control. 
However, a good information system requires a degree of centralization, for reasons mentioned above. 
Central office must be able to quickly aggregate information, for example, on inmate sick days for I 

legislative request. While the current system allows this to be done in about 48 hours, as opposed to four 
weeks, a centralized system would provide even greater efficiency. At times, it is necessary to produce 
reports for the 15 different systems more quickly. 

The auditing unit is beginning to see the system's potential and is seeking other types of reports 
from it. Decisions must be made about what will be done in this area in the future. Limitations on aggre­
gating data at a central location will slow the development of both management review and audit systerru 
Even with these problems, it is important to realize that the existence of the management information 
system has begun to standardize language (codes) and procedures within the department and to train staff 
in the use of automated systems. However, future development depends on fiscal support and the con­
tinued dedication of top administrators who see the value in management information for both operational 
and management review purposes. 

Utah Department of Corrections 

The management information system is maintained by the Division of Technical Services Automated 
Systems Bureau. A major revision is now being undertaken with respect to the organization of infor­
mation services. The present system uses somewhat outmoded equipment designed to provide information 
through a "corrections network" throughout the institutional and field services system. A recent evaluation 
of information services and needs has been completed and reveals problems in response time, staffing 
needs, staff relationships, and technical areas, such as data access. Reorganization will probably involve 
the operation of a new system by the Division of Information Technology (ITS), an agency outside the 
Department of Corrections. 

The proposed restructuring will involve an in-depth survey of user satisfaction and future needs. 
This will include an analysis of the information needs of users in executive, administrative, and financial 
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units. Hardware needs will be assessed. Short a.'ld long term plans of action would be formulated. 
Existing UDC MIS staff would be integrated with ITS staff, merging functions, duties, and resDo!'.si-
bilities. ITS would assume full management control over DOC'MIS operations. -

The present MIS system provides data for the Internal Audit Unit but is not directly linked to the 
audit function. The existing information systems analysis (a departmental document) does not address the 
specific needs of various units. As the system changes it is anticipated that the needs of the Internal Audit 
Unit will become part of the new information system. 
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CHAPTER X 
.' 

ADVANCED AUDITING APPLICATIONS 

As technology improvements and new management techniques are applied to government functions, 
the importance of maintaining a reliable, highly skilled program review/internal audit staff becomes in­
creasingly important. The program review/internal audit staff should be prepared to assist the organization 
in evaluating new technologies and techniques for possible application. 

Total Quality Management and Ethics 

Definitions 

Total quality management (TQM) and "ethics" are two of the most vital topics in business and gov­
ernment today. Osborne and Gaebler (1992) give TQM a prominent place in their book on "reinventing" 
government that emphasizes performance measurement in relation to results. The major forces in the 
development of the total quality management concept have been the written works of W. Edwards 
Deming and the work of the American Society of Quality Control. Deming (1986:23-24) identified the 
"14 points" of TQM as: 

1. A complete, company-wide commitment to quality work in products, services, and 
relationships. 

2. Firms must adopt a new management philosophy, congruent with the new economic 
realities, and lead in their implementation. 

3. Cease dependence on inspection to achieve quality, by building in quality in the first 
place. 

4. Cease awarding business solely on the basis of lowest cost. 
5. Constantly improve the quality work system. 
6. Institute on-the-job training in quality work. 
7. Rely on leadership by persuasion, rather than management by rules. 
8. Eliminate management by fear. 
9. Break down the artificial barriers between departments. 

10. Eliminate management by exhortation; manage by persuasion. 
11. Eliminate numerical quotas and management by objective. 
12. Remove the barriers that rob personnel of their right to pride of workmanship. 
13. Institute a genuine program of education and self-improvement. 
14. The transformation to total quality work is everybody's job. 

TQM may be described as a management style, a mode of behavior, or an attitude. It is a cultural 
element deeply ingrained in an organization. It focuses on the process and benefits of continual organi­
zational improvements, from decisionmaking and problem-solving to enhanced communication. It trans­
lates into "quality management practices," which represent the effort to develop management practices 
that will proactively and systematically lead to continuous improvement throughout the full range of 
organizational activity. Outcome measures are important to this improvement process, as outlined in the 
research and evaluation sections of this report. They must support the development and application of 
improved management practices. 

Hart (1992: 1) addressed both total quality management and ethics issues, indicating that they are 
based upon "individual beliefs, and require attitude changes in management that are not currently 
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fashionable. It is interesting to note, however, that the two subjects are not independent to one another 
but are intimately related. " 

Denling (1986:97-98) appeared to address both in stressing the importance of avoiding the "Seven 
Deadly Diseases" that affect organizations: 

1. The lack of commitment-genuine commitment-to total quality work. 
2. The emphasis upon short-term profits and short-term thinking. 
3. The reliance upon performance evaluations, merit ratings, and annual reviews. 
4. Management job-hopping. 
5. Management's overreliance on visible figures. 
6. Excessive medical costs. 
7. Excessive costs of liability. 

Some of these ideas are not "fashionable," as described by Hart (1992) and may also be contrary 
to some personnel rules, as with the requirement in some organizations for performance evaluations, 
merit ratings, and annual reviews. 

Applicability of TQM to Government Auditing 

Quality certification is a current movement in Europe where ". . . quality certification is becoming 
an essential condition for doing business with large private enterprises and all sorts of government 
entities" (Grossi, 1992:33). Stern (1992:22) has summarized the concept by asking the question, " ... 
if all employees left tomorrow, would your existing procedures enable the company to meet quality 
standards?" With direct applicability to government organizations, Stem (1992:24) identified the critical 
components necessary for obtaining quality certification including: 

Documentation. When many companies started investigating compliance they learned many 
of their procedures were not written down, but executed by individual staff members without 
proper documentation. 

Objective Criteria. Everything must have objective evidence and management must "own up" 
to operational weaknesses. This is a cultural change for most organizations. 

Leadership. Direction frorJ'~ the top of the organization is necessary, as meeting quality 
standards will encounter resistance if staff felt they were being asked to do too much, were 
frustrated by paperwork; and were reluctant to make changes. 

Intemal Audit. One key to gaining quality certification is establishing and maintaining an 
organizationally independent internal audit function. Vigilant management review ensures that 
quality processes remain consistent. 

Proactive Management. A change in traditional problem-solving techniques is needed. For 
example, when a certain employee lacked training, the manager would see to it that the sit­
uation was remedied. Now if a problem arises with training, the supervisor will put a mech­
anism in place to ensure that all of his or her employees receive training. 

Mission, Goals, and Objectives. Quality is everyone's responsibility within an organization, 
from the CEO to secretaries. Supervisors ensure that procedures are in place, but everyone 
plays a role. The employee must know his or her job, be able to describe it, and document 
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exactly what is accomplished. Managers must know how replacements are trained. Staff 
should be involved in writing procedures rather than just, ~ollowing instructions, 

Grossi (1992:33) has warned that much that is written about TQM is not useful, noting that "Too 
often, TQM is depicted as some sort of magical, instantaneous remedy for all kinds of 'corporate 
sickness. '" While quality certification itself is performed by professional organizations, officially em­
powered by their respective national governments, program review/internal audit staff must acquire a 
fundamental understanding of total quality management, assess the role and function of program review/ 
internal audit staff as it relates to total quality management, and develop knowledge of the quality cer­
tification process. Program review/internal audit staff have a responsibility to assess management's 
progress toward creating a total quality environment that uses the tools of communication, training, 
empowerment, team-building, measurement, and benchmarking, .. 

Construction Auditing 

Scope of New Prison Construction 

Corrections has become a big business nationally. A 1989 survey, with 100 % response, found 
prison construction in the U.S. up 73% from 1987-88; 128,000 new beds were projected for 1989-90 at 
a cost of over $6.7 billion (Corrections Compendium, 1989:10). Forty-four states were planning or 
building new prisons, with average costs per bed rising 23.8% from $42,000 in 1987-88 to $52,900 in 
1989. The highest reported costs were for California at $1.29 billion for 15,030 beds (Corrections 
Compendium, 1989). Construction has not slowed down. Just over $2 billion has been set aside for new 
prison construction in the U.S. in 1993, an average of $43 million per system, with about 83 new 
facilities to be constructed (Corrections Compendium, 1993). The high rate of correctional facility 
construction in the United States promises to expand as rapid increases in prison and jail populations 
cause crowding that can lead to unconstitutional housing practices (Innes, 1986). Operational costs for 
49 states, the District of Columbia, and the Federal Bureau of Prisons totaled $21.9 billion for the 1993-
94 fiscal year, $10 billion more than five years ago (Corrections Compendium, 1993). 

Construction costs must be part of the internal controls program for departments of correction. 
According to Courtney Thompson (1992), "Overcharges on construction contracts typically run from 1 % 
to 2 % of the total job cost. Flaws, waste, and abuse can escalate overcharges to 30 % of the total cost or 
, .. more." 

Methods of Controlling Construction Costs 

For years private sector corporations and government organizations have controlled construction 
costs by means of implementing various controls, including audit methodologies. The basic components 
of effective cost control include an aggressive audit function and, according to Townsend (1992), include 
the following: 

Cost Control Objectives During Various Phases of a Construction Project 

Project planning phase 
Contract document development phase 
Bid/contract award phase 
Construction phase 
Contract closeout phase 
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A Multi-Step Approach to Effectively Controlling Construction Costs 
Cost Control Roles and Responsibilities-The Owner's Team 

Project manager/purchasing authority 
Field engineer(s) 
Cost analyst/construction accountant 
Contract administrator 
Outside architect/engineer 
Construction auditor 

.' 

Preventing and/or Detecting Typical Overcharges in Lump-Sum Contracts 

Specified construction materials or products not installed 
Specified services not rendered 
Overstatement of change order proposal 
Overstatement of contractor claims 

Preventing and/or Detecting Typical Overcharges in Cost-Plus Contracts 

Payroll burden overcharges 
Labor hours and/or wage rates overstated 
Material overcharges 
Back charges not handled properly 
Equipment rental overcharges 
Equipment purchase overcharges 
Insurance overcharges 
Overcharges by contractors 
Accounting errors, duplicate charges, etc. 

Bid Document Formal Language to Enhance Cost Controls 

Non-collusive bidder certification 
Acknowledgment of owner's business ethics policy 
ValLe engineering provisions 
Overhead markups on changes 

General Contract LanguageiProvisions to Enhance Cost Controls 

Tailoring the contract 
Definition of reimbursable costs 
Address overtime, delay3, and other impact costs 
Change order administration 

Special Considerations for Time-and-Material Contracts 

Establishing proper rates for labor. equipment, etc. 
Obtaining adequate documentation on a timely basis 
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Special Considerations for Unit Price Contracts 

Adequate definition of how units will be rneasured 
Monitoring work in progress and/or work in place 
Accurately determining quantities 

.' 

Using Computer Database Applications as Part of the Operational Control System for Cost­
Plus and/or Time-and-Material Contracts 

Special Cost Control Considerations with Change Orders to Lump-Sum or Guaranteed­
Maximum Contracts 

Field administration of changes 
Obtaining proper documentation 
Special contract provisions 
Monitoring change order work 
Analyzing/auditing change orders 

Special Cost Control Considerations with Contractor "Claims" 

General claims 
Differing site condition claims 
Delay and irnpact claims 

The irnplernentation of methods to control construction costs is essential as governmental organi­
zations encounter critical external scrutiny related to expenditures, face shrinking budgets, and experience 
an increased dernand for services. 

Fraud Auditing 

Both the Cornptroller General (1988) and the Institute of Internal Auditors (1989) say that auditors 
rnust recognize the characteristics and types of vulnerabilities and potential illegal acts associated with 
the audit area. Further, auditors should anticipate conditions and activities where irregularities are rnost 
likely to occur. "In addition, they should identify inadequate controls and recommend irnprovernents to 
prornote cornpliance with acceptable procedures and practices" (llA, 1989:19). 

Scope of Fraud and Consequences to the Organization 

Fraud is always a concern in external and internal audits, as found in the many recent accounts of 
fraud in governmental and private sectoxs. According to Thompson (1992: 19-20), "Government entities 
are exposed to haud in contracts and grants, and fraud by program recipients, providers, and admini­
strators." Government entities are also influenced by cost overruns on construction projects, as noted 
earlier. Fraud and the resulting attention by the media and regulators jeopardize the credibility of the 
organization and its leaders (Thompson, 1992:20). 

Organizational Strategies for Fighting Fraud 

Two factors are critical to the battle against fraud: an environment that does not tolerate it and 
executives, managers, operating personnel, and internal auditors who are trained to identify and expose 
it (Thornpson, 1992: 20). In addition to establishing a fraud policy, Thornpson (1992: 22) identifies five 
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steps for fraud detection and four steps for fraud prevention: 

FIVE STEPS FOR FRAUD DETECTION 
.. 

1. Know fraud exposures in specific terms. 
2. Know where exposure to fraud may be potentially greatest (e.g., inmate accounts). 
3. Be alert for fraud symptoms. 
4. Incorporate into routine audits program steps that are likely to reveal fraud symptoms. 
5. Follow through on all observed symptoms. 

FOUR STEPS FOR FRAUD PREVENTION 

1. Improve screening of job applicants, vendors, and contractors. 
2. Reduce fraud opportunities. 
3. Create an environment where people believe that dishonest acts will be detected - by 

management, monitoring techniques, other employees, or the auditors. 
4. Create an environment where dishonest acts are not tolerated and are punished. 

Thompson (1992:23) reports that some internal auditing departments work with management to 
develop procedures for controlling fraud and its results. This is done by involving management in 
conducting vulnerability assessments, control self-assessments, or risk assessments. Further: 

Some internal auditors have reported dramatic results from helping management discharge 
their responsibilities related to fraud ... By increasing internal auditing effectiveness, internal 
auditors can make a positive difference in the fight against fraud. 

The best method for educating management on how to prevent and detect fraud may be the usc of 
program review/internal audit staff. 

Automation 

The use of information technology to support the internal audit function is no longer optional. It is 
imperative. According to the IIA Research Foundation (1991 :3-2): 

Not only is much of the data that the auditor must obtain in electronic format, but data volume 
and complexity preclude effective review through manual techniques. Furthermore, the overall 
information systems (IS) environment is rapidly changing. 

Internal auditing departments are integrating internal audit and information skills, obtaining 
assistance from consultants and staff with IS skills, and focusing on training and certification of internal 
audit staff. 

The Role of Reviewers/Auditors 

Reviewers/internal auditors should also play a key role in information system development. 
According to the IIA Research Foundation (1991:1-21): 

Internal auditors should review the systems planning process to ensure the integration of 
organization and information system objectives. In addition, they should address the process 
and procedures used to develop and maintain the organization's systems and data. Auditor 
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involvement in the system development process helps to assure that appropriate controls and 
security requirements are incorporated during development; that data integrity is maintained 
throughout the implementation process; and that the resuiting system meets management's 
objectives. 

Within the Bureau of Prisons, the Program Analysis Branch (P AB) coordinates analyses of reviews 
to determine trends and patterns that are both discipline-specific and cross-disciplinary. The P AB is also 
responsible for assisting program administrators and managers at all levels with the use of information 
from the Key Indicator Strategic Support System (Kl/SSS), the PC-based management tool discussed 
earlier. Much of the information used in the management assessment process is provided by the PAB. 

Within the Illinois Department of Corrections (IDOC), Fiscal Internal Audit (FIA) staff do infor­
mation system (IS) pre-implementation reviews. The State ofIllinois' Fiscal Control and Internal Auditing 
Act requires internal auditors to conduct pre-implementation reviews for new electronic data processing 
(EDP) systems and major revisions to existing systems. Reviews ascertain that systems provide adequate 
audit trails and accountability. 

rooc is currently involved in a project to download the inmate trust fund system from the State's 
central computer mainframe to PC-based local area networks (LANs) at each correctional center. This 
new system will also automate commissary operations and accounting, including point of sale inventory 
control. The scope of the PIA review includes assessing compliance with the IDOC system development 
standards, the efficiency and effectiveness of the development and change control methodology, and the 
internal controls of the system itself. 

IDOC has purchased the software and is working with the vendor to identify required modifications, 
establish the hardware configurations, and develop the implementation plan. FIA staff attend weekly status 
meetings held by the project team, which consists of IS and accounting personnel. An initial version of 
the software has been installed on a test LAN, a!ld various staff have performed unstructured exam­
inations of the system's functionality and internal controls. A new version of the software incorporating 
recommended modifications will be installed, and FIA will conduct structured reviews of the functionality 
and controls before installation of the system at a pilot facility. 

The FIA staff doing the pre-implementation review have little EDP expertise. Most of the work 
involves internal control issues, and auditors use infonnation from the IIA Research Foundation's Systems 
Auditability and Control as audit criteria. Reviewing program code will require the use of a consultant 
or an IDOC data processing employee not associated with implementation. While the latter option would 
not guarantee total objectivity, it may be the only economical option. The FIA Chief Internal Auditor 
stressed that all financial and compliance auditors must understand systems auditability and control 
concepts. No auditor can function effectively in an automated environment without a basic understanding 
of how internal controls are implemented in a PC, LAN, or mainframe application. 

New Jersey Department of Corrections (NJ DOC) EDP audits are conducted by staff of the Division 
of Policy and Planning, MIS Bureau. These audits address NJ DOC training and inmate classification, 
as well as management information systems. The MIS Bureau conducts audits of the S/36 CMIS system 
at each institution to ensure that the system is being used efficiently and that the proper security pre­
cautions are in compliance with DOC guidelines. 

When the Utah Department of Corrections contracted to implement an automated system for staff 
scheduling, management, and personnel cost control the system was reviewed by BIA staff from its 
inception. BIA staff were involved in the initial training provided by the consultant. Narrow scope audits 
were conducted on five elements: 1) the specificity and adequacy of the contract with the consultant; 2) 
the consultant's compliance with the contract; 3) the cost-benefit of implementing the automated staff 
management system; 4) the sufficiency of implementation efforts within the department, including changes 
necessitated by establishing and operating a centralized, automated system where there had been de­
centralization; and 5) the quality of the actual operation of the system in the early phases. 
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A sample audit program questionnaire pertaining to implementation of an automated system for staff 
scheduling, management, and personnel cost control. is shown in Exhibit 3. It addresses database integrity 
and related policies and procedures. Exhibit 4 shows audit program questions designed to determine if 
department policies and procedures pertaining to implementation of the new system have been prepared 
and are sufficient. These examples are part of the audit of a system installation associated with the 
purchase of a personnel management and staffing package by the Utah DOC. This system, which was 
developed by an experienced corrections professional, promised to reduce overtime expenditures based 
on the following requirements: 1) that personnel deployment be centralized at the divisiollievel; 2 ) that 
personnel work schedules be developed, operated, and maintained by an automated system that provides 
a year-to-date relief factor; (3) that control and revisions of staffing patterns be centralized and approved 

Exhibit 3 

Audit Program Questionnaire 

REQUIREMENTS AUDIT TESTS 

Written policy and procedure: Documents to be examined: 

1. Progress toward policy and procedure 1. Examine the Division Coordinator's project 
development. log. 

Other applicable standards: Practices to be observed: 

1. Division database must be established. 1. Is the Division database in place in the 
Division Coordinators office? 

2. Has the information in the database been 
verified? 

3. Do only those authorized make changes in 
the division database? 

4. How often is the database changed? 
5. How do changes affect the facility Coordi-

nators? 
6. Is the division coordinator receiving reports 

from the facilities (Le., data disks to stor-
age)? 

7. Can the Division Coordinator manipulate 
the data files? 

Expert opinion: Personnel to be interviewed: 

1. Contractor's guidelines for implementation. 1. Division Coordinator 
2. Opinion of staff of agencies where imple-
mentation has occurred. 
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Exhibit 4 

Audit Program Questiomiaire 

REQUIREMENTS AUD1TTESTS 

Written policy and procedure: Documents to be examined: 

1. Department policy and procedure requires 1. Policies and procedures in a general order 
that all major areas of operation are ad- by March 5, 1992. 
dressed in comprehensive, written formal 
policies and procedures. Also the Steering 2. Review content with contractor to deter-
Committee (agency) is required by the mine if all necessary operations are docu-
implementation plan developed by the mented in the General Order. 
contractor to approve policies and proce-
dures, the facilities users manual and the 
technical reference manual. Approval was 
to occur by March 5, 1992. It was then to 
be forwarded to the consultant for review. 

Other applicable standards: Practices to be observed: 

1. Consultant's guidelines for system imple- 1. Attend Steering Committee and system 
mentation, focusing on Steering Commit- coordinators meetings as deemed appropri-
tee's responsibility to approve new policy ate. 
and procedure. 

Expert opinion: Personnel to be interviewed: 

1. Implementation plan program requires that 1. Institutional Support Services Director to 
all major areas be described in policy and ascertain status; 
procedure. 2. Institutions Director to verify issuance. If 

not, determine why. 
3. Contractor to assist in determining if con-

tent of policies and procedures is adequate. 
4. Assess whether coordinators are sufficiently 

familiar with system concepts. 

at the division rather than at the facility level; 4) that control and revision of the master roster be 
centralized and approved at the division level; 5) that the system be used as a budget and planning tool 
(not required, but strongly recommended); and 6) that relief factor management be centralized and 
approved for each facility at the division level with the actual relief factor not to exceed a specified level. 

Auditors of the Utah Bureau of Internal Audit have also conducted audits of information system 
functions department-wide. These audits have assessed: 1) short and long-term planning, 2) data pro­
cessing product purchasing, 3) EDP training, 4) mainframe security, 5) operating logs, 6) tape libraries, 
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7) disaster recovery planning, 8) software documentation standards, 9) hardware and software inventory 
procedures, and 10) surplus practices. 

In most work environments today completed work products and massive amounts of vital 
information are stored on computers. The Utah Department of Corrections Audit Bureau of Internal Audit 
recognizes this and has been increasing its use of computer-assisted audit techniques (or CAATs). The 
Bureau uses standard tools, such as word processing and spreadsheets. It also employs a commercially 
developed PC-based application that analyzes and processes data from databases stored on any size 
computer, even a mainframe. All that is needed is "read only" access to the data files. The program 
provides the necessary tools to produce reports directly from the application. Where the data can be 
written to a file, an auditor can export the data to a spreadsheet, database, or word processing program. 

Auditors are not just limited to the existing fields in the database. The application can calculate new 
fields or create auditor-defined fields based on existing information. It can join two files where there is 
a common identifier so information can be compared across both tiles. Even files from two different 
databases can be joined or compared. This capability has allowed the Bureau of Internal Audit to do 
audits that compare databases on vendors and victims receiving payments from the Department of 
Corrections with databases containing information on staff and offenders. Further examples of what the 
program can do include: 

• Counting the number of records in a file or the number of items that meet a particular test. 
For example, auditors could determine the number of inmates who are housed in a unit who 
have filed grievances of a certain type within a specified period of time. 

• Totalling a field or a number of fields in a file. 

• Determining the age of a transaction compared to a specified reference date. This could be 
used to determine whether inmate disciplinary hearings have occurred in a timely manner. 

• Checking sequential order of records and detecting and reporting on gaps, duplicates, or 
missing numbers. This is important for any items where sequential numbering is a control, 
including checks, receipts, and transactions records. 

• Classifying data based on the value of character or text fields. 

• Completing several types of statistical analyses on a file. 

• Selecting samples from a population for field testing. This population can be based on an 
exception condition, such as offenders who have not had file action since a particular point in 
time. 

Conclusions 

This report has addressed the importance of program review/internal audit systems for U.S. cor­
rectional agencies and facilities. Findings have applicability to all government organizations. A model 
program review/internal audit system has been presented in order to provide a reference for adminis­
trators who plan to incorporate the review/audit process into their overall system of internal controls. 
Program review/internal audit procedures from several correctional agencies have been documented, 
including the Federal Bureau of Prisons, Illinois, New Jersey and Utah. A multi-state audit procedure 
used in Oregon, Washington, and Idaho was also documented. An overview of evaluation procedures that 
can be used to monitor the success of the review process has been provided. A major component of the 
project has been to provide methods by which corrections managers can identify and assess risk, including 
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I 
a method for scoring correctional system performance and setting priorities for improvement. The final I 
chapter has presented advanced audit applications,including total qllality management, fraud auditing, 
and the role of automation in the future of program review, Thes'e program review/audit procedures can 
be adapted to various correctional operations and contribute to a general improvement in performance, I 
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Model Internal Audit Legislation for State Governments 

New Jersey Statute for State Auditor 
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mE 1RSnmn OF I!i'f1lRKAL ADDlTOI.S 

AUGUSr 1992 DRAFT OF 

HOD!!. IN'fl!!!HAL AUDIT Ll!GISLATIOlf FOil SUTE COVD.RH:!:IITS 

Thh modal internal audit leghlation, authored by Sam M. McCall, Deputy Auditor 
General of Florida. was developed to ••• iat Itatel in considering and implement­
ing an internal audit function, thereby enhancing audit effectiveneu and 
accountability in state government. It is patterned after co:npreh~n.ive 
legi&lation enacted in Florida, Illinois, and Texasl and i8 deRigned to provide 
each state the flexibility to atructure an internal audit function that meet. itl 
individual needs. Thh draft vas developed and then enhanced with survey results 
from 1111 members of the National State Auditors Auociation, internal audit 
directors, and other. in each state that would have a direct interelt in tte 
proposed legislation. It hilS been approved by the Government Relationa CDIIIIlittee 
and is currently being reviewed by the Prof.l.ional ISluel Committee Ind the 
Internal Auditing Standards Board. If any changee are to be made, a final 
version of the model legislation will be made available in November 1992. 

September 1992 

- - - - - - - - - -

HODEL IlfTI!!!Ktt.L AUDIT LEGISLATIOIf l'OIl StATE GOVE!I.I!HEIfl'S 

Citation of the Act 

Thi. Act .hall be known and may be cited aa the (name of State) internal Audit Act. 

Purpose 

The purpose of the Act i. to est"blhh a full-time program of internal aud,lting to 
a.Ri.t in improving agency operation.. The agency internal audit director .hall 
furnish independent analyses. appraisal., and recOllll1endations concerning the 
adequacy of each mtat. agency's system of internal control, and the efficiency and 
effectivene.. of agency managemeri~ in carrying out a.signed responsibilities in 
accordance with applicable lawl. rule., and regulation.. The internal auditing 
program .hall promoce the eotablishment of control. oece.sary to accomplish agen~y 
goal. and objective. at reelonable costo. The agency internal audit director .hall 
be alert to tbe postibility of abule or illegal acta, error. and omi •• ion., end 
conflicts of interelt. 

Definitionll 

(a) 'State agency' mean. each executive or judicial branch agency. board, or 
eommission created pur.uant to law, and alao includes each state university. 

(b) 'Agency head' meana the Governor, a Cabinet officer, an elected official, an 
agency secretary, an executive director, or II governing board Dr commission. 

(cl 'Agency internal audit director' meanD the person appointed by the agency head 
to direct the internal audit function for the .tate agency. Where consistent "ith 
responlibUitiee described in this Act, Ute term agency internal audit director may 
also be referred to as inlpector general" audit director, chief auditor, Dr aimilar 
internal audit adminietrator description •• 

Note. The above i. an eumple definition of the term 'agency' and 'agency head.' 
Each stllte should define these termS! to comply ,with law and the organizational 
ctructure in the affected ntate. 

;'fI of 8-11-92 1 
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Applicability of the Act 

Any Agency meeting one or more of the following criteria ahall eatablilh An ongoing 
program of internal auditing. 

(a) The agent,. haa an operating budget exceeding '-~. S10-$50) million annually. 

(bl The agency haa a .taff of more than (E;. 100-500) employ~e •• 

(c) The agency receives and proceuea collections in exce .. of (!x. s'-~n 
million annually. 

(d) The agency adminilterl programa that the agency head con.iders high riak and 
" •• ential to the aafety, health, and welfare of th8 atate, and which can 
therefore jUltlfy an ongoing program of internDl auditing. 

0\ Hote. Each state ahould aet iu own threlhold for eltablilhiog • required internal 
00 audit function. 

Appointment of Ase~cy Internal Audit Director, Staffing, and Location of Audit 
Organization 

Each .tr..te agency shall employ an agency internal audit director who shall be 
appointed by the agency head. The agency head shall enBure that the Dir~ctor is 
allowed to employ /1 lufficient number of professional and support staff to 
implement an effec~ive program of internal auditing. Compensation. training. job 
tenure. and advancement of internal auditing ataff ahall be baaed upon merit. The 
internal audit organization ahall be located outside the agency'. staff or line 
management function3 or unit. subject to audit, and shall be free of operational 
and management reapohsibilitios tha~ would impair the ability to make independent 
audits of any aspects of the agency'. operations. 

Hote. As An alternative, a state _y prefer to structure an internal audit 
funct.ion under onl! central int~rnal audit organization. The central internal audit 
organization could a180 provide internal auditing 8ervices to 81Il4ller agency 
organizations that have a need for internal auditing services, but are not large 
enough to support a full-time audit staff. A centralized internal audit function 
may be ~re efficient snd may be more consistent in prOYiding broad audit coverage 

As of 8-11-n 2 -,- - - .. - •• - - -

for thea atato .. 8 .. whole. ilonver, auch atructure _y nat promote a detailed 
underatancUng of oach egency program or be reaponai_ to the need. of th .. agency 
head or the agency. The benefit a of .. central internal audit organization for the 
atate aa a wholll YOIraua an internal audit function for each agency should be 
carefull,. considered. Additional atate int<lrnlll awUt organizational structure" 
are po .. ible. Por llzu:ple, 801IIII atat .. a may want t<) eatablish a central internal 
audit organization to _et the overdght Deeds of the GO'nIrnor, and may also w:mt 
to allow individual .. gencie. to employ an agency inte~~l audit director. Care 
.hould be taken to ensure that thll structure of the internal audit function 
prOYidea adequate audit coyerage and ill relpo<lsi.,.. to the needs of the 
organization. 

Profe •• ional Qualification • 

The agency internsl audit director lhall po •• ess the following qualifications. 

(e) A bachelor's.degree from an accredited coll~ge or university and. !Ex. S to 8) 
years of progressively responsible professional auditing experience as an internal 
auditor or independent postauditor. electronic data procesling auditor, or any 
combination thereof. The auditing experience ahall be at a minimum consist of 
audits of units of government or private bUDinssl enterprise •• operating for profit 
or not for profit; or 

(bl A master's degree from an accredited college or university and EX. 4-71 years 
of progr'lssively responsible profeuional Auditing experience as an internal 
auditor or independ~nt postauditor, electronic date processing auditor, or any 
combination therefor; or 

(c) A certified internal audit certificate 1s.ued by the Institute of Internal 
Auditors and (Ex. 4-71 years of progressively responsible professional auditing 
experience as internal auditor or independent postauditor, electronic data 
processing auditor, or any combination thereof. 

Rote. Some statell 111&1' eonaider allowing one or more of the follawriog. 

1. A certif;!,este a8 a certified public accountant, 
2. A certificate aB a certified information 8ystems auditor, or 
3. A certificate aa 4 certified manag~t accountant. 
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Duties of the Agency Internal Audit Director 

The agency internal audit director ahall. 

(a) Report directly to the agency head or deputy agency head through the audit 
committee. 

Hotel A stat,; ":IiY prefer the Director report only to the agency head. 
Government Auditing Standards allow the .Director to alao report to the deputy 
agency headl however, a atate may require a higher le.el of reporting. 

(b) Conduct financial, compliance, electronic date proce.sing, and performance 
audit. of agency program_, activities, and function. and prepare audit reports of 
findings. 

~ (c) Reviey and evaluate internal controls over the agency" accounting .Yltems, 
~ administrative sy"tem., electronic data processlng 8ystema, and all other major 

systems necessary to ensure the fiscal and admini8t~4tive accountability of the 
atate agency. 

(d) Develop long-term and annual audit plena to be based on the findings of 
periodic documented rilk aDsea.menta. The plan .hall Ihow the individual audits 
to be conducted during each year, and the related relourcel to bo davoted to each 
of the respective audits. The audit plan shall ensure that internal controle are 
revieyed on a periodic baaio. The plan shall be submitted to the agency head and 
the audit committee for comment. A copy of the approved plan ehall be available 
upon request to the state auditor an~/or legi.lative auditor or other appropriate 
external auditor to aaaiat in planing and coordination of any external financial, 
compliance. electronic data procesDing. or performance audit. 

(e) The Icope and aslignment of the audits ahall be determined by the agency 
internal audit director; however. the head of the agency may at any time request 
the agency internal audit director to perform an audit l)f a special program. 
activity, function, or organizational unit. 

As of 8-11-92 4 
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Applicable Profe •• ional Standard. 

<a) Audi~8 shall be conducted in accordance with the Standardr for the 
Profel.ional Practice of Internal Auditing publilhed by the Institute of Internal 
Auditors, Inc., and, when required by law, reguletion, agreement, contract, or 
policy, in accordance with Government Auditing Standards i,sued by the Comptroller 
General of the United States. All audit report. issued by internal audit staff 
Ihall include a atatement that the audit waa conducted pursuant to the appropriate 
standardD. . 

Working Papers 

(a) Audit working papers and reports shall be public recorda to the extent that 
they do not include information which hal been made confidentiel purluant to law. 

flota. Soma states may prefer that worldng papers not be a public recorda, or at 
leut. not be a public record until the audit report iB released.· Each ltate 
should conlider the needs of the internal audit function and ita public rftcords la" 
requirements. 

(b) When the agency internal audit director or a member of his/her staff receive. 
from an individual a complaint or information protecte( by whistle blower or other 
legillation. the name or identity of the individual Ib.ll not be diB~losed without 
tha written consent of the individUAl. or unless reqUired by law or judiCial 
processes. 

tc) The director and the internal audit etaff shall have acces. to all peraonnel 
and any records, data, and other information of the state agency deemed necessary 
to carry out assigned duties. The agenc7 internal audit director shall maintain 
the confidentiality of any public recorda that ere made confidential by law. and 
ahall be subject to the lame penalties ae the cuetodian of those public records for 
violating confidentiality statutes. 

AI of 8-11-92 !5 
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lteporting 

(nl At the concluoion of each audit, the agency internel audit director ahall 
.ubmit preliminary finding. end recOIII!IIen<iationa to the peraon re.ponsible for 
supervision of the program, activity, function, or operational unit being audited 
who shall relpond in writing to any findings of the agency internal audit director 
within (Ex. 15-4:5) working days after recllipt of the finding.. Such rOlponse lind, 
if necessary, the agency internal audit director'. reaponl. Ihall be included in 
the final audit report. 

(b) The egency intelnal audit director ahall submit the final report to the head 
of the agency end the audit committee. The report ahall ba provided upon requelt 
to any applicable legislative, exacutive, or judicial branch oversight body, 
appropriate atate and lor leghlativ. auditor, or other .",ternal auditor. The 
report ahall be diotributed to the extent authorized by law. 

Follow-Up on Issued Reporta 

(a) No later than EX. 4-121 months after a financial, compliance, electronic data 
processing, or performance audit is is.ued, the agency internal audit director 
shall i •• ue a follow-up report to the agency head and audit committe~. The follow­
up report shall address the statu. of corrective actions reported to the director 
&y the agency manager responsible for lupervidon of the program activity, 
f~~~tion. or organizational unit audited. 

(b) The agency internal audit director .hall .ubmit the follow-up report to the 
head of the agency and the audIt committee. The follow-up report ohall b6 provided 
upon request to any leslalative. executive. or judicial branch oversight body. 
a9propriate state 8nd/or lagi~lative auditor, or other external &uditQr. 

Action on Findings 

Ca) The state and/or l~Di~lative auditor or other external auditor, in connection 
vith independent pOltaudit, of the same agency, shall give appropriate 
consideration to internal audit report. and the resolution of findings therein. 

Cb) Appropriate legialatlve committeea may inquire into the reasons or justifi­
cations for failure of the agency to correct the deficiencies reported in internal 
audit •• 

As of 8-11-92 6 
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Profe •• ional Dewelopmeut 

(a) The agency head shall make available to the director adequate resources to 
"n,ure the prohs,ional development and continuing profeaaional education of 
internal audit staff. 

Cb) The internal audit director and the state and/or legislative auditor shall 
cooperate in the exchange of techn.ical aasiltance and It"ceaa to current information 
concerning eudit technique.. policies and proced'!~es. 

Quality Control 

{a) Each asency internal audit organization ahall have an external quality contrel 
review at least once every three yeara to determine compliance of isaued reports 
with current Standards for the Prolessional Practice of Internal Auditing and/or, 
if approprietft, Government Auditing Standardl. The reviev shall be performed by 
qualified perlons who are independent of the organization and who do not have .a 
real or apparent conflict of intereat. The report issued on the external quality 
control review ,hall be a public record to the extent authorized by law. 

Audit ConDittee 

(al An audit committee .hall be eatablished to monitor the activities of the 
agency internal audit organization. The internal audit director shall r~port to 
the agency head through the eudit committee, end haa freedom of access to the 
agency head to be responlive to specific requeet, direction, and needs. 

Rote. In some et&te. it lII&y not be feallibl" to have an audit clJlllDittee lor every 
agency. Al.ternativea would be to he...... (1) one audit cODlllittee to serve all etat~ 
agencies I (2) ona audit committee to une asencies .molle head is eppointed by the 
Governor, one audit committee to eerve the agency of each elected oflicer 
(Treacurer, Attorney General, etc.), and one audit committee to serve agencies 
.moae head is appointed by the Governor and cabinet; or (3) 80me other audit 
committee arrangement baaed upon each statel' uniqne organizational structure. 

A. of 11-11-92 7 
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(b) The audit committee ahall. 

(1) Be composcd of individual. who are external to the organization'. management 
.tructure, and who have the progr~m and/or management expartis. to perfo~ 
the review function effectively. 

(2) Cerry out overeight re.ponsibilitiaa relating to financial c~pliance, 
electronic data proce •• ing, performance, and other reporting practicel. 

(3) Concur in the appointment or removal of the director of internal aUditing. 

(4) 'l.'evie" the annual internal audit plen and budget, internal and externd audit 
reporta, follow-up reports, and qU5.lity aSlurance revie .... 

(5) Periodically meet .. ith the agency internal audit director to discuss 
pertinent mattera, including whether there are any reetriction. on the Icope 
of audita. 

~ (6) Not be compeneated for services pro1:'ided. However, they ahall be reimburaed 
fo~ travel expenses in accordance with authorizing la ... 

~ 

State InterasencT intertWl Audit Porum 

<e> A State interagency internal Audit Porum ahall b3 BatabIi.hed and comoosed of 
agency internal audit directors. The purpose of the Porum "ill be to prolf .. "Jte the 
exchange of communication, to develop training programs, to ohare audit technique. 
and approaches, and to address vays to improve agency operations and ,ystems of 
internal control. The Forum will elect officero from ita membership and shall meet 
periodically throughout the ye~r. 

Annual Report 

(e) Within (Ex. 6(}~1801 day. after the end of each filca! year, the agency 
internal audit director shall issue an annual report which asparately lilts audit 
report. i •• ued, and other activities completed or in progreso at of the end of the 
fiscal year. The annual report shall describe acco~plishmant. of the internal 
audit activities. Copie. of the report shall be provided to the Governor, the 
agency head. end the audit committee. The annual report Ihall be provided upon 
request to any legislative, executive. or jUdicial branch oversight body. and to 
the appropriate state and/or Iegial~tive auditor, or other external auditor. 

AI of 8-11-92 e 
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New Jersey Statute for State Audi tor 

52:24-4 STATE GOVERNMENT 

52:24-4. Auditing accounts and reporu of ".accountlng ligen­
cies"; D.8slstance 

It shall be the duty of the State Auditor to conduct post·audits of 
all transactions and accounts kept by or for all department;s-, offices 
and agencies of the State Government, to report to the Legislature 
or to any committee thereof and to the Governor, and to the 
Executive Director of the Office of Legislative Services, as provided 
by this chapter and as shall be requirl!d by law, and to perform 
such other similar or related duties as shall, from time to time, be 
requi~ed o{ him by law. 

The StAte Auditor shall personally or by any of his duly authoriz. 
ed assistants, or by contract with independent public accountant 
firms, exa~ine and post·audit all the accounts, reports and state. 
ments and make independent verifications of all assets, liabilities, 
revenues and expenditures of the State, its departments, institu. 
tions, boards, commissions, officers, and any and all other State 
agencies, now in existence or hereafter created, hereinafter in this 
chapter called "accounting agencies." The o!ficers and employees 
of each accounting agency shall assist the State Auditor, when and 
as required by him, for the purpose of carrying out the provisions 
of this chapter. 

Amended by L.1948, c. 29, p. 90. § 2; L.19?I, c. ::11. § 14; L.1979, c. 8. 
§ 29. 

!1I,torlen! I'ote 

Sour .. : 1..1933. e. 295. § 4. p. ~93. 
The 19~8 amendmenladdO<l fint para. 

graph: and, in first lent.en(t of ~econd 
p .... g ... ph. substituted "posl·audil" (or 
"audil". 

The 1971 amendment inserted "and to 
l1Ie utcuth'e clirector of the Office oi 
Piaul Affai .... in nMlt paragr'ph: and 
inserIN "or by eontract wilh ,"depen. 
drnt publie .ccoun~nt finn," in second 
p .... g"'ph in first •• ntence. 

Sup~rsedure of InconsistJ!nt acLS and 
e(rective d.te o( L1971. c. 211. s •• Hi •• 
toricAI NoLo uoder t 52:11-13. 

Th. 1979 amendment. in th. ronol para. 
graph. substituted "Orrice o( ugisl'liY' 
S.rvic .... (or "O((ico o( f'iscal A((.i .... ; 
and. in the second paragraph. twice sub­
Ititut.ed "chr..pt.er" (or "article", 

Effective date o( 1979 .mendment •• e. 
Historical Note under I 52:11-54. 

erOIll fkler~ncCl 

Additional dulie. o( SlaLe auditor. sco §§ 52:11-62.52:11-63. 

-.-

Librnry n.erUf'ncu 

State. C=o73 el seq., 121 .1 seq. 
CJ.S. States U 130 to 136. 140. 203. 

223. 

- - .. - - - - - -

STATE AUDITOR 52:24-4.2 

Nol .. of Dc,la!ona 

I. Con,trueUon and appllcallon 
The conduct and e .. mination of post. 

audits of l1Ie o(fice of State Tr .... u"'r ia 

under the .xclu.ly. ,upeNI,ion and con. 
trol of It.lte auditor. Ally.aen.f'.O. 
1949. No. 12. 

52:24-4.1. Hazardous discharge fund; annual audit 
The State Auditor shall conduct an annual audit of the "Hazard. 

ous Discharge Fund" created pursuant to the "Hazardous Dis. 
(harge Bond Act," P.L.19B1, c. 275. This audit. t.ogether with any 
recommendations on practices or procedures to promote or guaran. 
tee the fiscal integrity of the "Hazardous Discharge Fund." rhall be 
submitted to the Governor and the Legislature, and to the Assem. 
bly Agriculture and Environment Committee and the Senate Ener. 
gy and Environment Committee, or their designated successors. 
The audit shall be due on or before December 31 of each year • 
1...1982, eo 30. § 1. eCl. April 30, 1982. 

HI.torical Note 

Till. or Act: 
An Act conc.rning (truin Slate audit.s 

and suppltm.nting chapter 24 of Tille 52 
of the Reyi •• d Slalutes. L.19S2. c. 30. 

Library R.or.rencu 

SL:ltes -73. 127. 
CJ.S. Sutes n 130 to 136. 140. 228. 

52:24-4.2. Annual audit; submission; due date 

The State Auditor shall conduct an annual audit of the fund. 
pursuant to the provisions of chapter 24 of Title 52 of the Revised 
Sw.tutes. This audit. together with any recommendations on prac. 
tices or procedures to promote or guarantee the fiscal integrity of 
the fund. shall be submitted to the Governor and the Legislature. 
and to the General Assembly Agriculture and Environment Commit. 
tee and the Senate Energy and Environment Committee. or their 
designated successors. The audit for fiscal year 1981 shall be due 
within 60 days of the effective date of this act, and each succc:~:.;.:: 
annual audit shaH be due on or before December 31. 
L.!982. c. 32. § 1. efr. April 30. 1982. 

HI.torlcal Nolo! 

Till. of Ac!: 
A Supplement to Ihe "Spill ComPEnsa. 

tion and Control ACl." approved January 

- - -
6. 1977 (P.L.1976. c. 10; C. 58:10-23.11 
et leq.,. L.1982. e. 32. 

- - - - -
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APPENDIX B 

Audit Standards 

Summary of "STANDARDS FOR AUDIT OF GOVERNMENT ORGANIZATIONS, 
PROGRAMS, ACTMTIES AND FUNCTIONS, II 1988 Revision, 

General Accounting Office (GAO) 
[Attachment B to Bureau of Prisons Program Statement 1210.12] 

Summary of General and Specific Standards for the Professional Practice 
of Internal Auditing, Institute of Internal Auditors 
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summary of 
"STANDARDS FOR AUDIT OF 

GOVERNMENT ORGANIZATIONS, PROGRAMS, 
ACTIVITIES AND FUNCTIONS" 

1988 Revision 
General Accounting Office (GAO) 

GAO auditing standards are divided into five categories. Bureau 
of Prisons program review procedures shall comply with these 
standards. General standards apply to program and financial 
program reviews. The American Institute of Certified Public 
Accountants (AICPA) has issued standards that are applicable to 
and generally accepted for financial audits. The AICPA standards 
for field work and reporting have been incorporated into GAO 
standards. 

General standards (A - 0) 

Field Work standards for Financial Audits (E - G) 

Reporting Standards for Financial Audits (H - H) 

Field work Standards for Performance Audits (N - R) 

Reporting Standards for Performance Audits (5 - W) 

General Standards: 

A. Quali~ications - The staff assigned to conduct the audit 
should collectively possess adequate professional proficiency for 
the taSKS required. The audit organization mus~ ensure that the 
audit is conducted by staff who collectively have the knowledge 
and skills necessary for the audit to be conducted. These 
qualifications apply to the knowledge and skills of the audit 
organization as a whole and not necessarily to eve~y individual 
auditor. To meet this standard, the audit organir-stion should 
have a continuing education and training program. Auditors 
should have a knowledge of auditing techniques, government 
organizations, appropriate communication skills, and for 
financial audits, proficiency in accounting principles. 

B. Indepen~ - In all matters relating to the audit work, the 
audit organization and the individual auditors, whether 
government or pUblic, should be free from personal and external 
impairments to independence, should be or.ganizationally 
independent, and should maintain an independent attitude and 
appearance. Independence must be maintained so that opinions, 
conclusions, judgments, and recommendbtions will be impartial and 
will be viewed as impartial by knowledgeable third parties. 

C. pue ProfessiQnal Care - Due professional. care should be used 
in conducting the audit and in preparing related reports. 
Applicable auditing standards must be followed to the extent 
possible. When standards are not able to be followed, reasons 
must be documented in the scope section of the audit report. 

- - - - - - - - -
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Good professional judgment must be used when conducting the 
audit, assessing findings, and preparing the audit report. 
Appropria~e follow-up on findings from previous audits must be 
accomplished to determine whether corrective actions have been 
taken. Timeline5s must be followed as required by policy, and 
sen~itive information must be safeguarded. Auditors should 
"attempt to remove any audit scope impairments which restrict the 
ability to render objective opinions and conclusions. Failing 
that, auditors should discloge the impairment in the scope 
section of the report. 

D. Quality Control - Audit organizationa conducting government 
audits should have an appropriate int~rnal quality control system 
in place and participate in an external quality control review 
program. The internal quality control system should provide 
reasonable assurance that the organization has established and is 
following adequate audit policies and procedures and is following 
applicable auditing standards. An external quality control 
review of the organization conducting aUdits should be completed 
at least once every three years by an organization not affiliated 
with the audit organization. 

[ield Work Standards tor Financial Audits - AI CPA standards of 
field work for financial audits are incorporated herein. AI CPA 
standards are not restated. This section prescribes supplemental 
standards of field work needed to satisfy the unique needs of 
government financial audits. 

E. Planning - All levels of government planning should include 
consideration of the audit requirements. Audit objectiVes should 
satisfy legal and regulatory needs of potential users. A test of 
compliance should be accomplished with applicable laws and 
regulations. Audit steps and procedures should be designed to 
provide reasonable assurance of detecting errors, irregularities 
and illegal acts that could have a direct and material eftect on 
the financial statement amounts or the results of financial 
related audits. The auditor should also be aware of the 
possibility of illegal acts that could have an indirect and 
material effect on the financial statements or results of 
financial related audits. Due professional care and caution 
should be exercised in audit steps and procedures relative to 
illegal acts, so not to interf~re with potential future 
investigations. 

F. Evidence - A record of the auditor'S work shall be retained 
in the form of working papers. Working papers are the link 
between field work and the auditors' report. 

Financial audit working papers should: 

* contain a written audit program cross-referenced to the 
working papers; 

* contain the objective, scope, methodology and results of the 
audit; 

-
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contain SUfficient information 80 that su~plementary oral 
explanations are not required; 

« be legible with adequate indexing and cross-referencing, and 
include su~~aries and lead schedules, as appropriate; 

* restrict information included to matters that are materially 
important and relevant to the objectives of the uudit; 

contain evidence of supervisory reviews of the work 
conducted. 

G. ~~l Control - A sufficient understanding of the internal 
control structure is to be obtained to plan the audit and to 
determine the nature, timing and extent of tests to be performed. 

Reporting Standards for financial Audi~ AI CPA reporting 
standards are incorporated herein. They are not restated. 
Supplemental standards of reporting are prescribed to satisfy the 
unique needs of government financial audits. 

H. Statement on auditing Standards - A atatement should be 
inclUded in the auditor's report that the audit was conducted in 
accordance with gen~rallf a~cepted government auditing standards. 
This statement should ba qualified in situations where an auditor 
did not follow an applicable standard (unless the standard was 
not applicable to the audit and therefore not followed). In 
these situations. auditors should modify the statement to 
disclose. in the scope section of the report, the applicable 
standard that was not followed. the reason therefor and the known. 
effect not following the standard had on the results of the 
audit. 

I. Report on Compliance - Auditors should prepare ~ written 
.eport on thei~ tests of compliance with applicable laws and 
regulations. This report. which may be included in either the 
report on the financial audit or a separate report. should 
contain a sta~ement of positive assurance on those items which 
were tested for compliance and negative assurance on those items 
not tested. It should include all material instances of 
noncompliance. and all instances or indications of illegal acts 
which could result in criminal prosecution. 

J. Report on Internal Controls - Auditors should prepare a 
written report on their understanding of the entity'S internal 
control structure and the assessment of control risk made as part 
of a financial statement aUdit. or a financial related audit. 
This report may be included in either the auditor's report on the 
financial audit or a separate report. The auditor's report shall 
include at a minimum: (1) the scope of the auditor's work in 
obtaining an understanding of the internal control structure and 
in assessing the control risk. (2) the entity'S significant 
internal controls or control structure, including the controls 
established to ensure compliance with laws and regulations that 
have a material impact on the financial statements and results of 
the financial related audit; and (J) the report~ble conditions. 

- - - .. - - - - -

P.S. 1210.12 
September 14, 1993 

Attachment B. Page 4 

·ncluding the identification of material weakne~ses, identified 
.s a r~sult of the auditor's work in understanding and assessing 
the control risk. 

K. Reporting on financial Related Audits - Written audit reports 
are to be prepared giving the results of each financial related 
audit. 

L. priyileged and Confidential Information - If certain 
information is prohibited from general disclosure. the report 
should state the nature of the information omitted and the 
requirement that makes tho omission necessary. 

M. Report pistribution - Written audit reports are to be 
submitted by the audit organization to the appropriate officials 
c: the organization audited and to the appropriate Officials of 
the organizations requiring or arranging for th~ audits. 
including external funding organizations. unless legal 
restrictions. ethical considerations, or other arrangements 
prevent it. Copies of the reports should also be sent to other 
officials who have legal oversight authority or who may be 
responsible tor taking action and to others authorized to receiv'e 
such reports. Unless restricted by law or regulation. copies 
should be made available for public inspection. 

Field Work Standards for Performance hudits: 

N. planning - Work is to be adequately planned. This includes 
detining audit objectives and planning how they can be attained 
while establishing a balance between audit.scope. time: frames and 
staff-days to be spent to ensure Qptimum use of audit resources. 
Planning is important in pertormance audits because the 
methodology and implementing steps and procedures employed are 
varied and complex. Staff planning shOUld include assigning 
staff with appropriate skills and knowledge. assigning an 
adequate number of _experi~nced staff and supervisors and 
prOVisions for on-the-job training. Written audit programs 
should be prepared which provide a description of the methodology 
and audit steps and procedures to be accomplished, a systematic 
basis for assigning work to supervisors and staff. and the basis 
for a summary record of work. 

O. supervision - Staff are to be properly supervised. Assigniqg 
and use of staft is important to satistactory achievement of 
objectives. Since skills and knowledge vary among auditors, work 
assignments must be commensurate with abilities. Proper 
supervision provides for effective on-the-jOb training. Staff 
should be informed not only of the work to be performed. but how 
they are to proceed. why the work is to be conducted and what it 
is expected to accomplish. The level of ·supervision may vary 
with the level of auditor statr experience. Supervisor review of 
work performed should be documented in working papers. 

P. Legal and Regulatory Requirements - An assessment of 
compliance with applicable requirements of laws and regulations 
is required when necessary to satisfy the audit objectives. 

- - - - - - - - -
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Auditors should design the audit to provide reasonable assurance 
ot detecting abuse or illegal acts that CQuld significantly 
affect the audit objectives. Auditors should be alert to 
situations or transactions that could be indicative of abuBe or 
illegal acts. 

Q. Internal CO'ntrol - An assessment should be made of applicable 
internal controls when necessary to satisfy the audit objectivea. 

R. Evidence - Sufficient, competent, and relevant evidence is to 
be obtained to afford a re~sonable basis for the auditors' 
judgments and conclusions regarding the ~rganization, program, 
activity, or functien under audit. A record of the auditors' 
work is to be retained in the form of working papers. Working 
papers may inclUde tapes, films, and discs and should: 

cO'ntain a written audit program cross-referenced to the 
working papers. 

• contain adequate indexing and cross-referencing, schedules 
and summaries, 

be dated and signed by the preparer, 

be reviewed by a supervisor. 

be complete and accurate to provide prO'per support for 
findings, judgments and conclusions, and to enable 
demonstration of the nature and scope of wO'rk conducted, 

be understandable without oral explanations. They should 
also be complete and concise. Anyone using them should be 
able to readily determine their purpose, data sources, the 
ntlture and scoP" of the work conducted, and the preparers 
conclusions. 

be as legible and neat as practicable, 

be restricted to matters that are significant and relevant 
to the objectives O'f the assignment. 

RQRPrting 5tan~ror Performance Aydits: 

s. L2IE - Written audit reports are to be prepared communicating 
the results of each government audit. They are necessary to 
communicate results to' officials at all levels of government. 
Written reports make the results less susceptible to 
misunderstanding and should be available for public inspection. 
They also help to facilitate follow-up and determine whether 
appropriate corrective actions have been taken. 

T. limelloe~ - RepO'rts are to' be issued promptly to' make the 
information available for timely use by management and 
legislative officials and by ether interested parties. 

- - - - - - - - - -
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U. Repgrt Contents - The report 'should: 

include a statement of the audit o. ,ectives and a 
des~-iption of the audit scope and methodology; 

• inclurt, a full di~cus8ion ot the audit findings. and where 
applicable. the auditor's conclusions; 

• include the cause of problem areas noted in the audit. and 
recommendations for actions to correct the problem areas and 
to improve operations, when ealled for by the audit 
objectives; 

• include a statement that the ~udit was conducted in 
accordance with generally Mcceptad government auditing 
standards. and disclose when applicable standards were, not 
followed; 

• identify the significant internal controls that were 
assessed, the scope of the auditor's asa.ssed work, and any 
significant weaknesses found during the audit; 

• include all Significant instanc.s of noncompliance, abuse 
and all indications or instance. of illegal acts that could 
result in criminal prosecution that ware found during or in 
connection with the audit; 

• include the pertinent views of re~pon.ible officials of the 
organization, program. activity, or tunction audited 
conce~ning the auditors' findin18, conclusions and 
recomm'endations. and what corrclctive action is planned; 

* includa a description ot any sig~ificant noteworthy 
accomplishments, particular,ly when management improvements 
in one area may be applicab~e el~~where: 

'. 
.• include a listing of any significant issues needing further 

study and consideration: and 

include a statement about any pertinent information that was 
omitted because it is deemed privileged or confidential. 
The nature of s~ch information should be described, and the 
basis under whiCh it is withheld should be stated. 

v. RepO'rt Presentation - The report should be complete, 
accurate. objective, and convincing, and as clear and concise as 
the SUbject matter permits. 

W. Report Distribytion - Written audit reports are to be : 
submitted by the audit organization to the appropriate officials 
of the organization audited, and to the appropriate Officials of 
the organizati'O'ns requiring or arranging for the audits. 
including external funding organizations. unless legal 
restrictions, ethical considerations. or other arrangements 
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prev.nt it. copies O'f the reports should alsO' be sent to other 
officials who may be respon'sible Cor ttlkinq action on audit 
findings and recommendations and to others authorized to,receive 
such reports. Unless restricted by law or regulation, copies 
should b. made available for PUblic in.p~ction. 

_ J 
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The Inslllule 01 Inlernal Audllors 

S~Y OF GENERAL A.~ SPECIFIC 

STAND1IlWS FOR THE PROFESSIONAL PRACTICE OF 

INTERNAL AUDITING 

INDEPENDElfCE - INTERNAL AUDITORS SHOULD BE 
INDEPENDENT or THE ACTIVITIES THEY AUDIT. 

110 Org«nizational Status - The organizational 
status of the internal auditing department 
should be sufficient to permit the 
accomplishment of its audit 
responsibilities. 

120 Objectivity - Internal auditors should be 
objective in performing audits. 

PROFESSIONAL PROFICIENCY - INTERNAL AUDITS SHOULD 
BE PERFORMED WITH PROFICIENCY AND DUE 
PROFESSIONAL CARE. 

The Internal Auditing Department 

210 Staffing - The internal auditing department 
should provide assurance that the technical 
proficiency and educational background· of 
internal auditors are appropriate for the 
audits to be performed. 

220 

230 

-

Knowledge, Skills, and Disciplines - The 
internal auditing department should possess 
or should obtain the knowledge, skills, and 
disciplines needed to carry out its audit 
responsibilities. 

Supervision - The internal auditing 
department should provide assurance that 
internal audits are properly supervised • 

.. .. - - - - - -

ik 
The Inllllule 01 Inlernal Audllors 

Summary of General and Specific Standards for the 
Professional Practice of Internal Auditing 

-

The Internal. Auditor 

240 Compliance with Standards of Conduct -
Internal Auditors should comply with 
professional standards of conduct. 

250 ltnowledge. Skill.s, and Disciplines -
Internal auditors should possess the 
knowledge, skills, and disciplines essential 
to the performance of internal audits. 

260 Human Relations and Communications -
Internal auditors should be skilled in 
dealing with people and in communicating 
effectively. 

270 Continuing Education - Internal auditors 
should maintain their technical competence 
through continuing education. 

280 Due Professional Care - Internal auditors 
should exercise due professional care in 
performing internal audits. 

- - - - - - -
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The Instltule 01 Inlemal Auditors 

Summary of General and Specific Standards for the 
Professional Practice of Internal Auditing 

300 SCOPE OF WORK·- THE SCOPE OF THE INTERNAL AUDIT 
SHOULD ENCOMPASS THE EXAMINATION AND EVALUATION 
OF THE ADEQUACY AND EFFECTIVENESS OF THE 
ORGANIZATION'S SYSTEM OF INTERNAL CONTROL AND THE 
QUALITY OF PERFORMANCE IN CARRYING OUT ASSIGNED 
RESPONSIBILITIES. 

310 Reliability and Integrity of Information -
Internal auditors should review the 
reliability and integrity of financial and 
operating information and the means used to 
identify, measure, classify, and report such 
information. 

320 compliance with Policies, Plans, Procedures, 
Laws, and Regulations - Internal auditors 
should review the systems established to 
ensure compliance with 'chose policies, 
plans, procedures, laws, and regulations 
which could have a significant impact on 
operations and reports and should determine 
whether the organization is in compliance. 

330 Safeguarding of Assets - Internal auditors 
should review the means of safeguarding 
assets and, as appropriate, verify the 
existence of such assets. 

340 Economical and Efficient Use of Resources -
Internal auditors should appraise the 
economy and efficiency with which resources 
are employed. 

350 Accomplishment of Establish~d Objectives and 
Goals for Operations or Programs - Internal 
auditors should review operatiohs or 
programs to ascertain whether results are 
consistent with established objectives and 
goals and whether the operations or programs 
are being carried out as planned. 

- - - - - .. - - - -

ik 
The Inslilule 01 Inlemal Audllors 

Summary of General and Specific standards for the 
Professional Practice of Internal Auditing 

400 PERFORMANCE OF AUDIT WORK - AUDIT WORK. SHOULD 
INCLUDE PLANNING THE AUDIT, EXAMINING AND 
EVALUATING INFORMATION, CO~JNICATING RESULTS, 
AND FOLLOWING UP. 

410 Planning the Audit - Internal auditors 
should plan each audit • 

420 Examining and Evaluating Information -
Interna: auditors should collect, analyze, 
interpret, and document information to 
support audit results. 

430 Communicating Results - Internal auditors 
should report the results of their audit: 
~. . 

440 Following Up - Internal auditors should 
follow up to ascertain that appropriate 
action is taken on reported audit findings. 

-
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• Thll Inllllutll of Inlemlll Audllorl 

summary of General and Specific Standards for the 
Professional Practice of Internal Auditing 

500 MANAGEMENT OF THE INTERNAL AUDITING DEPMtTMENT -
THE DIRECTOR OF INTERNAL AUDITING SHom:.D PROPERLY 
MANAGE THE INTEFlNAL AUDITING DEPARTMm4'T. 

-

510 PUrpose, Authority, and Responsibility - The 
dire~tor of internal auditing should have a 
statement of purpose, authority, and 
responsibility for the internal auditing 
department. 

520 Planning - The director of internal auditing 
should establish plans to ca~ry out the 
responsibilities of the internal auditing 
department. 

530 Policies and Procedures - The director of 
internal auditing should provide written 
policies and procedures to guide the audit 
staff. 

540 Personnel Management and Development - The 
director of internal auditing should 
establish a program for selecting and 
developing the human resources of the 
internal auditing department. 

550 External Auditors - The director ot internal 
auditing should coordinate internal and 
external audit efforts. 

560 QUality Assurance - The director of internal 
auditing should establish and maintain a 
quality assurance program to evaluate the 
operations of the internal auditing 
department. 

- - - - - - - - - - - - - - - - -
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APPENDIXC 

Audit Policies and Procedures 

Federal Bureau of Prisons Program Statement 1210.12, Program Review 
with Attachment A, DefInition of Tenns Used in Program Statement 

(September 14, 1993) 

State of Utah Department of Corrections ACr13, Departmental Audits 
(June 1, 1994) 

Illinois Department of Corrections Administrative Directive 01.11.102, 
Fiscal Internal Audits (October 1, 1991) 
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September 14, 1993 
Management Control and 
Program Review Manual 

1. PURPOSE AND SCOPE. This Program Statement defines the 
policies, standards, and procedures the Bureau of Prisons tollows 
in establishing, maintaining, evaluating, and improving its 
internal systems ot control, including program reviews. 

This Program statement's provisions apply to all Bureau of 
Prisons' (BOP) organizational components and installations 
including divisions, regions, institutions, and BOP functional 
areas such as Federal Prison :Industriem, Inc. (FPI), and the 
National Institute of Corrections (NIC). This Program Statement 
atfects department heads, community corrections managers, 
training center directors, associate wardens, wardens, regional 
administrators, Central Office administrat~rs, regional . 
directors, and ~ssi8tant directors. For this Program Statement's 
purpose, references will be made to 'institution level personnel. 

2. DIRECTIVES AFFECTED 

a. 

b. 

pirectiye Rescinded 

P.S. 1210.10 Management Control and Program Review 
(12/23/91) 

pirectiyes Referenced 

P.S. 1210.5 Inspections (06/23/83) 
P.S. 1210.9 Liaison with External Audit Authorities 

(02/11/91) 
P.S. 1353.1 Release of Records (05/29/75) 
DOJ Order 2860.3A Implementation of the Federal Managers' 
Financial Integrity Act (P.L. 97-255), 1986 
DOJ ~rder 2900.5A Responsibilities tor the Detection of 
Waste, Fraud, and Error in Department of Justice Programs, 
19B6 
DOJ order 2900.6a Audit Follow-Up and Resolution Policy, 
19B9 
OMB Circular A-50, Audit Follow-up, 1982 
OMB Circular 1.-73, Audit of Federal Operations and Programs, 
19B3 
OMB Circular A-76, Performance of Commercial Activities, 
1983 

- - - - - - - - -
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OHB Circular A-123, Internal Control systems, 1986 
~AO. Covernment AUditing Standards, 1988 
CAO, Standards tor Internal Controls in the Federal 
Covernment, 1983 
CAO, Internal Auditing in Federal Agencies, 1974 

STaNDARpS REFERENCED 

a. American Correctional Association Foundation/Core Standards 
For Adult Correctional Institutions: FC2-4002, FC2-4030, FC2-
4065, FC2-4093, C2-4021, and C2-4031. 

b. American Correctional Association 3rd Edition Standards For 
Adult Correctional Institutioaa: 3-4018, 3-4036, 3-4053, 3-4104, 
3-4199, 3-4310, and 3-4401. 

c. American Correctional Azsociation Foundation/Core Standards 
For Adult Local Detention Facilities: FC2- 5032, FC2-5070, C2-
5028, C2-5014. 

d. American Correctional As.ociation Jrd Edition Standards for 
Adult Local Oetention Facilities: 3-ALDF: 1A-17, IB-a9, lC-07, 
3B-Ol, 4D-Ol,. and 511.-:13. 

4. bEFINITIQNS. Attachment A contains the definitions for terms 
used in this program statement. 

5. BACKGROUND. In accordance with 31 U.S.C. 3512(b)(~), 
Executive Agency Accounting systems, and OMB Circular h-123, 
Internal Control Systems, each federal'government agency is 
required to establish a continuous process for evaluating and 
improving the agency's internal centrol systems. 

Each Department of Justice agency head must annually sUbMit an 
assurance statement to the Attorney General certifying that the 
agency is operating effectively, efficiently, and in compliance 
with applicable regulatIons; and that existing systems of 
intern~l control adequately protect the agency's resources 
against fraud, waste, abuse, and mismanagement. The assurance 
statement must also identify any system-wide control weaknesses 
and actions taken or planned to correct the weaknesses in an 
appropriate and timely manner. 

In order for the agency head to make this certification, there 
must be a systematic approach to asseSSing operations and 
programs at all organizational levels. This is aChieved through 
a management control program which includes a system for 
assessing risks and testing the adequacy of internal controls for 
all program and administrative,areas. This program statement 
outlines the requirements and responsibilities for implementing 
an effectiVe management control program. It also establishes," 
for all levels of the organiZation, a system of assurance Which, 
taken as a Whole, permits the Director to submit the required 
annual certification to the Attorney Ceneral. 

- - - - - - - - -
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6. REQUIREMENTS 

a. Management Controll. The BOP ahall maintain a system ot 
management controls that enables managers to regularly assess 
program performance, determine the degree of risk, test the 
adequacy of internal controls, and adjust operations to conform 
with requirements and achieve desired results. Program review is 
an essential management control tool because it provides timely 
and essential information on program performance. 

b. 2roqram Reyiew. The BOP subjects each of its programs to 
a thorough examination by organizationally independent, trained 
Bureau reviewers who are specialists in the program area being 
reviewed. Eac~ program/operation at each Bureau component shall 
ordinarily be reviewed at least once every three yeazs. The 
review cycle is based on need and determined by the disciplines' 
level of prograM performance at the review site. Generally, 
newly established facilities should be reviewed between 12 and 16 
months following activation. 

c. ~eral Program Reyiew Objectives 

(1) Provide assistance to management by recommending 
solutions to problems; 

(2) Ensure conformity with applicable laws, regulations, 
policies and procedures; 

(3) Identify weaknesses in financial and/or administrative 
controls;· 

(4) DeterminG if programs are achieving desired results; 

(5) Promote efficient management practices; 

(6) Ensure that performance is reliably reflected in 
management and statistical reports; 

(7) Improve quality; 

(B) Prevent, detect, and report on situations involving 
fraud, waste, abuse, mismanagement, or illegal acts; 

(9) Identify programs or components of programs that have 
noteworthy accomplishments and promote their recognition and 
replication (internal benchmarking); and 

(10) Establish usable management indicators for vital 
functions to monitor program/operation performance. 

- - - - - - - - -
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d. standards for Program Review. The General Accounting Office 
.jAO) has issued standards for all government audits, which are 
referred "_0 as "generally accepted qovernment auditing 
standards." These standards cover the following areas: 

(1' Auditor qyalifications; 

(~, Auditor independence; 

(3) Pue professional care or audit quality, including sound 
professional judgment and standards relating to examination, 
evaluation, and reporting; and 

(4) Quality contXQl, including internal and external 
reviews. 

The BOP shall adhere to the standards for Audit of Government 
organizations. Programs, Activities, and Functions (see 
Attachment B). To ensure compliance with these standards. the 
Bureau has developed a quality assurance program. The program 
provides for continuous evaluation of the program review process. 
Results are utilized in the preparation of the report to the 
Attorney General. This provides assurance that the Bureau has 
achieved consistent and effective implementation of the Federal 
Managers' Financial Integrity Act and OMB Circular A-123, 
Internal Control systems. 

Bureau reviewers are required ~o assign an overall program 
performance rating based upon th~ review's results. This assists 
the Executive Staff to make individual. and system-wide:resource 
needs determinations. 

7. MANAGEMENT CONTEOL SYSTEM. The basic components of 
management control are: assessing, planning, testing (program 
review), monitoring, analyzing, and correcting or adjusting. The 
following is a brief overview of these components, including the 
"system of assurance" reqUirements incorporated into each level 
of the organization and at each stage of the process. 

a. ~sessing. ".:'L" a system of management control to be 
effective, an in-depth and realistic assessment of all programs 
is required. This is needed to determine the degree of "risk" or 
the need for improvement and to plan a program review system for 
each specific program or functional area. This is accomplished' 
by means of a management assessment (described in Chapter 1), 
whereby program managers examine each important process or 
activity cycl~ of the program from start to finish. 

b. Planning. Periodic management assessments provide a forum 
for program managers to view their program's strengths and 
weaknesses. Areas of weakness are discussed and action plans. are 

,. 
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developed to implement good internal controls and ennure 
improvement. Assistant and regional directors certi~y through 
their annual assurance letter to the Director that examination of 
those processes considered most at risk are inclUded in the 
program review guidelines and strategic plans have been developed 
to bring about needed improvement. 

c. Testing/program Reyiew. Bureau reviewers will normally 
conduct their reViews, studies, etc., based on the semiannual 
program review schedule and within the scope of the program 
review guidelines. However, if the review is in response to a 
specific event or special emphasia is.ue, it may require the 
development of new program review objectives and instructions. 
In any event, all program reviews must conform to generally 
accepted government auditing standards and the provisions of this 
program statement. The Reviewer-in-Charge for each program 
review certifies that, within the scope of the review and except 
for deficiencies cited, there is reasonable assurance that 
programs are in compliance with applicable regulations and 
policies, and internal control systems are effective (detailed 
procedures for conducting a program review are covered in Chapter 
Z) • 

d. Monitoring. Program monitoring is an extension of the 
Testing/Program Review component (see above). Monitoring on a 
continuous or periodic basis (wee~ly, quarterly, etc.) allows 
staff to correct problems before they get out of hand, track 
strategic goal accomplishments, communicate to other Bureau 
staff, follow-up on actions called for in past program reviews, 
and prepare for upcoming reviews. 

Bureau staff at each level of the organization (institution, 
regional ottice, Central Office, etc.) establish ways of 
monitoring the well-being of their respective programs and, in 
particular, the program's vit&l functions (see Attachment A for 
definitions). Management indicators for vital functions (see 
Attachment A) hel~ define for the manager the information sources 
and criteria used for this monitoring. 

e. Analyzing Program Review Findings. At least annually, 
program managers will analyze the results ot all reviews, special 
studies, and management indicators. Based on this analysis, the 
program review guidelines may be updated and reissued. 
Additionally, each regional and assistant director will prepare a 
~ letter to the Director stating that control systems 
for those programs, functional areas, or installations under 
his/her jurisdiction are operating effectively, except as noted. 
The Director, in turn, provides such assurance to the Attorney 
General no later than October 31 of each year. 

- - - .. - - - - -
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korrecting. The essence of management control is the 
:ion that adjusts operations to conform with requirements. 
ior to a program review's closure, the CEO must give assurance 

:nat internal control systems are in place to prevent recurrence 
~f the problems. Such assurance can be obtained through various 
reviews and monitoring systems (see Chapter 2 for details) •. In 
addition, actions to correct system-wide problems must be tracked 
by the appropriate program managers to enaure that the scheduled 
corrective action is being. taken, and that the corrective action 
is appropriate and will, in fact, improve the situation. 
Corrective action. may inclUde development of new or modified 
program review guidelinea; plans for special studies or reViews; 
improvement in training programs; changes in policy, monitoring 
the accomplishment of strateqic action plans, etc. 

g. strategic Management cyc~. A "holistic" approach has been 
incorporated into the Bureau's sy&~em of management Wherein 
information from the following sources is utilized: 

(1) Strategic Plano/Goal., 
(2) Management Assessments, 
(3) Program Reviews, 
(4) Operational Reviews, 
(5) Social Climate Surveys, 
(6) Institution Character Profiles, 
(7) Management Indicators, 
(8) Policy Dnvelopment, and 
(9) Other Information Sources (external agency reviews, 

etc.) 

All of these areas are interdependent and collectively form 
what is known as a "strategic management cycle." It is intended 
that strategic planning be a continuous process, and the use of 
review findings, management indicators, and strategic planning 
objectives/action steps be closely interrelated. By identifying 
issues through the program review process, strategic issues are 
developed to ensure that long-term corrective action is fully 
implemented. Further, analysis of a program review's results 
aids program administrators to develop program review guidelines 
to ensure quality program evaluations. 

8. RESPONSIBILITIES. The following is an outline of the 
responsibilities involved in the management control and program. 
review system. Specific internal control reporting requirements· 
can be found in the program statement on Internal Control 
Reporting Requirements. 

a. ~~. The Director SUbmits an assurance statement to 
th' ttorn~y General at the end of each fiscal year certifying 
th. Bureau programs are operating effectively and in accordance 
wi: applicable law, and that systems of internal control are 
adequate to protect resources. Material weaknesses and 

- - - - - - - - -
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significant concerns in the r.ureau's systems of controls will be 
identified in the Management Control Plan with a plan for 
correcting them included. 

b. Assistant Directors. The a •• iatant directors' 
responsibilities shall include the following: 

(1) Ensure that management assessments of all division 
programs are conduc~ed and that the results of these assessments 
are incorporated into program review guidelines for each program; 

(2) Determine the need for special reviews or studies in 
program areas and ensure that necessary reviews are conducted 
accordingly; 

(3) Ensure that the results of program reviews, management 
indicators, management assessments, and other reviews and studies 
throughout the year are analyzed to determine if there is a 
pattern of noncompliance or lack of controls in division 
programs; 

(4) Ensure appropriate strategic plans are developed to 
address and correct weaknesses; 

(5) Update and reissue program review quidelines with the 
Assistant Director, Program Review Division, annually for 
division programs based on the analysis mentioned above to 
inclUde the program area's management indicators for vital 
functions; and 

(6} Prepare a cartification letter to the Director 
annually, attesting to the adequacy of internal controls in 
division programs and summarizing major system-wide concerns or 
weaknesses needing corrective action (see Attachment C-l for 
sample). 

c. Assistant pirector, Program Review Pivision. The Assistant 
Director, Program Review Division, is the designated Internal 
Control Officer for the Bureau of Prisons. OMB directs that a 
senior official be given responsibility for coordinating the 
agency-wide effort to comply with the Financial Integrity Act 
(P.L. 97-255). The official should also ensure that the agency's 
methods of assessing the adequacy of internal controls are in 
accordance with the provisions of this Act. 

The Assistant Director. Program Review Division. not only has 
oversight authority for the Bureau's program review program, but 
also: 

(1) Serves as Program Review Authority for all centralized 
Bureau of Prisons program reviews; 
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(2) Issues a compiled semi-annual program review schedule 
for all programs and ensur~s timeliness of program review 
schedules; 

(3) Develops and updates program review policy; 

(4) Provides program and operational review skills training 
and technical assistance to reviewers; 

(5) Monitors all reviews and review materials related to 
the conduct of program reviews, conducts on-site evaluations of 
reviewers, and provides assistance to ensure program reviews are 
conducted in compliance with program review policy and auditing 
standj!lrds; 

(6) Reviews program review Objective. and guidelines for 
completeness and general adherence to accepted formats prescribed 
in policy; 

(7) Provides systematic analysis and feedback to all levels 
of the agency related to program reviews; 

(S) AssessBs the overall effectiveness of the program 
review progr~m; and 

(9) Makes recommendations to the Director for improvement$ 
in Management Control and Program Review; 

d. ~1-nirectors. Regional directors shalb u~ve the 
following responsibilities: : 

(1) Ensure that chief executive officers and regional 
administrators are fully responsive to program review findings 
and that institutions close program reviews in a timely manner; 

(2) Determine the need for special reviews or studi~s in 
specific program areas and ensure that necessary reviews are 
conducted; 

(3) Prepare an annual cer;tification letter to the ~irector 
attesting to the adequacy of internal controls in regional 
programs (see Attachment C-2 for sample); and 

(4) Ensure strategic issues are developed for regional 
strategic plans and develop corrective actions to address 
noncompliance and lack of controls. 

-

e. ~J and Superintendents. The wardens' responsibilities 
shall inclu~a the following: 
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(1) Provide full support and cooperation to the reviewers, 
including freedom of access to all property, records, employees, 
and inmates; 

(2) Ensure operational review. of each functional area in 
the institution are conducted within the time frames established 
in Chapter 2; 

(3) Provide timely initiation and completion of appropriate 
corrective action to enable the program review's closure within 
prescribed time frames; 

(4) certify that adequate controls have been implem&nted or 
improved to avoid recurrer,ce of deticiencies (see Attachment C-3 
for sample); 

(5) Provide feedback to the regional administrators on 
their respective discipline guidelines to ensure that the 
guidelines adequately measure the performance of the program and 
its vital functions; 

(6) Identify issues to be incorporated into the 
institution's strategic planning procesa; and wh.re appropriate, 
establish action plans to address operational and program review 
findings; and 

(7) Annually prepare a certification letter to the regional 
director attesting to the adequacy of institution internal 
controls (see Attachment C-3 for sample). 

f. Cen~ral/Regional Office Administrators. central/regional 
office administrators have the following responsibilities: 

(1) Ensure annual management assessments are completed 
within time frames specified in the program statement on Internal 
Control Reporting Requirements; 

(2) Monitor for trends and develop strategic plans to 
address emerging problem areas as part of the program evaluation 
and guideline development process; 

(3) Issue Operations Memorandum for program review 
guidelines which identify their respective discipline's 
management indicators for vital functions; 

(4) Ensure that the information from program reviews, 
management indicators, management assessments, and other studies 
are analyzed to determine if there is a pattern of noncompliance 
or lack of controls in regional programs~ 
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(5) Mentor and tra~n institution department heads in 
conducting high quality operational review programs and provide 
feedback on the results of those reviews: a~d 

(6) Identifies strategic issues for regional strategic 
plans and develops corrective actions to address noncomplia~ce 
and lack of controls as discussed in subsection (3) above. 

g. Program Review Branch (PRB}. The PRB has the 
responsibility to conduct program reviews for all centralized 
disciplines. 

h. Program Analysis Branch (PAal. PAS coordinates an in­
depth analysis of reviews to determine trends and patterns that 
are both discipline-specific and cross-discipline in nature. 
This branch is also charged with the responsibility of assisting 
program administrators and managers at all levels with the 
development and use of vital functions and management indicators, 
program reviews, and other Bureau tools. 

i. Strategic Management Branch (SMS). 5MB evaluators 
coordinate the annual management assessments of each diSCipline, 
sssist with the identification of vital functions, coordinate the 
Bureau's strategic planning process, coordinate the Year-end 
Assurance Seatement Report from the Director" to the Attorney 
General. and serve as liaison between the BOP and external audit 
authorities (DOJ, GAO, ACA). They also conduct a program review 
quality assurance program to assure that program reviews are 
conducted in accordance with government auditing standards and 
that the program review policy is implemented throughQut the 
agency. . 

9. DISTRIBUTION. The head of each organizational component shall 
ensure that a copy of this Program Statement is provided to and 
maintained by each manager for ready reference in preparing for 
and responding to a program review and in conducting operational 
reviews. 

~~:(~ 
Director 

- - - - - - - - -



-

...... 
00 
-..) 

- - - - - - - -
P.S. 1210.12 

September 14, 1993 
Paqe i 

TABLE OF CONTENTS 

ZNTRODUCTZON OF MANAGEMENT CONTROL AND PROGRAM REVZEW 

PURPOSE AND SCOPE 
DZRECTIVES AFFECTED 
STANDARDS REFERENCED 
DEFINZTIONS 
BACKGROUND • • • • • 
REQUIREMENTS • • • • 
~AGEMENT CONTROL SYSTEM 
RESPONSIBILITIES 
DISTRIBUTION • • • • • • • 

CHAPTER 1 - DEVZLOPZNG AN ZNTERNAL CONTROL PROGRAM 

INTRODUCTION • • • • • • • • • • • • • • • 
STRATEGIC MANAGEMENT CYCLE • • • • • • • • 
MANAGEMENT ASSESSMENT • • • • • • • • • • 
MANAGEMENT INDICATORS FOR VITAL FUNCTIONS 
STRATEGIC ISSUES ••••••••••• 
MATERIAL WEAKNESSES/SIGNIFICANT CONCERNS • 

CHAPTER 2 - CONDUCTZNG A PROGRAM REVZZW PROGRAM 

OVERVI~w • • • • • • • • . 
PREPARATION FOR THE REVIEW 
EXAMINATION 
EVALUATION • • • • • . • • 
OVERALL RATING • • • • • . 
THE PROGRAM REVIEW REPORT 
PROGRAM REVIEW FOLLOW-UP 
OPERATIONAL REVIEW • • • • 

CHAPTER 3 - PROGRAM REVZEW DIVISION QUALITY ASSURANCE 

OVERVIEW •••••••.••• 
PROGRAM REVIEW DIVISION SURVEY 
PROGRAM REVIEW CRITIQUE 
POST-REVIEW EVALUATION • . . • 
LIMITED COMPLIANCE REVIEWS • • 
PROGRAM REVIEW CYCLE CASE STUDY 

1 
1 
2 
2 
2 
3 
4 
6 

10 

1-1 
1-1 
1-1 
1-4 
1-5 
1-5 

• 2-1 
• 2-4 
• 2-5 
2-11 
2-14 
2-15 
2-23 
2-29 

3-1 
3-1 
3-1 
3-1 
3-2 
3-2 

- - - - - -

ATTACHHENT8 

- - - -
P.S. 1210.12 

September 14, 1993 
paqe ii 

ATTACHHENT A - DEFINITIONS OF TERMS IN THE PROGRAM STATEMENT 

ATTACHHENT B - STANDARDS FOR AUDITING 

ATTACHHENT C - ANIlUAL CERTIFICATION OF ADEQUATE INTERNAL CONTROLS 

ATTACHHENT D - PROGRAM/OPERATIONAL REVIEW PROCESS EXAMPLES 

ATTACHMENT ~ - OPERATIONAL REVIEW GUIDE 

AT'l'ACHHZNT F - PROGRAM REVIEW DIVISION SURVEY 

ATTACHHENT G - PROGRAM REVIEW QU,~TY ASSURANCE CRITIQUE 

ATTACHMENT B - GUIDELINES FOR EVALUATION OF PROGRAM REVIEW 
PROCESS 

ATTACHHENT I - PROGRAM REVIEW CYCLE CASE STUDY 



.... 
00 
00 

P.S. 1210.12 
~~ptember 14, 1993 

Chapter 1, Page 1 

CHAPTER 1 - DEVELOPING AN INTERNAL CONTROL PROGRAM 

1. l.NTROPUCTIOli 

The Federal Managers' Financial Integrity Act (P.L. 97-255) was 
passed in 1982 and mandated that all rederal agencies develop an 
internal control program to prevent waste, 108S, unauthorized 
use, or misappropriation. This Act reinforces the requirement 
that individual managers are responsible for the successful 
operation or controls in the programs they manage. 

OKS Circular A-123 prescribes the policies and standards to be 
followed in establishing, maintaining, reviewing and reporting on 
internal controls. Additionally, GAO has provided standards to 
be followed in carrying out the internal control process. 

In practical terms, this Act requires tho Bureau of Prisons to 
apply and review its methods of internal control and report the 
results annually to the Attorney General. 

2. STRATEGIC MANAGEMENT CYCLE 

A strategic management cycle has been developed which envelopes 
the concept of continuous planning through management 
assessments, operational reviews, program reviews, social climate 
surveys, institution character profiles, other information 
sources (GAO, OIG, new legislative regulations, etc.), 
information synthesis (Program summary Reports, etc.), policy 
development, and the formulation of strategic plans and goals. 
Information derived from these events is gathered, monitored, 
analyzed, and synthesized to assist managers in assessing their 
respective programs. 

3. MANAGEMENT ASSESSMENT 

A management assessment is a systematic method of assessing the 
strengths and weaknesses or a particular program/activity and 
developing monitoring tools to improve those areas. Furthermore, 
it provides the opportunity for the identification of strategic 
issues that may ultimately b~come part of the program's or 
Bureau's strategic plan. 

a. Participants 

Suggested participants at management assessments could include 
the Central Office administrator, the regional administrators, 
and representatives from the Program Review Division to 
facilitate the management assessment process. Field staff are 
informed of the management assessment event in advance and are 
urged to present their views through the regional administrator 
of the specific discipline program. Additional field input is 
obtained through the respons~~ of wardens to the Program Review 
Division survey following program reviews • 

-.- - - ... - - - -
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Management assessments are conducted using a variety of methods 
(i.e., teleconference, in-person conference, or a combination of 
both) dependant upon: 

* changes in the discipline's program 
* thoroughness of the risk assessment 
* clarity of program review guidelines. 

c. ~eparatiQn 

Prior to the management assessment, the central Office 
administrator and an evaluation specialist from the Strategic 
Hanagement Branch, Program Review Division, gather, analyze and 
collate documents into a packet to be distributed to all 
participants. Some of the documents to be included in the packet 
are: 

* mission statement of the program 
* strategic plans and updatr. 
* prior year's risk assess=ant 
• current program review guidelines * criteria for a material weakness ~r significant concern 
* GAO/OIG lnformation 
* PRO survey data 
* management indicator exercise 
* AIS data reflecting deficiency trend information 

d. Products 

The products of a mnnagement assessment are as follows: 

(1) Risk Anely~is - The management assessment process 
involves a risk analysis of the many components which comprise 
the work of each program area. During the analysis. management 
controls (regulations, policias, etc.) are identified. weighed 
and rated. 

(2) Program Review Guidelines - Soon after the management 
assessment, program review guidelines are drafted by the 
discipline staff and reviewed by program review staff. If a 
management assessment produces no changes to the guidelines, the. 
prior year's operations memorandum ~~y be reissued. 

Following the review of the guidelines by program review 
staff, the operations memorandum is returned to the central 
Oft~ce discipline administrator for finalizing. The final 
operations memorandum is prepared with signature blocks for the 
assistant director of the . 
respective discipline and the Assistant Director, Program Review 
Division. 

- - - - - - - - -
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Guidelines are most effective if developed immediately 
following the management assessment. Additionally, it is 
important to stagger distribution to balance workloads. 
Therefore, all operations memoranda containing program review 
guidelines for FY 19XX should have an 

effective date of October 1, 19XX, Dnd a cancellation date of 
September 30, 19XX. 

(a) peye10pment of Guidelines - Guideline steps are 
required for all high risk processes (ac identified in the risk 
analysis) and recommended for all medium risk processes. 
Guidelines should be written clearly, granting the reviewer the 
opportunity to observe a program activity, review pertinent 
documentation and interview appropriate stafl. Guidelines should 
not be written as survey questions, but should be direct and 
substantial, relating to exactly what the reviewer should do and 
what the reviewer should find as an acceptable practice. It is 
equally important to indicate the sample number of items to be 
reviewed. To facilitate the use of guidelines for operational 
and program reviews, a policy citation or regulation with the 
appropriate page number shall be ascribed following each review 
step. 

The following is an example format to be used in 
developing review guidelines: Look at ••• (a specific activity, 
program, or program component) to determine ••• (specific 
objectives are being met or policy requirements complied 
with ••• ). Three examples of guidelines follow which involve a 
reviewer observing a program first-hand, reviewing documentation 
and interviewing staff. 

Observo an actual toam meeting to determine whather staff 
are developing a financial responsibility plan at initial 
classification and program reviews. (P.S. 5380.2, p. 2, sec.6a; 
p. Ii sec.6c). 

Examine 5 percent (or up to 25) o~ the central files o~ 
cases identified as participating in the Inmate Financial 
Responsibiltty Program (IFRP) an'" review Attacbments A and B to 
determine if they are completed and in the central file. (P.S. 
5300.2, p. 0, 8ec.7c; p. ~, sac. 6&; p. 5 sec. 6b). 

Interview the Inmate Financial Responsibility Coordinator 
to determine whether it can be demonstrated that monthly ZFRP 
reports are submitted to the regional office by the 15th of each 
month. (P.S. 5380.2, p. 9-10, para. 0). 

(b) Operations Memorandum - The cover sheet of each 
operations memorandum should include the following standard 
statements regarding vital functions, management indicators and 
ACA Foundation Core Standards: 

- - - '- - - - - -
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During the management assessment, vital functions for 
(name the discipline) were identified as follows: (list the 
vital functions and ~ them). The guideline steps in support 
of each of these vital functions are identified in the left 
margin with the notation: (Vl). (V2), (V3), etc. 

Management indicators in support of each vital function 
are attached at the end of the guidelines. Each indicator lists 
Fropo.ed source(s) and user(s) of the information. When 
possible, the indicators also list the acceptable level of 
performance or standard for a particular area. These manag~m~nt 
indicators should be used by the identified staff to continuously 
monitor program efficiency, to react proactively to potential hot 
spots or program weaknesses, and in the operational review 
process to measure program outcomes. Because these indicators 
are directly linked to the vital functions, when properly used, 
they are also effective in monitoring the overall health of the 
prog~am before a program review. 

"The following ACA FoUndation Core Standards are 
referenced in the attached program review quidelines: (list the 
ACA .tandard numbers). Review guidelinea in support of ACA 
Foundation Core standards are identified with the notation (FC2-­
xxxx) following any policy citations. Additional ACA standards 
may be referenced in the Background or Regulations section of any 
review objective as a result of the management assessment, but 
ara not necessarily linked to the reaccreditation process." 

4. MCiliAGEMENT INDICATORS FOR VITAL FUNCTIONS 

During tho management assessment process, the mission statement 
and vital functions are reviewed. Management indicators are then 
developed to help program managers monitor their program's vital 
functions. 

At all levels, management indicators for vital functions can 
be used by managers to track vital functions. At the institution 
level, they can be used by department heads and associate wardens 
to monitor the health of programs between, and in anticipation 
of, operational and prograrr reviews. A new department head m~y 
use them as an extension of the program review process to help 
determine the operational level of their department. 

Central and regicnal office staff can use management indicators 
for vital functions to monitor trends and patterns across 
institutions. They can be used prior to the management 
assessment to identify strengths and weaknesses within an area. 
T~is monitoring can assist staff in identifying needs for 
resources and staff assistance. They can also be incorporated 
into strategic planning as a me~ns of tracking goal progress and 
attainment. 

-
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Program Review Division staff may u~e management indicators for 
vital functions as an extension of the review process. As they 
are refined, reviewers may use them to conduct "long-distance 
reviews" of at least some aspect of a program SCheduled for an 
upcoming program review. 

5. STRATEGIC ISSUES 

During the course of the management assessment, strategic issues 
emerge. Issues not resolved during the management assessment may 
be included in the discipline's or Bureau's strategic plan. 
Executive Staff will determine which Bureau issues, if any, will 
be reported to the Department of Justice as a material welt:·~~ess 
or significant concern (refer to section 7 below for an 
explan~tion of material weakness and significant concern). 

strategic planning is continuous planning; thus, strategic issues 
arise throughout the year and not juet during management 
assessments. At any time objectives may be developed and 
recommended to the Executive Staff for inclusion in the BOP's 

~ planning process. Similarly, issues that do not have national 
~ impact may be incorporated into local strategic plans. 

6. MATERIAL WEAKNESSES/SIGNIFICANT CONCERN 

Strategic issues Which have impact outside the agency may be 
referred to the Executive Staf: for review. If the Executive 
Staff agrees, the issue will he reported to the Department of 
Justice through the management control plan. The management 
control plan identifies material weaknesses and significant 
concerns, and details the corrective actions and target dates for 
completion of those actions. The criteria for material 
weaknesses and significant concerns are as follow: 

a. Material Weakness Criteria 

(1) significantly impairs the fulfillment of an agency or 
component's mission; 

(2) deprives the public of needed services; 

(3) violates statutory and regUlatory requirements; 

14) significantly weakens safeguards against waste, loss, 
unauthorized use or misappropriation of funds, property or other 
assets; 

(5) results in a conflict of interest; 

(6) merits the attention of the agency head/senior 
management, the Executive Office of the President, or the 
relevant Congressional oversight committee; Qt 

(7) their omission from the report could reflect adversely 
on the management integrity of the agency . 

_·mII - - .. - - -' - - -
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(1) is a control deficiency ot significant importance 
having Bureau-wide impact to be reported to the Attorney General, 

(2) if the deficiency is not corrected could develop into a 
material weakness. 

- ,- - - - - - -



-

..... 
\0 ..... 

- - - - - - - -
P.S. 1210.12 

September 14, 1993 
Chapter 2, Page 1 

CHAPTER 2 - CONDUCTING A PROGRAM REVIEW 

1. OVERVIEW 

All Bureau program reviews must conform to the standards for 
auditing established in the Government Auditing Standards and the 
provisions of this program statement. Planning, conducting, and 
analyzing the results of program reviews should be done within 
the context of a system of management control. 

a. Requirements (Extent. Frequency) 

Each program or operation at each Bureau installation shall be 
comprehensively reviewed in accordance with published program 
review guidelines by reviewers based on need. Programs that 
receive a good or superior rating are eligibl~ to have their 
review deferred by one year. This determination will be based on 
management indicators for vital functions, operational review 
results and input from CEOs and program administrators. Programs 
that receive acceptable ratings will be reviewed on a two year 
basis, and programs receiving deficient ratings will be reviewed 
at 12-18 months. At-risk programs will be reviewed upon request 
for closure. If circumstances dictate, newly established 
facilities may be reviewed beginning 120 days from the point they 
begin receiving inmates. The decision to conduct formal reviews 
will be made after consultation with the regional director and 
will focus on one or more of the following disciplines: 
Correctional services, Human Resource Management, Financial 
Management, Facilities, and Health Services. All other 
disciplines will be reviewed 12-16 months after activation. 

b. Erogram Review Types 

The provisions of this program statement apply to Bureau 
reviews conducted in a variety of situations. The types of 
program reviews include, but are not limited to, the f,ollowing: 

(1) program Reviews - to determine compliance with 
applicable regulations and policies, adequacy of internal 
controls or safeguards, and the effectiveness, efficiency, and 
quality of programs and operations (also referred to as 
management, centralized, operational, or expanded scope reviews). 

(2) operational Reviews - operational reviews are conducted 
under the authority of the CEO of each installation or 
organizational component. At the institution level the review 
authority is the warden or superintendent. At the region or 
division level, the regional director or the assistant director 
are designated as the review authority •. An operational review is 
a self-evaluation conducted by the program staff that enables 
them to closely evaluate the strengths and weaknesses of their 
program and to take corrective action. 

- - - - -
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Each program review must have one Reviewer-in-charge (RIC) who 
is appointed by or approved by the Assist~nt Director, Program 
Review DiVision, and will report the findings directly to the 
Review Authority. The RIC shall ensure that: 

(1) neviews are conducted in accordance with the provisions 
of this program .~atement~ 

(2) Program review objectives are met within the scope of 
the review plan: 

(3) Findings and recommendations are presented in a written 
report: 

(4) Working papers adequately support review findings; 

(5) Review team members (reviewers) receive appropriate 
guidance and supervision~ 

-

(6) An overall rating i8 provided as a part of each Program 
Review Report • 

(7) Appropriate management officials are kept fully advi~ed 
of the results of the review. 

d. Due Professional Care 

Due professional care is to be used in conducting th~ review 
and in preparing related reports. This includes: 

(1) Using good judgment in conducting the review, assessing 
the findings, and preparing the report; 

(2) Following-up on findings from previous reviews to 
determine whether appropriate corrective actions have been taken; 

(3) Adhering to timeliness prescribed by policy; 

(4) Ensuring the safeguard of sensitive information. 

e. scope of the Review 

The extent and focus of the review, as well as reporting any 
impairments to the effectiveness and integrity of the review, are 
governed by the following provisions: 

(1) No Constraints: Reviewers should attempt to remain 
within the scope of the specif~c review· objectives for efficient 
use of resources and to help focus their attention. However,_ 
they are not constrained from examining other areas, if the 
evidence leads them in other directions. 
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(2) Reviewer Access: Personnel at the review site must 
grant reviewers access to all documents that need to be examined, 
permit reviewers to interview employees and inmates who are 
reasonably available, and allow reviewers to inspect all areas 
and items of government property. 

(3) Scope Impairments: If factors restrict the scope of 
the review, limit the reviewer's access, or interfere with the 
reviewer's ability to form objective opinions and conclusions, 
the Reviewer-in-Charge should attempt to informally resolve the 
problem. Failing that, the Reviewer-in-Charge shall report the 
problem to the Assistant Director, Program Review Division. Any 
such impediment $hal1 be document.ed by the Reviewer-in-Charge in 
the working papers. 

f. Technical Assistance 

Bureau reviews have three purposes: to determine whether 
corrective action or impro~~~~nt is needed, to identify 
noteworthy programs or program components, and to provide 
assistance to staff members who are responsible tor implementing 
noted corrections and improving operations. Reviewers should 
attempt to adequately explain how a problem should be corrected 
or a procedure implemented, and they should be alert to give 
assistance when indicated. 

g. Phases of the Program Review 

There are five interrelated phases to any review: preparation, 
examination, evaluation, reportin~, and follow-up. Yhere are 
standards, principles, and procedures for each phase, and all 
Bureau reviewers must have a complete understanding of thes~. 
The five pha~es are not mutually exclusive, nor does one phase 
follow directly after another. 

(1) Preparation - Data collection and assessment prior to 
arrival at the r~view site in order to help focus on the program 
review objectives; 

(2) Examination - The evidence collection phase, usually at 
the review site, which includes determining whether the evidence 
is sufficient, reliable, and relevant; 

(3) Evaluation - Assessing the evidence tor patterns of 
deficiencies or need for improvement, and orqanizing the evidence 
into the elements of a finding; 

(4) Reporting - Development of findlnqs for pro.~ntAtlon at 
closeout and in wr1ting via the tormal report: 

(5) follow-up - Evaluating the facility'S r •• po~ ••• 
monitoring correctIve action, seeking r •• olution of _ny 
disagreements, and obtaining closure ot the review. 

-,- - - - - - - - -
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This section describes the requirements of the preparation phase 
of the review. It encompasses all the work and data gathering 
prior to arrival at the review s.~e(s). Adequate preparation is 
important to ensure that the program review results will satisfy 
the review objectives (Chapter 1). The following represents the 
steps involved in preparing tor the on-site examination. 

a. pata Collection ond Preossessrnent 

The reviewer should assess the situation at the specific review 
site prior to arrival at th~ site by obtaining and revieWing all 
pertinent data including management indicators. This intormation 
and the reviewer's written assessment of it represent the first 
working papers collected or prepared for the program review. 
These papers (or a synopsis) should be placed in the review file 
for reference. Results of this pre-assessment may ne~essitate 
adjustments to the program review objectives. This assessment 
should include the following: 

(1) ~ - Recent events, such as a major incident, new 
department head, change in mission, etc., should be taken into 
consideration in assessing the situation at the review site. 

(2) ~ - Workload and performance data should be 
reviewed to determine any recent trends suggested in that data. 
The data might include number and nature of inmate incidents, 
staff vacancies and turnover, minority hiring, recognition 
awards, accid~nts, staff and inmate grievances, investigations, 
inmate disciplinary actions, class waiting lists, cou~se 
completions, inmates employed, medical duty status, custody 
levels, security level versus crowding and staffing. 

(3) Other Significant pa~ - Other information such as 
Kl/SSS, external agency reports, (GAO, OlG, ACA, etc.) should be 
reviewed. 

(4) Past ProgramlOperational Reyiews - Review any recent 
program/operational reviews of the specific review site and the 
st~tus of pending corrective actions. 

b. peveloping a Site Plan for the Review Site 

Based on the steps, the reviewer shall develop a brief, written 
Program Review Site Plan for the specific review site (see 
Attachment D-l for'a site plan sample). 

-
(1) Contents: The site plan shall include: 

(a) 

-
a summary of the pre-assessment and where 
deficiencies might be expected based on what has 
been found in similar situations; 

- - - - - - -
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(bl the general scope of the program review; 

(c) review dates, suggested team members, reviewer 
days, cost containment information, and other 
logistical information. 

(d) comments f~om the CEO, regional administrator and 
Central Office administrator 

(21 Approval: The site plan will be placed in the form of 
a memorandum from the Reviewer-in-Charge to the Review Authority 
or designee for approval. If unusual conditions exist, the 
Reviewer-in-Charge should meet with the Review Authority to 
discuss the planned review. 

c. Notifying the CEQ 

The Chief Executive Officer (CEO) of the review site shall be 
officially notified of the review in writing by the Review 
Authority at least 30 days prior to the review (.see Attachment 0-
2 for a notification memorandum sample). 

(1) contents: The notification shall contain the following 
information: dates of the review; names, titles, and duty 
stations of the Reviewer-in-Charge and reviewers; scope of the 
review - program area(s), type of review, special focus areas !f 
any, program review objectives if different than those 
published for the program; requests for any specific information 
from officials at the review site (requests for such information 
should be· limited to those pieces of information not available 
from any central data base or central information 
location);requests for advance materials should be kept to a 
minimum and should not incur substantial copying costs and staff 
time; a request that the CEO respond if there are any additional 
special concerns or are~s which the CEO would like examined. 

(2) Unannounced Program Reviews: The Review Authority 
reserves the right to conduct reviews without prior notification 
if deemed necessary to achieve reasonable assurance that a 
site/program is operating in accordance with applicable law and 
policy, and property and resources are efficiently utilized and 
adequately safeguarded. 

3 • EXAMINATI.QH 

The examination phase involves all the data collection. 
interviews, and observations conducted at the review site(s). 
The following section outlines the steps, procedures, principles, 
and tools required in this phase of the review. 

a. Organization and Supervision 

(1) organizing the Program Review Work: Prior to beginning 
the work, the Reviewer-in-Charge (RIC) shall meet with the 

- - - - - - - - -
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program review t~am members and brief them on the plan, including 
the division of labor. time frames, objectives, and review and 
sampling techniques. The review shall be organized to ensure 
that no unnecessary demands are placed on institution staff. 

(2) Giying put COD$ideration: The department head should 
be afforded the opportunity to be fully involved in the review 
activities. The Reviewer-in-Charge shall inform the department 
head and staff that all comments that might alter findings and 
recommendations or that provide information concerning the cause 
of a d~ticiency will be fully inVestigated and given due 
consideration. The reviewer shall work with the department head 
and staff to find causes and solutions. 

(3) Lines of CommunicatiQn: The Reviewer-in-Charge should 
arr~nge with the department head precisely how reviewer requests 
for information and feedback on concerns will be handled 
throughout the review. The Reviewer-in-Charge shall meet daily 
with the appropriate management etaff such as the department head 
and associate warden to discuss progress and preliminary 
findings. The CEO is encouraged to participate in the daily 
closeouts in order to be fully appraised of the findings of the 
review. A record of those interim meetings is to be placed with 
the working papers. 

(4) Supervising the Program Review Team: Proper 
supervision of team members must be exercised from the beginning 
of the review through the closeout and preparation of the report. 

b. Evidence 

During the examination phase, information is discovered and 
gathered. This is considered evidence which will support the 
conclusions contained in the final report. 

(1) Types of Evidence: Evidence may be categorized as one 
of the following: 

(a) Physical (direct observation of people, property 
or processes). This is considered to be the most 
dependable type of evidence, and is essential in 
determining the adequacy of internal controls. . 
Reviewers should allow SUfficient time during the 
review to observe all important procedures 
a~tually in operation and determine both the 
efficiency and effectiveness of the operations. 

(b) Testimonial (interviews). While extremely 
valuable, this is considered to be the least 
dependable type of evidence, and information thus 
obtained requires corroboration before it can be 
used in support of a finding. 

-
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pocumentliry (files, records, invoices, etc.). 
This is an excellent method of verifying the 
reliability of evidence gained through other 
methods; however, reviewers should not spend an 
inordinate amount of time reviewing files and 
records to the exclusion of observation, 
interviews, and analysis. 

AnalyticAl (developed by making judqments about 
other forms of evidence through computations, 
reasoning, comparison, etc.). This is used to 
conduct staff complement analyses, figure vacancy 
rates, compare the situation of one review site 
with other institutions, etc. Reviewers shOUld 
allow SUfficient time to conduct such analyses. A 
well developed finding and e well written Proqram 
Review Report should contain the results of 
numerous analyses to give the reader a better 
perspective. 

(2) Standards of Eyidence: Evidence must meet three 
standards in order to be considered in the program review 
findings. It must be sufficient, competent, and relevant. 

(a) 

(b) 

(c) 

Sufficient - There must be enough factual, 
sufficient, and convincing evidence to lead a 
knowledgeable, reasonable person who is not an 
expert in the program area to the same conclusion 
as the reviewer. Determining the adequacy of 
evidence requires judgment, especially when there 
is conflicting evidence. SUfficient evidence is 
needed to back-up the conclusion. Sampling sizes 
for examinations, observations. and interviews 
shOUld be SUfficient to give the reviewer 
reasonable assurance that adequate controls are in 
placo. 

Competent/Re~ - The evidence must be reliable 
and the best that can be obtained through the use 
of reasonable program review methods. If there is 
any reason to question its validity or 
completeness, additional measures must be taken to 
authenticate the evidence. 

Relevant - The evidence must be linked to the 
program review objectives and have a logical. 
sensible relationship to the issue being proved or 
disproved. 

c. Serious or Unusual Problgms 

There may be situations Where problems are so pervasive or 
serious that reviewers will find it necessary to halt the review 
or drastically redirect the program review work. 

-.- - - - - - - - -
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The Reviewer-in-Charge shall discuss the 
and the Review Authority. The Review 
authority on whether the program review 
redirected. 

(2) ~Yfticip.nt Evidence for Report: Before a revi~w can be 
halted. the Reviewer-in-charge shall ensure that sufficient 
evidence haa been gathered to prepare a report of the major 
~indingB. Ending a review or redirecting it prior to completion 
~f the entire scope of the review does not relieve tne Reviewer­
in-Charge from prepa~ing a Program Review Report and documenting 
the reasons in accordance with the provisions of this program 
statement. 

(3) Assistance: The Reviewer-in-Charge will discUSS the 
next course of action with the Review Authority. courses of 
action might include: providing technical assistance for the 
remainder of the review period, rescheduling a teChnical 
assistance visit at the review site, or naming a special staff 
assistance team comprised of program experts. 

d. Fraud. Abuse. and Illegal Acts 

Reviewers shal, be alert to situations or transactions that 
could be indicat:ve of fraud, abuse, and illegal acts. Any such 
evidence or info~ation should be reported to the CEO and Review 
Authority immediately for possible referral to the Office of 
Internal Affairs and follow-up investigation. Similar 
accusations concerning the CEO shall be reported direc~ly to the 
Review Authority. The Review Authority shall determine whether 
the review team should continue with the program review or 
suspend the review until the investigation is completed. 

e. Working Papers 

(l) Standar~: A written record or the reviewers' work 
shall be retained in the form of working papers. It should be 
possible for a knowledgeable person, not involved with the 
program review, to review the working papers and management 
indicators and arrive at the ~ame general conclusions as the 
reviewers. 

(2) Purpose: Working papers pr;,vide a systematic record o'f 
the work done by a reviewer or team 'of reviewers and contain the 
information and evidence necessary to support the findings and 
recommendations presented in the Program Review Report. They 
serve as evidence if the program review conclusions are 
challenged. 

(3) ~: Working papers are of various types. 
Technically, all the information reviewed in preparation for the 
program review are conSidered to be working papers, as are notes 
taken during interviews, observations, photographs. and reviews 
of documents. This includes computer printouts, logs. files, 

- - - - - - - - -
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etc. In additio~, any analyses or computations done to support 
findings are part of the working papers. All preprinted program 
review checklists and interview sheets are considered to be 
working papers. 

(4) program Review File: A file shall be establiShed for 
each program review with the original working papers placed in 
the file. The department head and/or associate warden will 
initial each deficiency and advised item marked in the working 
papers acknowledging their review of the evidence. The working 
papers should be placed in a file which would facilitate their 
use and prevent loss or mutilation. The file's contents shall be 
clearly identified (official program review, review site, program 
area, dates). 

(5) Retention: program Review working pap~rs shall be 
retained by the Review Authority for at least eight years from 
the date of the review. Documents for one complete review cycle 
wi~l be retained in the Program Review Division files, and the 
remaining records will be archived in accordance with government 
regulations. Working papers will be destroyed at the end of this 
time period unless there are specific reasons pre •• nted for their 
retention. 

(6) Team Members' Papers: only one program review file and 
set of supporting documents will be maintained. The Reviewer-in­
Charge will collect all working papers from the review team 
members for inclusion. If a team member wishes to retain a 
particular working paper, it will be necessary to make a copy of 
the document with the approval of the RIC. 

(7) ~: Each reviewer has a personal style of 
recording and collecting information. This program statement is 
not intended to impose a rigid, standard format for working 
papers, nor should the development of working papers impose extra 
work for the reviewer disproportional to the value of the 
evidence obtained. However, at a minimum, working papers shall 
be: 

(a) complete and accurate to provide proper support 
for the program review conclusions; 

Cb) clear, concise, and understandable; 
.Cc) legible and neat, even though usually hand 

written; 
Cd) restricted to matters that are materially 

important and relevant to the program review 
objectives. 

(el ~: In addition to the preprinted checklists and 
interview sheets that reviewers normally use, it is suggested 
that each reviewer have a supply of working paper forms to record 
information collected during the program review. There is an 
official working paper form which is used by staff of the Program 
Review Division (see Attachment D-3 for a Working paper sample). 

- - - - - - - - -
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form is printed on pads of 100 pages each and is available in 
i.~ckages of five pads per package (500 pages). A supply of these 
packages can be ordered from UNICOR. 

f. Program Reyiew Interviews 

This is a crucial part of the examination phase of a program 
review. There are three types of program review interviews: 
entrance interview with CEO, discovery/confirmation inte~views 
with staff and inmates, and exit interview/closeout with CEO. 

(1) Entrance Interview: Upon arrival at the review site, 
the reviewers shall meet with the CEO and any other personnel the 
CEO may wish to have present. 

(a) 

(b) 

(e) 

purpose - At this meeting, the Reviewer-in-Charge 
will define the scope of the review, and briefly 
describe how it will be organized to cause as 
litt19 disruption to the operation of the facility 
as p08l1lible. 

~ - If the review is being conducted in 
conjunction with other discipline reviews, each 
Reviewer-in-Charge will attend the entrance 
intez'View. 

Closeout Schedulg - A date and time for the 
closeout may be established during this meeting. 

(2) DiscoyerylCQnfirmstion Interyiew: Reviewers ~ill 
normally be interviewing large numbers of staff and, depending 
upon the discipline, inmates during the course of the program 
review, based on the program review objectives as well as on 
discovery of evidence during the course of the review. 

(a) Adiusting Outling - Reviewers should not expect 
that any interview outlines provided wi~~ the 
official system-wide program review obj~~tives 
will completely cover the situation at every 
review site; therefore, in developing the program 
review plan for the specific site, the reviewer 
should prepare various interview outlines or 
checklists based on the information. In additioni 
as evidence is collected during the review, new 
questions may need to be added to the interview 
outline. 

-

(b) Notes and Summaries - It is inappropriate to use 
recording equipment in a program review interview 
setting. The reviewer will make a record of the 
significant information gathered based on the . 
notes taken and impressions. The interview . 
outline and the notes are considered to be part of 
the official working papers. The actual interview 
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notes are considered confidential and should not 
be disclosed. If a request is received for 
interview information, the Reviewer-in-charge can 
prepare a summary of the information obtained 
through the interviews for discussion with program 
staff or managers. 

(3) Exit Close-~: At the conclusion of the program 
review, the reviewers shall meet with the CEO and any staff the 
CEO wishes to have D~~sent to apprise them of the results of the 
review to inclUde any significant findings, deficiencies or 
significant lack of administrative controls. A draft of the 
findings and a preliminary overall rating of the program will be 
given to the CEO prior to the conclusion of the close-out. 

If other major deficiencies are later discovered through 
a review of working papers or additional discussions with other 
team members, the Reviewer-in-Charge will discuss the 
deficiencies with the Review Authority and CEO prior to release 
of the Program Review Report. If the final overall rating is 
different than the preliminary overall rating provided to the CEO 
during the Close-out, the RIC will discuss this with the CEO 
prior to the release of the Program Review Report. 

4 • ma.{&Al:IQH 
The evaluation phase of a program review is ongoing from the time 
pre-assessment information is collected prior to arrival at the 
review sitE, through the examination and closeout, to the 
preparation of the Program Review Report. The reviewers are 
making judgments about every document examined, every interview 
conducted, and every observation made to determine if a piece of 
evidence may link or relate to other evidence gathered. 

To emphasize its importance, the evaluation phase is presented as 
a separate phase and is focused on the work of the reviewers as 
they begin organizing evidence into findings, where appropriate. 
The evidence should have been assessed for its SUfficiency, 
reliability, and relevance. 

a. Purpose 

During the evaluation phase, the reviewers analyze the evidence 
for indications of patterns, trends, interrelationships, common 
causes and effects or the problems on the program, and innovative 
methods of improving operations. 

b. Organizing Evidence into findings 

To ensure that evidence is presented in a manner that will be 
most useful to management, the evidence collected, if indicative 
of a serious problem, must be organized into a "finding" or 
series of findings. 

- - - - - - - - -
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c. Ma~erialitll 

Materiality of deficiencies and whether or not they need to be 
placed in the official report (rather than handled verbally or 
placed on the advised list) is a matter of individual reviewer's 
judgment with the concurrence of the RIC based on all available 
evidence, extent of the problem, the risk to the efficient and 
effective management of the program, the program review 
objective., etc. 

The following represents'some guidance in making a 
determination of the materiality of a significant finding: 

(1) Importance to the accompli~hment of the mission and 
,vital functions of the program, the institution, or the Bureau; 

(2) Pervasiveness of the conditi~n - isolated or widespread 
(a single example of a deficiency is normally n~t SUfficient to 
support a broad conclusion-?r a related rGcommendation); 

(3) rndication of fraud, waste, abuse or illegal acts (or 
anything that might warrant adverse personnel action); 

(4) Extent _4 the deficiency (based on allowable deviation 
from what is exp~~~e~l; 

(5) Importance to the maintenance of adequate controls, 
such as a pattern of, small, related discrepancies, which by 
themselves, would not warrant mention, but taken togetqer could 
be detrimental to the program; 

(6) Dollar amount involved (if any) compared to allocation 
for program at this review site: 

d. Deficie~ 

Reviewers may investigate and report on any significant 
problems, failings, weaknesses, and need for improvement. The 
term "deficiency" il1' used to describe any such concern and 
includes, but is not limited to, the following: 

* deviations from policy or regulation; 
* weaknesses in internal controls; 
* lack of quality controls; 
* failure to observe accepted standards of practice for a 

particular profession; 

* lack of operating efficiency; 
• failure to meet program objectives; 

e. Noteworthy Accomplishments 

Reviewers are encouraged to investigate and report significant 
solutions, successes, strengths, and program ideas or capacities 
that are noteworthy. 

- - - - - - - - -
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f. Elements of IS Significant finding 

A well-developed significant finding contains the following 
elements: 

(1) Condit~: What was found, the extent of the problem 
related to the number of cases examined, interviews conducted, 
etc. There can be only one condition in a significant finding; 
however, a significant finding may be based on one or more 
deficiency or need for improvement. These deficiencies c~n be 
combined into a Single signiticant finding, if they are c:: 
related to the same activity and program review objective or if 
the cause and effect for each is approximately the same. The 
intent is to ensure that'deficiencies are not listed as isolated, 
unprioritized events, one after the other. 

EXAMPLE: Evidence (documentary, testimonial, physical, 
analytical can include many noted problems, etc.): "Observed two 
unauthorized staff members enter the mail room, door left open on 
one occasion, mail delivery not within 24 hours based on inmate 
interviews, unusually large number of lost mail claims, high 
staff turnover in the mail room." 

Condition (only onel: "Lack of adequate controls in the 
operation of the mail room." 

(2) Criteria: What should be, based on policy, regulation, 
law, generally accepted practice, desirable administrative or 
internal controls, quality controls, program objectives, 
efficient operations, etc. The reviewer shOUld be aware ot 
policy compliance exemptions granted to the review site. 

(3) ~: What eftect the condition is already having or 
what will probably happen if the condition is not corrected; that 
is, how significant is the finding in terms of attainment of the 
objectives of the program and thg mission of the review site. 
This is also known as the "materiality" of the condition. 

EXAMPLE (based on previous example above): 
Condi ti.Qn: "unauthorized access, late delivery of mail, lost 
mail. u 

Potential Result if not corrected: "fraud involving inmate 
monies, loss of confidentiality of sensitive materials." 

(4) ~: Why the condition happened, if known. The 
condition is only the symptom; the reviewer must determine the 
underlying cause(s) for the condition, or at least determine some 
probable causes, in order to be of most benefit to management. 

EXAMPLE (based on previous example above): Why did 
condition happen? "probably because of high staff turnover, lack 
of adequate training, lack of adequate, detailed local 
procedures." 

'. 
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Because ~( the great amount of information derived from program 
review findings, the Executive Staff determined that there waf; a 
need for n shorthand system of summarizing information from the 
Program Revie~ Reports. The assignment of an overall rating 
meets this need. The rating reflects the overall judgment of the 
Reviewer-in-charge (RIC) as to how well the mission and 
objectives of the program area are accomplished. The rating is 
determined by a careful evaluation of how well the vital 
functions identified in the discipline guidelinas are being 
carried out. FUrther. the rating is a measure of the performance 
ot the program and is not directly relatp.d to the performance of 
the program manager. The assignment of the rating is also 
intended ~o measure the performance of the program over time. 
The following terms and ~efinitions are used: 

• Superior - The program is performing all of its functions in 
an exceptional manner and has excellent internal controls. 
Deficiencies are limited in number and not serious in nature. 
The program performance exceeds expectations and demonstrates 
initiative and exceptional effort. 

• Good - The program is performing allot its ~ functiQD§, 
and there are few deficient procedures within any of its 
functions. Internal controls are such that there are limited 
procedural deficiencies. Overall program performance is above an 
acceptable level. 

• Acceptable - This is the "baseline" for the ratincj system. 
The vital functions of the discipline are being adequately 
performed. Although numerous deficiencies may exist, they do not 
detract from the acceptable accomplishment of the vital functioD§ 
of the program area. The internal controls are such that there 
are no performance breakdowns Which would keep the program from 
continuing to accomplish its mission. 

• Deficient - One or more vital fun~ of the program are 
not being performed at an acceptable level. Internal controls 
are weak thus allowing for serious deficiencies in one or more 
program areas. 

• At Risk - The program is impaired to the point that it is 
not presently accomplishing its overall mission. Internal 
controls are not SUfficient to reasonably assure that acceptable 
performance can be expected in the future. 

In arriving at these ratings, the discipline's mission complexity 
or degree of difficulty is taken into consideration. What 
constitutes vital functions is. determined by the regional and 
Central Office administrators during the management assessmen~. 

-
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Written Program Review Reports are required. The only official 
report to Which the CEO must respond and take action is the one 
written and presented to the Review Authority for review and 
transmission to ~he CEO. Secause the system allows for the 
challenging of d~ficiencies and significant findings, the Program 
Review Report will only be considered final upon review Closure. 
The timetables for this process are established within the 
program statement (see Attachment 0-4 for a Program Review Report 
sample). 

a. Eairness and Accuracy 

The reviever should place the deficiencies and/or noteworthy 
accomplishments into perspective and avoid exaggeration. Only 
information which is adequately supported by SUfficient evidence 
in the working papers can be included in the report. critical 
comments should be presented in a balanced perspective, taking 
into consideration any unusual difficulties or circumstances 
faced by the reviewed officials. 

b. Clarity 

Reports shall be clear, concise, and SUbstantive. Conclusions 
should be specific, not left to inference. Aside from department 
heads and relevant program administrators, readers will have 
varying perspectives (institutional, regional, system-wide) and 
may not have a background in the program area being reviewed. 
Therefore, technical terminology is avoided whenever possible, 

c. Persuasiveness 

The information in the Program Review Report must substantiate 
the findings and the recommendations. This information must be 
reliable. SUfficient and logically presented to illustrate the 
impact or potential impact of the deficiency. 

d. ~ 

The reviewer should give credit where institution management 
has already noted a problem and is taking steps to correct the 
situation or is actively searching for solutions. Often, the 
reviewer merely performs the role of highlighting known problems. 
It should be noted that problems identified by technical 
assistance visits and recently conducted operational reviews may. 
be listed as findings and or/deficiencies within the Program 
Review Report. This is done because identified problems should 
have a sufficient system of controls in place for a specified 
period of time, ordinarily six months. 

- - - .. - - - - - -
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The Reviewer-in-Charge shall establish and maintain a quality 
assurance program for the purpose of providing reasonable 
assurance that program review work conforms with the GAO auditing 
standards and with this program statement. 

(1) Quality Control Review: The reviewer shall conduct a 
quality control review prior to submitting the final report to 
the Review Authority and must document for the file that the 
review was conducted (see Attachment H-5 for Quality Assurance 
Review sample). 

(2) Component5: The Reviewer-in-Charge will ensur~ that: 

(a) 

(b) 

(c) 

(d) 

(e) 

review findings are fully supported by sufficient, 
reliable, and relevant evidence rather than by 
evidence of minor deficiencies or examination of 
irrelevant or insignificant matters; 

program review objectives have been met; 

review team members are properly supervised and 
their work reviewed: 

review findings can be traced to the working 
papers to ensure that they are fully supported and 
documented and that figures used in the report a~e 
accurate: 

interim meetings have been held regularly with the 
department head and/or associate warden to keep 
them apprised. 

f. Timeliness 

Program Review Reports must be issued promptly. 

(1) To the Review Authority: The written report of 
findings will be prepared by the Reviewer-in-Charge and submitted 
to the Review Authority within twenty business days after the end 
of the review (close-out). Any exceptions to this requirement 
must be approved by the Review Authority. 

(2) Review by Review Authority: The Review Authority shall 
review the report to ensure compliance with the provisions of 
this program statement and standards of a~diting. Within ten 
business days after receipt by tne Review Authority, the review 
report shall be forwarded to the ChIef Executive Officer of the 
review site. under cover memorandum signed by the Review 
Authority • 

- - - - - - - -
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copies of the Program Revie~ Report and cover memorandum shall 
be sent to the respective assistant director, regional director, 
and CEO. In addition, a copy of the report shall be distributed 
to the regional and Central Office program administrator of the 
discipline responsible for the program area. 1\ copy of the 
report may also be distributed to other assistant directors or 
regional directors who may have an interest in one or more of the 
findings. 

h. Retention 

The Program Review Report shall be retained by the Review 
Authority for eight years, in accordance with the provisions of 
the National Archives and Records Administration, General Records 
Schedules (NUmber 22). 

i. Release Provisions 

The appropriate method for an outside party to request 6 
Program Review Report and/or related working papers, management 
assessment/risk analysis documentation, program review 
guidelines, or any other agency record of the Bureau of Prisons 
is to make a request in writing to the Director, Bureau of 
Prisons, Attention: Office of General Counsel, Freedom of 
Information Act/Privacy (FOIA/PAl Section. The FOIA/P~ Section 
shall coordinate responses to requests for Program Review Reports 
and related papers with the Program Review Division. 

j. Separate Repor~ 

If a separate repOl~ containing confidential information is 
being issued, this should be so stated in the report and/or cover 
memorandum. 

k. Reviewing by Exception 

Reporting the results of a program review is governed by the 
principle of "reviewing by exception". This principle is used 
throughout the auditing community. It means that, if an area, 
component, or issue is within the Eco~e of the program review and 
it is not mentioned in the report, the reader can assume that no 
serious or significant deficiencies or need for improvement were 
found in that area. It is not necessary tor the reviewer to 
recap every area exami~ed during the program review. 

1. Program Review Report format 

The following Program Review Report format whall b4 uw.d for 
the Review Report (see Attachment 0-4 for a .a~ple,. 

(1) cover Memorandum: Each report muwt b4 ecco~pan&.d by • 
m~morandum from the ReVlew Authority to the CEO of the ruv,ew 
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site. The memorandum, usually no more than one or two pages, 
should briefly describe: the scope of the program review, the 
overall assessment, and any significant findings (including 
siqnific~nt exemplary findings) and will include a description of 
the repeat deficiencies, if any. The memorandum shall indicate 
specific response instructions concerning time requirements and 
repeat deficiencies. 

(2) Data Sheet: Thi.s is a list of items covering the basic 
facts of the program review (i.e., review site, dates, reviewers, 
rat1ng, gender of population, operational review dates, etc.). 

(3) Program Reviewer bssurance Statement and Signature: 
This is a statement signed by the Reviewer-in-charge that he/she 
has reasonable assurance (see Attachment D-5 for Assurance 
.Statement sample) that: 

(a) 

(b) 

(c) 

(d) 

(e) 

the review was conducted in accordance with 
generally accepted government auditing standards; 

the findings of noncompliance with policy or 
inadequate controls which are contained in the 
Program Review Report are supported by evidence 
that is sufficient and reliable; 

findings of noteworthy accomplishments are 
supported by SUfficient and reliable evidence; and 

within the scope of the program review, xhe 
program is operating in.accordance with applicable 
law and policy, and property and resources are 
efficiently utilized and adequately safeguarded, 
except for the deficiencies noted in the report 
and in the list of adVised items which are 
supported and documented in the working papers. 

The date the Program Review Report was prepared 
and the name, title, and duty station of the other 
members of the review team shall be placed 
directly under the assurance statement. 

(4) Lack of hssurance: If conditions found during the 
review ·indicate widespread lack of policy compliance and/or 
inadequate administrative controls, thus preventing the Reviewer­
in-Charge f~om making the assurance statement, this must be 
clearly stated and explained by the Reviewer-in-Charge in this 
section of the report. It must also be emphasized in the Review 
Authority'S cover memorandum and special follow-up measures 
should be outlined. 

The Revlewer-in-charge may also be prevented from making ~he 
e&.urance statement because the scope of the review was impaired, 
unlimited access was not granted, or some event caused the review 
t.e~ to leave the review incomplete, through no fault of the 
proqram reviewer or individuals under review. This must be 
ewplelned in this section and in the cover memorandum. 

-
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(5) Background: This is a brief statement of facts 
describing the staffing pattern, program description, personnel 
in charge, recent events, findings from last program review, etc. 
This information should reflect the current information available 
during the review week. 

(6) Generol Comments: This section is open-ended and can 
be used for different purposes. This section is n£t intended to 
be used for long lists of recommendations or suggestions to 
correct less important deficiencies which arc not related to a 
significant finding. Such recommendations should be handled by 
giving the department head a separate list of items needing 
attention. Some purposes of this section include but are not 
limited to the following: 

(a) discussion of any issues and questions needing 
further study and consideration on a broader-based 
scale, such as possible changes to BOP policy or 
training courses, etc.; 

(b) observation of areas not directly related to the 
program being reviewed; 

(c) summary of specific issues the Review Authority 
wants covered in every program review or in 
certain program reviews; 

(d) respor-se to the CEO's request that a specific 
issue be examined; 

(e) discussion of innovative or complex ideas for 
improvement not specifically related to a finding. 

(7) Significant Findings: This section describes any 
significant findings based on the evidence gathered. The reader 
must be able to determine how the various deficiencies relate to 
one another and precisely what impact the deficiencies are having 
or will have on the program. 

(a) Findings fOrmat: Significant findings must be 
numbered and normally relate to a specific program 
review objective. Significant findings must 
folloW the following format: 

• Heading - describes the program area or topic involved. 
It must be meaningful to the reader. 

EXAMPLES: "Tool Control", "Staff Training", etc. 

• Condition and Effect - is a brief one or two sentence 
opening labeled, "Condition and Effect," that informs the 
reader what the basic condition is and what basic ~rfect it 
is having on the operation (or probable effect it will have 
if not corrected): 

-.- - - .. - - - - -
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EXAMPLE: "There is a lack of adequate controls in the 
operation of the mail room, resulting in misplaced mail, 
slow delivery of mail, inappropriate access to the mail 
room, and a potential for fraud and lack of 
confidentiality." 

• Eyidence seetion - This is the heart of the finding and 
is labeled, "Evidence and Criteria." It is a brief but 
persuasive presentation of the pertinent, more important 
evidence. It shall note the extent and significance of 
problems end ehall be measured against what should be - the 
criteria. It must be concise but infol"llla-ive, giving the 
reader the facts supporting the finding in an organized 
manner. 

Any deviations from policy/regulation that have a direct 
relationship to the problem may be listed within this section or 
in the "Other Deficiencies" section. 

Q ~ _ This is the underlying reason that the Condition 
e~ists. Common cause~ include lack of training, lack of . 
resources, inattention or negligenca, inadequate or unclear 
guidance/policy, poor physical arrangemant of facility, etc. 
In some cases, the reviewer may be unable to detel"llline the 
cause, and further study may be required. If the cause is 
related to staff shortages or other lack of resources, the 
reviewer should so state. Budget constraints do not 
mitigate against the identification of signifieant problems 
caused by the constraints. Previous efforts to obtain 
funding to correct the problems should also be mentioned so 
responsibility for future action can be properly placed. 

Also, the reviewer should keep in mind that the policy may be 
the problem. In other words, the criteria used may need 
correcting rather than the condition at the review site. Perhaps 
the policy isn't written clearly, is outdated, or its 
requirements aren't needed. If the reviewer believes this to be 
the problem or part of the problem, this must be stated, and the 
Review Authority should request review of the policy in a 
separat~ memo to the appropriate assistant director. 
Additio~ally, this information should be considered during the 
management assessment process. 

* Recommendations: These are the actions the reviewer 
presents to the CEO to correct, eliminate, improve, or 
lessen the impact of the conditions noted in the significant 
finding. This constitutes the main purpose of program 
revie~s in the Bureau which is to help management adjust 
opera~ions to improve programs. All significant findings 
shall be subjects of corresponding recommendations. 
Reviewers should take the time needed to present well 
thought out recommendations that are clear, helpful, 
realistic, and cost-effective. 

- - - - - - - - -
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further Study - Every significant finding shall 
have a corresponding recommendation; however, 
there may be situations Where neither the cause 
nor the solut.ion/recommendation is clearly 
apparent. In that case, the "recoDlll1endation" may 
be to study the problem further, perhaps at the 
regional or national level. 

Workable Solutions - Various possible solutions 
will be discussed with the department head, 
regional administrator and associate warden to 
ensure that the solution (or series of options) 
eventually presented to the CEO at the closeout 
and in the written Program Review Report will be 
truly workable. 

Interim solutions - The reviewer should be alert 
to innovative procedures o~ ways to improve 
operations that can correct or at least partially 
correct the situation - even if the basic cause is 
lack of resources, staff, or space. 

(e) oeyiation!!! from Policy/Regulation - Although 
recommendations that require compliance with 
policy or regulations are g~nerally considered 
non-negotiable, a simple statement of compliance 
with policy is not adequate. The reviewer will 
specify the measures that are required to fully 
correct or improve the condition stated in the 
finding. 

ef) Other Depart~ - If the staff member 
responsible for taking the corrective action, or a 
portion of the ~ction, is not the department head 
of the program being reviewed, this should be 
clearly stated. The responsible party (department 
head, warden, etc.) must be named. Prior to 
preparing the final Program Review Report, the 
reviewer should discuss the matter with the 
appropriate regional or Central Office 
administrator. The reviewer will provide a copy 
of the Program Review Report to that 
administrator, highlighting in a cover memorandum 
the finding and action involved. The Review 
Authority, in consultation with the assistant 
director for the respective discipline, will 
resolve disagreements between administrators. 

(8) Repeat Significant finding: A repeat significant 
finding is a finding listed on the curre.nt review that was also 
listed during a previous formal review. While a repeat 
significant finding occurs infrequently, it should be noted that 
it does not have to be a mirror image of the previous finding. 
Different evidence may be utilized to indicate a component 
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.. · .. akness that was found during the previous review. Repeat 
19nific~nt findings will be developed from program reviews and 

.~ot oper. :iona1 reviews. 

(9) Repeat Deficiencies: Thi. is a list of those current 
deficier.cies which were also listed as problems during the last 
program r~view (give date of last program review). Any 
significant risk of allowing them to remain uncorrected must be 
included (unless this is covered in the Significant Findings 
section). The CEO shall be instructed, in the Review Authority's 
cover memorandum, to explain why corrective action was not taken 
or was not effective prior to the review ~nd what specific 
controls will be implemented to ensure the deficiencies do not 
appear again. 

(10) Noteworthy Accomplishments: Programs, procedures, or 
management practices identified as innovative, which involve 
cost-effective utilization of existing resources and have 
potential applicability in other BOP settings, shall be addressed 
through significant findings. The inclusion of significant 
exemplary findings, however, is not i,ntended to be a routine 
feature of review reports. 

(11) Commendations: This is a description of exceptional 
performance of an individual, group or program. Such 
descriptions should be brief and should be reserved for truly 
innovative or praiseworthy performance related to the program 
being reviewed. 

(12) Other Deficiencies: This section is an attachment to 
the review report listing problems or weaknesses noted by the 
reviewer which are in need of correction. The reviewer should 
include a one or two sentence summary of the problem and, if 
applicable, a reference number of policy or regulation. 
Deficiencies that contributed to a significant finding may be 
listed either in the Significant Finding section or under the 
Other Deficiencies section. Those deficiencies supporting 
significant findings but are located in the Other Deficiencies 
section will be identified as part of the evidence fer the 
significant finding (SF-1, SF-2, etc.) 

During discussions with the department head, the reviewer 
must ensure that the department head has an understanding of wh~t 
action is required to remedy the si~uation, and these discussions 
must be noted in the reviewer's Working papers. 

Deficiencies'or need for improvement not conside=ed 
significant enough to be included in the Program ~eview Report 
will be conveyed to the department head and will be documented in 
the reviewer's working papers. The Reviewer-in-Charge shall 
ensure that the department head initials the working papers to 
verify advisement. The Reviewer-in-Charge shall prepare a 
separate memorandum known as the Advised l.ist, listing the 
deficiencies not considered significant enough to warrant 
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inclusion in any part of the Program Review Report. This 
memorandum will be distributed to the CEO, regional 
administrator, and department head; and a copy will be placed in 
the official program review file with the working papers. 
Corrective action is expected to be. taken to resolve the 
deficiencies; however. these minor deficiencies will not be 
addressed in a Program Review Report nor shall any response be 
necessary. 

7. EROGRAM REVIEW FOLLOW-UP 

The program review follow-up phase begins immediately after the 
review report is distributed and continues until the review is 
officially closed DY the Review Authority. 

a. Responsibilities 

The responsibilities for program review follow-up are divided 
between the reviewer and the institution, as follows: 

(1) Responsibilities of Reyiewer; It is the responsibility 
of the Reviewer -in-Charge to keep the Review Authority informed 
as to the adequacy of the response and corrective actions taken 
by the institution. It is also the RIC's responsibility to 
ensure that review closure is warranted and that a monitoring 
system is in place to follow-up on "post-closure" long-term 
actions through the strategic planning proces3 when applicable. 

(2) Responsibilities of Reyiewed: It is the responsibility 
of the Chief Executive Officer of the review sitc to respond to 
the review report in a timely manner, take the necessary, 
appropriate actions to correct deficiencies end improve 
operations in a timely manner, and ensu~a that adequate 
administrative controls and monitoring systems are in plnce to 
prevent the deficiencies from recurring. If the review report 
contains a significant exemplary finding, the CEO may implement 
incentive awards as appropriate. When applicable, long term 
corrective action should be monitored th~ough the strategic 
planning process. 

(3) Responsibilities of Regional Program Administrator: It 
is the responsibility of the regional program administrator of 
each di.scipline to monitor the implementation of corrective 
actions and the placement of internal controls outlined by the 
CEO in response to program review findings. rurther, the 
regional administrator should work closely with the institution 
to develop strategic initiatives to address issues that are noted 
during the program review and the operational review. Throuqh 
th~ effective use of management in~,cator. tor vltal functions 
and the strategic planning documents, the reqlonal adminlstrator 
should be able to assess the level of program performance fro- a 
distance and advise the department head on potential correcttve 
action. 

- - - - - li!"M - - -
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The CEO shall respond to the Review Authority (with copies to 
the appro?riate assistant/regional director and Assistant 
Director, Program Review Division) no later than 20 business days 
after receipt of the report. Any exceptions to this requirement 
must be approved by the Review Authority (see Attachment 0-6 for 
a Response sample). The CEO's response shall address the 
following: 

(1) Repeat Significan\ f+u¢~: The CEO must provide a 
separate response to the Director ~hrough the regional director 
with a copy to the Assistant Director, Program Review Division. 
The CEO must describe the measures and internal controls which 
will be imFlemented to ensure tha~ the problem will not occur 
again as well as explain why the problem was not corrected prior 
to the program review. 

(2) Repeat Deficiencies: T~. CEO must describe the 
measures and internal controls whic~ will be implemented to 
ensure that the problem will not o~cur again, os well as explain. 
why the problem was not corrected prior to the program review. 

(3) Other peficiencies: The CEO must certify that all 
deficiencies listed in the Program Huvlew Report (including those 
involving significant findings) have been corrected. This can be 
a blanket statement ~ith exceptions noted. 

Normally, Bny deficiencies from policy or regulation are not 
negotiable. They must be corrected immediately, unless budget 
constraints or other justifiable constraints preclude timely 
compliance. Any constraints must be explained and a realistic 
time frame for cor~ection must be specified using the strategic 
planning proceso. A formal action plan shall be developed for 
each area that requires prolonged corrective action. A copy of 
these action plans will be attached to the CEO response to the 
Program Review Report (see Attachment 0-7 for Action Plans 
sample). 

If ":here are constraints in resolution of deficiencies 
involving a significant finding, the response to that finding 
should be referenced and the constraints discussed therein. 

(4) Significant findings and Recommendations: The CEO is 
required to respond to recommendations relating to significant 
findings cited by the reviewer, declaring agreement or 
disagreement. 

-
(a) Aareement: If the CEO is in agreement, the steps 

taken or planned to comply will be listed with a 
time frame for resolution specified. 

- - - - - - - -
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DiAAgreem~t: Through discussions during the 
program review between the reviewer, the 
department head, and associate warden, the 
potential for disagreement with findings and/or 
recommendations should be reduced. However, the 
CEO may wish to present in the review response 
justification as to why the recommended action 
cannot or should not be taken, or alternative 
methods of correcting the problem or improving the 
program can be taken. The Review Authority will 
make the final decision to accept or reject the 
CEO's response. If necessary, the Assistant 
Director, Program Review Division, may consult 
with the assistant director for the respective 
discipline in regard to policy issues. 

(c) Non-Policy Based Criteria: A Bureau reviewer is 
an official representative of, and reports 
directly to, the Review Authority (Assistant 
Director, Program Review Division). If the 
reviewer has determined that, in his/her 
professional judgment, an action should be taken 
to correct a problem or improve a situation (even 
if the criteria against which the condition was 
measured is not contained in policy or 
regulation), and if the Review Authority has 
agreed with this judgment, it is incumbent upon 
the CEO to take such action or present adequate 
justification as stated above under . 
"Disagreement". 

(5) Other sections: The CEO should also review other 
sections of the Program Review Report (the Cover Memorandum, 
Background, General Comments, etc.) to determine if issues have 
been raised which require a response. Issues that have been 
identified in the General Comments section of the report must be 
responded to by the CEO. The CEO has the option to disagree with 
the General Comment item but a response is still required. 

c. Review of Response 

The Reviewer-in-Charge will review the CEO's response to ensure 
that it is complete and that all deficiencies have been corrected 
or the action plan contains an acceptable time frame for 
corrections. If there is a disagreement between the r.eviewer and 
the CEO regarding any finding and/or recommendation, the matter 
will be presented to the Review Authority for decision. 

d. Notification 

The Review Authority will notify the CEO in writing of the 
acceptance or rejection of the response within 10 business days 
of receipt (see Attachment 0-8 for sample). 

- - - - -
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Includ~d in the Review Authority'S response may be the 
requirement for any follow-up reporting measures (progress 
reports, plans of action) to be taken on the part of the CEO. 
The requirement for these reports ia on a case-by-case basis and 
may be used when the time frame for corrective action is over a 
long period of time or the implementation of adequate internal 
controls is of concern. 

f. Closure of the Program Review 

Before a program review can be closed by the Review Authority, 
several actions are required by the reviewer and institution. 
These actions provide the Review Authority with the assurance 
needed to close the program review. 

(1) follow-up Review bv Institution: Prior to seeking 
closure of the p.rogram review, the CEO shall ensure that a 
follow-up review is conducted to determine if adequate internal 
controls are in place to prevent the problems from recurring. 

(a) 

(b) 

(c) 

(d) 

Responsibility: The appropriate associate warden 
(AW) or appropriate management Official is 
responsible for the follow-up review being 
conducted. 

Review Team: The AW may either conduct the review 
personally or may head a review team. A local 
option might include apP'ointing other institution 
department heads as-members of the review team to 
provide cross-discipline training. Another local 
option is to include the department head and/or 
staff of the department in question cn the review 
team. 

Time frame: The follow-up review should be 
conducted approximately 90-120 business days after 
the closing date of the program review. This 
allows for a SUfficient period of time for 
internal controls that have been put in place as a 
result of the review to begin working. 

~: Each deficiency mentioned in the review 
report shall be examined through the pUblished 
program review guidelines. The intent is to 
determine not only whether the deficiency has been 
corrected, but Whether adequate, cost-effective 
controls have been instituted, where appropriate, 
to lessen the likelihood of a recurrence of the 
deficiency. Such controls might include: an 
additional level of review, more frequent 
inspections, cross-checking systems, new written 
procedures, improved training, etc. The review 

-
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team shall ensure that both the "condition" as 
well as the "cause" have been addressed and that 
staff have implemented the reviewer's 
"recommendations". 

~: A report of the review team's finr.iings 
will be prepared by the associate warden within 10 
business days from the date of the review, and 
shall be sent to the Review Authority (with copies 
to the assistant director for the discipline 
reviewed and the regional director) under cover 
memorandum from the CEO. The report should 
aGdress all repeat deficiencies and significant 
findings to include whether or not the controls 
put in place to correct weaknesses or deficiencies 
have been effective (see Attachment 0-9 for 
Follow-up Review Report sample). This memorandum 
can also be used to request closure of the program 
review (see "Request for Closure"). 

certification: The associate warden's 
certification of correction of the deficiencies 
and adequacy of controls will be included in or 
attached to the report. 

AdditiQnal R~yiews: On a case-by-case basis, the 
Review Authority will determine whether additional 
follow-up reviews are needed and, if so, at what 
intervals. This should include a complete 
assessment liS to the performance of the vital 
functions. 

(2) Request for Closure: When the CEO is confident that 
all necessary actions have been taken, he/she must request 
closure of the program review (see Attachment 0-10 for Request 
for Closure sample). 

(a) 

(b) 

Time frame: Normally, closure of program reviews 
shall be within 120 business days from the date 
the review report was received by the CEO. If the 
CEO is unable to request closure of the review 
within the prescribed time frame due to 
extraordinary circumstances, he/she may request an 
extension from the Review Authority. 

Requirements: In the cover memorandum to the 
Review Authority, the CEO will certify that he/she 
has reasonable assurance that all deficiencies 
noted in the Program Review Report have been 
corrected and needed improvements have been made 
(except where noted elsewhere in the r~sponse) and 
that adequate controls are in place to prevent a 
recurrence of the deficiencies • 
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(3) assurance/Closure: When the Review Authority has 
obtained reasunable assurance that the deficiencies have been 
corrected, the Review Authority shall notify the CEO that the 
program review is considered closed. A copy of this notification 
will be sent to the appropriate assistant and regional director 
and Central Oft ice administrator (see Attachment 0-11 for Closure 
memo sample). 

(a) Exceptions: There are instances where limited 
resources or other restrictions will preclude 
achieving full compliance within 120 business 
days. The Review Authority shall consider such 
situations on a cas.-by-ca.e basis. In the event 
the program is rated at-risk, the CEO will 
d~~ermine when he or she is prepared to request 
clt~sure. At that point, the CEO will request 
closure of the review through the regional 
director. It the regional director concurs, then 
the request for closure is forwarded to the 
Director with a copy delivered to the Assistant 
Director, Program Review Division. At that point, 
a return review is scheduled. If the situation is 
fully resolved or if the stated strategic plan to 
correct the problem over the long term is 
realistic and t~!ly responsive to the review 
finding, the review can be closed. The Review 
Authority and regional administrator, however, 
should continue to monitor the CEO's progress 
against the established action plan through the 
strategic planning reporting system. 

(b) ~Jce Methods: These inclUde the written 
assurance by the CEO that the follow-up review 
confirmed correction of all deficiencies, an on­
site visit by the reviewer or member of the review 
team, or by a knowledgeable third party from the 
regional offi=e or another facility, or a follow­
up review directed by the Review Authority. 

(4) UnclQsed Proqram Reviews: At the end of each quarter, 
the Program Review Branch will p~epare and submit to the Review 
Authority a summary report of unclosed program reviews that have 
gone beyond the 120 business days deadline. The summary shall 
briefly state which program reviews are overdue for closure and: 
precisely why they have not been closed. Information regarding 
uncl:~ed reviews that have not been granted extensions will be 
conve/ed to the respective regional director for follow-up and 
resolution. 

- - - - - - - - -
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An operational review is to be conducted of each program at all 
levelS 10-14 months from the week the previous program review waa 
conducted. For newly activated facilities, an operational review 
should be conducted 6-8 months after formal activation with the 
exception of the 5 disciplines which will be reviewed 120 days 
following activation. Apart from the requirement stated above, 
an operational review may be conducted at any time to determine 
program effectiveness. Through the effective use of thio 
process, weaknesses can be identified and corrected quickly 
through the effective use of strategic planning. Action plans 
can be developed that will ensure correction over time and the 
strengthening of the program. Further, the operational review 
process enables program managers to establish strong internal 
controls to ensure that corrective action continues to be 
effective. 

a. Conducting en Operational Reyiew 

The conduct of an operational review includes the five phaseE 
of the program review process (preparation, examination, 
evaluation, reporting, and follow-up) discussed earlier in this 
chapter (see Attachment E for operational Review Guide). 

b. Operational Review and Review by Need 

The operational review required by this program statement will 
be used by the Program Review Divisi~n staff as a key management 
indicator to aid in determining whether or not a program which 
received a superior or good rating as a result of their last 
program review is still operating effectively. Under the concept 
of reviewing based on need, programs that receive good or 
superior ratings can be considered for deferment trOD the two 
year cycle. In addition to a variety of management indicators, 
the Review Authority will closely consider the information 
contained in the Operational Review Report. ,The timeliness of 
this operational review will have a bearing on the final decision 
to defer a program review. The decision to defer a review is a 
clear demonstration of the strength of the program's internal 
controls. If a program is deferred, another operational review 
is required 22-26 months following the last program review. 

(1) Responsibilill: Re!'ponsibilily for C!n:;urinq that the 
operational review is condUctpd in accordance with policy rests 
with the appropriate associate warden, assistant superintendent, 
deputy regional director or deputy assistant director. The CEO 
is the Review Authority for all operational r~vicw5. 

(2) Members of Review Team: The head of the review team 
and its membership are leCt to the discretion ot the CEO. The 
entlre team can be comprlsed of staff of the department being 
revlewed. 
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(J) Preparation: Department etaff and lor review team 
members shall review the national program review guidelines and 
adjust them aa necessary bas.d on concerns and high risk areas of 
the program, aa perceived by institution statf. 

Seaff from related departments should be included in a 
meeting(s) to enable the review team to take a "big picture" 
approach to the review - that is, looking at areas outside their 
own departmont which may affect, and may be affected by. the 
program being reviewed. Coordination for this inter-dopartmental 
meeting shell be the reaponaibl11ty ot the aaaociate warden, 
deputy regional director or deputy aaaistant director. A brief 
memo announcing the upcoming operational review should be 
?r~pared and forwarded to the CEO (see Attachment 1-12 tor a 
asmple). 

(4) ~: Complete results of this review will be 
submitted by the a.aociate warden, deputy regional director, or 
doputy assistant director to tho CEO who acts as the Review 
Authority with a copy to the regional director (institution 
review) and Assiatant Director, Program Review Division, within 
10 busine.a day. atter the review i. completed (se. Attachment I­
lJ tor Operational Review Report ••• ple). 

(5) CertificQtion: The associate warden should prov~de 
certification that the operational review was comprehensiVe and 
conducted in accgrdance with policy. The certification should 
also ihelude that findings and conclusions are supported by 
working papers which will be retained for review by the program 
review team during the next program review. 

(6) Working papers: The department head or administrator 
shall retain the working papers for operational revie~s as well 
as the report in an appropriately labeled file until-_a SUbsequent 
program review of the program has been conducted and a final 
report has been issued. During the Official Bureau program 
review, the program reviewers will examine working papers from 
the operational review to determine the review was comprehensive 
and that the adequacr of controls was assessed. 

(7) Exemptions: 
Divisicn, may grant an 
process when justified 
director. 

The Assistant Director. Program Review 
exemption to the operational review 
by the CEO and respectlve reglonal 

(8) Closure/Corrective Action: The process oC establishing 
corrective action through sound strategic planning and closure of 
the operational review 1S essential. Each CEO should ensure that 
adequate action plans are developed to correct deticlencies and 
that the cperational review is closed within 120 business days of 
the completion of the operat~onal review. 
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(9) corraaponding Requirementl: Annual/operational reviews 
required by discipline program atate.enta may be combined with 
the operational reviews required by this program statement. 
Howavar, ~he.a conjunctive operational reviewA must be in 
compliance with proviaions outlined within this program', 
atatemant. 
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CHAPTER 3 - PROGRAM REVIEW DIVISION QUALITY ASSURANCE PROGRAM 

1. IDlERYIEW 

The Bureau's Management Control and Review Program is an 
acceptable method of internal control review, provided there is 
reasonable assurance that the program operates within government 
auditing standards (see Attachment B for summary). The GAO 
general auditing standard for quality control requires an 
internal quality assurance program and a means to ensure that tho 
program review policy is fully implemented throughout the agency. 

The strategic Management Branch, Program Review DiVision, is 
designated to conduct the quality assurance program and to report 
all findings to the Review Authority. The quality assurance 
program utilizes the following measurement and review tools to 
develop the assurance that program reviews continue to meet 
government auditing standards: Program Review Division survey, 
Program Review Critique, Post-Review Evaluation, Limited 
Compliance Review, and the Program Review cycle Case study. 

2. PRQGIW! RtyIEW DIYISION SURVEY 

Prior to the date of each program review, the Program Review 
Division will forward a survey ( see Attachment F fo~ a sa~ple) 
to the CEQ. The CEO should return the completed survey to the 
Deputy Assistant Director, Program Review DiVision, within ten 
days after the program review team leaves the institution. 

Evaluation 'specialists from the Strategic Management Branch will 
compile results from the Program Review Division survey into 
comparative data that is made available through periodic reports 
for use by Bureau Ey.ecutive Staff, program administrators. and 
Program Review Division staff. The intent is to improve the 
quality of program reviews, identify the need to revise program 
review guidelines, develop strategic issues, and report on trends 
that warrant further consideration within the Program Review 
D1vision and the strategic planning process. 

3. PROGRAM R~JIEW CRITIOUES 

Evaluation specialists will complete a minimum of one program 
review critique per quarter for each assigned centralized review 
team (see Attachment G for the -format). Results of each critique 
will be forwarded to the Branch Chief and Section Chief. Program 
Review Branch. and the Deputy Assistant Director. PRO. 

4. POST-REVIEW EVALUATIONS 

The Strategic Management Branch, at the request of a Program 
Review Branch Chief. will assist in an in-depth evaluation of 
program reviews. The depth and scope of the evaluation Will 
vary, depending on whether specific auditing standards are 
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included in the request. The post-review evaluation is 
considered an internal tool within the Program Review Division to 
assist in the improvement of the program review process. 

5. LIMITED COMPLIANCE BtyAEWS 

Limited compliance reviews are in-depth reviews of program review 
activity conducted only at the request and under the authority of 
the Assistant Director, Program Review Division. Limited 
compliance reViews includ@ a field work component for the 
evaluation specialist (see Attachment H for guidelines). 

6. PROGRAM REVIEW CYCLE CIISE STUDY 

Periodic case studies documenting implementation of the Bureau's 
program review system are conducted aa assigned by the Branch 
Chief. Strategic Management Branch. Case studies take a long­
term approach to determine whether program review follow-up and 
closure plans are implemented, corrections actually made. and 
whether they were effective. Operational reviews and subsequent 
program review findings are also reviewed to determine that the -
Bureau's review program is fully implemented (see Attachment I 
for guideline sample followed during the case study). 

- - - - - - - - -
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DEFINITIONS OF TERMS 
USED IN PROGRAM STATEMENT 

~vised Item - A weakness in a program/operation which indicateG 
a problem may be developing but does not totally meet the 
standards of evidence for it to be a deficiency, i.e., 
sufficien~, reliable, and a sensible relationship to the review 
objective. While not included in the Program Review Report, an 
advised item shoUld be brought into full compliance during the 
follow-up review phase. 

Audit Standards - General meaeures of the qual.ity and adequacy of 
the work performed. They also relate to the reviewer's 
professional qua~:ties. Standards referred to as "Generally 
Accepted Government AUditing Standards" are those set forth in 
the publication "Government Auditing Standards" issued by the 
Gener~l Accounting Office (GAO). The GAO standards are divided 
into General, Field Work, and Reporting standards. 

Compliance Reyiew - A review conducted with the sole purpose of 
determining whether programs are being carried out in conformity 
with laws regulations and agency written policy and procedures. 
(For financial reviews this also includes a determination of 
compliance with laws and regulations that could materially affect 
the entity's financial position and statements.) 

Conclusions - Interpretations of the evidence statu~ in 
relationship to the objectives of the review. 

Deficie~ - Problems or weakness eo noted by the reviewer which 
are in need of correction. In its broadest sense, a deficiency 
includes AnY con~ition needing improvement. A deficiency can 
include: deviation from policy/regulation. lack of adequate 
internal controls. poor or unprofessional practice, inefficient 
practice. ineffective results. poor quality. etc. A finding is 
usually based on several related deficiencies. 

Elements of a Significant Finding - The five components of a well 
developed Significant finding: 

* 
.. 
,. 

* 

Condition - What exists (the situation the reviewer finds). 

Criteria - What ~ be - what the condition is measur~d 
against. 

Effect - What impact the condition is having or could have. 

Recommendation - Action needed to correct problems noted in 
the Program Review Report. 

Cause - What is creating or permitting the condition. 

Evidence - Information gathered that is adequately sufficient, 
reliable or relevant to afford a reasonable basis for the 
judgments and conclusions regarding the organization, program, 
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activity, or function. The types of evidence include: 
documentary, testimonial, physical/observation. and analytical. 
Evidence is recorded in the working papers. 

EXpanded SCQpe Program Review - The concept that requires that 
reviews go beyond the traditional finarlcial and/or compliance 
program audits. The reviewer bases his findings on sources in 
addition to law, regulation and policy. This might include 
exaMining the adequacy of systems of administrative and quality 
control, assessing conformance with professional standards of 
practice, determining the need for improvement, determining the 
achievement of productivity goals, determining the achievement of 
program objectives, etc. (see "Program Review Scope"). 

General Accounting Office (GAOl - The auditing arm of the 
Legislative Branch of the Federal government given responsibility 
for monitoring the Executive Branch's implementation of 
congressional requirements. The GAO also ~ets minimum standards 
to be met in implementing congressional mandates (e.g •• internal 
control standards). The GAO is headed by the comptroller General 
of the United States: however, its monitoring/auditing function . 
encompasses programs as well as financial areas. . 

Impairments - Impediments to conducting a program review in 
accordance with standards, specifically GAO Standards relating to 
independence. These impediments can restrict the program review 
or interfere with a reviewer's ability to form independent and 
objective opinions and conclusions. The impairment can be 
external. organizational. or personal. ~ 

.. External impairments - includes interference which limits or 
modifies the scope of a program review. restricts funds or other 
resources dedicated to the review organization. interferes with 
the assignment of personnel. overrules or influences the 
reviewer's judgment as to the appropriate content of a report or 
selection of what is to be examined, and jeopardizes the 
reviewer's continued employment with the agency or career 
advancement within the agency for reasons other than level of 
competence. 

.. Organizotional impairments Review organizations should 
report results of the reviews and be accountable to the head of 
the agencies; reviewers should be removed from political 
pressures. 

.. personal impa~ - include official, professional. 
personal. or financial relationships that might cause the 
reviewers to limit the extent of the inquiry, to limit 
disclosure. or to weaken findings in any way; preconceived ideas 
toward individuals or program nbjectives that could bias the 
review; previous involvement in a decision-making or management 
capacity that would affect current operations of the entity or 
program; biases that result from employment in, or loyalty to. a 

-
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particular group or organization; and sUbsequent performance ot a 
review by the !Iame individual who, tor example, had previously 
approved actions now under review or who maintained the otticial 
records now under review. 

Internal Program Reviewe~ - A qualitied. trained employee who 
conducts program reviews on behalf ot the Assistant Director. 
Program Review Division. 

Internal Review - A program review conducted ot ~OP programs by 
staff or contract consultants ot the Bureau (whereas. review by 
~~~. OPM. DOJ, etc •• would be considered an "External Audit"). 
Internal reviews are performed under the direct authority of a 
member of the Bureau's Executive Staff. Review work accomplished 
under the authority of an institution Chief Executive Officer or 
his/her designee is reterred to as an operational review. 

Management Assessment - A management assessment is a systematic 
method of assessing the strengths and weaknesses of a particular 
program. TbQ primary results of this process are the program 
review guid~nes and management control plans. 

Management Control - One of the three basic components of 
managing (planning. directing. controlling) which consists of a 
system of monitoring programs and taking corrective action to 
conform with prescribed requirements and improved management. 
Program reviews and other methods of reviewing programs and 
operations exist within a well-designed system of management 
control. 

Management Control Plnn - A Management control Plan is a brief 
planning document in Which each program area identities 
weaknesses. develops corrective actions and monitors their 
progress. 

Management Indicators for VitQl Functions - A management 
indicator is a program performance measure that is designed and 
used by program managers to monitor each vital function. 
Management indicators for vital functions are attached to 
institution-based program review ~~~~elines and are a product of 
the management assessment. These indicators are tracked by 
department heads. associate wardens. and at times by regional and 
central.Office staff to: 

• routinely monitor and communicate program efficiency, 

• react proactively to potential hot spots or program 
weaknesses. 

* measure program outcomes, and 
* anticipate the findings of operational and program reviews. 

Management studies - Reviews conducted in addition to routine 
program reviews used to assess the effectiveness of a program or 
program component. 

-,- - - - - - - - -
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Materiality - The significance of an item of information, given 
the circumstances. that allows a decision to be made. 

.Qbjectives - A program review management concept of which the 
prinCipal goals are to achieve better application of scarce 
resources. better results. better objectivity and gain 
perspectives in reports. The key to the concept is the focusing 
on ohjectives throughout the cycle - trom development of the 
progI~m review Objectives. through preparation of individual 
review reports. to following up on systemic corrective actions. 

Oft iCe of HQnogement and Budget COHB) - A function within the 
Executive Office of the President with responsibility for 
coordination of all management and budget activities of the 
Executive Branch of the Federal Government. OMB issues 
circulares which give quidcnce to other departments and agencies 
as to hoW Congressional acts are to be implemented and GAO 
Stsndards complied with (a.g •• A-123 for internal controls. A-127 
for accounting systems. A-130 tor ADP systems. A-76 for 
contracting out actiVities. etc.). 

Operational Review - A review conducted ten to fourteen months or 
twenty-two to twenty-six Montha (in the case of a deferred 
review) from the week the previous program review was conducted. 
under the authority of an institution Chief Executive Officer, to 
ensure that all programs are operating in compliance with policy 
and regulations and that systems of internal control are 
ad~1uate. A review of progress on required corrective actions is 
inclUded. '. 

.oversight Authority - The BOP review function which is reserved 
for the Director. a~reau of prisons. and is delegated to the 
Assistant Director. fTogram Review Division (PRO). Oversight 
inclUdes the determination ot whether reviews are conducted in 
accordance with the prov~s~ons of this program statement and 
government auditing standards. 

Program - A major activity or functional area of the Federal 
Prison system. such as staffing. dental care. prisoner 
transportation. staff training. These are also referred to as 
assessable units in internal control terminology. Several 
similar programs may be grouped to form a branch (in the Central 
Office) or a department (in the institution). 

Program Revie~ - Work done in revieWing compliance with laws, 
regulations and policy, adequacy of controls. efficiency of 
operations. and effectiveness in achieVing pr.ogram results - also 
re~erred to as a review. test. inspection and inclUdes explc~ing 
and developing all pertinent and significant information 
necessary to properly consider •. support. and present findings, 
ccnclusions, and recommendations. Work can go beyond determinipg 
compliance with regulation and policy (expanded scope reV1ew) •. 

Program Review Authority - The Bureau Official under whom the 
program reVlew 1S carried out and to whom the Reviewer-in-charge 
reports. This official must be a member of the Bureau's 

- - - - - ... - - -
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~xecutiv. Staft. In its bread est a.n.e, the term Proq~am Review 
Authority .ncompa •••• the official program review function of the 
Bureau ot Prisons delegated by the Director to assistant 
directors and regional directors. 

Program R.view Autgmat.d Infgrmatign SYltem - An ADP tracking 
system maintain.d by the Program Analy.is Branch which containa 
pertinent information on each review conducted in the BOP, 
inclUding date, closure, program reviewer's nam., and pattern and 
trend information concerning deficiencies, 11gnlticant finding., 
cau ••• , etc. 

Program ReView Closure - The act of formally clo.ing the file on 
a program review, requiring rea.onable as.uranc. on the Review 
Authority's part that any improvements and corrective actions 
r.commended by the reviewer. have been taken. 

Prograg Review Guid.iine, - The pr~a~ review quid.line. are the 
road map developed for the review. Guideline. are developed via 
a management a ••••• m.nt and are i •• ued under operations 
memorandum by the appropriate a •• i.~ant director. The guidelines 
contain all the information required to oncce.ofully prepare for 
and conduct the review. It. major componant. are: ceneral 
Instruction., Program aeview Objective., and Program Review 
step •• 

• Gonlral InatfuctiQDI - Provide intormation to the reviewers 
am to how the prograa i. to be examined. They can include: 
frequency, minimum dayo required, .uggested composition ot team, 
required indicator information n.eded, general sa~pling 
t.chniquea, augge.tion. a. to materiality and ext~nt ot observed 
problems that are needed to warrant a significant finding, and 
any other assi.tance that can be given to the reviewers to ensure 
that the review i. conducted in accordance with this program 
statement and generally accept.d government auditing standards. 

* Program Reyiey Objectiyel - The major part of the quidelines 
document which outlines the focus of the review for a particular 
program or activity during the review cycle. The general 
objectives set forth the main questions the reviewers will pursue 
and specific objectives describe the area. or issues with which 
reviewers will be working. 

* General Program Review Objective - The general objective for 
a review is usually to evaluate accomplishments of a program's 
mission or assess how well a function under review is being 
performed. The general Objective is unitorm throughout tho 
Bureau and would normally not be Changed. except for special 
reviews. The general objective tor the Bureau is described in 
this program statement under POLICY. It does not need to be 
repeated in each set of program review guidelines or report. 

• Specific program Reyiew Objective - SpecJfJc ObjectJves 
fOllow from the general objective and relate to the maJor 
components of the program under review or to ma'or proqram iasues 
under review (which may cut across several or all proqrAm 
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coapon.nt~;. From the specific objective, steps can be desiqned 
to outlin~ the work required to reaCh conclus10ns on the stated 
objective£. 

• Program Beyie¥ steps - These are the instructions placed 
directly under each specific objective which outline, in detail, 
tho speCific documene. to be examined, sampling technique. to be 
u.ed, span ot time to be reviewed, analytical work to be done. 
oba.rvationa to be made, persons to be interviewed, interview 
qu.stion. to be asked, etc.' Thes. ateps must be detailed enough 
that they will be understandable by assistant or trainee 
r.viewers who are included on the team primarily for on-the-job 
training purpose •• 

Program Review Phase. - The stages of the r.view, from 
preparation through follow up, to closure. 

• preparation - The first phase involving coll.ction of all 
pertinent facts concerning the review site and the program, prio~ 
to arrival at the site. A •• esaments of the •• tacts may lead to 
an adjustment in the tocus of the revi.w (program review 
objectlveD). 

• Examination - The pha.e of the program review where evidence 
is collected and as.e.sed for reliability, SUfficiency and 
r.levance, and working paper. are prepared. 

• Eyaluation - The analysis phe.e where the collected evidence 
ia analyzed to diocern exemplary programs or patterns of 
defici.ncies, their .tfects, and cau.es. From this an~lysis, 
(on-going throughout the review), the avidence is organized into 
el.ments of a finding. 

• ~ - The presentation pha.e, beginning with an oral 
report of findings to the Chiet Executive otficer at th~ 
closeout, to filing ot the written report, receipt of the 
response, and, it changes are necessary, the tiling of an 
amended, final report. 

• Follow-up - The tinal phase of the review, where the 
reviewer monitors the progress of corrective action. This stage 
ends with the closure of the review. .. 
Program Review Plan - The document prepared for each specifiC 
site and program review which includes such information as the 
purpose And scope of the review, background information needed to 
understand the objectives as well as the logistics. division of 
labor, etc. -

fXQgram Review Report - The medium through which a Reviewer-in­
Charge communicates the results of the review. 

Program BevjPw Schedule - A semi-annual schedule of individual 
reVieWS to be conducted during a fiscal year. 

.. 
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Progr~m Beyie~ scope - A section in the Program Review Report 
Which indicate. the type of review conducted, the extant of the 
review, and the specific programs. activiti •• , and tunctions 
covered (in the BOP, this is presented in the Cover memorandu' 
from the Program Review Authority). 

Recommendation. - The cour.es of action specified in the report 
to correct problem area. and to inprove operation.. The 
.ugg~.ted cour.e of action can be baaed on deviations from po1icy 
a. well a. other deficiencies or need for improv.ment. 

Beyi.wer - S.e internal program reviewer •. 

Btyi,w.r Ace". - The a •• urance that the reviewere will have 
complete acce •• to all records. property, operations. personnel 
and 1nmatea during a program review. 

Beyiey.r-in-charg. - The reviewer that haad. the program review 
team and raport. directly to the Program Review Authority. 

Risk Analysis - An intensive review of each component'. 
vulnerability in carrying out its mis.ion or stated goal.. Thi. 
1. accomplish.d by balancing the probability of failur~ against 
controls in place, thus rating the actual risk or potentIal 
damsge which could occur. 

Significant Exemplary Prggram/Procedurea -

• exhibit. an innovative approach to a problem; 

• makes effieient, coat eftective use of available r~sou~co.: 

• i~pact. effeetiv~ly on the targeted problem: and 

• has potential applicability in other Bureau settings. 

Significant rinding - A pattern of events or single event 
normally linked to a program review objective that indicates a 
deficiency or strength in an organization or organizational 
element. This determination is based on the sound profe.slonal 
judgment of the Reviewer-in-Charge. The event(s, must be 
supported by information which meets required standards of 
evidence and could: 

• impair or enhance the fulfillment ot the program, 
institution or agency mission: 

• violate statutory or regulatory requirements; 

• weaken or strengthen safequards against fraud. was~e, abuse 
and/or mismanagement. 

Special Beview - The examinatlon of a particular subject area in 
more depth than accorded in a routine review. It mAY involve 
several different disciplines or proqrams (SUiClde prevention 
controls: crisis intervention effectiveness; SENTRY training, 

-' ... -. -. .... -. 
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coordination and accuracy: A'O prograD .tfectivene •• : .te.). 
This 1. etill con.~dered to be a proqra. review and proviaionr. of 
this program .tatement apply. Thi. type ot revi.w u.ually 
require. a apeciel .et ot objectiv.s. 

$trat,qic MAnage •• nt cycl. - Is the dyne.ic proce.. of improving 
progra •• through gathering. analyzing, and uting infor.ation 
~hich laad. to ti.ely, affectiv., and continuous planning. Th. 
strategy it to m.rge the pre •• nt with the luture and knowledga 
with the coaaitment to improv •• 

Th. elt.ent. of tho .trat.,ic •• neg.Ment eyele are: aanaqaaent 
• ••• s ••• nt. op.rational review. program r.vi.w, socl.l eli.ate 
.ouree., institution character profile, other information aourc •• 
(GAO, OIG •• tc." information .ynth •• i., policy d.v.lop •• nt. k.y 
indicator.. and strategic •• nage.ent goal •• 

Conducting a progr.m r.view ia • goad .xaapl. ot how speeific 
ele.ent. of the cycle int.ract. B.Ior •• program r.viev. the 
.xa.iner gath.r. information fro. the operational reviev, .ocial 
cli.at. DUrv.y, in.titution character profil., k.y indicators. 
and ~ther .ource.. Following the revi.w, the .x •• iner inforas 
the in.titution .taff of it •• tr.ngths .nd we.kn ••••• in a 
.pecific progr.m ar •• ; and inatitution .taft dev.lop a strategy 
for corrective action (strategic plan). Aft.rward the 
information i. collected and .ynth •• iz.d into a databa.. (or 
as •••• ing the ovarall .ttectiv.n ••• of a program. This data i. 
used to conduct the program/operation'. periodic managemant . 
a ••••••• nt and to a.aist tha admini.trators throughout the year 
in determining prograa/operation .tfactiveneas and developing 
poliey. 

Strategic Planning - The proce.. the Bureau of Prisons u.es to 
identity local, regional, and national objectives that are 
critical to the accomplla~ent ot the aie5ion of the Bureau. 
This proceas also calls for the development of action plans and 
steps which identify required resources, set completIon time 
limits, and .pecities individual. re.ponslbl. tor completion of 
the task. 

Tftchnical Alsi.tance - In its broade.t .en ••• technical 
assistanca i •• component of any r.view and the purpose is to 
improve operations. However, in the Bureau, program experts 
otten visit institutions or oft ices solely to provide expert 
guidance in a specific, complex program ar.a or a team ot experts 
may be call.d in to assist lnstitution .taft after program 
reviewers have discover.d serious deficiencies. 

For the purpose of this program stateMent, technical assistance 
refers to a visit conducted for purposes other than a program 
revie~. Any summary reports of such a visit are prepared at the 
discretion of the regional or assistant director responsible for 
the visit. . 
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Vital functions - Areas within a program/operation, determin.~ by 
the Regional and Central Otfice Administrator during the 
management assessment, Which are critical to a diSCIpline'. 
performance. 

Working Poper, - Documents that provide support for opinion., 
concluslons, and judgments. They aid in the conduct and r~Yiew 
of the reVIewer's work. Include the collection ot schedules, 
papers, analyses. correspondence, and other materIal prepared or 
obtaIned prior to and during the program review. They are 'to b. 
r~t~ln~rl ~ ~~rtnd of ~lQht yp.~r~ (rom thp. rl~t~ ~f ~hp rpvi~u. 
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GENERAL 

Purpose of Chapter 

A. The purpose of this chapter is to set forth 
the duties, responsibilities and audit 
procedures of the Bureau of Internal Audit of 
the Deputy Director's Office in conjunction 
with the various divisions in the Department 
of corrections. 

B. The elements and scope of authority, command 
and supervision are presented to aid 
divisions in complying with audit requests. 

~ss Reference 

TMA OJ/05.00 
THE 03/00.00 

Bureau of Internal Audit 
Records Management 

EQl..1£l! 

A. 

B. 

It is the policy of the Department that all 
Departmental programs shall be audited by or 
under the authority of the Bureau of Internal 
Audit of the Deputy Director's Office, using 
the following steps: 

1. analysis of compliance of actual 
practice with existing laws, rules, 
regulations, standards, and policies; 

2. assessment of the efficiency and 
effectiveness of operations in the 
utilization of resources; 

J. determination of whether mandated 
program results are consistent with 
established objectives and goals and 
operations and programs are being 
carried out as planned; 

4. examination of financial records and 
operations to determine compliance with: 
Generally Accepted Accounting 
principles, laws, regulations and 
policies; and 

5. assessment of the reliability and 
integrity of financial and operational 
information and the means used to 
identify, measure, classify and repor~ 
such information. 

The Director of the Bureau of Internal Audit 
shall coordinate all external audits and 

Acrd/ol.OO 
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provide assistance to the external auditors 
if requested. 

C. The Bureau of Internal Audit shall also 
provide technical assistance and training to 
audit liaisons and other Department staff to 
encourage compliance and promote improved 
internal controls. 

Definitions 

audit exemption 

audit .finding 

audit Haitlon 

the authorized removal by the 
Executive Director of a 
specific policy or objective 
from the scope of an audi~ 

a conclusion made by the 
auditors which may include: 

1. criteria (me~surement 
standards); 

2. 

J. 

4. 

5. 

condition (the problem); 

cause (reason why the 
condition exists); 

effect (potential or 
actual result of 
condition); and 

recommendation (possible 
corrective action) 

a person designated at each 
facility, program site, or 
office to: 

1. 

2. 

assist BIA, as a 
coordinator between BIA 
and entity management, 
when audits are 
performed; While 
performing this function, 
the person shall be 
referred to as a 
"Coordinating Audit 
Liaison" ; 

function as an auditor 
(ten working days per 
year) on various audits 
within the Department but 
not related to the 
liaison's immediate 
assigned work area; while 

ACrlJ/ol.OJ - - - IIIiI - - - - - Revised 12/1/92 

audit scopo 

audit variance 

auditor-in-charge 
(AIC) 

BIA 

CIB 

closure of an 
audit report 

performing this function, 
the person shall be 
referred to as an 
"Assisting Audit 
Liaison"; and 

J. perform local internal 
audits in the liaison's 
immediate area to 
identify weaknesses in 
internal control systems 
and initiate corrective 
action through the 
preparation of a report 
to management or a 
management letter 

a description of the extent of 
the work to be completed by 
auditors in examining: 

1. 

2. 

J. 

4. 

compliance with 
applicable laws, _ 
regulations, policy and 
procedure: 

economy and efficiency of 
operations; 

effectiveness in 
achieving program 
results; 

financial statements and 
operations; and . 

5. reliability and integrity 
C'~ information. 

an approved exemption which 
may be authorized only by the 
Executive Director 

BIA member assigned to plar., 
implement and report audit 
findings 

Bureau of Internal Audit 

corrections Investigative 
Bureau 

satisfactory resolution of 
all actions agreed upon at the 
exit conference or 
alternatives to these actions 

ACr1J/01. 04 - - - - - - - - --------------------
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entity JIlanager 

entity response 

exit conference 

JIlanageJllent letter 

negative assurance 

positive assurance 

risk assesSJIlent 

- - -

approved by the Executive 
Director, documented in the 
form of a follow-up report 

-

the designated administrator 
of any regional office, 
community center, prison 
facility, individual program, 
or contracted private provider 

documentation indicating 
agreement/disagreement to an 
audit finding; clarification 
and plan of action 

a meeting scheduled by the 
Executive Director with BrA 
staff and appropriate division 
personnel to review the 
working draft report, obtain 
an entity response and develop 
action plans to address audit 
findings 

a report by an audit liaison 
to an entity manager or 
division director describing 
the nature of any weaknesses 
in in~ernal controls or other 
problems which are· discovered 
by the audit liaison while 
doing local internal audits 
and including recommendations 
for corrective action 

a statement made in audit 
reports indicating that 
nothing carne to the attention 
of auditors regarding items 
not tested which would cause 
them to believe that untested 
items are not in compliance 
with applicable policies, 
procedures, regulations or 
laws 

tested items appear to be in 
~ompliance with applicable 
policies, procedures or 
regulations 

a methodology devised by BIA 
to assist the Deputy Director 
in identifying audit 
priorities 

I\cr13/01. 04 
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tested iteJlls 

vulnerability 
assessment 

- - - -

items specifically tested by 
auditors and audit liaisons to 
determine the degree of 
compliance with law, 
regulations, standards and, 
policies and procedures and 
effectiveness of operations 

a narrow-scope audit looking 
at the management controls and 
operations of an entity to 
determine: 

1. susceptibility to loss or 
unauthorized use of 
resources, errors in 
reports and information, 
illegal or unauthorized 
acts and/or possible 
undue external scrutiny; 

2. 

3. 

whether specific analysis 
should be made for 
purpose of improving 
controls; and 

whether a broader scope 
av.dit should be 
performed. 

Acr13/01. 04 
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Audit Plan 

A. 

B. 

C. 

The BIA shall prepare and submit a lop~-term 
audit plan based on a risk assessment to the 
Deputy Director by May 15 before the 
commencement of each three-year audit cycle. 

The long-term audit plan shall be divided 
into individual three-month plans which shall 
be submitted to the Deputy Director prior to 
implement&tion. 

The audit plan shall include: 

1. 

2. 

3. 

what/who is to be audited; 

when the audit shall be performed; 

estimated time required; and 

4. who shall sup2rvise the audit. 

Appointment of Division Audit Liaisons 

A. 

B. 

c. 

Each division director shall ensure that 
audit liaisons are appointed to adequately 
represent each entity and function within the 
division. This includes, for example, each 
co~~unity correctional center, each region, 
each major institutional housing unit and 
each bureau. 

Upon request of the Deputy Director, a 
division director shall review audit liaison 
assignments to take into consideration 
transfers, promotions, etc., in order to 
maintain adequate division representation. 

Audit liaisons shall be responsible for: 

1. 

2. 

J. 

4. 

attending training as scheduled and 
provided by the staff of the Bureau of 
Internal Audit as ordered by the Deputy 
Director; 

coordinating all audits at their work 
location; 

assisting BIA in audits at locations 
other than their work place; and 

conducting local internal audits and 
reporting results in management letters 

ACrlJ/02.00 -:- ... - - - - - - -
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Acr13/02.05 
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under the authority of the Bureau of 
Internal Audit (see ACrlJ/02.09). 

Auditor/Audit Liaison Training Plan 

A. 

B. 

An annual audit training plan !;hall be 
prepared by the Bureau Director/designee on 
or before June 15 of each year for the 
subsequent fiscal year. 

Training for BIA and audit liaison staff 
shall include formal classroom and on-the-job 
training to meet the requirements of the 
Department and to enhance professional 
skills. 

Technical Assistance/Training 

Technical assistance/training assignments shall be 
provided by BIA at the direction of the Deputy 
Director. 

Auditing sta~ 

BIA shall audit to the following standards: 

A. 

B. 

C. 

D. 

laws, rules, regulations, and policies of the 
United states Government, state of Utah and 
Department; 

Government Auditing Standards, published by 
the United states General Accounting Office; 

Codification of standards for the 
professional practice of internal audit, 
Institute of Internal Auditors, Inc.; and/or 

other requirements established by the 
Executive Director for a particular audit. 

Right of Access 

A. 

B. 

c. 

BIA shall be given right of access to all 
members, offenders, sites, files and other 
requested information except for confidential 
legal materials. 

Adequate secure working space shall be made 
available to the auditors while on site and 
copies of , documents shall be provided upon 
request. 

Requests from the BIA during an audit carry 
the authority of the Executive Director. 

Revised 12/1/92 ACrlJ/02.02 - - - - - - - - -
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D. Technical manuals issued to the BrA Director 

shall remain in his custody but may be 
reviewed by auditors and audit liaisons t1hen 
necessary to conduct an authorized audit. 

E. lIuditors are also authorized to review 
technical manuals in the custody of an 
auditee while the auditors are conducting an 
authorized audit. 

Internal/External Resources 

BIA may use resources within the Department and 
from other agencies or individuals when technical 
expertise is required. 

Independence 

BIA staff shall be free from personal or external 
impairments to the exercise of independent 
judgement, maintain organizational independence, 
and display an independent attitude and 
appearance. 

Management Letter 

A. Under the direction and authority of the BIA, 
audit liaisons shall be used by division 
directors to perform local internal audits: 

1. of entities within the division based on 
priorities resulting from formalized 
risk assessment tool; and 

2. based on a schedule established by the 
division director and entity manager in 
coordination with the BIA and approved 
by the Deputy Director. 

B. Under the supervision and direction of BIA 
staff, budit liaisons shall develop audit 
questionnaires to be used in assessing 
operations during local internal audits; 

C. Local internal audit reports and/or 
management letters documenting deficiencies 
found during internal audits of entities 
shall be prepared by the audit liaison and 
reviewed by BrA staff before being forwarded 
to the entity manager for review and 
preparation of an action plan. 

D. The Audit Report or letter and action plan 
shall be forwarded through the chain of 
command to the division director to ensure 
that plans are implemented. 

Acrll/ 02 . 06 

- - - -
E. 

F. 

Revised 12/1/92 

- - - - -
An exit conference shall be scheduled and 
attended by the entity manager; appropriate 
management staff, the division director, if 
that person elects to attend; and a 
representative of the Bureau of Internal 
Audit. 

All local internal audit reports and related 
working papers are classified as confidential 
under Utah Code Ann. section 64-1J-25 and are 
available at the discretion of the Executive 
Director, or the governor, or upon court 
order. 

0. 

-
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AUPIT PROCEDURE NARRATIVE 

Planning 

A. 

B. 

C. 

D. 

The AIC shall provide written notification to 
the entity manager and division director six 
weeks prior to the on-site phase. 

The Audit Announcement includes: 

1. a statement of preliminary audit scope 
and objectives; and 

2. a request for pre-audit survey 
information. 

If the entity manager is of the opinion a 
portion of the audit or the entire audit 
should not be conducted, a written request 
shall be made to the Executive Director with 
a copy to the BIA Director within two working 
days after receiving the Audit Announcement, 
stating the reason for the requested audit 
variance and requesting a determination. 

The AIC shall: 

1. conduct a pre-audit survey; 

2. collect information relative to the 
scheduled audit from all relevant 
sources; 

J. request documents and information from 
the entity to be audited Which shall be 
forwarded to BIA no later than tour 
weeks from the date of the request; 

4. 

5. 

6. 

-

interview the division director, entity 
manager, entity staff and other 
appropriate individuals to determine 
What weaknesses in internal controls 
exist and incorporate these issues and 
other relevant operational concerns into 
the scope of the audit; 

review all external and local internal 
audit reports and management letters 
concerning the entity to be audited; and 

consult with staff of the Attorney 
General's Office to identify all 
pertinent legal issues pertaining to the 
audit. Portions of the audit scope or 
the entire audit scope may be classified 
as attorney work product. 

ACrlJ/OJ. 00 

- - - - - -

E. 

F. 

The AIC shall prepare an audit program 
detailing audit areas and objectives to be 
addressed during the on-site phase. 

The audit program shall define the audit 
Scope which may include one or more of the 
following: 

1. 

2. 

J. 

compliance with laws, rules, 
r.egulations, or policies; 

economy and efficiency of resources and 
staff; 

program results; 

4. examination of financial records and 
operations; and 

5. the reliability and validity of 
administrative and financial 
information • 

ACr1J/OJ.02 Verification 

A. 

B. 

C. 

Revised 12/1/92 - - -

The AIC should schedule and conduct an 
entrance conference at the beginning of or 
prior to the first day of the on-site 
verification phase. 

1. The entrance conference should include 
the division director/designee, entity 
manager/designee, audit team and 
coordinating audit liaisons, and other. 
individuals as determined by the 
division director. 

2. 

J. 

The Audit Program and the audit on-site 
schedule shall be reviewed. 

The entity shall be provided with an 
Audit Team Evaluation Form with the 
request that the entity evaluate the 
audit team's performance in conducting 
the audit upon completion of the exit 
conference. 

The audit team shall review entity documents, 
conduct interviews, observe conditions, and 
conduct other audit tests as indicated in the 
Audit Program or as determined necessary by 
the AIC and BIA Director. . 

If at any time during an audit, the AIC 
identifies a significant security, health, 
safety or financial problem or impairme~t 

ACrlJ/OJ.01 - - - - - -
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which significantly inhibits the audit from 
being completed, the AIC shall: 

1. meet with the entity manager for problem 
resolution; 

2. contact the BIA Director and provide a 
summary of the discussion with entity 
manager and the proposed resolution; and 

J. submit a written report to the Director 
of BlA within one calendar day of the 
meeting. The Director of BIA shall 
submit a report to the Deputy Director 
within one calendar day of receiving the 
report from the AlC. 

The audit team shall develop working papers 
documenting findings, judgments, conclusions, 
and recommendations. 

Workrng papers shall be maintained in safe 
custody and storage for time SUfficient to 
satisfy legal and administrative 
requirements. 

1. All audit working papers and reports, 
Whether prepared by BrA staff or audit 
liaisons, are classified confidential 
pursuant to 64-13-25, sUbsection (21 (cl, 
and are available only at the discretion 
of the Executive Director or Governor or 
upon court order. 

2. Audit working papers and reports are 
Classified as protected by the 
Government Records and Management Act, 
Utah Code Ann. Section 63-2-101 n .~. 

If it is determined by the AIC that 
additional time is needed to successfully 
complete an audit, the AIC shall: 

1. 

2. 

discuss the extension with the entity 
manager to determine whether the 
extension would create an undue hardship 
on the entity's daily operation or 
personnel; and 

SUbmit the request to the director of 
BlA who shall review and approve/deny 
the request and inform the Deputy 
Director, who shall make a final 
determination. 

ACrlJ/OJ.02 
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G. On the last day of the on-site visit, the AIC 
shall conduct a comprehensive review with the 
entity manager for clarification of 
preliminary findings. 

Evaluation 

A. Audit team members shall review all working 
papers to assess internal controls and 
determine findings. 

B. Issues of a confidential nature may be 
excluded from the final draft report at the 
discretion of the BIA director with the 
approval of the Deputy Director. 

C. In the final draft report, BlA shall identify 
and justify areas needing further stUdy. 

D. A working draft report of findings and 
recommendations shall be completed within 
thirty-five calendar days of the end of the 
on-site verification phase. 

E. Copies of the working draft report shall be 
provided to those authorized by the Executive 
Director to be scheduled for the exit 
conference at least seven days prior to the 
exit conference. 

Exit Conference and FInal Draft Report 

A. Exit Conference. Protocol and Purpose 

1. 

2. 

The Executive Director/designee shall 
determine who is to attend the exit 
conference, schedule and chair an exit 
conference. 

The conference shall be attended by: 

a. the Executive Director/designee; 

b. 

c. 

d. 

e. 

f. 

the Deputy Director/designee; 

the division director; 

the Director of Bureau of Internal 
Audit; 

a representative from the Attorney 
General's Office; 

the Auditor-in-Charge; 

g. the entity manager; and 

ACr1J/OJ.02 
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B. 

J. 

4. 

s. 

6. 

h. any other persons deemed 
appropriate or necessary by the 
Executive Director/ designee or 
division director. 

In preparation for the exit conference. 
the entity manager/designee shall 
prepare a written entity response in the 
following format: 

(Audit Number and Entity Audited) 
Entity R~§RQ~ 

summary of 
Finding 

Entity 
comments 

Entity 
Action 

The BIA director/designee shall make an 
oral and written presentation of the 
final draft report. 

The entity manager shall make an oral 
and written response to each finding and 
recommendation. 

The entity manager shall: 

a. 

b. 

c. 

d. 

e. 

accept/reject the findings; 

accept/reject/modify the 
recommendations; 

provide an explanation for 
acceptance/rejection; 

indicate action to implement the 
recommendation or acceptable 
alternative; 

indicate who shall be responsible 
for resolving the audit finding; 
and 

f. provide a date by which 
implementation of recommendations 
shall be completed. 

Audit Team Evaluatiqn 

The entity manager/designee shall complete 
the Audit Team Evaluation form provided at 
the entrance conference and return it to the 
BlA Director within seven working days "fter 
the exit conference. 

Revised 12/1/92 ACrlJ/OJ.04 
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C. final Draft Report 

1. BIA shall submit the final draft report 
to the Executive Director within 
fourteen calendar days of the exit 
conference. The final draft report 
shall generally include: 

2. 

a. scope and objectives of the audit; 

b. 

c. 

d. 

e. 

t. 

g. 

h. 

1. 

statement that the audit was 
conducted in accordance with 
generally accepted government and 
internal audit standards; . 

statement as to whether information 
has been omitted because of 
confidentiality; 

statements of positive assurance 
and negative assurance; 

description of material weaknesses 
found in the internal control 
system; 

description of noteworthy 
accomplishments within the entity; 

recommendations for actions needed 
to improve problems noted in the. 
audit findings; 

entity res~~nse; and 

issues needing further study. 

The final draft report shall be 
distributed as authorized by the 
Executive Director/desi9nee~ 

ACr1J/OJ.05 Follow-Up and Closure on Audit Report§ 

.... 

B. 

Revised 12/1/92 

C. 

D. 
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The entity manager/designee shall provide 
documentation in writing of audit finding 
resolution to Bl ... on an ongoing basis as 
action plan activity occurs. 

BIA shall conduct follow-up audits to 
determine if an audit is still in progress. 
Closure of an audit repor~ shall be made upon 
preparation of a follow-up audit wherein all 
agreed-upon action plans developed at the : 
exit conference or alternatives approved by 
the Executive Director are determined to have 
been satisfactorily resolved. 

ACrlJ/OJ.04 

... follo~-up audit report shall be submitted 
to the Executive Director and others as . 
ordered by the Executive Director. An exit 
conference shall be scheduled. 

Compliance investigations of audit findings 
may be scheduled and conducted by the CIB. 

ACr1J/OJ.05 - - - - - -
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102 FIscal Internal Audit.. 

I. POLICY 

A. Authorlty 

1. Ill. Rev. Stat., Ch. 15, Para. 1001 at.seq. 

2. Standards Cor the ProCessIonal Practice oC Internal 
AudIting, InsUtute of Internal A'Jdltors. 

E. foUcv Statement 

It Is the policy oC the Department to maintain ... comprehensIve, 
Independent progrAm oC Internal audltlng to examine and evaluate 
Ita acUvitles to uslst management In maIntaining an .ChcUve 
sy~tem oC Internol control and eCCectlvety and .rnclently 
managing the Department. 

It. PROCEDURE 

A. PUipose 

The purpose oC this dlrecUve Is to estabUsh • written . 
preeedun gov.mln, the Department'. Clscal Internal audlUng 
proEraJn In accordance with the Fiscal Control and Internal 
AudlUng Act. 

B. AppUcabWty 

ThIs dlrecUve Is appUcable to aU divisions and bureaus 
within the Deputm.nt. 

C. Jnternal Audits 

An Internal audit or thl!! directive Is not r"'l.wred by any 
CaclUty or program. 

D. DeClnlUons 

1. Internal control - the overall plan oC organlzaUon IUId all 
the methods and procedures an ~gency uses to ensure: the 
reUabWty and Integrity oC information; compliance with 
poUcles, pllms, procedures, lows, and re~atJon9; the 
saCer;uardlng oC assets; the economIcal OUld eCClclont use oC 
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102 
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Audit.. 
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resource.; and the accompUahment of established obJecUves 
and &"oais. 

2. AdmlnIstraUve controls - the broad controls on All 
actlviUes which ofC/elals use to IIceompUsh their 
objectives economicAlly, eWclenUy, end eCC.cUvely. 

3. FIscal controls - the controls on authori%lng, processing, 
recordln&", and reporting transactions. FIscal controls aie 
part of the admlnlstraUve controls environment. 

4. Internal auditing - an Independent appraIsal oC the 
operations and controls within an organl:aUon to determine 
whether acceptable policies and procedures are Collowed, 
established standards are met, resources are used 
eCClclently and economIcally, and the organl:atlon's 
obJecUves are being met. 

ResponslbWtles 

1. The chler Internal Auditor shlll report directly to the 
DIrector and has responslbWty for dIrecting the Internal 
audltln&" program whlch Includes: 

a. Audit.. of major sy .. tems oC Internal accounting OUld 
admlnlstraUve control conducted on a periodic basIs 
so that all maJ~r systems ere reviewed .t l .. st once 
every two years. The audit.. must Include tesUn!:" oC: 
tho obUgaUon, expendltun, receIpt, and use oC 
public lunds oC the State and oC Cunds held In trust 
to detennlne whether tho"e acUviUe .. are In 
accordance with applicable laws and regulations; and 
grant.. receIved or made by the Deportment to 
determine that the grants are monItored, adm1nlstered, 
and Accounted Cor In accordance with applicable laws 
and re~atlons. 

b. Reviews oC the desIgn oC major new electronic da ta 
processlnr; systems and maJar modifications or those 
systems beCore their InsWlatlon to ensure the 
systems provIde Cor adequate audit trail" and 
accountability. 

-
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2,' 

3. 

4. 

s. 

e. 

c. Speclel audits oC operations, procedures, pro~, 
electronic data processlnr systems, and aeUvities liS 
directed by the Director. 

The ChIeC Internel Auditor "hall submit a two·year plan, 
Idenillyfn", the' audits scheduled Cor 'the pendlnr (Iscftl 
year, ror approval by the Director beCore the ber;lnnlng oC 
the C/scal year. 

By September 30 of each yelr, the ChIeC Intemel Auditor 
shill submit to the DIrector a written report detaillng how 
the audit plan Cor that year WAS curled out, the 
slgnlClcant C/ndlngs, and tho extent to whlch recommended 
chan(es were Implemented. 

The ChIeC Intemel Auditor will coordinate the external 
compliance audit process with the OCClcI oC the Auditor 
aeneral and assIst the Director In the annud evaluation 
and certlClcotion to th .. Auditor Generel regarding the 
IldeqUICY .. nd eCCectiveness DC the Department's systems DC 
Intemll control. 

The audltlng staCc hu rull unre.trlcted ICCesS to all 
Department acUvitlos, records, p~operty, and personnel. 
The manlger oC an area been( audited shall mike Ill! 
records and requIred lnConnlUon IV&ilable and answer 
questions r!lovant to hIs Ilrell oC responsIbility. 

The Chlee AdmlnlstraUvo OCCleer (or the appr'oprlate 
man.(er In the suvlc. bur .. u) hIS tha responsIbility to 
devise, lnstal\, and :supervl.,. IIJ.tems DC lntemt.l control 
adequale to safeguard tho autls oC hIs or(.nl%aUon, 
ensun the accuracy and reUabillty o~ account data, 
promote operaUonel eCClclency and dCecUveness, and 
ensure adherence to prescribed managerial poUcles. 

F. Audit Standards 

1. The Department's lntamel audltln, program will Callow the 
Standards Cor the ProCessIonal PracUce or Intlirnal 
Auditing promul,ated by the Inslltute oC lntemal Auditors 
and Idopted by the Slate or illinoIs Internal Audll 
Advisory Board • 

- - - ... - -. - - -
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DEPARTMENT ADMINISTRATIVE 'D.e Numbe, 
4 oC " OF DIRECTIVE 
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11 Audits 

Subl __ 102 F/acal Internel Audits 

2. Th. ,.neral atand .. rd:s are: 

a. Internal aUditor.: should bo Independent oC the 
actlviUes they audit. 

b. Intemlll audits should be perfonned wIth proficiency 
and due proCessional care. 

c. The scope oC lnternal audits should encomp"ss the 
~xamlnallon and eValuatlon oC tho adequacy and, 
.CCecUveness oC the organluUon'" system oC lntemal 
control and the quality oC perfonnance In carrylnr; out 
assIgned responslbilltJes. 

d. Audit work should inclUde plannlnr; the Gudlt, 
~xamlnlnr; and evaluaUn, lnConnaUon, cOII".munlcatlng-
results, and CaUowlnr; up. 

e. Th. 'Chlef Internal Auditor should propuly manage the 
Internel audltlnr; department. 

3. An audit manuel conWnlnr; approved audit pro(rams and 
procedures shall be malnWned by the Fiscel Audit Unit to 
ensure audits are perConned In accord .. nce with required 
aulllt lItandards. 

A~thorlZ&d ~y: 

~ 
. SUJ;!ersedes: 

01.11.102 AD 11/15/82 
01.11.105 AD 07[01[88 
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APPENDIXD 

Audit Programs! Audit Objectives 

Illinois Department of Corrections (APPPTK**.GR), Excerpt 
(May 6, 1991) 

New Jersey DOC Audit Program for District Parole Offices, Internal Control 
Questionnaire, Internal Audit Unit, District Parole Office, 

DOC Bureau of Audits and Accounts 

Illinois Department of Corrections 
Audit Actuarial Form 

Federal Bureau of Prisons Operations Memorandum 162-91 (5324), 
Program Review Guidelines for Psychology Services 

in the Institutions (July 26, 1991) 

Utah Department of Corrections, Audit 92-9 DIO 
Internal Security and Key Control 
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APPPTK"'*.GR 

ILLINOIS DEPARTMENT OF CORRECTIONS 
Excerpt from Audit Program 

DEPARTMENT OF CORRECTIONS 

Institution 

Personnel/Payroll/Timekeeping 

AUDIT PROGRAH 

05/06/91 

AUDIT OBJECTlVE(S): 

To determine that personal services and related appropriations vere 
expended in accordance with state law, the personnel code and 
~egulations, and the department'" administrative directives relating to 
personnel, payroll and timekeeping. To verify the adequacy and 
accuracy of payroll/timekeeping records. 

AUDIT STEPS 

1. 

2. 

3. 

I,. 

Review related findings and recommendations from the 
prior external and internal audit reports. Copy these 
findings and recommendations for .ork papers, and 
during audit determine implementation status of the 
recommendations. 

Review all business office job descriptions to 
determine they are up to date and duties are in 
accordance with job descriptions. Review internal 
control for all general revenue activities such as 
purchasing, payroll/timekeeping. 

Describe by flov chart the payroll cycle from 
employee Sign-in/roll call to warrant distribution. 

Obtain a recent Personal Services Management 
Information System (PSHIS) report by function and 
choose a representative sample of employees from the 
various functions for detail testing: i.e., 
administration, business office, security, dietary, 
etc. (At least 1/3 being RC-6 security). 

-,- - - .. - - - - - - -

5. 

6. 

7. 

Obt8~n a semi-monthly payroll voucher corresponding 
with the PSMIS report in Audit Step 4 and for the 
sample chosen, determine from personnel and payroll 
files that: 

A. 
B. 
C. 

D. 

Performance appraisals are current 
Gross pay is correct 
Federal and state withholding deductions are 
correct. 
Voluntary payroll deductions are properly 
authorized (includes optional health and life). 

For the same sample, obtain a copy of the "Employee's 
Time She2t" (DC 333F) for each employee selected. 
Verify: 

A. 

B. 

C. 

D. 

Accuracy of benefit and earned time balances 
carried forward from prior year. 

Vacation accrual and date of next higher.vacation 
accrual is correct. 

Holiday, vacation, sick and personal business 
time earned, used and balance due are correct for 
calendar year. 

Holidays, accrued over one year, vere p~operly 
"banked". 

F. Increments of time used are in accordance with 
personnel code Dr appropriate labor contracts~ 

For one month for the employee sample selected, 
determine: 

A. 

B. 

C. 

"Notification of Absence" slips are properly 
approved, in proper increments of time and on 
file for all absences for the month. 

Documentation is on file for all compensatory 
time/overtime earned for the month. 

The calculation of compensatory time, straight 
overtime and prp~ium overtime earned, paid/used, 
and balance due is accurate. 

D. The calculation of roll cnll, shift differential 
and temporary assignment is correct and 
documented. 

E. Roll Call/Sign-in Sheets or daily attendance 
records match time sheets • 

- - - - - - -



- -

~ w 

'. 

- - - - - - .-

F. Review Roll Call/Sign-in Sheets for inconsistency 
of sign-in times or one person signing for 
another. Review for supervisory approval. 

8. Obtain listing of employees living in state-owned 
housing: 

9. 

A. Determine "maintenance" charges are accurate 

B. Select a representative sample and determine that 
voluntary deduction authoriz&tions are on file 

C. For the Same sample, verify deduction on recent 
payroll voucher or direct payment in 
miscellaneous receipts journal. 

Obtain listing of all current 'part-time employees. 
Determine accuracy of benefit time prorations and 
accuracy of prorated earnings to scheduled and workad 
time. 

10. Obtain listing of employees leaving state service 
during year with lump sum payments of over $1,000. 
Test the accur&cy of lump sum calculations for at 
least 10 such employees. Ensure employees have not 
been rehired. 

11. Review all salary refunds. Investigate any partial 
salary refunds and determine why they are not a full 
refund. 

12. Write conclusions for personnel/payroll/timekeeping 
caption and file immediately after audit program. 

- '- - - - - - - - -
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NEW JERSEY DEPARTMENT OF CORRECTIONS AUDIT PROGRAM 
FOR DISTRICT PAROLE OFFICES 

Department of Corrections 
Bureau of Audits and Accounts 

Internal Audit Unit 
Audl.t Program 

District Parole Offices 

1. Planning 
A. Audit Objectives 

I. The audit has been properly planned. 
2. Provide continuity between prior and present audits. 
3. Benefit from the experience of prior audit in the 

planning of the present audit. 
4. Determine that the current audit file has been 

established with reference to the prior audit file and 
that advantage has been taken of prior audit 
experience in creating the current file. 

8. Prior to the start of the audit engagement. while· still at 
Central Office. review the file of the agency's previous 
audit. Give special attention to the following areas. 

1. Findingsl Note these as subjects for potential 
continuing review. 

2. Concerns: Items of a more minor nature than the 
Findings. which may be worthy of notation for 
further review. 

3. Problems. Indications in the work papers of areas 
where difficulties were experienced in conducting the 
audit. and which may be problem areas once again 
during the planned audit. 

4. Preparation. Assembling of forms and documents such 
as. Bank confirmation letter 

Disclosure declaration 
Audit program 
Internal Control Questionnaire 
Audit finding 
Conversation record 
Daily log 
Work paper o~tlines 

~. Aidsl Suggestions previously noted for providing a 
smoother audit, from such things as idiosyncracies of 
personnel to dealing with problems of physical 
conditions of the work area. 

C. Prepare the entrance conference IOC and mail it to the 
agency. 

D. Schedule and conduct the aUdit entrance conference. 

2. Evaluation of Internal Control 
A. Audit objectives 

-
I. Evaluate the extent to which the agency's assignment 

of duties among its personnel creates a working 
environme~t that may be relied UDon to oreclude ~rror5 
and irregularities. 

- - - - - - .- - .-

2 DPO Audit Program 

2. Ascertain that no single emolovee is in control of 
sufficient areas of resoonsioility whiCh would likely 
lead to a lack of checks and balances 1n the work 
area and commissions of undetected undesirable acts. 

3. Determine that the plan of organization. proceoures 
and work assignments provides adeouate assurance as to 
the safeguarding of assets and efficient operation 
of the agency. 

4. Design audit activities which will adeouately review 
those areas where internal control weaknesses have 
been identified. 

B. Obtain responses to the Internal Control Questionnaire from 
the agency's persdnnel. 

C. Prepare flow charts of work patterns. and narrative 
descriptions, as deemed necessary to delineate .ttle status 
of internal control. 

D. Rev~ew the agency's written procedures relating to areas to 
be audited. 

E. Highlight weaknesses revealed in the internal control 
structure by means of steps A. through D. above; note these 
as areas for special review during the audit. 

REFERENCES. 
Treasury Circular Letter 85-31 Internal Controls 

3. Cash 
A. Audit objectives 

1. Separate depository accounts are maintained for each 
fund for which reouired. 

2. Cash balances reflect a proper cutoff of receipts and 
disbursements and are stated at the correct amount. 

3. Cash balances are presented properly, including. if 
applicable. by fund. and any restrictions on cash 
balances are adequately disclosed. 

B. Audit Procedures 

-

1. Cash in Bank - FinanCial Aid 
a. Have the Supervisor complete the Disclosure 

Declaration form for ~ll bank accounts that were 
open during any.part of the audit period. For 
'depository accounts opened or closed during the 
period. trace to appropriate authorization. 

b. Confirm balances as of the end of the audit 
period by di'rect correspondence wi th the bank for 
all bank accounts that were open during any Qart 
of the audit period. 

c. Obtain list of authorized check sioners. 
d. Obtain copies of agency's bank rec~nciliations. 

bank statements. and canceled checks at the end 
of the audit period and for any other months to 
be tested. . - - - - - - -



-
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VI 

- - - - - - - -

3 OPO Audit Program 

REFERENCES: 

I. Verify the accuracv of the bank 
reconciliationsl verify book balances to 
checkbook and financial records. Prep~re a 
Composition of FundS. 

2. VerifY balances reported in bank 
confirmations to agency's bank 
reconciliations. 

3. Trace deposi ts in transi t to subsequent bank 
statements. 

4. Investigate any remaining Significant 
reconciling items. 

5. FOr periods audited, make copies of bank 
statements, agency's bank reconciliations, 
checkbook balAnce page. and any Requests for 
Replenishment of Funds covering receipts in 
transit. 

b. Age outstanding checksl those Over one year 
old should be voided. 

e. Determine that balances on deposit at the banks· 
have not e~ceeded insured levels. 

f. Identify which individual funds are required by 
law or other contractual agreement to maintain 
separate bank accounts. Ascertain that separate 
bank accounts are maintained and note any 
withdrawal Or other restrictions which may e)(ist. 

g. Prepare schedule of checks issued. Examine check!l 
and supporting documentation. Test check 
signatures. endorsements. and for absence of 
alterations. 

h. Prepare schedule of checks issued verified to 
files. Cross-reference payee's name and number to 
a Parole Office file. 

Accounting 8ulletin 91-04 Signature Record Cards 
Accounting Bulletin 85-10 Banking Services 
Treasury Circular 85-10 Banking Services 
B.P. Administrative Manual Sec. 814 Financial Aid Program 

4. Revenue Program 
A. Audit objectives 

I. Adequate internal controls over cash exist. 
2. Data are recorded and maintained as reauired. 
3. Cash received is fullv accounted for in the records. 
4. Substantial efforts are made on an ongoing basis to 

collect balances owed. 
5. Deposits are made on a timelY basis. 
b. Accounts receivable balances are accurate and are in 

agreement with the control account. 

- - - - - - - - -

4 DPO Audit Program 

B. Audit procedures 
1. Journal pages-all pages. foot and cross-foot. verify 

control figures and carryforwards. using deoosit slios 
verify deoosits (incl. amounts of cash and checks and 
also dates). 

2. Schedule of Transactions (ledger cards) - Test sample 
of payment entries. per ledger cards, to journal (to 
provide assurance res deposit). 

3. Schedule of Transactions (payments) - Test sample of 
payment entries per journal as having been entered on 
the ledger c"rdS. 

4. Schedule of Transactions (charges) - Test accuracy of 
entries for charges. VerifY sample of journal entries 
to documents in file", and to ledger card!5 •. ' 

5. Schedule of Transactions (transfers) - Test accuracy 
of entries for tran!5fer!5. Verify sample of journal 
entries to documents in files and to ledger cards. 
Verify that other DPOs are actually making the 
correct ofisetting entries. 

b. Schedule of Tran!5actions (adjustments) - Test accuracy 
of entries for adjustments. Verify sample of journal 
entries to documents in file and ledger cards. 

7. Schedule of Deposits - Test timeliness of bank 
deposits. List all deposits or sample. Spread aCross 
worksheet to proper category for days taken. Make 
copies of problem deposit slips. Verify actual 
deposits into Treasury account. 

8. Schedule of Casecount Additions - Verify sample from 
casecount list to ledger cards to determine whether 
cards were opened for new cases. 

9. Schedule of Accounts Receivable - Prepare listing from 
ledger cards for last month of audit period. Compare 
to control account. Investigate and adjust 
·differences. 

10. Schedule of Revenue Received - Test for sample period·. 
to determine whether total payments reflected Der 
ledger cards equal total depo!5its reflecte~ Der 
journa.l. 

11. Schedule of Payments - For samole period compare 
DeDosits column with Payments column per the journal 
to verify actual deoosit of oayments received. 

REFERENCES. 
B. P. Administrative Manual Para. 805 Revenue Program 

-



~ 
0\ 

-

5 DPO Audit P~ogram 

5. Fi)(ed Assets 
A. Audit objectives 

I. Appropriate ~eco~ds a~e ma1nta1ned fo~ each asset. 
2. Fi)(ed assets a~e identified and periodically 

invento~ied to verify that they a~e on hand •• 
3. Restrictions on the use o~ disDos1tion of fiMed assets 

have been complied with. 
B. Audit procedu~es 

1. For a sample taken from the agency's fi.xed asset 
reco~ds: 

a. Locate the assets within the agency. 
b. Dete~mine that assets are p~operly identified 

(tagged) • 
c. Determine that assets purchased at an aCQuisi tion 

cost of .300 o~ more have been properly entered 
in the Fi)(ed Asset Register. 

2. Determine that inventory cards are being prepared for 
newly aCQui~ed fi)(ed assets. 

3. Determine that ~eQui~ed forms a~e being completed for 
transferred. sold. or scrapped fi)(ed assets, and that 
they arl~ being proper'ly deleted from the schedule. 

4. Determine the the Fi)(ed Asset Register is complete 
and up-to-date. 

REFERENCES. 
Treasury Circular Letter B3-B Unifo~m Perpetual Fixed Asset 

[nventory System 

6. [nmate Wages (Pilot Prog~am) 

A. Audit objectives 
I. Separate depository account is being maintained. 
2. Disbursements for inmate wages are being made in 

accordance with draft of procedures. 
3. Documentation for the inmate wages program is 

being provicl~d by the DPO as ~eaui~ed. 
B. Audit procedures 

-

I. Cash in Bank - [nmate Wages 
(Complete steps a. through h. as outlined under 
3.B.I •• Cash in Bank - Financial Aid. in the 
Audit ProQram) 
a. Complete Disclosure Declaration. 
b. Confirm balance with bank. 
c. Obtain list of authorized check signers • 

. - - - - - - - -

6 DPO Audit Program 

d. Obtain copies as noted. 
I. Verify bank reconciliations. etc. 
2. Veri~y balance repo~ted by bank. 
3. Trace deposits in transit. 
4. Investigate remaining reconCiling item~. 
5. Make copies as noted. 
6. Age outstanding checks. 

e. Check insu~ed levels. 
f. [dentify needs for 5eparate bank accounts. 
g. Prepare schedule of checks issued. Perfo~m tests 

as noted. Verify payments to notification lists. 
Test for compl iance wi th deduction of maximum o{ 
one-third of wages due for Revenue Collection. 
Test for deposit entry for revenue collected in 
the journal. 

h. For a sample of checks perform tests noted. 

REFERENCES. 
Bureau of Parole Office Memorandum (Second Draft) - 12/20/89 

• Accounting Bulletin 91-04 Signature Record Cards 
Accounting Bulletin B5-10 Banking'Services 
Treasury Circular Letter B5-10 Banking Services 

7. Pe~sonnel 
A. Audit objectives 

1. Records of compensatory time are maintained as 
reauired. 

2. Compensatory time balances do not exceed 
guidelines. 

B. Audit procedures 
I. Review personnel reco~ds to dete~mine whether 

compensatory time balances reflected are in 
accordance with departmental guidelines. 

REFERENCES: 
Human Resources Bulletin B6-11 

B. Other 

-
A. Audit objectives 

-
I. Verify the adherence to existing guidelines and the 

accuracy of record keeping for selected areas of : 
administrative or accounting activity. 

- -.- - - - -
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CASH 2 
Audi~eriod ____________ ~~~~~;-Institution _________________ -' Y. t:! NA COMMENTS 

I. Does the Department of Treasurv authorize all 
bank accounts? 

2. Who are the current check signers? 
List Accounts Authorized Sioners 

3. Is the bank immediately notified of all chanoes 
of author-ized ch~ck signer-s? -

Cash Receipts 

4. Is incoming mail opened and r-eceipts listed in 
duplicate by personnel having no access 
to cash receipts or accounts receivable records? 

5. Is the listing of mail receipts subseQuently 
compared to currency cash sheets, cash receipts 
records and authenticated copies of deposit 
slips by an employee haYing no access to cash? 

b. Arv busine~. checks and money ord~rs restric­
tively endorsed "for deposit only" by th .. 
individual who opens the mail 
when received? 

7. Are bank deposits "taken to the bank by an 
employee having no access to cash receipts or 
to the keeping of the cash records? 

8. Does an employee who is independent of the cash 
receiving, recording and bank deposit functions 
verify the accuracy of the stamped bank deposit 
slip to the iournal7 

~. Are prenumbered cash receipts issued for all 
payments r~ceived? 

to. Do adeauate ahysical controls exist over the 
.upplv o' unu~ .. d prenumbered cash receipt for-ms? 

tt. ,. a log kept 0' the prenumbered receipt forms 
r.c.lv.d and u~~d? 

12. Are cash receiats entered in books of or1-
glnal entry by persons independent of the 
mail opening and receipt listing function? 



13. Are all receiots (business checks. money orders 
and currency) deoosited intact a minimum of 
twice weekly. on non-consecutive days. and 
orior to 3 P.M. on the last working day of 
each month? 

14. Do adequate physical controls eHist over cash 
receipts from the time received until deposited 
in the bank? 

~ 
00 

Are personnel collecting currencY closely 
suoervised and separate from accountinQ 
functions? -

b. ~re unidentified receiots and similar items 
received and investigated bv persons indepen­
dent of preparation of deposits and posting of 
accounts receivaole detail? 

17. Is the receiot collection function segregated 
from subsidiary ledger functions? 

18. For Financial Aid and Inmate Wage bank accounts. 
is there an adequate review of the supporting 
documents before the Request for Replenishment 
of Funds form is submitted to Central Office? 

a. Are the reimbursement checks made payable to 
the OPO? 

Cash Oi~bursement5 

19. Are all disbursements. except petty cash 
disbursements. made by check? 

20. Check stocks --

a. Are checkS prenumbered and used in 
seQuence? 

b. Are controls over blank check stocks 
adeQuate? 

c. Is there a specified custodian for blank 
check stock'S? 

Y N NA 

-.- - - - - - -

3 

COMMENTS 

- -

21 •. Check preparation 

a. Are checks prepared by specified employees 
who are independent of voucher/invoice 
approval? 

b. Is there a clearly defined approval process? 

c. Are all check numbers accbunted for? 

d. Are voided/spoiled checks properly mutila­
ted (signature portion removed) and 
retained?-

e. Are checks made payable to specified 
payees and never to cash or bearer? 

f. Is a cheCk protector used? 

g. Does all support documentation accompany 
checkS presented for signature and are the 
documents reviewed for completeness and 
accuracy prior to signing of the check? 

h. Are all supporting documents properly can­
celed at time 6f signature to prevent 
duplicate payment? 

i. Do only persons authorized to prepare 
checks have access to blank checks? 

22. Check sign1n9 

... Are check signers authorized? 

b. Are checks required to be counter-signed? 

c. Have dollar limits been established for 
one-signature checks? 

d. Are authorized check signers independent 
of: 

-
(11 Voucher preparation and aPDroval for 

oayment? 

(21 Check preparation. cash receiving and 
i mpres t funds? - - - - -

4 

Y!'i~ COMMENTS 

- - -r ------________ _ 

- - -
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- - - - -

e. Are disbursements that'reouire special 
approval of Superintendent or Board of 
Trustees properly documented? 

f. Is signing blank checks orohibited? 

g. If check signing machines are useo. are 
facsimile signature plates adeQuately 
safeguarded, used in the presence of the 
custodian. and controlled by using 
numbering devices? 

Reconciliation 

23. Are bank accounts reconciled within a timely 
specified period after the end of each month? 

24. Are reconciliations made by someooe other than 
persons who participate in the receipt or dis­
bursement of cash? 

25. Does a responsible individual receive the bank 
statements (with canceled checks. debit and 
credit advices, etc.) unopened from the banks? 

26. Do the reconciliation procedures for all,bank 
accounts include the following. with respect 
to deposits: 

a. Comparison of dates and amounts of daily 
deposits as shown on the bank statements 
with the cash receipts journal? 

b. Investigation of bank transfers to deter­
mine that both sides of the transdctions 
have been properly recorded on the books? 

-

c. Investigation of items rejected bv the bank 
investigated by a person independent of 
those responsible for receipt or recording 
of cash? 

- -

5 

'( N NA COMMENTS 

- - - - - - -

27. Do the reconciliation procedures for all bank 
accounts include the followino with respect to 
disbursements: . 

a. Comparison of canceled checks with the 
checkbook as to number. date. payee and 
amount? 

b. Account for the seQuence of check numbers? 

c. Examination of canceled checks for 
authorized signatures? 

d. ExamInation of canceled checks for 
irregular endorsements? 

e. Examination of canceled checks for 
alterations? 

f. Review of voided checks? 

28. Are completed bank reconCiliations reviewed bv 
a responsible official? 

a. Is the review documented by initialing and 
dating the reconciliation? 

29. Are checks outstanding for over 90 days: 

4. PeriOdically investigated? 

b. Payment stopped and an entry made restor1ng 
such items to c~sh? 

- - -

b 

r ~ ~ COMMENTS 
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~ ~ ~ COMMENTS 

Indicate the types of potential misstatements. if any, identifl.d. and any 
modifications of the audit orogram for strengths or weaknesses identified. 

Type of Potential Misstatement Modification of Audit Prooram 

N 
~-------------------------------

Prepared or Updated by: 

19 19 19 19 19 

Name ~ ~ Date Name ~ ~ Date ~ ~ 

- - - - - - - - - -

e 

RECEIVABLES 

Institution ____________________________ __ 
Audi~eriod~~~~--~~~~==_ 

Y.. !i ~ COMMENTS 

I. Are the amounts of all receivables recorded 
when the initiating documents are received? 

2. Are receivables reconciled to the control 
account monthly? 

3. Are court orders reviewed to det.rmlne 
amounts to be coll.cted bv the District 
Parole Office? 

4. Are r.ec.ivable cards prepared based 
upo~ court orders which reflect the 
amoun'ts to be collected from parolees? 

~. When payments are received from parolees 
are they posted to the Accounts Receivable 
cards? . 

b. Are postings to the Accounts Rec.ivable 
cards made by an employ •• who does not 
handle or record receipt of payments? 

7. Are entries to th. receivable ledger cards made 
exclusively through the one-write system an~ not 
as original entri.s on the cards? 

S. Are all entries to the receivable ledger. cards 
based upon adeQuate supporting documentation 
which is placed in ~he parolees' files? 

9. A~. Accounts Receivable cards kept in 
.. ~.cure locations with access available 
to authorized employees only? 

- - - - - - - - -



- - - - - - -

10. A~e ~eceiots given to oa~olees to 
acknowledge payment by them of Accounts 
Receivable balances? 

a. If 50. do such receiots ~eflect the 
~emaini~g balance due f~om oa~olees? 

b. I f so. a~e such receipts' pre-numbered 
seouentially? 

~ II. Are Accounts Receivable balar.ces written 
~ off or othe~wise ~emoved from the balance 

due? 

12. If accounts are removed. are approvals 
received to take such action? 

13. Are receivables aged each month? 

a. 15 the aged listing ~eviewed by a 
responsible person? 

b. Are delinquent recei~ables followed up for 
collection? ' 

14. Are loans to employees and Boa~d of Trustees 
members prohibited? 

- -

9 

Y N NA COMMENTS 

- - - - - - - - - -

10 

lndi.cate the types of potential misstatements. if any. identified. and any 
modifications of the audit program for st~engths and weaknesses identified. 

Tvpe of Potential Misstatement Modification of Audit Pro~ 

Prepared or Up~ated bv: 

19 19 19 19 19 

~~ ~~ ~~ Name' ~ ~~ 



II 

PERSONNEL 

AUdiR~riod ____ ~~~~~~~~~ Institution___________________________________ y~~ COMMENTS 

1. Does Pavroll perform th~ function of ensuring 
that como time does not exceed th~ allowable 
limits? 

a.If limits are exceeded. is appropr'iate 
action taken? 

t5 2. Are comp time balances reviewed on a periodlc 
N basis? 

Indicate the types of potential misstatements. if any, id~ntified, and any 
modifications of the audit program for strengths or w~aknesses identified. 

Tvpe of Potential Mi~statement Modification of Audit Proaram 

Prepared or Updated by. 

19 19 19 19 19 

Nam .. ~ ~~ ~...QllL ~~ ~~ 

- - - - - - - - - -

12 

FIXED ASSETS 

Institution Audi~eriod ____ ~--~~~-------
y ~ ~ 

COMMENTS 

1. Ar~ Purchase Bureau guidelines followed for all 
fixed asset: 

a.Additions? 

b.Dispositions? 

2. Are detailed fixed ass~t records maintained 
that includ~ d~scription, date purchased or 
received by donation, cost or fair value at 
donation, donor or funding source restrictions 
on use or disposition, etc.? . 

3. At least annually, is a physical inventory of 
fixed assets ta~en that is compared with 
subsidiary records? 

a.Are discrepancies immediately followed up 
and explained? 

4. Is the accounting department informed of any 
material changes in the status of items.of 
fixed assets (such as moves, sales, scrapping, 
obsolescence, etc.)? . 

~. Are fixed assets properly identified by num­
bered metal tags or other means of 
identification? 

b. Are fullv depreciated assets maintained in the 
accounting records to help provide control? 

7. Are items adequately safeguarded from loss due 
to fire. theft or misplacement? 

a. 15 an alarm system in operation? - - - -- - ---.. -



- - - - - - - - -

13 
Indicate t~e types of potential misstatements. if any. identified. and any 
modifications of the audit program for stren9t~s or weaknesses identified. 

Tvoe of Potential Misstatement Modification of Audit Proqram 

~'repared or Updated by! 

~ 
19 19 19 19 19 

Name .J1.ll!L ...!iru!!!L ~ ~ ~ ~ ~ ~ ~ 

- - - - - - - - - -

14 

DEBT AND OTHER LIABILITIES 

Institution AUdi~eriod ____ ~~~~~ ______ __ 
y. ti t:!fr 

COMMENTS 

I. Are lease documents in t~e custody of a resoon­
sible official and updated for any changes? 

Indicate the types of potential misstatements. if any. identified. and anv 
modifications of the audit program for strengths or weaknesses identified. 

Tvpe of Potential Misstatement Modification of Audit ProQr~m 

Prepared or Updated by! 

19 19 19 19 19 

...fulm!L~ Name ~ ~~ ~~ ~~ 



15 

PROCEDURES MANUALS 

Institution Audi~eriod ____ ~ __ ~~~ ______ _ 
y. t!. !W. 

COMMENTS 

I. Are Procedures Manuals maintained for each 
deoartment: 

a. Suoerintendent"s Office? 

b. Business Office? 

c" Classification? 
N 
~ d. Payroll/Per$onnel? 

e. Other? 

lndicate the types of potential misstalements, if any, identified, and any 
modifications of the audit program for strengths or weaknesses identified. 

TYoe of Potential Misstatement Modification of Audit ProQram 

Prepared .or Updated by, 

19 19 19 19 19 

~ Date ..l!M!!!L ~ ~ tiate Name Date ~ ~ 

-.- - - .. - - - -

.. 

IiJ!IIII - - - - - - - - -
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SYSTEM PROBLEM? 

ISOLATED 
INCIDENT? 

FOUND DURING 
IN!ERNAL AUDIT? 

RESOLVED AT 
FACILITY AFTER 
lNTERNAI. AUDIT? 

RECURlU:D (AFTER. 
RESOLUTION)? 

Illinois Department of Corrections 

AUDIT ACTUARIA1. FORM 

YES NO MAJ0R 

C 0 +5 

YES NO . MAJOR 

0 0 +3 

YES NO 

0 +3 

YES NO 

-3 +2 

YES NO 

+3 -1 

MINOR 

+2 

MINOR 

0 

TOTAL 

WRI~~ AUDIT REPORT WOUlD INCLUDE IT~~ CODED +3 OR MORE TOTAL. 
(Ocher icems would show up as ~or issues in memo form). 

DC 1117 
IL 426 6387 

11/8/fJ5 

235 
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Operations 
Memorandum 

U.S. DEJMU1me!It of Justice 
Fedcnl Bureau of Prisons 

Number 162-91 (5324) 

Date 
Subject 

July 26. 1991 

Program Review Guidelines for 
Psychology Services in the 
Institutions 

Cancellation Date July 31. 1992 

To re-issue Program Review Guidelines tor the 
Psychology Services Program in the institutions. 

DIRECTIVES AFFEcr.&D: operations H~orandum 160-90 (5324) 
ia hereby superseded. 

BACKGROUND: The Program Beview GuidelinEs for the Psyphology 
Program have been re-issued as a product of the 

annual assessment conducted by Psychology Administrators and 
reviewea by the Program Review Division. Effective FY'91, 
the Program Review Division assumed responsibility tor all 
institution, =egional ~nd C~ntral otfice Program Reviews. 

4. ~: 

A. The Program Raview Branch will usa these 
quidelines for official reviews. 

B. Tho ~ief Psychologist will use these guidelines 
for operational reviews. 

-,- - -

Q;J:;;S2~ 
Patrick R. lCane 
Assistant Director 
Correctional Programs' Division 

- - - - - -

162-91 (5324) 
Page 2 
July 26, 1991 

PROGRAK REVIEW GOXDELXNES FOR 
PSYCHOLOGY SERVICES 

GENERAL'INSTRUCTIONS 

The program review objectives set forth in these quidelines were 
developed by means of a management assessment conducted in May of 
1991, and are consistent with the procedures and responsibilities 
outlined in the management control and audit manual. Reviewers 
conducting evaluations of institution based Psychology services 
shall adhere to these objectives unless unique situational 
circumstances justify deviating from this format and these 
circumstances ara adequately documented. 

A. 

B. 

c. 

D. 

E. 

Proqran Reyiew Frequency. Each institution's Psychology 
Service Program must be reviewed at least once every two 
years. 

Program Reyi~w Personnel and pyration. The size ot each 
review tea~ and the length of tha review process will be 
established individually by the review objectives and size 
of the psychology program. However, each review team will 
consist ot at least two members, typically the Regional 
Psychology Administrator and a Chief Psychologist trom 
another institution. Each review, except tor camp ~nd MCC 
operation~, shOUld involve at least tive review days. 

Scope ot program Review. The reviewers will be expected to 
visit all areas of the institution with emphasis on areas 
having the greatest impact on psychology programming. In 
addition, an adequate sampling of dO~tments pertaining to 
the delivery of psychology services will be reviewed and 
interviews will be conducted with the statf and inmates most 
affected by psychology programs. 

Sampling methods. The reviever will conduct a sufficient 
review of physical and documentary material and will 
interview adequate numbers ot statt to meet standards of 
evidence as required by the Management Control and Audit 
Manual. 

Program R~view Checklists. Reviewers are encouraged to 
develop and utilize worksheets, checklists, and intervi~w 
sheets to facilitate review objectives and review steps 
contained within this policy and should be retained at-the 
completion ot the review for purposes ot documentation of . 
review findings. , ' 

F. Previous Program Review Compliance. Reviewers shOUld review 
all past reviews and operational reviews and evaluate the 
adequacy of corrected deficiencies to insure continued 
compliance with previous review response. 

- - - - - - - - -
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1. 0 PROGRAM COMPONENT: ADHnlIS1'RA'rION AND HANAGEHEN'r 

To maintain high quality psychology programs, it is 
important that alI'psychologists receive the proper 
administrative and professional supervision from 
qualified supervisors. Inadequacies in these areas 
contributed to poor recruitment; morale, retention, and 
raisa potential for litigation. 

Ll OBJECTIVE: PROnlSSIODL STUDAlU)S 

Assess the adequacy ot psychology work space with 
regard to functional integri:ty, privacy, I!lpace 
requirements, record and test .ecurity, and 
professional milieu. Insure that all psychologists 
receive annual continuing education, administrative and 
professional supervision, and adhere to all ethical 
standards • 

BAClSGROONQ: 

Throughout the Bureau there are problems related to the 
adequacy and professional nature of available office . 
and program space. In addition, psychologists have 
frequently bean unable to obtain yearly continuing 
education. 

POLICYIREGtlLATION: 

PS 1400.2 Conta~s With Other Agencies and 
organizations 

PS 5310.8 Psychology Services Manual 
PS 5500.3 Correctional Services Hanual 
OM 104-91(3932) continuing Professional Education 

PROGRAM REVIEW STEPS: 

1.1.1 

1.1.2 

1.1.3 

1.1.4 

1.1.5 

Assess accessibLlity of office space to 
inmates. 

Determine it each staff mamber has an office 
available and that it i. privata reqard!nq 
sound and visual integrity. 

Examine storage areas for .ile, 
accessibility. and .ppropri.t.n •••• 

Determine the serviceability and adequacy of 
equipment. 

Determine the adequacy ot group rooms for 

- - - - - - - - -

.Ll. 

1~1.6 

1.1.7 

1.1.8 

1.1.9 

1.1.10 

1.1.11 
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size, privacy, ventilation, and competition 
tor utilization. 

Determine if psychology depart~ent is 
centralized to facilitate security and ease 
of departmental communication. 

Determine-it all psychology staff receive 
annual co~tinuing professional education. 

-Determine if written input from the Regional 
Psychologist, regarding professional func-

--tioning, is incorporated into the Chief 
Psychologist's yearly performance evalual:ion. 

Insure that a siqnificant incident log if I 
maintained on the Chief Psychologist. 

Determine it all psychologists adhere to 
ethical conduct as outlined in the APA 
published Standards. 

Determine if psychology statf make regular 
contacts with other organizations, univer­
aitiE::, etc. 

ONEC'l'lYl:: BtmGlI'rING 

Asaess the degree of control and review that "the Chief 
Psychologist exercises, over cost Centers 316 and 317, 
contract services, and insure that resources are used 
effectively. 

BACKGROONp: 

Management assessaent indicates that the management of 
financial resources is highly important in meeting the 
overall objectives of effectiVe psychology programming~ 
Past management assessments have shown that inadequate 
management skills and procedures often create 
inefficient delivery of services and poor utilization' 
or waste of resources. ' 

POLICY/REGULATION: 

PS 5310.8 Psychology Manual 
PS 2100.1 Budget Manual 

PROGlWf REVIER STEPS: 

1.2.1 

1.2.2 

Insure that Chief P=ychc!cgi~~ is ~anager of 
Cost Centers 316 and 317, 

Check property control procedures and. 

-
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inventory lists for accountability of 
equipment. 

~ QB.1ECTIVE: lmHAN RESOURCE HANAGEHEN'l' 

-

Review staffing le~els, continuing education, training, 
performance evaluations, staff utilization/supervision 
to determine the overall adequacy of management 
practices in the department. 

BACKGROUND: 

Past management asseS5mPJlts bave sbown that· inadequate 
management, lIIIupervision, and staff development can 
result in insufficient use of buman resources, poor 
staff morale, and reduced productivity. Tbese problems 
have had an adverse effect on recruitment and retention 
efforts. 

POL1cX1REGVLATIOH: 

PS 5310.8 
PS 3906.7 
PS 3000.1 
Executive 

PsycholOgy Services Kanual 
Training standards 
Civilian Personnel Hanual 

Staff's Psychology Staffing Guidelines 

PROGBl\H REyn:w. STEPS: 

1.3.1 

1.3.2 

1.3.3 

1.3.4 

.. 

Review all psychology staff position descrip­
tions to determine if they are current, in 
proper format, and have been reviewed 
annually. . . 

Interview the Warden and Associate Warden of 
Programs to evaluate the Chief Psychologist's 
management skills regarding departmental 
operations. . 

Interview all psychology staff to detel~ne 
their opinion on: 

a. position description accuraCY1 
b. appropriateness of assignments; 
c. quantity of work assigned; 
d. ability to complete work assigned and 

possible solutions for any problems1 
e. adequacy of the evaluation processf 
f. staff development and training program; 
g. future career a8ri~ations. 

Determine if inter- ~nd intra-departmental 
communications are adequate. 

- .. - - - - - -

1.3.5 

1.3.6 

1.3.7 

1.3.8 

1.3.9 
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Determine if the Chief Psychologist is SUffi­
ciently aware ot staff work loads, work 
quality, extra departmental assignments, etc. 

Determine if en annual leave schedule, 
professional training schedule, and work 
schedul~'are developed, maintained, and 
followed. 

Interview training of~icer and review 
traIning records to determine if all staff 

• receive ann~al refresher training, speCialty 
training. end continuing professional 
training. 

Determine if psychologist. possess adequate 
educational/licensure requirements to perform 
assigned duties (i.e. study case evalUations, 
WITNESS eValuations,. competency evaluations); 

Determine if SUfficient on-site clerical 
support is provided to psychology staff (i.e. 
12 hours of assistance per psychologist per 
Week). 

.L..i OBJECTIVE: PlWPESSIOlmL PlWGlWl !WO.G~ 

Review record keeping, dOCUlllentation, and management of 
on-going inmate programs to ascertain their quantity 
and quality. Also, review the development, adequacy·, 
and administration of specialized psychology programs 
to determine if they meet the unique needs of the 

. agency. 

MCKG1!°UNP: 

:It is the Bureau's policy to aaintain SUfficient 
documentation of every activity that the psychology 
deparbllent perfflrms. Previows li:anagement assessments 
have indicated that poor p~ management and 
documentation have lead to insUfficient program 
deVelopment, inadequate documentation of on~oinq care, 
poor continuity of treatment, and an inability to 
identify future program and resource needs. Failure to 
provide thi~ management oversight can lead to 
inadequate treatment, litigation, and possibly loss of life. 

POLICYIRE!.jUUTTQN: 

PS 5310.8 Psychology Services Hanual 
PS 3792.2 Employee Assistauce Program 
PS 5324.1 Suicide Prevention Program 
OOJ Order 1792.2 Employee Assistance Program 

- - - - .. - - -
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iaQG!W1 BEVIER STEPS: 

Psychological Data system (P08) 

1.4.1 

1.4.2 

Determine if the Chief Psychologist completes 
all monthly Psychological Data System (POS) 
reports and submits them in a timely fashion. 

Assess whe~er PDS is being used to document 
all inmate contacts with Psychology Services: 

a. 

b. 

c. 

d. 

e. 

Xu POS down-loaded to central data 
base and, transmitted on schedule: 
are records up-to-date, and (where 
appropriate), closed out: 
are group program participation 
records maintained, 
are monthly statistical reconls 
accurately maintained, . 
are all records electronically 
backed-up weekly. 

Employee bllbtllDCle Program 

1.4.3 

1.4.4 

711as 

1.4.5 

Determine i~ sufficient record keeping 
procedures are in place to comply with 
Employee Assistance Program reporting 
requirements, as sp~cified in DOJ Order 
1792.1. 

Determine if timely and accurate reports of 
past and present EAP activities are 
available. 

Examine the special psychology files to 
determine it they contain: 

a. test materials utilized: 
b. documentation of all contacts: 
c. completed treatment records. 

Intake screening 

1.4.6 

1.4.7 

Review 20 or 5t of Intake Screening summaries 
to insure their p~o~~r fil!ng or their 
storage in PDS. 

Review the summaries identified in 1.4.6 for 
completeness, relevance, and recommendations. 

- - .. .. 

1.,(·.8" 

1.4.9 

- - - - -
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Review the screening summaries selected in 
step 1.4.6 to determine if initial identified 
treatment needs have been followed. 

Review :w or 5% of the screening summaries to 
determine if the psychologist sees each 
inmate individually within 14 days of 
arrival. 

'Zreatm8Jlt. Planm 

1.~.lO Review 20 or 5' treatment plans of those 
inmates involved in on-going treatment to 
assess the adequacy of treatment strategies 
with professionally accepted practices. 

ep.clal Housing unit 

1.4.11. Evaluate the adequacy of the record'keeping 
sYstem used by the Psychology Department to 
1dentify inmates needing IS 30-day Special 
Housing Unit (SHU) review. 

-

1.4.12 Review 20 inmates eligible for 30-day reviews 
for the presence of written summarr. 

psychological. Evaluations 

1.4.13 

1:4:14 

Examine two psychological evaluations (5&0, 
Witness, Parole, etc.) to determine the 
adequacy of examination p~ocedures"the 
thoroughness of referral question responses, 
and the tilDeliness of report submissions. 

Review 20 inmates eligible for 30 Day 
Reviews', for the presence of a written 
summary. 

SUicido Prevention program 

1.4.15 

1.<&.16 

1.4.J.7 

1.4.18 

Review relevant documentation (Risk 
Assessment, Post suicide' Watch Report, etc.) 
on tvo inmates placed on suicide watch to 
in!:Ure the adequacy of their care. 

Review Suicide Prevention Program records.to 
determine if inmate comp~ons are trained 
and p~id for services. ' 

Review yearly Suicide Prevention Program 
report for tilDeliness and accuracy. 

In the event of a suicide, review the evalua-
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tion and reconstruction of events for 
accuracy and completeness. 

Sufficiency of Ex~stinq Programs 

1.4.19 Review all inmate programs to determine it 
the quantity and the quality of existing ac­
tivities is sufficient to meet inmate needs. 

1.4.20 . Determine if successful completion of 
psychology'programs is documented in PDS. 

1.4.21 Interview a sample of i~ates for their views 
on treatment programs. 

2.0 l'ROGRAH COMPONENTs :INMATE SERVICES 

Early identification of psychological problem cases has 
been shown to enhance the orderly running of the 
institution by immediately involving these inmates in 
needed psychological treatment. 

.2....l. OBiTECTlVE = ASSESSKImT 

-

Determine if 'every irunate arriving at the instit::!tion 
is involved in the Admission and Orientation (A-' 0) 
Program, is seen by a psychologist, is informed of . 
available psychology services, receives an orientation 
to the Drug Abuse Program, and has treatment program 
needs identified. Evaluate the needs of all inmates 
subsequently referred to the Psychology Department. 

BACKGROUND: 

Previous management assessments have determined that a 
percentage of all co~itted inmates suffer from serious 
emotional disturbance, mental retardation, drug/alcchol 
addiction, or other severe adjustment difficulties. 

FOLICY/REGULATION: 

PS 5310.8 psychology Services Manual 
PS 5270.7 Discipline and special Housing 

Units. 
PS 5214.3 Procedures for Housing HIV Positive Inmates 

Who Pose II. Threat to Others . 
PS 5566.3 Use of Force and Applications of Restraints 

on Inmates 
OM 143-90 (6100) HIV Counseling 

-
Comprehensive Crime control Act of 1994, 
secticn 3521(C). 

- - - - - - - -
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PROGRAM RroW STEE~: 

2.1.1 

2.1.2 

2.1.3 

2.1.4 

2.1.5 

2.1.6 

Intervieq Hospital Administrative Ot~icer to 
determine responsiveness of psychology 
Department when a Physician Assistant iden­
tifies an inmate with a mental health 
history. 

Review SHU sign-in logs to determine if 
psychologists visit the unit at l~ast once 
weakly. 

Interview appropriate correctional staff to 
determine frequancy, regularity, and 
usefulness of psychology visits to 
segregation. . 

Interview the Disciplinary Hearing Officer 
(if there is ona available in the 
institution), or the Chief correctional 
Supervisor's secretary to determine 
Psycholoqy services' responsiveness to 
requests for psychological evaluatipns. 

Interview Chief psychologist to ~etermine 
awareness of policy guidelines concerning 

·Witness Program Evaluations, extent of par­
ticipation in evaluations and appropriateness 
of evaluations. .--
Determine if Psychology Department is 
involved in assessing HIV positive inmates 
who pose II. threat to others prior to their 
removal from special population. Determine 
if psychologists provide regular reviews 
while these inmates are in Special Housing_ 

2.1.7 Determine if psychologists are involved in 
confrontation avoidance procedures and if an 
institution supplement is written and 
followed concerning use of force. 

2.1.a Determine if psychologists provide counseling 
and evaluate all HIV positive inmates tor . 
ongoing educational and counseling needS. : 

l..LZ. OBJECTm: l'ROGRlUl XHPLEHEln'ATIOH 

Evaluate the scope and quality of psychological 
programming available to the inmate population. 

- - - - - - - -
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Determine whethar that programming is meeting specified 
ilmaJ;es needs. 

~!mQl.!lli2: 

Previous management assessments have determined that a 
percentage of all committed inmates sUffer from serious 
emotional disturbance, mental retardation, drug/alcohol 
addiction, or other severe adjustment difficulties. 
Prompt and approprfate therapeutic intervention sig­
nificantly reduces the risk of man~~ement problems, 
emotional deterioration, and life threatening 
situations. 

POLICYIREGt1LM'IOH: 

PS 5324.1 Suicide Prevention Program 
PS 5310.8 Psychology Services Manual 
APA Standard for Providers of Psychological Services 
S~ate Licensing standards 
APA Ethical Standards for Psychologists 
PS 5070.3 Study and Observation cases 
Comprehensive Crime Control Act of 1984 

PROGRAM REVIEW STEPS: 

General Psychology Programs 

2.2.l: 

2.2.·2 

Observe psychology staff delivering non­
confidential psychological services· to assess 
adequacy of treatment. . 

Interview administrative staff for their 
impressions of responsiveness to treatment of 
inmates. 

suicide prevent~on Program 

2.2.3 

2.2.4 

2.2.5 

2.2.6 

Determine if institution. supplement on 
~uicide Prevention Program ~as been written. 

Dstermine if the supplement designates the 
Chief Psychologist as the Program 
Coordinator. 

EValuate the adequacy of the· suicide watch 
room •. 

Assess the adequacy of intormation transmis­
sion, i.e. it an inmate with Buicidal 
potential is transferred to another 

- -

2&. 

- -

2:2.7 

2.2.8 

2.2.9 

2.2.10 

- - - -
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institution, that the appropriate 
communication between the two departments is 
established in a timely fashion. 

Interview training officer and review 
training records to insure yearly suicide 
preventi2.n training for al~ institution staff 
bas occurred. 

Review program records to determine if ilmate 
companions are trained and paid for services. 

Interview hospital staff to assess the 
performance of inmate companions during 
suicide watch procedures. 

Examine ·suicide logs maintained by inmate 
companions or staff observers for 
completanes. and ac~cy. 

PBOGlWi COHEQHEHT: STAn' 8n.v:tc:!!8 

Employee counseling programs are designed to remedy 
employee problems and restore adequate performance. 
Furthermore; it is important to enhance employee 
performance through etfective, on-going training 
programs. . 

.L.l. oNECTXVR: DELIVERY OJ' PSYCHOLOGICAL SERnCES 1'0 
S'rJU'J' 

Review all psychological services provided to staff to 
determine if adequate assessment and therapeu~ie 
intervention is provided to·all employees during times 
of cripes, to evaluate psychology's contribution to 
s.lection and training of new employees, and to assess 
the impact of psychology related training activities. 

BACKGROUND: 

SUbstandard performance can have serious consequences 
for the 8lI1ployee and the lllission of the organization. 
Therefore. it is important that the best candidates be 
selected for employment and that employee personal 
problems affecting performance bill corrected at a."'l early 
stage. . 

poLICX/REGULATION: 

PS 5310.~ Psychology Services Hanual 
PS 3792.2 Employ •• Assistance Program 
FPH Chapter 792 Alcohol and Drug Abuse Programs 
DOJ Order 1~92.2 Employee Assistance Program 

-
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PS 3000.1 Personnel Manual 
PS 3906.11 Training standards 

PROGRAM BBVIEW STEPS: 

3.1.1 

3,,1.2 

3.1.3 

3.1.4 

3.1.5 

3.1~6 

Determin~ if there is a current institution 
supplement vritten for EAP. 

Determino if the Chief P&~~holo9ist is desig­
nated as the EAP coordinator. 

Determine if avail!!ble collllllWlity mental 
health resources have been identified tor 
staff use and that adequate rAferral 
procedures have been developed to insure the 
prompt referral of staff in need of mental 
health services. 

Determine if an EAP contract with a local 
service provider has been vritten. Review 
the credentials, services offered, cost, and 
procedures for reporting data. for annual 
report. 

Determine if supervisors and staff have 
received training !!bout EAP. 

Determine if prograM coordinator has 
adequately publicized EAP. 

Pre-employment ~nterview 

3.1.7 

3.1.8 

Interview Human Resource Hanager and 
Associate Wardens to assess the attendance, 
contribution, and adequacy of the 
department's participation in p're-employment 
interviews. 

Review, where possible, 10 or 20' of all 
completed evaluation forms to assess the 
quality of psycho109ica1 input to ~re-employ-
ll\ent interviews. . . 

staff Training 

3.1.9 

3.1.10 

-
Review all specialized training offered by 
course title and content (supervisory, stress 
management, EAP) and insure ad~quate time was 
allotted. 

Review course evaluations to assess quality 
of instruction. 

-,'- - - - -

.L..2.. 

- -

3.1.11 

3.1.12 

3.:1.13 
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Review lesson plans ~or adequacy and 
completeness. 

Randomly interview 10 staff ~embers t~ deter­
mine their opinion regarding tho adequacy of 
·training-provided. 

Review records to determine if the psychology 
department is involved in training new 
employees and contributes to annual refresher 
.training. 

PBOGBA.':I 'COHPQNEHT: l'lUlGRAK rn.LtmTION/UBZAllClt 

L.l. OBJEC'1'lVE: J)l\D 'COLU!C'HOli Am) mmLYSIS 

Review all psychology program evaluation activities in 
the institution ~o assess the effectiveness of 
prOgrams. Also rmvi«v all research activities for 
compli,nce with policy. 

BACi\GBOWQ: 

'l;he BOP is engaged in, and encourages the use of 
program evaluation to assess the effectiveness of 
proqrums offered to the inmate population. ~n 
addition, a variety of research projects to further the 
knololledqe base of correctional practitioners is also 
advocated. In institutions without research sta!f, the 
Chief Psychologist is responsible for coordination of 
the Research Proqram~ 

EQI,ICY/BEGULATION: 

PS.53!0.8 Psychology Services Manual 
PS 1070.2 Research 

PBOCRlIH....m:YIEH STEpS: 

4.1.l. 

4.1.2 

4.1.3 

- -

Review institution supplement to d~termine it 
research policy has been .vritten and approved 
by the Warden. . 

Dtlterm1n. if Re.earch Committee meets and 
review. research proposals at required inter-
vals. . . 

Determine if all on-go1ng research is co or­
d1nated through the Research Committee. 

- - - - - -



-

~ 

- - - - - - -
162-91 (5324) 
Page 15 
July 26. 1991 

-

~ PBOGIW1 COMPONENT: FORJ!:NSl:C STUDY BITE PROGnAH 

.:L.l. OBJECT~: nOERAL COTmT EVALUATIONS 

OJ 

Review the adequacy and appropriateness of 
Psychological Evaluations prepared for the ~ederal 
Courts. 

Bl\CKGROID!t! : 

The Comprehensive erillle Control Act of 1984 requires 
licensed psychologists to co~duct evaluations 
responding to specific criteria, question formats, and 
time schedules. 

POLt€Y/BEGtlLl\TI2lfS: 

PS 5310.8 Psychology Services Hanual 
1S USC 4247 P~ychological Examination 

PROGRAM REVIEH STEPS: 

Review 5 evaluations, randomly selected to insure that: 

5.1.1 

5.1.2 

5.1.3 

5.1.4 

5.1.5 

5.1.6 

5.1.7 

Reports are completed by licensed 
pSYch~logists: 

Prope: criteria is utilized in determining 
competence and responsibility; 

Tim. frames specified by law were followed 
and any tillle extensions were appropriately 
filed and justified: 

They wera prepared in the format outlined in 
1S usc 4247: 

Reports reflect that the inmate was informed 
of the lack ot confidentiality in the 0 

forensic setting. and was allowed an 
opportunity to give informed consent: 

The report responded to the questions posed 
by the court order. 

Interview appropriate administrators to 

- - - -

5.1.S 

- - - -
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determine whether feedback was received 
trom courts concerning Psychological 
Evaluations submitted to the courts. 

Interview Chief Psychologj~t to determine 
if any problems have arisen regarding 
reports submitted to Federal Courts or other 
formally requested reports. 

.§.& PROGRl.H C0lfl'ONEliT: AMERICAN ~SYCHOLOGICAL ASSOCIATION 
Drl'ERNSBIP PROGRlUl 

The Bureau's ZDternship Training Progrlm serv.es as an 
excellent train~q opportunity for psychology graduate 
students and has been an excellent recruitment vehicle 
for the Bureau in its efforts to hire qualified, 
doCtoral level, clinical psychologists. 

§.L OBj1EC'l'IU: DA-APPROV7m PROGMHB 

Evaiuate the internship program in institutions where 
such internship exists. 

BACKGROUND: 

In recent years, stnte laws regarding licensure as a 
psychologist have changed and now indicate that only 
psychology graduate students who attend internship 
training programs accredited by the American 
Psychological ASsociation will be considered eligible 
for licensure consideration. As a result of these 
changes in state law, most psychology graduate training 
centers now insist that their students attend only 
those -internship training centers with APA approval. 
TO keep abreast of these changes and to continue to 
maintain our ability to hire the most qualified 
psychologists available, the Bureau has modi:t:ied its 
standards for internship training to bring them into 
compliance with standards established by the APA. 
Noncompliance with these APA standards can result in a 
significant drop in qualified candldates for-employment 
with the Bureau. 0 

PQLICY/REGOLATIOH: 

PS 5310.8 Psychology Services Manual 
American Psychological Association ~ecreditation 
Handbook (1986 Editi~n) 0 

PRO<j'MH REVU:W STEllS: 

6.1.1 Review psychology staffing level to insure 
that a minimum of four, full-time, doctoral 

-



t 

- -

162-91 (5324) 
Page 17 
July 26. 1991 

level psychologists are involved in the 
internship trai,ninq program. 

6.1.2 Determine if one psychologist is designatea 
as the Qirector of Psychology Training 
(ooPT) • 

6.1.3 Review the position d~scription of the DOPT 
and verify through interview that the DOPT 
devotes Sot of his/her time to the 

, supervision and regulation of intern 
activities~ . 

6.1.4 Review available documentation to insure that 
DOPT is currently licensed (preferably in the 
state where the internship training site is 
located). 

6.1.5 Review available documentation to insure that 
all other psychologists involved in super­
vising internship activities are either 
licensed or license eligible and actively 
pursuing licensure. 

6.1.6 Review personnel records to insure that thete 
ere four intern positions allotted and filled 
at internship training center. (If there are. 
fewer than four interns, review documentation 
to determine whether reasonable efforts were 
made to fill existing positions). 

6.1.7 Assess intern access to clerical/secretarial 
services to insure that clerical services are 
provided to interns and are equivalent in 
nature to those received by full-time psycho­
logy staff. 

6.1.8 Examine intern work area to insure that each 
intern has an office and that intern offices 
are adequately equipped to meet basic 
security needs (locking tile cabinet) and to 
provide adequate sight and sound 
confidentiality for conducting interviews and 
treatment sessions. 

6.1.9 Assess the availability of equipment/. 
resources (i.a. computer equipment, a wida 
range of psycho-diagnostic instruments, 
professional books and journals, etc.) for 
intern use to insure that they are adequate 
to meet training goals. 

6.1.10 Review intern supervision logs to determine 

- - - - - - - -
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'if interns are receiving adequate supervision 
as prescribed by APA Accreditation Standards. 

6.1.11 Review training experiences (i.e., in-service 
training, seminars, Workshops, etc.) attended 
by inte~s to insure that they meet intern 
training needs and provide interns with a 
broad exposure to current issues/trends in 
both clinical and correctional psychology. 

6.1.12 . Interview interns to insure that supervisory 
staff are responsive to their input regarding 
the formulation and scheduling o~ their 
training experiences. 

6.1.13 

6.1.14' 

Determine if internship training ~unds 
allotted through the central O~~ice are used 
appropriately to enhance the quality of the. 
lnternsh~p Training Program. 

Assess the quality of outplacement sites used 
by the Internship Training Program through 
interviews to insure that these sites of~er 
high quality services/supervision compatible 
with APA Standards and Guidelines . 

7.0 PROGRAH CQ~: :mS~OmL DRUa PROG1W{S 

-

To maintain high quality drug programs, it is important 
to provide a continuum of professional.drug education 
and counseling services to the substance abusing inmate 
popUlation. Failing to provide these services 
contributes to the cycle of offender drug use and 
misconduct that leads to repeated incarcerations. The 
substance abusing offender can create additional 
burdens in safety and 8ecurity management within the 
institution, and is a prominent safety concern to the 
community-at-large. 

7,1 OBJECTIVE: DRUG EDUCA'lIOJl PIl.OGRAH 

-

Review th~ record keeping, documentation, and 
management of on-going Drug Education Programs to 
determine that these Drug Education Programs 
maintain the quality of services and quantity of 
inmates consistent with the guidelines and 
criteria established for the Bureau's Drug 
Education Programs. 

Br,CliGBOUNQ; It'is the Bureau' 5 policy to Iil;;.:tntai~ 
sufficient documentation of each requisite activity 
that the Drug Education Unit performs. If the level of 
Drug Education development and application is 

- - .- - .. - -
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insufficient, it is likely to result in an increase in 
the Bureau's substance abusing population,. creating 
additional obstacles in institutional and community 
security and safety. 

POt,ICY/REGULATXQH: . 

OM 132-90 Drug Abuse Program, Inmate 

PROGRAM REVIEH STEPS; 

7.1.1. 

7.1.2. 

7.1.3. 

7.1.4. 

7.1.5. 

7.1.6. 

7.1.7. 

7.1.9. 

Assess the appropriateness' of the. Drug 
Abusl!II Program staff as compared with the 
Position Descriptions fo~ Drug Abuse 
Treatment Specialist and Drug Abuse 
Program Psychologist. 

Determine if a monthly Drug Abulle 
Program statistical Report is cOl!lplated 
~d sent to the Regional Psychology 
Adninistrator by the seventh of the 
following month. 

Determine if the Chief Psychologist is 
responsible tor l!Ianaging tho F317 cost 
center, or has delegated this 
responsibility to the Drug Abuse Program 
Coordinator. 

DeterDine if all new admissions to the 
institution have been screened by a 'Drug 
Abuse Treatment specialist using the 
Substance Abuse Signs Checklist (SASe). 

Deterlllina it there is a Drug Abuse 
Treatment Specialist employed under the 
supervision of the Psychology Department 
who is responsible for the 
implementation of the Drug Education 
PrOgTlUD. 

Assess if the Drug Education 
participants complete the standardized 
course during their first six months of 
incarceration, as required. 

Assess if those inmates participating in 
the Dru7 E~ucation Program match the 
established eligibility criteri~ through 
a review of the SASC's. 

DeterDine if a post-test has been 
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administered to all Drug Education 
Program participants upon completion of 
the Drug Education Program. 

Determine if those inmate. required to 
participate in, and complete the Drug 
Education Program. but fail to do so, 
are restrirn:ed to the lowest pay grade 
and are deemed ineligible for community 
activities. 

7. 2 OBJECTIVE: DRUG nUSE COtmSELIl'IG SJ:ltV7Cl'lS 
(~ZZD. l!I'OH-R!!SXDE!I'nlU.) 

Review the record keeping, docu:mentrtion, and 
management ot on-going Drug Abuse Counseling 
Services (Centralized, Non-Residential), to 
determine that these Drug CoUnseling services 
maintain the quality of services and quantity of 
inmates consistent with the criteria and 
"guidelines established for Centralized, Non­
Residential Drug Abus8 c~ei1ilg Services. 

BACKGBOUNJ): It is the Bureau's policy to maintain 
sutticient documentation ot each requisite 
activity that the centralized, Non-Residential 
01.'Ug Abuse counseling Proqrlm provides. If 1ilie 
level ot Non-Residential drug treatment is either 
unavailable or insufficient, it lA likely to 
result in an increase in the Bureau's substance . 
abusing population, creating additional obstacles 
in in~titutional and community safety and 
118curity. 

PROCRlJ1 REV'UJ! STEP!i: 

7.2.1. 

7.2.2. 

Determine if Centralized counseling 
services are provided by a Psychologist 
or Drug Abuse Treatment Specialist and 
are available to all inmates at any time 
during their incarceration. 

"Assess it individualized"treatment plans 
are developed and documented and entered 
on PDS for all inmates receiving 
centralized Counseling Services. 

7.3 OBJECTIVE: COHPRElIlmBIV!: nRUCJ DUS!:: TJ!%ATHENT PROaMKB 

Review tae record keeving, documentation and the 
management of on-qoing comprehensive Drug Abuse 
Treatment Programs to determine that these 
Comprehensive Progral!ls maintain tho quality of : 

-
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services and quantity of inmates consistent with 
the critaria and guidelines astablished for 
c~mprehensive Drug Abuse Treatment Programs. 

BACKGRQQNQ: J:t is the Bureau I s policy to maintain 
sufficient documentation of each requisite 
activity that the comprehensive Drug Treatment 
Program provides. J:f the level of comprehensive 
treatment vere to fall below the established 
standards, anticipated results could include an 
increase ,in the Bureau's overall population and 
additional s.curity and safety risks, both within 
the institution, and within the cOllllllunity-at­
large. 

PROGRAM BEViER STEPS: 

7.3.1.' 

7.3.2. 

7.3.3. 

-

udng the organizational chart, 
determine if there ere Drug Abuse 
Treetment specialists employed under a 
Psychologist designated as the Drug 
Abuse Program COordinator, who is 
responsible for the implt!llentation and 
operation of the Comprehensive Drug 
Abuse Treatment. Program and who maintain 
the est.a!)lished treatment staff to 
inmate ratio of 1:24. 

Determine it the participants in the 
Comprehensive Program meet the following 
established criteria for program entry and 
acceptance: 

c •. 

b. 

c. 

d. 
e. 
f. 

At least 15 months remaining on 
sentence 
Moderate to severa ~g abuse 
history (OSH UJ: R Diagnosis) 
No medical, psychol09ical or 
psychiatric problems prohibiting 
full participa~ion 
Voluntary program participation 
Signed informed consent 
Completion of Drug Education 
Program (or completed as an initial 
phase of progr8lll they have . 
entered.) ": 

Determine if the Comprehensive Drug 
Abusa Treatment Unit is .eparated from 
the general population, (e.g., housing, 

- - - - - - -
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program staff, proqram space.) 

Assess the PDS documentation of 
treatllien1;·staff contact with the inmate 
to determine if: 

a. a comprehensive assessment has been 
completed 

b. individualized treatment plans are 
maint;ained 

c. there is contact with each iJUl>lI.te 
of 3 - .. hours a day, five days a 
week 

d. individual and group therapy is 
conducted 

e. unit team reviews are conducted 
(every:.90 days) 

f. treatment reviews are conducted 
(every 30 days) 

Determine if urinalysis surveillance is 
conducted and further determine if the 
frequency of. urinalysis surveillance is 
sustained at an increased level of 
IrequeJ)CY 1."1 comparison to the 
urinalysis surveillance among the 
general population. 

Through review of program modules," 
determine the treatment model(s) used in 
the Comprehensive Drug Abuse Treatment 
Proqram. Modules are to address: 

a. criminal Thinking Confrontation 
b. CognitiVe Skill Building 
c. • Relapse Prevention 
d. Wallnesa Development 
e. Rational Emotive Therapy/Behavioral; 

Emotive Therapy. (RET/BET). 
f. Salf-Help . 
go. Support Groups 

7.4 QBJE~: PJ:LO~ DRt1Q ABUSB ~THE!r.r PROGUKS 

Ravillw the record keeping, documentation and the· 
J:lanaglllllent of on-qoing Pilot Drug Abuse Treatment 
ProqralllS to determine that these Piiot Proqr1llllS 
maintain the quuity ot services and quancity of 
inmates consistent with the guidelines and 
criteria established for the Pilot Drug Abuse 
Treatment Programs. 

- - - - - - - -
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B;CKGROUNQ: It is the Bureau's policy to maintain 
sufficient documentation of each requisite 
activity that th~ Pilot Dl~g Abuse Treatment 
Program provides. If the level of the Pilot's 
treatment were to fall below the established 
standards, antici~~ted results could include an 
increase in the Bureau's overall population and 
additional security and safety risks, both within 
the institution and within the community-at-large. 

PROG1W1 ~EW STEPS: 

7.4.1. 

7.'4.2. 

Using the organizational chart, 
determine if there .are Drug Abuse. 
Treatment Specialists employed under·a 
Psychologist des1qnatll!d ail the Drug 
Abuse Program Coordinator, who are 
responsible for the implementation and 
operation of the Pilot Drug Abuse 
Treatment Program and who maintain the 
established treatment staff to inmate 
ratio of 1:12. 

Determine if the participants in the 
Pilot Program meet the following 
established criteria fcor program entry 
llnd acceptan!=e: 

a. At least 18 months remaining on 
sentence 

b. Moderate to severe drug history 
(DSM III R Dia~mosi8) 

-

c. NQ medical, psychological or 
psychiatric problems prohibiting 
the inmate from participation 

d. Voluntary participation 
Q. Signed informed consent 

7.4.3. 

7.4.4. 

~. Completion of D~lg Education 
program 

Determine if the Pilot Drug Abus~ 
Program is separated from g~neral 
population, (e.g., housing, program 
staff, program space.) 

Assess the PDS documentation of 
treatment staff contact with the inmate 
to determine if: 

a.. a comprehensive assessment has been 
completed . 

b. individualized trelltment plans are 
maintained 

c. there is contact with each inmate 
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of a least four hours a day, five 
days a week 

d. individual and group therapy is 
conducted 

e. unit team reviews are conducted 
(every 90 days) 

f. -·treatment reviews are conducted 
(every 30 days) 

7.4.5. Determine if urinalysis surveillance is 
conducted and further determine if the 
frequency of urinalysis surveillance is 
sustained at an increased level of. 
frequency in comparison to the 
urinalysis surveillance among the 
genGral population. 

7.4.6. Through review of program modules, 
determine the treatment model(s) used in 
the Pilot Drug Abuse Program. Modules 
are to address: 

a. Criminal Thinking Confrontation 
b. Cognitive skill Building 
c. Relapse Prevention 
d. liellness Development '. 
e. Rational Emotive Therapy/Behavioral 

Emotive Therapy (m:T/BET) 
f. Self Help 
g. Support Groups 

7.5 OBJECTIVE: 'nUU1SI~IOnr. SERVJ:C!:S 

Raview the record keeping, documentation and the 
management o~ Transitional Services to determine 
the quality of Transitional care services and the 
quantity of inmates receiving these services to 
insure it is consistent with the established 
criteria and guidelines for Transitional Services. 

BACKGROVND: It is the Bureau's policy to maintain 
sufficient documentation on each of the requisite 
activities that Transitio~al Servic~ provides. 
If the level of Trans-itioalal Services falls below 
the established standards, the community is at 
greater risk as re-offending ia likely to occur. 

PRQGRbH REVIER STEPS: 

7.5.1. Assess the extent to which a formalized 
referral mechanism is established that' 

-
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places the inmate who .has completed the 
Comprehensive or l?ilot Residential 
Treatment Program Successfully, into 
Community Correcti.ons Centers. Further 
determine if a spe.cific Drug Abuse 
Treatme~t staff member has been 
designated as responsible for this 
transitional service provision. 

Determine if an in(1ividuaU.zed treatment 
plan has been develLoped and documented 
and communicated .tel the Community 
corrections personrJel, for each 
individual inmate to receive a course ot 
intensive out-patient treatment for II 
minimum of 90 daYIi. 

Determine if there I!l.re formalized 
linkages establishe(S between the 
Community Corrections Center and U.S. 
Probation to ensure the Successful 
transfer of the offemder between 
agencies and to insure II continuity in 
the treatmen~ regimen. 

- - - .. - - .. - - - - - ... - - -
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Utah Department o£ Corrections 

AUDIT 92-9 010 INTERNAL SECURITY AND rurr CONTROL 

KEY CONTROL 

OBJECTIVE A: 
OBJECTIVE B: 
OBJECTIVE C: 
OBJECTIVE 0: 
OBJECTIVE E: 
OBJECTIVE F: 
OBJECTIVE GI 
OBJECTIVE HI 
OBJECTIVE I: 
OBJECTIVE JI 
OBJECTIVE K: 

POLICY AND PROCEDURE 
RECORDING AND STORAGE 
INVENTORY 
ISSUE OF KEYS 
LOST OR MISPLACED KEYS AND/OR KEY RINGS 
HANDLING OF KEYS 
EMERGENCY KEYS 
RESTRICTED KEYS 
PERSONAL KEYS 
KEY OR LOCK MAINTENANCE 
UNAUTHORIZED DUPLICATION OF KEYS 

Imt.ATB COUNTS 

OBJECTIVE A: POLICY AND PROCEDURE 
COUNT PROCESS 

-

OBJECTIVE BI 
OBJECT.IVE C I RECONCILIATION OF PHYSICAL COUNT WITH ALPHA 

ROSTER 

AREA III: CONTROl> ROOM SECURITY 

OBJECTIVE AI 
OBJECTIVE BI 
OBJECTIVE C: 
OBJECTIVE 01 
OBJECTIVE EI 
OBJECTIVE F: 
OBJECTIVE G: 
OBJECTIVE H: 
OBJECTIVE II 
OBJECTIVE J: 

AUDITOR ASSIGNMENTS: 

POLICY MID PROCEDURE 
ACCESS 
EQUIPMENT ISSUE 
WEAPONS, A~ITION AND MUNITIONS 
BATTERY OPERATED RADIO 
EMERGENCY PROCEDURES 
RECORD-KEEPING 
COMMUNICATIONS EQUIPMENT 
CONTROL CENTER STAFFING 
STAFF CONCERNS 

NORTHPOINT - DAN REISNER 
SOUTHPOINT - LYNNE CARTWRIGHT 
sOUTHPOINT - GRANT MADSEN . 
CUCF - CLARK BOREN 
IC/UsCr - CLARK BOREN 
IC/USCF - DAN REISNER 
IC/USCF - GRANT MADSEN 
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AUDIT 92-9 010 INTERNAL SECURITY AND KEY CONTROL 

MEA I: KEY CONTROL 
OBJECTIVE A: POLICY AND PROCEDURE 

1. 

2. 

3. 

4. 

The following policies and procedures should be zeviewed 
by the auditors consistent with their aSSignments or for 
their information if there is no formalized policy and 
procedure for their ~ssigned area: 

-Northpoint 01050 88-024, Key Control and Emergency 
Access to Control, Electronic and 
Maintenance Rooms 

-Southpoint Draft FF 10, Keys and Locking Systems _ 
010, southpoint (check with Sharon Fronk 

-Support 
-Medical 
-FY AS 
-FY 87 
-CUCF 

-IC/USCF 

to ascertain if this is a special order) 
Svs 01050 91-02-55, Key Control 

TMF 06/07.02, Security Responsibil.lties 
Locksmith 
J~cksmith Specialist 
01050 92-006-CUCF, Keys and LoCking 
Systems· - CUCF Control Procedures 
None provided 

-Utah State Prison Key Control System - authored by 
Robert Glass - for your information 

Determine the current status of each policy and procedure 
as per auditor assignments (AuditQ.l':s aSSigned to pouthpoint 
should review Draft FF 10, TMF 06/07.02 as wel~ as 01050 
91-02-55). Check with Sharon Fronk at 010 and Pam Elliott 
in Administrative Services if necessary. If policies and 
procedures are not current as either special orders or a 
010 manual chapter, determine why and recommend action to 
bring them current. 

Do policies and procedures address all operational areas? 
Recommend including areas in policy and procedure which 
may have been overlooked or not included for some other 
reaflon but in the auditor's opinion should be included. 
My personal opinion is that the most complete policy and 
procedure is the one authored by Robert Glass. 

Determine if 010 staff members are complying with 
applicable policy and procedure and post orders even if 
they are not current. Auditors should specifically ask 
staff members they interview if "Key Control" policy and 
procedure exists and if they have read it. Auditors at 
Southpoint should verify compliance with draft FF 10, TMF 
06/07.02 (follow-up of applicable audit issues from Audit 
91-8) and 01050 91-02-55 which applies to the 010 
Maintenance unit. 

2 
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AUDIT 92-9 010 INTERNAL SECURITY AND XEY CON'l'ROL 

5. Are post orders of staff members with key control 
responsibilities consistent with key control policy and 
procedure? 

6. Are key control policies and procedures consistent 
Division-wide? For the most part, I think the policies 
and procedures should be consistent throughout 010'. 

7. Are all stafl members trained in key handling procedures 
at least annually? 

8. If you think there are other issues regarding key control 
policy and procedure which should be addressed, please let 
me know. 

AREA I: KEY CONTRCL 

CBJECTIVE B: RECORDING AND STORAGE 

1. Are unused keys stored in either a control center or in 
the Institutional lock shop? 

2. Are keys rings tagged and identified by color code, unit 
designation, key ring number and include the total number 
of keys on the ring? 

3. Is the key control document which is maintained by the 
institutional locksmith for each auditor's assigned area 
accurate and up-to-date? I believe this information is 
supposed to be on the Best Key computer program. I 
provided each auditor with a copy of the format utilized 
by this program. I believe the Locksmith will also have 
much of this information in hard copy form. The 
information should be updated when any changes are made to 
a lock, locking device, when a key change is made or when 
a change is made in keys assigned to Dtaff members or 
posts. The key control document should include the 
following information: 

-the location of all locks by facility (floor plan) 
-manufacturer 
-type 
-series 
-keys assigned to which rings 
-rings available to which staff members or posts 

4. How many copies of this information are available? It 
seems appropriate that a current copy of the information 
should be maintained offsite. Is this the case? 

5. Is access to this information in both computer media form 
as well as hard copy form restricted to those who have a 
legitimate need to know? 

3 -"- - - - - - - - -

AUDIT 92-9 010 INTERNAL SECURITY AND KEY CONTROL 

AREA I: KEY CCNTROL 

-

OBJECTIVE B: RECORDING AND STORAGE 

6. Auditors assigned to Draper facilities should interview 
both the locksmith (Glen Peterson) as well as the 
locksmith specialist (Mark Pemberton) to determine the 
accuracy and completeness of the key control document for 
their assigned areas. Auditors assigned to CUCF and 
IC/USCF should interview the locksmiths and other staff as 
deemed appropriate. 

02JECTIVE C: INVENTORY 

1. Are operational and emergency keyboards/key boxes provided 
in the facility control centers sufficient to accomodate 
all keys and key rings routinely used? 

2. Do all keys hang on soldered closed key rings? If not,' 
ascertain why. . 

3. Do contol center supervisors account for all key 
rings/keys at the beginning of each shift? 

4 .. Is a record of this accounting recorded in the control 
center log book? 

5. Are all established key rings inventoried at ieast once 
during an eight hour shift? 

6. Are all keys inventoried at least every three months and 
a record kept of the inventory in a secure place? 

7. Are the inventories conducted by persons not concerned 
with direct accountability of those keys? 

B. Are the physical inventory counts reconciled with the key 
control doc~~ent maintained by the locksmith? 

9. Each auditor should conduct a physical inventory as 
follows: 

.. 

Northpoint - Women's Correctional Facility 
- Lockshop (Draper site) 

Southpoint - Iafirmary Unit, Dental Unit and Pharmacy 

-

- please follow-up on the issue of the 30 
copies of the medical exam rooms key 
provided to the medical unit when 
according the locksmith they use no more 
than eight keys at any given point :in 
time 

4 - - - PlI - .. 
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AUDIT 92-9, DID INTERNAL SECURITY AND ItEY CONTROL 

AREA I: ItEY CONTROL 

OBJECTIVE C: INVENTORY 

9. SOUTHPOINT - Oquirrh I 
CUCF - as determined by auditor 
IC/USCF - as determined by auditors 

Each auditor should me~t with the locksmith after 
conducting the assigned physical count to see if it 
reconciles with the key control document maintained in the 
lockshop. . 

10. Is a duplicate set of all facility keys maintained by the 
10cJc:shop for use in duplicating replacement keys? 

11. Do all institutional keys remain on property or do staff 
members take keys home after duty? 

OBJECTIVE 01 ISSUE OF XEYS 

1. Verify that no operational keys have been or are being 
issued to inmates. Auditors should determine whether 
inmates working in maintenance, recreation, culinary or as 
custodians have access or are issued operational keys. 
Document any instances where inmates have possession of or 
access to keys. Is the possession or access authorized? 

2. Some of the key control poliCies require the use of a chit 
by staff members in order to draw keys from operational 
key boards. Is the chit system operational? 

3. Each auditor should select a sample of staff members to 
verify that the access they have to keys has been approved 
by someone authorized and designated to do so. Is a 
record kept of which staff members or posts are authorized 
access to which keys? 

4. Under what circumstances are non-staff members issued or 
have access to institutional keys? If there are instances 
when they are allowed access, has this access been 
appropriately authorized? 

OBJECTIVE E: LOST OR HISPLACED XEYS AND/OR XEY RINGS 

1. Are verbal reports made by staff within 30 minutes of when 
the loss or misplacement occurred? 

2. Is a written report completed for each incident involving 
lost or missing keys? 

3. For each incident reported, were the locks changed? 

5 
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AUDIT 92-9 DID INTERNAL SECURITY AND ItEY CONTROL 

OBJECTIVE R: LOST OR MISPLACED KEYS AND/OR XEY RINGS 

4. Are all changes in locks or keys initially ordered by the 
Warden/designee? 

OBJECTIVE P: HANDLING OF KEYS 

1. Auditors should observe staff member practice in carrying 
and using keys with attention given the following: 

a. are keys securely fastened by chain to the belt and 
carried in the pants pocket or in a leather pocket 
attached to the belt? 

h. is a check count conducted when keys are exchanged 
from one authorized person to another? 

c. is reference to key numbers or any identifying 
information avoided by staff members in the presence 
of inmates? 

d. are keys exchanged hand-to-hand .and not tossed or 
thrown? 

e. do staff avoid the use of force to operate locks? 
f. are lock repairs only completed by the locksmith or 

other authorized peroonnel? 
g. are inmates allowed to handle security keys under any 

circumstances? 

2. Are traps or chutes available in the floor of each control 
room for the disposal of keys if a takeover i~imminent? 

OBJECTIVE G z RHERGRNCY XBYS 

1. Are emergency keys readily accessible to authorized staff 
in the event of an emergency? 

2. Are emergency keys used by staff members only in the event 
of emergencies? 

3. Is use of emergency keyo always documented on an IR-l 
form? 

4. Are emergency key rings properly tagged and identified by. 
color code, unit designation, key ring number and the . 
total number of keys on the ring? 

5. Are lists .of emergency keys maintained at key control 
locations and in the lockshop? 

6. Are emergency keys acqounted for at the beginning of each 
shift and is a record of this accounting maintained? 

7. Are emergency keyp. tested on a monthly basis? 

6 
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AUDIT 92-9.010 INTERNAL SECURITY AND ~EY CONTROL 

AREA I: ~EY CONTROL 

OBJECTIVE H: RESTRICTED 'KEYS 

1. Are key rings given a\ color code corresponding to the 
sensitivity or degree of control required over the area to 
which they allow acce,BS? 

2. Is staff member access to restricted keys limited to only 
those members who have a legitimate need in the course of 
their normal duties? 

3. Is an accurate and current record maintained of staff 
members or posts which have access to which restricted 
keys? 

OBJECTIVE I: PERSONAL 'KEYS 

1. Are personal keys of staff and non-staff alike taken into 
secure parts of the facility? 

2. Are lockers or key boxes provided to staff and non-staff 
alike for securing their personal keys prior to entering 
a secure area of any facility? 

OBJECTIVE J: 'KEY OR LOCX MAINTENANCE 

1. Are keys only removed from or added to key rings by the 
locksmith as authorized by the warden/designee? What 
system is in place to ensure that maintenance, repair and 
installation of all locking devices is completed in an 
appropriate and timely manner? Auditors should sample 
maintenance work orders pertaining to the locks hop to 
ascertain if repairs and maintenance are being completed 
properly and timely. 

2. Ascertain from the locksmith how he plans to dispose of 
broken, damaged or obsolete keys. Should policy be more 
definitive in this area? 

3. The locksmith's post order FY 85/02.03 H says one of his 
duties is to: 

-

establish a written preventative maintenance plan 
which ensures that all high security locks are 
checked semi-annually to establish proper 
serviceability. 

Find out if a p. m. plan exists and determine the extJnt 
of the locksmith's compliance with it. Obtain related 
documentation. 

7 - - - - - - - - -

AUDIT 92-9 010 INTERNAL SECURITY AND 'KEY CONTROL 

AREA I: KEY CONTROL 

OBJECTIVE Xl UHATlTHORIZI!D DUPLICATION OF ltEYS 

-

1. Does all unauthorized possession, alteration, 
marking, duplication, manufacture, or impression­
making of keys by either staff members, inmates or 
others result in disciplinary action and/or 
prosecution? Auditors should check with the IDHO and 
the ALJ to determine if inmates or staff have been 
disciplined for this infraction? Auditors should 
check with Internal Security management or the 
Director of Inveatigations to determine if any 
outsiders have been prosecuted. 

9 - - - - - - -
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AUDIT 92-9 010 INTERNAL SECURITY AND KEY CONTROL 

AREA I I : INMATE COUNTS 

OBJECTIVE A: POLICY AND PROCEDURE 

1. FE 03 HEAD COUNT AND RECONCILIATION, is the only 010 
policy and procedure related to inmate counts I could 
find. Talk to Sharon Fronk to verify that this is the 
only 010 policy pertaining to Inmate counts. Ascertain if 
the policy is under revision. The review date is 8-1-91. 
If the policy is being revised, interview the person 
responsible for the revision to find out what changes have 
been or will be made. Does it address all important 
operational areas? 

OBJECTIVE Bz COUNT PROCESS 

1. 

2. 

3. 

Auditors should observe a sample of on-property counts at 
each housing facility to which they are assigned on each 
shift which will be used in determ1ning staff compliance 
with policy and procedure. Obtain related documentation. 

a. are inmate counts completed according to schedule? 
b. is inmate flesh always observed by the counting 

officer? 
c. ascertain compliance with FE 03/04.03 0 which says: 

to maintain accurate inmate housing unit 
count totals, no inmate will change housing 
assignments until the facility classification 
secretary and the Central Control have been 
notified and a move order initiated. 

Does this practice only apply to the YACF or does 
it apply to the other facilities as well? 

Auditors should also observe on-property out count of 
inmates at their assigned facilities (if applicable) who 
are at work, school, treatment, etc. to enstrre compliance 
with policy and procedure. Obtain related documentation. 

Auditors should sample off-property out count inmates at 
their assigned facilities who are on home Visits, work 
release, school release or special leave to ensure they 
have an authorized clearance includinq date and time of 
departure and date and time of return in compliance with 
policy. Obtain related documentation. 

9 
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AUDIT 92-9 010 INTERNAL SECURITY AND KEY CONTROL 

AREA II: INMATE COUNTS 

OBJECTIVE B: COUNT PROCESS 

4. Auditors assigned to Southpoint should check the count 
sheets at Control I to determine if the officer at UMC as 
well as Community Correctional Centers are calling in 
their inmate head counts at the required times. Obtain 
related documentation. 

5. Auditors aSSigned to Southpoint should check with the Out 
Count Coordinator to obtain a current count of inmates 
housed in other state/federal facilities. This number 
should then be verified with Control I to ensure its 
accuracy. 

OBJECTIVE C z RECONCILIATION OF PHYSICAL COUNTS WITH ALPHA 
ROSTER 

1. The auditor assigned to CUCF will interview management and 
staff as well as obtain documentation of reconciliations 
of physical counts with the Alpha Roster. 

~ III: CONTROL ROOK SECURITY 

OBJECTIVE A: POLICY AND PROCEDURE 

1. The only policies and procedures I found which pertain 
directly to Control Rooms are FF 25 South Point Control 
Centers and DIOSO 92-00l-CUC~ Controlled Security Points. 
I am interested in determining what policy and procedure 
is in place. Check with the control room officers as well 
as Sh~ron Fronk and Pam Elliott if necessary. 

2. Does existing policy and procedure address all operational 
areas? For example the storage, use and inventory of 
control room weapons and munitions? 

3. Are the control room staff members complying with existing 
policy and procedure? 

4. Ask contral room staff members what poliCies and 
procedures are in place to guide control room operations. 
Ask contol room otaff members if they have read applicable 
policy and procedure.-

10 
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AUDIT 92-9 010 INTERNAL SECURITY AND KEY CONTROL 

AREA III: CONTROL ROOM SECURITY 

-

O!lJECTIVE Bt ACCESS 

1. Does policy and procedure govern who is allowed access to 
control rooms and under what circumstances? Policy should 
say that inmates are never allowed access to control rooms 
at any time for any reason. If policy and procedure does 
not address who is allowed access, recommend that it be 
included. Ask control room officers who is allowed 
access. 

2. Auditors should determine whether documentation is 
maintained regarding persons who are ftllowed access to 
control rOOI,,! and the reason(s) for their access. 

OBJECTIVE C: EQUIPMENT ISSUE 

1. 

2. 

Auditors should ask control room staff what equipment is 
issued from the control room to other internal security 
staff members such as radiOS and keys. 

Is a log kept which details what equipment is issued to 
whom, when it was issued and when it was returned. 
Additionally, is the equipment accounted for by control 
room staff at the beginning of each shift. Is a periodic 
inventory conducted by someone who does not have custody 
of the assets? 

OBJECTIVE 0: WEAPONS, AHHUNITION AND MOTIONS 

1. 

2. 

3. 

Ask control room officers if they have read and are 
familiar with applicable policy and procedure I TMA 04/25 
FIREARMS, FFr09 USE OF LETHAL FORCE, and FG 25 NON-LETHAL 
FORCE/FORCED ENTRIES. 

Additionally, ask officers if and when they have been 
trained in the use of both fire~rms and any non-leathal 
weapons available in the control room. They should also 
have received trc-ining in the use of SCBAs. 

Are cont,rol room officers in compliance with the 
requirements of TMA 04/25, FFr09, and FG 25? Obtain any 
available documentation. 

11 

- - - - - - -
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AUDIT 92-9 010 INTrmNAL SBCURITY AND ltET CONTROL 

OBJECTIVE EI BAT'l'BRT OPKRA'l'ED RADIO 

1. There should be at least one operational battery-operated 
radio in each control room. Verify with control room 
offic~rs if this is the case. I am not aware of any 
specific policy which requires the availability of a 
battery-operated radio in each control room. This 
recommendation was included in an internal security manual 
I received from NIC. 

OBJECTIVE J! I EKRRGKHCT PROCBDURI!tS 

1. Ascertain whether a copy of emergency procedures is 
maintained and readily accessible in each control room. 
These would probably include I FGrOl CONTINGENCY PLANS, 
FGr02 DISATERS,'FGr03 EVACUATION PROCEDURES, FGr04 MEDICAL 
EMERGENCIES, FGr07 EMERGENCY I WEATHER RELATED, FGr 13 
BOMB THREAT/INCENDIARY DEV1CES, FGrl5 HAZARDOUS MATERIALS/ 
CHEMICAL SPILLS, FGr17 EARTHQUAltE, AND FGr18 
ESCAPES/WALKAWAYS. Ask control room staff if they have 
read these poliCies, received applicable training, and 
could respond effectively and effiCiently in an emergency. 

OBJECTIVE GI RECORD-KEEPING 

1. Auditors should determine if complete and accurate 
documentation is maintained in control rooms such as: 
pass-down logs, equi~ent issue logs and inmate count 
sheets. There may b9 other logs and documentation that 
are maintained as well. 

OBJECTIVE 81 COHKUl'IICA'rIOHS ZOUIPHBNT 

1. Identify the various types of communications equipment 
which are available 1n each control room such aSI 
interco .. , radios, telephones, computer terminals and 
printers, clo.ed circuit talevi.ion, video cameras, 
telephone monitoring and recording equipment, fire alarm 
systemJl, and perilleter alana systems. Ascertain if staff 
have be.n trained in the use of thill equipment. Determine 
if staff are utilizing the equipment as intended by 
manllgOlllent. 

2. Is the equipment operational and in good repair? Are 
maintenance and repairs completed in a timely manner? 

OBJECTIVE I: CONTROL CENTKR STAFFING 

1. Are posts within the control center staffed by RFMS and 
RDOs? Are copies of applicable position post orders 
maintained in the control room and are they accurate? 
Have 8t~ff members filling control room posts read the 
applicable post orders recently? Do they have a Bound 
working knowledge of all aspects of the post? Are staff 
fulfilling position duties and responsiblities in 
compliance with applicable post orders? 

OBJECTIVE J I STAn' COHClmIIS 

1. Ask control room staff what security-related concerns they 
have pertaining the control room{s) in which they work. 
Auditors should make a record of all concerns ~aiBed by 
staff. - - - - - - - -
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Program Review, Correctional Services, Federal Correctional 
Institution, Seattle, Washington 

September, 1993 
[Attachment D4 to Bureau of Prisons Program Statement 1210.12] 
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PROGRJUl REVIEW 

CORRECTIONAL SERVICES 

FEDERAL CORRECTIONAL INSTITUTION 

SEATTLE, WASHINGTON 

Prepared by: 

Bob Hunt 
Correctional Services Reviewer-in-Charge 

Program Review Division 
Washington, D.C. 

September 1993 
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PROGRAM REVIEW DATA SHEET 

Review Authority and SOOpSI 

1< Program Review Authority ••••••••••••• As.i.tant Director, PRO 
2. Review Sit& •••••••••••••••••••••••••• FCI Seattle, Washington 
3. Gender of the Population ••••••••••••• Ma1. 
4. Program/Function Reviewed •••••••••••• Correctional Service. 
5. Overall Rating ••••••••••••••••••••••• Acc.ptabl. 
6. Reviewer-in-Charge (R.I.C.) •••••••••• Bob Hunt 
7. R.I.C.'s Duty Station •••••••••••••••• Central Office 
8. Number of Examiners Total •••••••••••• Seven 
9. Scope of Review •••••••••••••••••••••• Routine 

Background I 

10. Date of Last Raview •••••••••••••••••• June 24-28, 1991 
11. Date of Last Operational Review ••••• May 1992 

Tracking Informa~ionl 

12. starting Date of Review •••••••••••••• September 20, 1993 
13. Ending Date of Review ••••••••••••••• September 24, 1993 
14. Date of Report •••••••••••• , •••••••••• October 20, 1993 
Hi. Date Mailed to CEO ••••••••••••••••••• October 29, 1993 
16. Date CEO Response Due •••••••••••••••• November 26, 1993 
17. Date of Next Review ••••••••••••••••• FiBcal Year 1995 

Findings I 

18. Number of Significant Findings ••••••• Two 
19. Number of Repeat Deficiencies •••••••• One 

Executive Steff: 

20. Warden ••••••••••••••••••••••••••••••• Rodney Ramer * 
21. Associate Warden (O) ••••••••••••••••• Mary Wilson ** 

EOD - July 1993 

* Al Jones was the warden prior to Mr. Ramer's arrival in 
June 1993. 

*~ Mike Smith was the prior Associate Warden (0). 
or . 

** Mike smith, AN (P), and Mary Wilson, AW (0), switched 
responsibilities in July 1993. 

(Indicate EOD if under six months) 

- - - - - - - - - -
P.S. 1210.12 

September 14, 1993 
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R!Vl:ZWER ASBtJRANC!: STA'l'EHEN'l' 

As Reviewer-in-Charga, I certify that the re':ew was conducted in 
accordanca with generally accepted government auditing standard •• 
Findings of noncompliance with policy or inadequate control. 
identified in the report are supported by evidence that is 
SUfficient and reliable. The evidence is contained in the 
program review working pepers filed in the Central Office. 

I further certify that, within the scope of the program review, I 
have reasonablo a •• urance that, except as noted 1n this report 
and in the list of advi.ed item., the Correctional services 
operation at FCI Seattle is operated in compliance with 
applicable law and policy; and that property and resources are 
efficiently utilized and udequately safeguarded. An adequate 
system of internal controls is in place to promote continued 
compliance and ensure resources are protected against waste, 
fraud, abuse, and mismanagement. 

BobiHunt,-Exam1ner 

Members of tho Review Team: 

Maria Hernandoz, Examiner, Central Office, PRO 
Scott Johnson, Examiner, Central Office ,PRO 
Pete Kennedy, Examiner, Central Office, PRO 

Date 

Robert ~binson, Chief Correctional Supervisor, USP Kansas city 
Dominick Fin~y, Bureau Security Specialist, SCRO 
Dirk Jones, Chiei ~orrectional supervisor, FCI McNeil 



N 

~ 

BACKGROUND IHYORKATIOH 

P.S. 1210.12 
September 14, 1~93 

Attachment 04, Page 6 

The Fede~al Correctional Institution (FCI) Seattle, Washington, 
is a medium security facility housing adult male offenders. It 
is loca:ed north ot Seattle in Edmonds, Washington. 

The correctional Services Department has an authorized complement 
of 143 which inclUdes 11 lieutenants. Their average length of 
service at Seattle is 15 montha, with the most senior lieutenant 
having 60 months at the facility. Their average number years 
experience with the Bureau is nine, with the moat aenior 
lieutenant having fifte.n yeara. There are four GS-9 
lieutenants, tvo of which have completed the new Lieutenants 
Self-Study course. Six lieutenants have attended the Advanced 
Lieutenants Training course, and four lieutenants have attended 
the SIS Tra1ning course. 

captain Tom Davis has been in this position since May 1991. He 
began his career in september 1975 aa a Correctional Officer at 
USMCFP Springfield. He transferred to FCI Ray Brook and later 
promoted to lieutenant at USP Leavenworth and FC! Butner, 
respectively. Mary WilDon, Associate Warden of Operations, has 
responsibility tor the Correctional services operation and haa 
been in this position since July 1993. 

The following statistical information was obtained from the Key 
Indicators/Strategic support system using data input from the 
period of January 1993 through June 1993. 

As stated previously, the Correctional services Depart.ment has an 
authorized complement of 143 positions. Tho inmate to staff 
ratio for Correctional SeL~ices is slightly below the national 
average. Nationally, Correctional services staff encompass an 
average of 43.6 percent of all staff in medium security 
facilities. Seattle's correctional Services staff comprise 42 
percent. 

The correctional services monthly reports for escapes, assaults, 
and homicides for the past year revealed 20 assaults, (6 on an 
inmate with a weapon, 12 on an inmate without a weapon, and 2 on 
staff without a weapon), no escapes, no suicides, and no . 
homicides. All reports indicated Seattle's statistics are 
comparable to the national average for significant misconduct 
incidents reported in tne past year at medium security 
facilities. 

Analysis of the inmate urine surveillance program indicated the 
percentage of test rates is below the national average for medium 
security institutions. The number of positive and unauthorized 
test results are also slightly below the national average. 

-.- - - - - - - - -

aENERlU. COKKEIITII 
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The Correctional Services operation is functioning in an 
acceptable manner. Although aeveral deficiencies and two 
significant findings were noted, the Correctional Services 
Department haD adequate internal controls to effectively respond 
to areas of concern and accomplish their overall mission. 
Additionally, the operation is performing their vital functions 
in an acceptable manner. ·Staft appeared to work well with 
others. They were viewed as chearful, energetic employees, who 
wore open, honeat, and rosponsive to the review team members. 
Communication within the department appeared to be good up-and­
down the chain of command, as well as with other departments. 

Tool control had improved significantly since the last program 
review. Further, tool control deficiencies identified during the 
UNICOR Program Review had been resolved. Locking devices 
identified as a repeat deficiency during the June 1991 Program 
Review had also been replaced with appropriate locks. 

During the entire week, the examiners observed only one occasion 
where a staff member ~~31l.nged an inmate to determine if he was 
in an authorized area. Ms. Patricia Nelson, Physical Therapist, 
should be commended for her efforts to ensure proper inmate 
accountability was maintainQd in the institution hospital. 

Correctional Services I syst~ of perpetual reviews is not 
achieving their intended results. The reviews appear to be 
incomplete, with littlo or no follow-up. Many of the perpetual 
review results indicated no deficiencies were found in a specific 
area, when in fact, deficiencies were readily apparent and 
discovere~ by the review team. 

SXGNIFXCANT FINDXHGS 

Finding # 1: Inmate Accountability 

Condition and Effect: 

Inmate ~ccountability procedures for conducting the total 
institution census, use of detail kits, conducting counts, and 
inmate movement via the pass system are unreliable. This creates 

- - - - - - - - -
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t.he poter; ~l tor unal!thoriz<ld inmate activity that could lead to 
disturban~~s, assaults, and ~scape. 

Evidence: 

Inmate detail kit. tor the UNICOR cable factory, Food 
Service Department and Facilities plumbing shop were 
examined. CP.S. 5511.3, para. 9) 

al 

b) 

c) 

Approximately 15 perc~nt of the detail cards did 
not have photographs that reflected an accurate 
imag. of the inmate. 

Approx~-'Q~ely 5 percent ot the detail cards did 
nc-' .. nave inmate photographs. 

Approximately 10 percent of the required detail 
cards were not in the kits. 

On September 21, 1993, the 4:00 p.m. count wae observed 
in units Alpha and Bravo. Both counts were disrupted 
by inmate movement and recounts were required. In both 
case., probationary officers observed the count to 
monitor inmate mov~ent. The officer in Alpha Unit waa 
inattentive (negligent), and the officer in Bravo Unit 
was distracted because of his lack of experience and 
guidance. CP.S 5500.3, cn " Sect. 701) 

Observation of th~ total institution census conducted 
on september 22, 1993, indicated ataff were not 
checking to insure inmates were in authorized areas; 
they are conducting only a body count instead. 
(P.S.5500.3, cn 7, Sect. 705 & P.S. 5511.3, para. 5) 

Although the institution has an inmate pass system, 
inmates are not required to hav9 a pass When moving to 
and from the main recreation yard. Recreation staf,t 
have no means to determine if an inmate is authorized 
to be in the area. On Septembe~ 22. 1993, two inmates 
from the plumbing shop working in Food Service did not 
have passes. Follow-up on expended passbooks was 
inconsistent. Six passbooks had been issued to Alpha 
Unit since July with no evidence of accountability for 
expended passbooks. (P.S. 5511.3, para. 8) 

cause: 

Staff were not checking the detail kit assigned to 

- -----------_.----_. - - - - - - - -
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~n3ir area of responsibility to inmure that the photograph and 
information were accurate. 

Probationary offieers were not trained to properly 
monitor formal counts in the units. 

Staff throughout the institution were not trained in 
the correct procedure to conduct an institution census. 

The inmate pass system is not properly monitored by 
staff throughout the institution. 

Reco~endation.: 

-

Institution executive staff should reinforce and stress 
the need for accurate and consistent inmate 
accountability procedures. 

All detail kits should be updated immediately. Staff 
requiring guidance should receive individualized 
training from the lieutenants in the proper methods of 
conducting a detail census. Lieutenants conducting 
weekly detail censue checks must insure that detail 
kite are accurate and take appropriate follow-up 
action. 

The institution inmate accountability supplement should 
be revised to state specific Bteps required for the 
monthly total census. Lieutenants should observe staff 
conducting accountability checks to insure proper 

procedures are followed. 

All staff should receive training in proper inmate 
accountability procedures. 

Finding # 2: Key Identification and Accountability 

Condition and Effect: 

Key identification and accountability procedures are inadequate. 
to prevent loss ot keys and use of compromised keys. This . 
condition creates a potential for inmate access to controlled 
areas that could facilitate disruptive behavior or escape. 

Evidence: 

Four compromised keys are currently in use at FCI 
Seattle. Details have been provided to the captai~ in 



~ 

N 

~ 

-

Cause: 

1>.5. 1,,10.12 
S.pte~r 14, 1~93 

Attachment 04, page 10 

a separate repOrt. (1'.5. 5500.3, CH 3, sect. 307) 

The cross-reference system had a 25 percent error rate. 
A croas-reference .y.t~m ia required to facilitate 
locating specific keys and locks within the institution 
at any hour, day or night. (P.S. 5500.3, CH 7, 
Sect. 307) 

The garage keys were stored in a wooden box retained in 
the garaqe office during tbe day. The garage office is 
not considered a secure area since numerous windows 
make access easy for inmates. (P.S. 5500.3, CH 7, 
Sect. 308) 

The key cabinet in the control center did not conform 
to Dureau specifications. The keyboard is in 
alphabetical sections with the key numbers below the 
alphabetical suction. Policy requires vertical rows be 
lettered and horizontal rows be numbered. (P.S. 
5500.3, CH 7, Se:t. 306) 

•• s •• Att&o~eDt A for additional eTideDce supporting 
8iqnlfioant Finding' 2. 

Baaed ~n interviews with the captain, day watch 
lieutenants, and the security officer, it is apparent 
the security officer has devoted, at best, only 50 
percent of his time to locks hop duties. This is due to 
the increased population (additional unit) and an 
abnormally high Correctional Officer turnover. during 
the past year. 

Recommendations: 

.. 

The security officer should be relieved of all other 
duties so he can dedicate 100 percent Df his time to 
lockshop duties. 

A day watch lieutenant should be given specific 
supervisory responsibility to insure appropriate 
priorities are established, e.g., removal and 
replacement of compromised keys and locks, as well as a 
proper record system to take correctiVe action when 
keys are compromised. 

- - .. - - - - - -

R~P!AT DZFXCIENCIES 

P.S. 1210.12 
september 14, i993 

Attachment 04, Page 11 

There was one repeat deficiency from the review conducted in June 
1991. 

There haa been no improvement in the SIS office to 
prevent unouthorized entry. Plans were developed but 
apparently never implemented. 

COHKDDl.'nOlf 

Terri Brothers, Special Housing unit (SHU) Supervisor, is to be 
commended for he~ innovative renovation ideas and procedural 
changes which significantly increased the security and control of 
the ~Qgregation unit. Kost notable waB her suggestion that the 
SHU ot~ic. be relocated to the former inmate law library. This 
!ncre~.ed the officer's ability to visually monitor . 
administrative detention, disciplinary segregation, and the unit 
recreation yard. 

Becauaa of ~i. procedure, serious inmate incidents (destruction 
of government property, flooding cells, etc.) have decreased by 
over 50 percent, end administrative detention inmates are allowed 
one hour of recreation seven days per wee~_ (xt shOUld be noted 
that ten of the eighteen deficiencies reported in the 1991 review 
were based on conditions in segregation. No deficiencies in 
segregation were noted during thi.s review.) . 

- - - - - - - -
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UTAH DEPARTMENT OF CORRECTIONS. BUREAU OF INTERNAL AUDIT 

OFFICE OF THE DEPUTY DIRECTOR 
BUREAU OF INTERNAL AUDIT 

AUDITOR-IN-CHARGE EVALUATION 

AUDITOR-IN-CHARGE: DATE: 

-

AUDIT: ________________________________________________ __ 

~ 

~ 

I. 

BUREAU DIRECTOR/DESIGNEE: Evaluate the auditor-in-charge 
in each category according to the criteria listed below: 

OUTSTANDING 
SATISFACTORY 
UNSATISFACTORY 
NOT APPLICABLE 

(0) 
(5) 
(U) 
(N/A) 

"Outstanding" as well AS "Unsatisfactory" performance 
on any audit should be supported by written comments 
in the appropriate category listed on this form. 

NOTIFICATION AND PRE-AUDIT SURVEY: 

A. Maintains a copy of the Audit Schedule 
Status Report received from the Bureau 
Director/Designee. 

B. Provides notification to entity by due date. 

C. Provides entity a memo requesting Pre-Survey 
material. 

D. Conducts a walk through of the audit site. 

E. Consolidates all Pre-Survey material, 
commentaries and summaries. 

F. Carefully reviews all pertinent 
Departmental Policies and Procedures I 
Post Orders. 

OVERALL RATING IN NOTIFICATION AND PRE-AUDIT SURVEY 

Comments: 

1 

- - - - - - - -

II. AUDIT PROGRAM: 

A. Documents auditor hours available 
for audit. 

B. Clearly articulates in writing major "Areas" 
to be audited. 

C. 

D. 

E. 

P. 

G. 

Writes a "Narrative" pertaining to each "Area" 
which includes pertinent Pre-Survey material. 

Writes specific audit objectives within 
each "Area" which may include "Cr~teria, 
Condition, Cause, and Effect." 

Indicates auditors assigned to each 
objective and estimates the auditor hours 
needed to complet~ wo.o:k. 

Submits the Audit Program to the Bureau 
Director/Designee four (4) calendar days 
prior to the On-Site Verification Phase. 

Briefs all auditors no later than the 
first day of the on site. 

OVERALL RATING AUDIT PROGRAM PHASE 

-

Comments: 

Audltor-IJiC:harge 

Date, 

Burea.u DIrector 

Date: 

-

• .•••.• * * * * •• * • * * * • * ••••• * • * * * * * * • * •• 

III. ENTRANCE CONFERENCE AND ON-SITE VERIFICATION I 

A. Conducts Entrance Conference on date 
scheduled: 

D. Provides auditee an outline of the 
Audit Program. . 

C. Provides auditee an Audit Team 
Evaluation form. 

2 



N 
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D. Supervises all auditors in deve!o~ing a 
systematic approach to co"ducting audit 
teats, evaluating information and reporting 
results. 

E. 

F. 

G. 

H. 

I. 

J. 

It. 

L. 

Monitors auditors and audit liaisons in 
maintaining audit sche~ule. 

Meets regularly with auditors to review 
working papers and provides clarification. 

Reviews working papers to ascartain if 
sufficient supporting evidence i8 developed 
ComMensurate with the time expended. 

Evaluates auditors work to determine 
if major operational irregularities 
are identif!ed. 

Ensures that work paper summaries are 
adequate. 

Reviews d:aft Findings to determine if 
they contain all five (5) elements. 

Ensures that Findings have sufficient 
documentation. 

Determines that all working papers are 
finalized on a systematic basis and 
completed no later than five (5) 
working days after the on site. 

M. Encourages economic and efficient 
development of working papers through 
the use of dictaphones when appropriate. 

N. Ensures thllt major issues related to 
Findings are clari£ied with the auditee. 

O. Conducts a t4rm1nation conference at 
end of the On-Site Verification Phase. 

P. Provides Bureau Director/Designee, 
Auditor/Audit Liaison Evaluation 
forms by due date. 

OVERALL RATING FOa ENTRANCE CONFERENCE AND 
ON-SITE VERIFICATION 

Comments~ 

IV. WORltING PAPER CONTENT, ORGAlU:ZATION AND SAFEl':EEPING: 

A. Ensures that all working paper files 
are wall organized and include a work 
paper summary, evidence of audit tests 
conducted and a closing entry. 

B. Organizes 'working papers consistent 
with the Audit Program. 

C. Oversees safekeeping of working papers. 

OVERALL RATING PERTAINING TO WORltING PAPER CONTENT, 
ORGANIZATION AND SAFEl':EEPING 

C01I!!IIentsl 

Auditor-In Charge Bureau Director 

Date: Datal 

* • * * • * * • * * * • * ~ * * * * * * * * * * * * \ * * * * * • * * 
V. REPORTING RESULTS I 

A. Carefully reviews all working papers 
to extract pertinent information for 
development of Findings. 

B. To maintain efficient work flow, the . 
majority of the report shall be dictated 
for transcription by Support Staff. 

G. Develops Draft Report Introduction, 
Scope, Methodology and Definitions. 

D. Develops Findings ensuring that there 
is adequate documentation in the working 
papers tq'support all five (5) audit 
Finding elements. 

E. Develops Areas for Further Study as 
appropriate. . 

F. Develops Appendices as needed. 

G. Few major structural changes are 
required in the report. 

3 4 

-.- - - - - - - - - - - - - - - - - -



- - - - - - - - - -

H. Simi1a~ Findings are grouped and 
related to one another. 

I. Major stepa and logical development 
of an idea are present. 

J. All five (5) attributes of a Finding 
are adequately presented. 

X. Cross-referenced Draft Report in working 
papars. 

L. Draft Report is provided to the Bureau 
Director/Designee by the due date. 

M. Attends Exit Conference with working 
papers. 

N. Satisfactorily answers all relevant 
N auditee questions pertaining to the 
~ report and working papers. 
~ 

O. Provides factual resppnse to questions 
during the Exit Conference that 
substantiate the report. 

P. Ensures that audio recording of the 
Exit Conference is made. 

Q. Ensures that the Final Report, including 
Entity Response, is completed by due date. 

OVERALL RATING FOR REPORTING RESULTS 

Commentsr 

Aualtor-In Charge Bure/lu Director 

Datel Datel 

.. * * • • * * * * • * * • • • • * • • * * • * * • • • * * • * • • • * 

5 

- - - - - - - - -

Comments/Recommendations (outstanding achievements and/or deficiencies) I 

LFH/BKAS 
10/6/89 

Bureau Director/Designee 

6 

i 

J 
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iLLINOIS DOC, AUDITOR APPRAISAL FORM 

\AUDITOR'S ASSIGNMENT APPRAlSAL 
!Name: Level: I II III Other . 
!Alsignment: Hours: 
l'Ea-tNJCAL PBRFORMANCE B I S I A I MINAI REF. 
lAecountiOlt mowledge and application 
!.iuditing knowledRe and application 
Evaluation of Internal controls 
IAbiliiYto lenn 
Uiider3tandiu2-of 6iiiiriesscnvironment 
'Knowledge o~icies and procedures 
Development of findings and recommendations 
Report writing 
fWORKlNG PAPBR DOruMBNTATION mimllitiimlimliiliiliiii~ilmljmillHilljm:llillilmmiljlilill 
Lov.ical organization 
COnciseness. elimination of·nonessentlals 
ound conclusions and clear e:tlllanations 

;CrfJss-references and indices 
Care, completeness, and. self-review 
\ADMINlS1RATION iiiWlill:wmHliWHHHii~lllmmll~iii*ml~iijHi!imililHilii 
:Effective planning 

upervisors advised of problems/progress 
!Ability to review/evaluate/solve problems 
Effective clearance of review comments 
!Control and completion of assl2Dment 

UPERVlSORY SKlLLS ON-CHARGB) liiiliHllmim@mrilniilillji4Jmimil~miiliiimimm~ 
'Effective supervision of staff 
r\Vorkil!R paper review 

B = Excellent, S ... Superior. A '" Average. M :II Marginal. NA .. Not Acceptable 

Comments: 

wrepared by: . - - _._- Date: --I 

IDiscussed with auditor: D:i~ 

IReviewed by: Date: 

-,- - - - - .. -.- - - - - - - - - - -
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APPENDIXH 

Information Systems 

Federal Bureau of Prisons, Institution Fact Sheet, 
KIISSS Generated 



Date ot request: 01/27/92 Date ot data: December 91 

Institution 
C.E.O. 

Phone I 
FAX I 

BOP--All Institutions. •• Region: 
J. Kichael Quinl~H , Director 
202/~07-3250 (Commercial) 1 367-3250 (FTS) 

-------------------------------------------------------------------------------
Institution security Level: N/A 
~ean inmate security level: 2.6 Median inmate security level: 3.0 

faTAL Number of Inmates: 
Inmates in population (excluding 
Inmates in Holdover status: 
Inmates In-Transit: 

Rated capacity: 

holdovers and in-transits): 

43009 55' over capacity 

66472 
61081 
2845 
2546 

(The Population Count excludes any WITSEC inmates. 
T~erefore, the percent capacity may be underreported.) 

Note: TIle following frequencies relate to the TOTAL NUMBER OY 
INMATES IN POPULATION (INCLUDING HOLDOVERS AND IN-TRANSITS). 

White 42868 64.5' 
Black 21843 32.9\ 
other 1762 2.7' 

Mean age of inmates : 
Mean sentence'length: 

37.1 years 

N 
~ 

Hales 
Females: 

Designated 
U.S. citizen 
Non-U.S. cit 
Unknown citz 

I.N.S.: 
AdJdt: 

Age 18-25 
Age 26-30 
Age 31-35 
Age 36-40 
Age 41-45 
Age 46-50 
Age 51-55 
Age 56-60 
Age 61-65 
Age 66+ 

428.3 months 

61453 92.5' 
5019 7.6' 

54587 !i2.n 
43195' 79.U 
10584 19.'" 

1108 1.5' 

1775 
2546 

8415 -
11739 
13294 
118"5 

9140 
5484 
3197 
1828 

951 
5711 

2.n 
J.n 

12.7' 
17.n 
20.0' 
l7.at 
1J.U 
8.n 
4.8' 
2.Bt 
1.4' 
0.9t 

In Aryan Brothrhood 
In Mexican Kafia 

40 O.H 
27 0.0' 
40 D.lt In Texas Syndicate 

In La Nuestr6 Fa.l. 
In Black Guerrillas 

7 O.ot 
7 0.0' 

elK Case 22069 3J.2~ 
separation Case 19855 29.9\ 

;r/sss 1/27/1992 1J:28 ROP-O 

-,- - .. 

Hispanic: 17196 25.9' 
Non-Hispanic: 49276 74.H 

Median age of inmates: 35.9 years 
Median sentence. length: 78.0 months 

U.S. citizens 
Ncn-U.S. citizens: 

Colombia: 3224 
Mexico: 4048 

Unknown 

48697 73.3t 
15854 23.9' 

4.8' COIba: 2805 
6.U 

1921 2.9' 

Pre-Trial 
U.S. Citizens 
Non-U.S. citizens 
Unknown Citizens. 

Holdovers: 

4713 
1796 
2293 

624 
2845 

7.n 
38.n 
48.n 
13.2' 
4.3\ 

SLl's 
SL2's 
SL3's 
SL4'. 
SL5's 
SL6's 
Unclass: 

153 
60 

121'i 
106 

20 
o 

5883 

0.2' 
o.H 
0.2t 
o.H 
0.0' 
0.0' 
8.9t 

MinillulI: 15814 
17509 
18007 

Community custody: 
out custody 
In custody· 
Maxillull custody 
Unclassified cust: 

Furlough Eligible: 

Low 
Mediull 
High 

4726 
13235 

. 46856 
1456 

o 

4048 

Soph. criminal Act : 2180 
Threat Govt orficial: 199 

page: 1 of J 
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7.n 
19.9' 
70.5' 
2.2' 
0.0' 

6.H 

3.31\ 
O.lt 

4.at 

23.8' 
26.3t 
27.1t 
13.2t 

. - -- - - .. 

Ilote: TIle following frequencies relate to SENT£IICEO AND 
DESIGNATED INMATES (INCLUDING HOLDOVERS AIID IN-TRANSITS). 

sentenced under the SRA: 
35370 (63.0') 

Detainera: 1~~78 (32.9', 

--sentencing Inforaation-­
No. with Data I 56116- 100.0t 
Snt. 0-11 80: 1396 2.5t 
Snt. 12-35 DOr 7817 13.9' 

,Snt. 36-59 80: 7392 13.2' 
Snt. '60-119 1nO: 16911 lO.n 
Snt.120-179 DO: 9373 16.7' 
Snt.1BO-239 »0: 4759 8.5' 
Snt. 240-lifo: 7206 12.8t 
(Life Sentence: 1256 2.2') 

Expected Length 
No. with Data 
0-12 Months 
13-59 Months 
60-83 Montha 
84+ Montha 

Incarc. ( BP14 ) 
411285 100.0t 

9UII 19.9' 
2U95 46.0' 

4959 10.n 
11513 23.11' 

--t Sentence 
No. with Data 
Served 0-25' 
Served 26-75' : 

Served (BP15)-­
: 48:285 100.o, 

20088 41.n 
22793 47.2' 

Served 76-90' : 
Served 91+' 

3995 8.3' 
1409 2.9' 

--Judgment S Coaaitaent--
Obliglltiona 

No. with Oats, 54913 100.G' 
Hith 1 oblig.: 401117 74.5' 
With 2 oblig.: 8921 16.2' 
With 3+ .oblig.. 5105 9.Jt 

History of Viol~nc. (SP-14) 
No. with Data: '60870 100.0t 
None. : 41931 68.9' 
Hinor, 10+ Yra: 1270 2.1t 
Minor , 5-10 Yr.~ 1343 2.~' 
Minor, < 5 Yra: 2965 4.9' 
Serious,15+Yre: 3078 5.1t 
Serio.,10-15Yr: 3237 5.3' 
Serio.,S-IO Yr: 3935 6.5' 
Serio •• < 5 Yrs: 3111 5.1~ 

--Medical Status Data-­
No. with Data: 5~314 100.0t 
Reg. Duty stat: 40049 73.7t 
Medical Condit: 5630 10.4' 
Hypertensives: 3310 6.1' 
Paych. condit.: 2074 3.1t 
Cardiac Condit: 1~S9 2.9\ 
Diabetics 1682 3.1' 

KI/SSS 1/27/1992 13:2i BOP-O 

Inmates A-OES > 30 days v/o sentence coap: 
492 (0.9' of 54587 A-DES inmates, 

--Instant Offense categories-­
Ho. with Data 540112 100.0t 
Drug-Liquor Offense 31108 57.9' 
Robbery Offenses 6335 11.7' 
Property Offenses 3510 6.5' 
Extort.,Bribe,praud 3443 6.4' 
Violent Offenses 2067 3.8' 
D.C. OUenses 1130 2.lt 
Arms, Explos., Arsn 3696 6.S' 
White Collar Offns. 711 1.3' 
laaigration Offense 512 0.9' 
Court, Corrections 499' 0.9t 
Sex Offenses 399 0.7' 
National Security 73 0.1' 
Kiscellaneous Otfn. 399 0.7\ 

--Projected Time 
4 Months or less 
5-8 Months 
9-12 Months 
13-24 Months 
25-60 Months 
61-120 Months 
121+ Months 

Left to Serve--
17369 26.U 
5045 7.6' 
4101 6.2' 
9452 14.2\ 

14511 21.8' 
9020 13.6' 
6966 10.5' 

--Dellionetrated 
No. with Dlita 
Poor 

Responsibility(BP-15)--

Average 
Good 

482115 ' 100.0t 
61507 13.7t 

21344 44.2' 
20334 42.U 

Type , No. of Discipl. Reports(BP-15) 
Mo. with Data : 48284 100.0t 
1 100 in 10 Years 4779 9.9' 
1+ 200 in 2 Years .eS4 1.8' 
1 200 in 2 YeaI'm 3~03 7.0t 
1+"300 in 1 Year 1409 2.9\ 
1 300 in 1 Year 3064 6.3' 
1+ 400 in 1 Year 93 0.2' 
1 400 in 1 Year 286 0.6' 
None 34386 71.2' 

--Mental/Psych. 
No. with Data 
Unfavorable 
Favorable 

Status(ljP-15)--
48285 100.Ot 

: 804 1.7' 
: .7481 98.lt 

page: 2 of 3 

Fine Print 

The user should note the following: 
Because ot t~e time and sequence requirements for completion of 
sentence computations, BP-14, and BP-15 forms, the entries showing 
"Ho. with Data- will NOT always equal one another nor th~ ·nu=ber of 
inmates in population. N~verthe1ess, the frequencies reported are as . 
accurate as oainfrane resources will permit. . .. - - - - - - - -
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USER FEEDBACK FORM 
.' 

Please complete and mail this self-addressed, postage-paid form to assist the National Institute of Corrections in assessing the value 
and utility of its publications. 

1. 

2. 

3. 

4. 

5. 

6. 

7. 

8. 

What ill your general reaction to this document? 

__ Excellent _Good __ Average __ Poor __ Useless 

To what extent do you see the document as behlg useful in terms of: 

Pr~;viding new or important information 
Developing or implementing new programs 
Modifying existing programs 
Administering ongoing programs 
Providing appropriate liaisons 

Yea Useful Of Some Use Not Utleful 

Do you feei that more should be done in this subject area? If so, please specify what types of assistance are needed. 

In what ways could the document be improved? 

How did this document come to your attention? 

How are you planning to use the information contained in the document? 

Please check one item that best describes your affiliation with corrections or criminal justice. If a governmental provam, 
please also indicate level of government. 

__ Dept. of corrections or prison 
_Jail 
__ !"robation 
__ Parole 
__ Community corrections 

Court 
__ Juvenile justice 

_Federal State 

OPTIONAL: 

__ County 

__ Police 
__ Legislative body 
__ Professional organization 
__ College/university 
__ Citizen group 
__ Other government agency 
__ Other (Please specify) _________ _ 

Local __ Regional 

Name ________________________________ Agency ____________________________________ ___ 

Adme8S~ ____________________________________________________________________ ___ 

Telephone No • ...,{ _)'--_____ _ 

Program Review and Internal Audit 
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